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Abstract

The international literature refers to many studieshe application of DNA technology
by the police. These studies cover topics suchotisepuse of forensic evidence, the
ethical use of DNA, the application of DNA evidenoecourts and the implications of
an unchallenged proliferation in DNA legislatiorh€T literature pertinent to the police
use of DNA technology identifies that when the peldo use DNA to investigate crime
the results are good, confirming that DNA is areefive means by which to identify
offenders and the police should make use of it. él@w, there is no in-depth research
about how the police actually use DNA technologyniwestigate crime, nor about the
effectiveness of the New Zealand national DNA dasab This unique research adds to
the international literature through a New Zealaade study. While police forces
worldwide have a history of adopting new technolagyhe belief it will make them
look professional and improve their effectivenasgiieventing or solving crime, they
have not necessarily maximised the full capabditief this technology. From a
theoretical view there are two key issues that gmévhe effective use of DNA
technology: 1) ineffective application of organieatl processes to use it efficiently; in
that there is reluctance by staff to change thelrabviours leading to a likelihood that
new processes will be circumvented; 2) the cultuesistance to change at both the
middle management and front line levels. These & intrinsically linked as they
drive each other. When there is resistance to @dargan prevent an organisation from
implementing sound business practices. This leadisnitations of buy-in from staff as
they do not perceive the value of this new techywland they have not been provided
with the organisational framework to make the hest of this technology. This is
interpreted from the theoretical construct of Ckdfield and habitus’ of policing and
the impact that police culture can have on the esgfal implementation of new
technology. Police culture can impede change with& organisation as they have a
definite comfort zone that does not include anyagrehange to their processes or
practices. They are content to try new technolagioag as they can continue to police
in the way they have always done. This researcksl@ one district within the New
Zealand Police to examine how they use the nati@MA database to investigate
crime. Files from the 2005 calendar year where DS found at the scene of a crime
were reviewed. To add more depth to the data reedveom the files, a range of

practitioners was interviewed to establish theews on DNA use by the police. The

Vi



results of the study were the identification of esa issues with the data entry and the
capturing of statistics. While the data was limitdde to the vagaries of police
information, it was discovered that despite all tee and energy the New Zealand
Police have spent on DNA technology they have edtuced crime or in some cases
even solved crime in spite of its use. The emgdiks@gdence gathered from police files,
interviews and other literature showed that alttotite New Zealand national DNA
database functions as intended, the police do rdenthe best use of it to investigate
crime. New Zealand Police needs to appear legiénrathe eyes of the public when
enacting its powers and a topic such as DNA is ywgoing to generate emotive
responses. Moreover, the police need to be moreeagfahe impact on the public of
the use of their powers, therefore the taking atdiming of DNA samples needs to be
for legitimate reasons. For this to be acceptabliné¢ public the police need to be seen

to be making the best use of DNA technology to stigate crime.
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Chapter 1: Introduction

1.0 Introduction

This research aims to establish if police cultuevpnts the New Zealand Police from
making the best use of DNA technology to investgaime. The emphasis has been
placed on police culture as the theoretical constadopted for the research is Chan’s
adaptation of field and habitus as applied tacpaj. That is the environment, arena or
‘field” of struggles within which the police opeeasind the culture or ‘habitus’ that may
enable or disable that environment. To contexdeaine research the thesis reviews the
history of the discovery of the double helix ané tiirst use of DNA to identify a
suspect. The establishment of DNA databases amésponding legislation is also
explored as these might impact on the legitimate eisthe new technology by the
police. Although police culture is a focus of thiesearch; legitimacy, change
management, police technology and police hierasrieyalso looked at. This research
focuses on the use of DNA technology to investigat@e and is specific in its aim by
reviewing DNA files and interviewing police staffhe use DNA as part of their work.
This is to compare the perception or views of stafto the benefits of DNA technology
to investigate crime and the reality of what thasterviewed actually do with DNA
when investigating crime, A search of literaturaehation to this subject suggests that
this type of research has not been done beforeftirerthe police (or the public) cannot
be sure that DNA is used effectively to investigatiene. Conclusions might be drawn
that by using DNA the police are merely ‘tickingpax’ to present the appearances of
being professional in their approach to the usaadern technology to fight crime.

Due to the nature of the subject matter and thgtlenf time taken to complete this
research, changes in legislation, technology atidypbave occurred since the original
files were examined. This is acknowledged anchtgxigiven where appropriate in the
form of footnotes and in the final chapter. Théura of the research has also evolved
over time with conclusions being drawn as a resfithe data and interviews which
focused more on the police culture than at firatised.

The remainder of this chapter will lead the reatieough the background of the New
Zealand Police, DNA, databases, legislation, budgel therefore setting the scene for
the research. The chapter concludes with a breakaf the content of the remaining
chapters

1.1 Deoxyribonucleic Acid (DNA)
The first concept of an inherited characteristio ¢@ traced back to 1865 when an
Austrian monk, Gregor Mendel, published his work the study of pea plants. He

stated that they inherited their physical charasties from their parents and passed
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them on to their offspring (Guerin, 2007). DNA isetchemical code specifying a
person’s genetic makeup, appearance and lineagis amijue to all individuals except
identical twins (Kirby, 1992). The existence of DN#as validated by Watson, Crick,
Wilkins and Franklin in 1953 with the discovery tbe double helix, and it was in the
early 20" century that researchers began suggesting thamight store genetic
information (Watson, 2003). In 1984, Jeffreys fouthét portions of DNA contain
regions that are made up of an unusual sequent@ tuf 15 DNA bases (called a core
sequence), repeated several times. These repeetenges, called ‘hypervariable
regions’, seem to be harmless bits of DNA, withpuspose. Jeffreys also discovered
that these gene sequences in the hypervariablensegiere different in every individual
except for identical twins (GeneTalk, 2004).

This uniqueness provides necessary differentiatanthe identification of a DNA
fingerprint for all people. Jeffreys' method of mtiéying offenders was first used
successfully in 1986 in the case of a serial memdepist in Enderby and Narborough
in England (Wambaugh, 1989). The police arrestegoang man who eventually
confessed to the rape and murder of one of thémachut they suspected that he was
also responsible for another murder. They contadtdiieys to ask if his new discovery
would be able to connect their suspect with thesotinurder. Jeffreys was able to
confirm that the same person had in fact rapedkdled both girls. However, the DNA
profile did not match the man they had in custolyentually, DNA fingerprinting
identified Colin Pitchfork as the offender. He e the first person to be identified
using DNA whilst the youth became the first persoie exonerated due to the use of
DNA technology (Wambaugh, 1989).

In 1995 the UK became the first country in the wdd have a national DNA database.
By 2006 the British Government had spent 300 nmlipmunds on the database and had
enacted legislation that has enabled the datalmms$ectease to 3.1 million profiles
(Parliamentary Office of Science and TechnologyD&®0 The UK database is the
largest in the world and its aim is to eventualbidhall the criminals in the UK. It is
important to note that of the 3.1 million profilasleast 1 million belong to people who
have never been convicted of any offence (GeneWa@d6). This immediately calls

into question the legitimacy of this databasesifatirpose is to identify offenders.



1.1.1 Gregor Mendel

Gregor Mendel was an Augustinian friar who devetbpestrong interest in botany. In
1866 he published his major work on the subjedydiridisation of peas. This paper,
“Versuche uber Pflanzen-Hybriden”, was largely igrtb by the scientific community
for 34 years (Weiling, 1991). Mendel used peasyad unravel the mystery of how
traits were passed down from one generation toé¢xé With a background in physics,
his approach to his research was different from wkaal methods employed by
biologists. The cross-breeding of red and whitevéics resulted in some red and some
white offspring. Mendel realised that the significa lay in the ratio of red to white
flowers and by using a quantitative approach hentmlithe flowers to work out this
ratio (Watson, 2003). In cross-pollinating plarttattproduced either yellow or green
seeds, Mendel discovered that the first generatibvays produced yellow seeds;
however, the second generation consistently pratac8:1 ratio of yellow to green
(O'Neill, 2011). What Mendel had discovered wag thare are specific factors that are
passed from parent to offspring. He determinedttiede factors came in pairs and that
the offspring received one from each parent. THastors were later to be called
“‘genes” (Watson, 2003). By the late 1800s scientisad applied the word
“chromosomes” to describe the long, stringy bodhethe cell nucleus. In 1902 Mendel
and chromosomes were finally linked, largely dug¢h® work completed by Morgan
using fruit flies to prove or disprove the findinggenes on chromosomes. Morgan was
able to prove that genes were to be found on chsomes. Moreover, his research
established that a particular characteristic waprdportionately represented in one sex.
This is called sex-linkage. Mendel died in 1884hwitis work largely ignored, even
discredited, in his lifetime. Watson (2003) suggasiat Mendel's work was ahead of
his time and that most scientists of that era wowldhave understood it. It was for this
reason that it remained buried in an obscure jduiiif@ scientific community was not
able to catch up with Mendel until 1900 when higkwvas re-discovered. It is believed
that it was ignored for 34 years because it waguabtished as widely as it should have
been (Hartl & Orel, 1992; Watson, 2003). Howevesme researchers state that
Mendel's work was widely published at the time that it was simply too difficult for
scientists to comprehend (Weiling, 1991; Zirkel51p

While Mendel was working with his peas, anothehisf scientific contemporaries was

making a breakthrough in Switzerland. Friedrich $¢ieer’s studies would aid the work
3



picked up again in 1944 by the likes of Avery, Maod and McCarty (Avery,
MacLeod & McCarty, 1944). Miescher was a Swiss piga who wanted to
understand the building blocks of life. He chosacticytes (white blood cells) as his
source material and initially looked at the proteinthese cells. It was during these
studies that he noticed a substance with unexpgetgzerties that did not match those
of the proteins. Miescher had obtained the firsder purification of DNA. He further
examined the properties and composition and was #&blshow that it differed
fundamentally from proteins. Due to its occurreirtehe cells’ nuclei, he called the
new substance “nuclein”, a term still used todaytha name deoxyribonucleic acid
(Dahm, 2005). As with Mendel, Miescher’s work orclain was largely ignored until
long after his death. The majority of scientistsnagned convinced that the more
complex proteins must be the carriers of genefrmation. DNA is made up of only
four different nucleotides; too few, it was belidy¢o store the enormous amount of
genetic information (Dahm, 2005). This belief woutdntinue unchallenged until

finally proven wrong in 1953 by Watson and Crick.

1.1.2 The Double Helix

In 1953 in a public house in England, Crick annashthat he and Watson had found
the secret of life (Watson, 1968). Although thisynsgem a portentous statement the
significance of their discovery would, in fact, lea&n impact on society that neither of
them could have imagined (Scheck, Neufield & DwyafiQ1; Tracy & Morgan, 2000).
Prior to 1953 scientists were trying to establighotly how genetic information was
passed down through generations. It was believadDNA was too modest to be the
bearer of such complicated code scripts even thoDilA was found on every
chromosome (Dahm, 2005; Watson, 2003; Yee, 199¢hB 1930s it was established
that DNA was a long molecule containing four diffiet chemical bases: adenine (A),
guanine (G), thymine, (T) and cytosine (C) (Wat2003).

However, it was still unclear how the subunits (degmcleotides) of the molecule were
chemically linked. If DNA were to be the code stttipen the molecule would have to
be capable of existing in numerous different form&rk on DNA remained dormant
until the mid-1940s when Avery became curious tovkiow a genetic change could
occur in different strains of pneumonia. He waseatiol prove that the transforming

factor was DNA. Although geneticists accepted hdihgs, biochemists were doubtful
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that DNA could possibly hold so much biological erél. They continued to believe
that proteins, the other components of chromosomese more likely to be the
hereditary substance. Their logic was that it \ddae easier to encode a vast body of
complex information using the twenty-letter amirmeaalphabet of proteins than the
four-letter nucleotide alphabet of DNA (Dahm, 2008y 1951 Todd at Cambridge had
managed to prove that the backbone of the DNA nutdewas very regular. It was also
apparent that more scientists were trying to ptoew the code was transferred and it
was likely that this information was contained witlbNA. In 1953 Watson and Crick
discovered the chemical spatial structure of theADNolecule (Hanner, 1990). The
physical shape of the DNA molecule is a doublexhsfiucture (Hanner, 1990; Tande,
1989; Watson, 2003). The double helix demonstrated the two chains were held
together by strong hydrogen bonds between adehyreite and guanine-cytosine base
pairs. The complementary nature of the base segaaiong the two chains meant that
if the order of bases along one chain was knowe,séiquence along the other was
automatically known also (Watson & Crick, 1953).eTdiouble helix illustrated how the
genetic messages of cells are copied exactly whemmosomes duplicate prior to cell
division. The molecule would unzip to form two segia strands. Each separate strand
then could serve as the template for the synthafses new strand, one double helix
becoming two (Watson, 2003).

DNA carries the body’s genetic information and gveell carries a complete blueprint
of the unique characteristics of each person. DNfemnines everything from sex to
eye colour and this information is passed from geeeration to the next (Hanner,
1990; Tande, 1989; Yee, 1994). Watson and Crialdsk on the double helix did in
fact go some way to unravelling the secret ofdibeCrick’s statement was not too much
of an exaggeration. The work started by Watson @nidk ultimately led to the
sequencing of the human genome. By decoding the EMN# constitutes the human
genome, researchers are able to understand the chhereditary diseases and possibly
eliminate them (Venter et al, 2001). The sequenahthe human genome enables
doctors to assess which treatment will work bestaogpatient according to his DNA
(Bell, 2003). This obviates the need to experimenttl the right type of medication is
eventually happened upon. When DNA is passed doam parent to child it contains
half the chromosomes of the mother and half therabsomes of the father (Hanner,

1990; Yee, 1994). A scientist in England, Jeffraysde a discovery that he thought
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would enable authorities to test the adults trawgNvith refugee children to ensure they

were in fact related. As it transpired, his disegwvas taken further than that.

1.1.3 The DNA fingerprint

Alec Jeffreys was working in Leicester in 1977 gsalg the human myoglobin gene
when he and his team discovered a region consisfiBg base pair sequences repeated
four times with an intervening sequence (Kirby, 209Base pairs refer to the bases
A=T or C=G, linked by hydrogen bonds, binding DNAmeplementary strands (Kirby,
1992). Approximately ninety-nine percent of aniudual’'s DNA is identical to all
other humans. However, the remaining one percetii@DNA sequence varies from
person to person (Peterson, 2000). Within thesgosscof DNA, sequences of base
pairs are often repeated hundreds or even thousaintmes. These sequences are
called Variable Number of Tandem Repeats (VNTR}dR®n, 2000). Tandem repeats
are the end-to-end duplication of a series of idahtor almost identical stretches of
DNA (Kirby, 1992). This tandem repeat was referreds a minisatellifeand similar
regions as being hypervariableecause the number of tandem repeats is variate b
within a locug and between loci. They also discovered that eaphat unit contains a
smaller 16 base pair core in common with other saita@llites. When DNA is isolated,
split with a specific enzyme and hybridised undaw Istringency conditions with a
probe consisting of the core repeat, a complexdadd DNA fragments is detected
(Kirby, 1992). This profile appears to be uniqaestich individual except for identical
twins who share the same DNA. Different core repeatre later isolated and used to

produce a number of different probes useful fogéiprinting (Kirby, 1992).

DNA fingerprinting allows scientists to compare twamples of organic material to
determine whether they are from the same persomn@ta 1990). The process cuts
DNA into fragments and arranges them into a baeqmattern according to number and
size (Tande, 1989). DNA is examined by taking dnfrthe cell, isolating and then
analysing it to see what sized fragments are ptesethat particular strand. The

method used for this procedure is called restmctimgment length polymorphism

! regions of tandem repeat sequence DNA scatteredghout animal (and probably plant) genomes

2 a segment of a chromosome characterised by coabidevariation in the number of tandem repeats at
one or mordoci

% a specific position on a chromosome



(RFLP) analysis (Hanner, 1990). Other tests useHamast, such as blood tests, could
only eliminate a person as a suspect but thisneste positive identification possible
(Hanner, 1990). Due to the unique nature of anviddal’s DNA, no two people
(except identical twins) should produce the sameADpatterns (Gill, Jeffreys &
Werrett, 1985; Tande, 1989). They were able to re@pasperm nuclei from vaginal
cellular debris obtained from semen-contaminateabswTherefore it was believed that
DNA fingerprinting would revolutionise forensic ldgy, especially in relation to
identifying rape suspects (Gill et al, 1985). Thelity of DNA to repair and replicate
itself as well as being the fundamental mechanis$ntif® is the basis for modern
forensic DNA profiling techniques (ESR, 2009). Iheir 1985 article inNature
Jeffreys, Wilson and Thein wrote that the DNA ‘fargrint can be used for a variety
of research. In particular, they comment on it pfmg a powerful method for
maternity and paternity testing and being useaiarisic applications. However, it also
had the potential to be used for a variety of otjemetic linkage implications such as
gene-linked diseases and the ancestry of groupsagle.

With this understanding of the potential for the w$ DNA, the door had been opened
for its use as a forensic tool. With police forqeshchant for adopting new technologies
and championing them in a public forum as a medmsanoting legitimacy, it would

be only a matter of time before DNA was taken umasol for law enforcement; as a

new and novel way to secure the arrest of offenders

1.1.4 Narborough: An lllustrative Case Study of the First Use of DNA Technology
to Identify an Offender

In 1983 a 15-year-old girl was raped and murderedhe Leicestershire town of
Narbrough in the UK (Wambaugh, 1989). Forensic eration of a semen sample
found on the body showed that it was a type foumg m 10% of men and was from
someone with type A blood. This was the only forensst available to the police at
that time. The police were unable to find a susgectthis crime. Three years later
another 15-year-old girl was raped and murderetiennearby village of Enderby. The
attack and consequent murder shared similarititis thie earlier crime in Narborough

(Wambaugh, 1989). Semen samples recovered fronbdtlg showed the same blood

* Jeffreys used this term to refer to the multi hypeiable regions
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type. After an extensive investigation the policeested a 17-year-old local boy with
learning difficulties who admitted to raping andiikg the second girl but not the first.
The police were sure that one offender was resptengor the two killings (Tande,
1989; Wambaugh, 1989; White & Greenwood, 1988). dtfieer in charge of the case
had read about the work that Jeffreys and his tdemd been doing on DNA
fingerprinting. He wrote to Jeffreys asking if DNiAgerprinting would be able assist
him in his investigation. The samples were seretifreys who analysed them and sent

his response back to the police.

Jeffreys confirmed that the girls had been killgdtre same man but not by the male
they had in custody. Having received this informatithe police then began a large
operation to screen, via blood tests, every matherEnderby and Narborough areas. In
1987 the police and forensic scientists screeneddblnd saliva samples from 4000
men aged between 17 and 34 without an alibi in tthe villages and nearby
Littlethorpe. Although they had a turn-out rate98P6 the screen did not find a match.
They then extended the screen to include thoseanthlibi, also with a negative result
(Tande, 1989; Wambaugh, 1989; White & Greenwoo@8).9 As there were no laws
supporting this course of action the samples wegeieed voluntarily. By happenstance
a man socialising with friends in a pub stated thathad given blood samples twice:
once for himself and again for a friend who haeadly given blood for another friend
with a previous minor sexual offences convictiohisTinformation was passed on to the
police. The man in question was Colin Pitchfork wias arrested and had a sample
taken from him. The sample matched those of thepksmrfound at the scene of both
murders. It was the first time that DNA fingerpimg was used to identify and convict
an offender. It was also the first time that DNAswesed to exonerate an innocent man
(Tande, 1989; Wambough, 1989; White & Greenwoo@8)9DNA was considered a
major breakthrough in forensic science and somé\®d it would be possible to
identify each individual's unique DNA with near-fest accuracy (Tande, 1989).
However, it might be more accurate to suggestdHatensic geneticist tries to identify
with as much certainty as possible the origin dfi@ogical sample (Jobling & Gill,
2004). This application of Jeffreys’ science by fiwice began a revolution in crime

fighting and with this revolution came a new sepajblems.



1.1.5 Implications for Law Enforcement Agencies
The rise of DNA technology has huge implications faw enforcement agencies

throughout the world. A growing number of countries/e introduced the use of DNA
technology into their criminal justice systems ahid growth has been rapid and far
reaching (Williams & Johnson, 2008). The New Zedldvlice have embraced this
technology with investment in the National DNA Dadak and continue to invest in
DNA sampling. In the New Zealand Police’s Statemeitntent 2009/10 — 2011/12
(The New Zealand Police, 2009a) the then MinisterHolice, Judith Collins, refers to
improving the Police’s toolkit with more formal DNiivestigation powers. In the same
document the then Commissioner for Police, HowariB, discusses “the expansion
of DNA sampling to improve investigation and resmlo rates” (p.6). The Statement of
Intent is a contract with the government entered by the New Zealand Police and
particularly the Commissioner. It is presentedhe House of Representatives and is
covered by Section 39 of thRublic Finance Act1989. ThePublic Finance Act
“represents the foundation of accountability systefor the resources provided by
taxpayers to the New Zealand Government, whichgtheernment administers on our
behalf” (Whitehead, 2005 p.1). The statement ofnbtis the document on which all
police policies will be based until 2012 and ithe document that the government will
be closely following when looking for results. Rbese reasons, whatever is published
in the document will receive funding, support amt@iragement. This suggests that

DNA is very much in the forefront of New ZealandiPe policy making.

In relation to the arrest of offenders and reductd crime, there is a need to establish
what actually is accomplished by having a natidDBIA databank. This is important
because a key reason the public support the piliteat they view them as legitimate
(Hinds & Murphy, 2007). This public perception eitimacy enables the police to do
their job and while this perception is not nece$saituated in reality, this is not
important as long as it is real to the public. Adiog to Samkin, Allen and Wallace,
(2010), it is the extent of stakeholder support dor organisation that determines its
legitimacy. Therefore, investment in this new tedbgy is acceptable to the public
only as long as DNA profiling is perceived as afeetive investigative tool and does
not violate any human-rights issues in the takind eetaining of DNA profiles. This
research explores beyond the media rhetoric thradwuds high-profile cases that have



enhanced the perceived success of the datababe myés of both the police and the

public, to establish if the police make the bestgilne use of DNA technology.

Various commentators have espoused the efficatiieoNational DNA Databank and
made claims for its success (Allsop-Smith, 2005ffG2004; Key, 2009). One such
avid supporter is the Institute of EnvironmentaleBce and Research (ESR) which is a
crown entity owned by the New Zealand Governmenbperating with an independent
board of directors. The ESR covers all aspectsedbss crime scene examination,
drugs and alcohol, physical evidence and DNA tgstithe ESR is the sole provider of
the aforementioned services to the New Zealandc®ddind would stand to lose
considerable income and investment in equipmettdfpolice no longer used DNA
evidence.
The ESR (2011a) states that:
"Since the operational start of the DNA Databank 196, more than 108,000
individual profiles have been completed to the bl DNA Database (NDD). Most
individual profiles held on the DNA Databank nowno® from buccal scrapes (taken
from inside the mouth). The overall success rat®INA matching in NZ is world-

leading. 63% of all unsolved cases loaded to thrmecsample databases are linked to
individuals, and more than 30% linked to anothéener"

When theCriminal Investigations Blood Samples A&95 was amended in 2004, then
Minister for Police, George Hawkins, along with P@off, then Justice Minister,
suggested that this would result in an increasleunglary resolutions, more offenders
being convicted and historic cases being resol@uff( 2004). Inspector Allsop-Smith
(2005) from the New Zealand Police claimed thatrégwsults from the number of links
on the national DNA database have enabled moresdasee resolved and prove that
offenders who are in prison are rightfully ther@awéver, it is not known exactly what
these results are. The ESR refers to links madeamples obtained from crime scenes
and the profiles they have on their databank. Mageathis information from the ESR
can be misinterpreted. Saul (2001), a legal offiwéh the Australian Law Reform
Commission, states that:

"Statistics on the number of matches between DNAilps and crime scene stains are,

however, misleading in some crucial respects. ligjramatches” do not signify guilt,

nor do they represent arrests made or convictieagred. A match simply means that

a particular person may have been, but was notseadly, present at a particular
crime scene at some point in time" (p.26).
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Yet, based on perceived successes, the New Zedkmwernment appears to be
committed to giving the police more powers to abt&INA samples. It was the
government of New Zealand Prime Minister John Keyiclv passed th&riminal
Investigations (Bodily Samples) Amendment iAcR009 and the same government
which pledged to assist the police to provide delbetervice to the public. Key (2009)
announced that DNA testing would identify offendewhio have previously been
unidentifiable and more importantly have previousicaped conviction. From Key’s
comments it is apparent that there is a real bghgfhim) that DNA can assist the

police in making an impact in the detection of &im

It is noticeable that there is a dearth of crimagptal analysis in the field of DNA
profiling in New Zealand. There has been no indepensystematic study that offers a
credible critique of the New Zealand Police useDdfA technology. A review of the
literature shows that a lot of research has beee da other jurisdictional police use of
DNA technology. However, there is a lack of liter& on the investment of police time
and money into DNA technology, the true resultshig investment and, depending on

what those results might be, why. Hence the neethie study.

1.2 Historical and Institutional Framework and Context

Essential to any investigation of criminal activiy the ability for investigators to
identify suspects (Bennett & Hess, 2003). From iatohical standpoint the police have
often been quick to adopt new technologies bothskif-reference when identifying
suspects and as a means of publicising known offsndn 1879 the New Zealand
Police requested photographs of Ned Kelly's garggtoirculated around New Zealand
in case they should try to land here. Accordingh® Commissioner's Chief Clerk in
1884, “the use gbhotography by the police in connection with thestr of offenders is
as old as photography itself” (Hill, 1989 p.347)thdugh photography was the main
tool used for identification, it could not alwaydentify the culprit. In 1887 in Oamaru,
South Island, New Zealand, a local constable foantbotprint at the scene of a
burglary. He apprehended the perpetrators and amupaked footprints with theirs.
The print was an exact match with one of the suspaed this became the first such
detection in New Zealand (Thomson & Kagei, 1987Mhere were also attempts to
formalise the use of forensic technology by thegeolAccording to Hill (1995) the then

Commissioner of the New Zealand Police, Dinnie gétuo:
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“Professionalise such procedures and systemisest®f several recent developments
in forensic science — most particularly, to maxinthe benefits from the fingerprint
system of identification (‘dactyloscopy’) recenthtroduced to the colony” (p.166).

While Tunbridge, the Commissioner prior to Dinnweas sceptical about the use of
fingerprints, it was the head of the prisons systeome, who appreciated the value of
fingerprinting as a way of identifying recidivistigoners who supplied false names
(Hill, 1995). In 1903 fingerprinting of all prisorewas introduced into New Zealand
prisons (Hill, 1995). Tunbridge expressed concéat there was no law that allowed
the police to force prisoners to provide a sethdirt prints. This was a concern not
unlike the situation facing the New Zealand Polregiarding the taking of blood
samples for DNA testing prior to the passing of @@minal Investigations (Blood
Samples) Act995.

The new Commissioner, Dinnie, was already convirafatie efficacy of fingerprinting
and in 1903 the Police Fingerprint Branch was distaéd at Police Headquarters in
Wellington (Hill, 1995). The New Zealand Police kooontrol of all fingerprinting in
New Zealandncluding those taken in the prisons. The FingatpBranch at Police
Headquarters wouldtore all the records. Hill (1995) states thathat time the public
were fascinated by the idea of fingerprints andtedrio hear stories about the use of
this technology at any opportunity. Fingerprintings the DNA profiling of its day and,
just as DNA has had its detractors, so too diddipgnting. The tabloids of the time
referred to fingerprint experts as “fakirs and patsi and printed stories that attempted
to discredit fingerprinting (Hill, 1995). Commissier Dinnie knew that the only way to
gain full acceptance of fingerprinting was to hamany successful identifications. He
also appreciated the need to ensure that the pgudidea professional public image as a
means of promoting organisational legitimacy. Dénprovided this by ensuring that
there were good systems in place with robust metliodchecking results and linking
prints to prison photographs (Hill, 1995). This wbbe a lesson that the fledgling New

Zealand DNA database would also have to learn.

1.3 The UK National DNA Database
The UK DNA database was established in 1995 anddeamed a success which led to

it being considered the world leader in the us®NfA evidence (Briody & Prenzler,
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2005; Krimsky & Simoncelli, 2011). It was thoughtat having a comprehensive
database would speed up the process of identifyfifegders and reduce the number of
hours police would need to spend investigatingsecas well as assuring convictions
(Krimsky & Simoncelli, 2011; McCartney, 2004; Vara@p & Dierickx, 2008). This
was at a time when conventional policing methodsewseen to be failing with an
increase in crime rates and a drop in detectioasrgGunn, 2003; Maguire, 2000).
Therefore the database and the use of DNA werdyhighgarded by both senior officers
in the UK and successive governments as a signtficalp in the fight against crime
(Gunn, 2003). It was within this environment thhe tlaws were steadily added to,
allowing the police to obtain and retain DNA sanspl@he Home Office DNA
Expansion Programme was launched in 1999 and fumdtd 182 million pounds
between April 2000 and March 2004 (Townsley, SnétlPease, 2005). Tony Blair
announced that he wanted to see the entire crirppallation on the database by 2004
(Wallace, 2006). However, over the last few yeanscerns have been raised regarding
the justification of such laws and the need forhsuc large database. While its
supporters argue that the bigger the database tine effective it is, sceptics believe
that there is no evidence to support such claimsQaitney,2004). In fact, there are
real fears that individual privacy is slowly beiegoded in the name of solving crime
(Hindmarsh & Prainsack, 2010; Williams, 2010; Psaick, 2010). Indeed, some believe
that the government is trying to implement a urseecoverage database by stealth
(Williams & Johnson, 2006).

1.4 The New Zealand Police

The New Zealand police force was first establisied886 and was modelled on the
British system with the exception that New Zeal&udice is a national service whereas
Britain is divided into 43 separate forces. Thestfirules and regulations governing
police were borrowed extensively from the summadrthe principal constabulary rules
prescribed by British law (The New Zealand Pol2@]10). From the time of Hobson in
1840, prior to the formal establishment of the Négaland police force, there were
police officers in New Zealand. These officers warmed paramilitary who took part
in the Land Wars during 1846-47 as well as keepiat order. With the passing of the
Police Force Actl886, the police were no longer routinely armed started policing a
community that largely respected the law (Winfre@&ylor, 2004). Although the early

commissioners were former army officers, Tunbridf@97-1903) was an experienced
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British police officer who was brought to New Zeadato supervise the transition to
modern civil police. Therefore the New Zealand ié®lwas established, not
surprisingly, with a heavy British influence andsbd very much on the Westminster

legal system.

The 1958Police Actdropped the word "force” and the service has sreen known as

the New Zealand Police. It was felt that this betédlected the philosophy of policing
by consent which was a strong part of the poli@tigos inherited from England. In
England and Wales there was substantial resistEntiee establishment of the police
and therefore there was an urgent need to achmwe $gitimacy among the general

population (Jones, Newburn & Smith, 1996).

The New Zealand Police Mission is:

“The New Zealand Police seeks to be a world-clagkce service working in

partnership with citizens and the community to prévcrime and road trauma, to
enhance public safety and to maintain law and 6r@Ene New Zealand Police,
2010a).

New Zealand has one national police service. Iviges policing services 24 hours a
day and operates from more than 400 community-b@&dide stations around the
country. It has more than 11,000 staff and at tohevriting it responds to more than
600,000 emergency calls each year (The New Zedbalide, 2010a). The functions of
the New Zealand Police include:

* Keeping the peace

* Maintaining public safety

* Law enforcement

* Crime prevention

e Community support and reassurance

* National security

« Participation in policing activities outside Newaland

« Emergency management

The concept that the public consent to the authofitthe police was pushed by early

London Metropolitan Police Commissioners such agridaand Rowan who were keen
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to show that the police were impartial and fair wiemforcing the law (Reiner, 1992).
This idea of policing by consent was also adoptethe New Zealand Police. As with
other jurisdictions, the New Zealand Police retsthe majority of the public to obey
laws and follow orders when given by them. This nsethat the New Zealand Police
needs to be able to prove that their authoritgggtimate (further explored in chapter 8,
section8.4). However, if the police are seen tdhilogs that are deemed incompetent,
unfair or illegal the public may begin to lose ddehce in them. According to Rowe
(2009) the New Zealand Police has enjoyed a pesgublic/self image for much of the
past 50 years. As a result of New Zealand'’s stitomkgto England there is a perception
that the justice system was developed with a viewréating the “Britain of the South
Pacific” (Rowe, 2009, p. 124). There is a vi¢hat the New Zealand Police are an
example of genteel policing and as there has beeevidence of endemic corruption
there may be a misconception (by the New Zealatidd)dhat they have the total trust

and respect of the community.

1.4.1 The History of New Zealand National DNA Datbank

In 1983 Joseph Stephenson Thomson committed liskitown rape in Auckland. It
would be another eight years before he would bgluaun 1995 he pleaded guilty to
129 charges, 61 of them being for sexual violatidtis youngest victim was 10 years
old, his oldest 43; 32 of his offences were agagids aged 16 years and under. In
order to find this serial rapist, the police todkdal samples from 4,500 men in South
Auckland, targeting Polynesian and Maori maleday had a general description of the
suspect. At the time, a lawyer’s response to thassrscreening was: “the recent mass
screenings of Polynesians in South Auckland instxéal rapist investigation may well
be the first sign of legalised abridgement of ciigihts” (Corbett, 1996 p.145) as the
police had no legal right to compel people to gavesample of their blood. It was
suggested that the police had put subtle pressurdhne men by intimating that they
would let their employers know they had refuseddoperate in the investigation. After
all, if you had nothing to hide, why would you neant to give a sample of your blood
(Corbett, 1996)? With the advent of new technolsgiespecially DNA, it was
becoming evident that the law (at that time) wasadequate to allow police to make
use of such technologyThe Police Actl958 allowed the police to take a person’s
particulars, such as fingerprints and a photogrdyih,only under certain conditions.
There was no provision in the 198®lice Actto take a bodily sample. Although the
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2008 Policing Act has now superseded the 1958 one, it isCttiminal Investigations
(Bodily Samples) Adt1995) that gives the police the powers to take @tain DNA

sample&

The lack of legislation supporting the police ikitey DNA samples resulted in several
cases being taken to the Court of Appeal. Two stam$es occurred in 199R v
Pengellyand R v Montella. In 1989 Pengelly was convicted of killing an elgerl
woman. DNA was used to link him to the woman anblsequently convict him. The
police obtained blood from him (with his permission order to compare it to blood
found at the scene. At the appeal, his lawyerseatdiat had Pengelly understood what
he was consenting to he would never have agreptbtade a sample. The appeal was
dismissed on the grounds that Pengelly had had/tweg explained to him and he had
fully consented. The court conclud#étht even though technology was more advanced,
additional information was not required to be gi{BIZLR 545, 1992). In the case &f

v Montella, Montella was convicted of sexual violation of 2year-old boy. Semen
was found in the boy’s underpants. The police disoed that Montella had provided a
blood sample for an HIV test and used this samplextract DNA to compare it with
the semen found. The profile matched and he wastad and convicted. The appeal
was held as Montella had never given his consantifoblood to be used for anything
other than an HIV test. The appeal judge made a ‘{iter the legislators to give urgent
consideration to providing a statute which setstbatposition both of the police and an
accused when DNA testing is a possibility” (NZLR, 8392, p. 68).

In 1992 the government agreed to enact legislagowverning the taking of blood
samples for DNA purposes. Early in 1993 the pot@ised a new proposal involving
additional powers to take blood samples from cdedoffenders for the purpose of
maintaining a DNA databank. On"l2ugust 1996 th&riminal Investigations (Blood
Samples) Ac1995 was enacted, enabling the national DNA datalba be established.
In 1996 New Zealand became the second countryeinvtirld to create a national DNA

databank. It took four years for this legislatianbie passed. This length of time may

® This will be covered further in chapter 5
® This Act is covered further in this chapter
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have been due to the contentious nature of DNAcandultation with many sections of

society would have been required.

The databank, although owned by the New Zealanitd>ak maintained by the ESR;
they are the guardians of the databank. Therevawedatabases. One is the national
DNA databank which at time of writing (2013) holpgsofiles of 135,000 people. This
equates to about 4% of the population. Accordinth®oESR, they add approximately
1000 profiles to the national DNA databank each tmomhe other is the crime sample
database which holds samples from 23,000 crimeescéBSR 2011b). The ESR
regularly compares samples held on the national @igfabase with those held on the
crime sample database. It is this comparison ¢nables them to identify potential
suspects. The ESR laboratory was accredited by American Society of Crime
Laboratory Directors, Laboratory Accreditation BodafASCLD/LAB) in 1995.
ASCLD/LAB is an international organisation that eres that crime laboratories
maintain high standards when evaluating sciengficlence. The ESR is the only DNA
laboratory in New Zealand to have ASCLD/LAB acctation (ESR, 2009).

1.4.2 The Science Behind ESR

In 1988 a selection of forensic scientists from B@&IR’ was sent to the UK to study
DNA technology at the Home Office. On their retuhey began establishing DNA
profiling laboratories. In 1990 DNA evidence wasggnted in a New Zealand court for
the first time R v. Pengellyas discussed above). The early 1990s saw Polye€taain
Reaction (PCR) based methods being used to exdrattamplify DNA (a copying
process that is repeated many times, doubling dineber of DNA molecules present at
each stage) in order to obtain a DNA profile. Jpsior to the database being
implemented in 1996 the ESR introduced more disoatmg DNA technology which
involved using three STR DNA loci plus a gendett.t&hort Tandem Repeats (STR)
are short sequences of nucleotides that repeastiees multiple times at certain points
in the genome. Different people tend to have diffiéinumbers of the repeat unit in their
DNA and this allows individuals to be identified dlne basis of their DNA (ESR,
2010). SGM Plus is the STR multiplex used to gaeteeDNA profiles from biological

’ Department of Scientific and Industrial Researcitsire-named the Environmental Science and
Research Institute Limited (ESR)
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samples. It contains 10 different STR loci as veslithe sex test Amelogenin (ESR,
2010). Over the years the technology has become adwanced and between 1996 and
2000 ESR increased the number of STR loci testad three to six to 10 (ESR, 2010).
By increasing the loci sites to 10 it enabled #&ing to be more discerning. In 2002
ESR opened a purpose-built DNA testing facilityAnckland and in 2006 the ESR
introduced Low Copy Number (LCN) technology to NEealand."The LCN technique
equates to a 50-fold increase in sensitivity amdlmused to obtain profiles from items
that have only been touched" (ESR, 2010, p.8). BY72ESR had increased the number

of loci tested to 15 which made the testing evenenaliscerning.

1.5 Legislation
It is claimed that the single most important fadtomaking a database effective is the
legislation that regulates it. “It is the quality database laws that make DNA an
effective investigative tool” (Asplen, 2003 p.1)ddittedly, without the appropriate
legislation DNA would be difficult to use evideritia However, it could also be argued
that if the police do not act on this "evidenceethDNA and all its surrounding
legislation is redundant. Legislation for the cieatof national DNA databases differs
profoundly from one country to the next.
The UK has comprehensive legislation which affoitds police forces far-reaching
powers to obtain and retain DNA samples (GeneWaltkh 2006a). The UK laws
governing the taking of DNA samples are found in:

* The Police and Criminal Evidence At984 (PACE)

* The Criminal Justice and Public Order At994

* The Criminal Evidence Ad997

* The Criminal Justice and Police A2001

e The Criminal Justice AQ003

* The Serious Organised Crime and Police 2@05

* The Crime and Security A2010

* The Protection of Freedoms A2#12
Each successive Act prior to the 2010 Act had gipelice more powers by amending
the Police and Criminal Evidence AGPACE) which is the main legislation governing
police powers. When DNA was first used by the UKid®g it was limited to certain

offences — primarily violence. If a person was aitgd at court, their DNA profile had
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to be removed from the database. More recent &isl had allowed police to take
DNA samples from every person they arrested. Shthatl person be acquitted, their
DNA profile was still kept on the National DNA Datase. The 2010 Act has made
changes to this whereby, depending on the offepoafjles will be retained on the
database for a specified period. It is also wodting that the Forensic Science Service
is able to retain the actual sample whereas mdsirgurisdictions have legislation
stating that the sample must be destroyed oncefaepis obtained (UK Parliamentary
Office of Science and Technology, 2006). In facimKielman (2000) argues that the
UK has by far the most aggressive data-bankingmative world. Scotland’s DNA laws
are different to those of England, Wales and Neortheeland. In Scotland DNA from
people acquitted at court cannot be kept and in 286§6 the Scottish Parliament
rejected legislation to bring it into line with thest of the UK. England, Wales and
Northern Ireland were the only countries in the lvavhere DNA from innocent people

could be stored permanently (Genewatch UK, 2086b).

In contrast, New Zealand's original DNA legislatiovas less permissive, with the
police having limited powers to obtain samples.eAct focuses strongly on the rights
of the individual and places rigorous requirememrtspolice investigators obtaining
blood samples" (Harbison, Hamilton & Walsh, 200B4p. This legislation is contained
in theCriminal Investigations (Blood Samples) A&95. The initial Act covers in detail

the submission of reference blood samples fronidth@wing people:

e suspects in any criminal investigation who voluntee DNA sample for
comparison with that particular investigation amdinclusion on the DNA
databank

» all persons convicted of a relevant offence forolha databank request is made

« any individual who volunteers a DNA sample to beuded on the databank

» suspect and/or databank samples that are obtayneahtpulsion (ESR,2006)

The storage, disclosure, confidentiality, destauttiand deletion of samples are

carefully covered in the Act. The ESR is requirgddw to destroy all samples once a

8 The 2012Protection of Freedoms Aetlows innocent people to have their DNA and érpgint records
removed from the databases
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profile has been obtained. In spite of this, thé vas referred to by lawyer and writer
AK Grant as “disgusting and degrading”. Writing Tine Independenn 1995, Grant
compared the Act with Dr Mengele’s experiments aséhwitz, the only difference
being that organs were not removed. This legigiatims amended in 2004. The main
changes to the Act included allowing police off&do obtain compulsion orders to
require people suspected of burglaries to provideNsA sample so that it could be
compared to the one found at the scene and to wssab(mouth) swabs rather than
only blood samples for the DNA database. For ths$s$ teason the Act was renamed the

Criminal Investigations (Bodily Samples) A&95.

In 2009 the newly elected National Government mgetemore changes to the Act. In
expanding police powers, Justice Minister Simon &o(2009) commented that the
legislation was required by the police so as toenldkw Zealand a safer place to live.
This pronouncement was made after the passingeo€timinal Investigations Bodily
Samples Amendment A2009. This new legislation covers databank samfaken
when police intend to charge an individual withrekevant offence (including youths 14-
17 years). Maori MP Rahui Katene (2009) felt tHas ttaw would enable police to
target young Maolj quoting statistics that the UK database had ayua number of
DNA samples from young black males compared to eéhok young white males.
However, the New Zealand Police national forensianager in a statement to the
media said that the new law would not lead to tagiafiling but would be used to
catch those who had committed serious crimes argudx those who had not
(McNeilly, 2010). This law came into effect off duly 2010 with further changes to the
Act being added in 2011. These changes includethaieg the term “indictable
offence” with “imprisonable or relevant offence’hereby giving the police a wider

range of offences for which DNA samples could baiied.

1.5.1 Limitations for the New Zealand Police withthe Legislation

In 1995 the New Zealand National DNA database vsisbéished. The database was
created to deal with the new technology of DNA evide being used to identify

possible suspects and the police required lawHde ghem to take and retain samples.

This legislation was th€riminal Investigations (Blood Samples) A995 and was

® Maori are the indigenous people of New Zealand
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described at the time as focusing on individuahtsgand placing strict controls on the
police obtaining blood samples (Harbison, Hamiloialsh, 2001). Police were given
powers to take blood samples either voluntarilyhwough a compulsion order and the
samples had to be taken by a registered medicatifiwaer. A compulsion order was
one issued by th€ourt permitting the police to take a sample fropeason who fitted
the criteria and could be either a suspect compulsirder or a post-conviction
databank compulsion order. A suspect compulsioerowehs required when a person
refused to supply a sample to be compared withs#raple found at the scene of a
crime. A suspect compulsion order could be issudd for indictable offences such as
rape and serious assaults. A databank compulsder was issued when a person was
convicted of a relevant offentfebut whose DNA was not already on the databank. A
person could be asked to voluntarily give a sammienclusion on the database. They
would be told that this database was regularly kbe@cagainst the crime sample
database to see if there were any matches (The X&=aland Police, 2010b). This
speculative search is conducted regularly by the.E®e volunteer would also be told
that they could have their sample withdrawn frora ttatabase whenever they chose.
However, if they were convicted of a relevant crimahe interim, that sample would
no longer be considered voluntary but would becampermanent profile and could not

be withdrawn from the databank.

If the person refused to provide a voluntary samplecompulsion order would be
requested from the court. These compulsion ordeutdcbe issued only for specific
crimes which included rape, murder and seriousudissarhe government was very
mindful of the impact this legislation would have the public which is possibly why
the initial Act was cautious regarding the powens police had to request DNA
samples. The offences that it did not include wedeme crime and, more specifically,
burglary. If an offender was identified by DNA left the scene of a burglary the police
were required to take a sample of the DNA from $uspect so that it could be
compared with the sample found at the scene. Howefighe suspect refused to

provide this comparative sample the police coultlgmnpel him/her to provide one.

10 A relevant offence means an offence against arlyeoprovisions listed in Part1, Part2 or Partthef
Schedule to th€riminal Investigations (Blood Samples) At995
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When dealing with burglary offences, this left thadice with the ability to make use of

DNA only to identify a possible offender but notcessarily arrest him/her.

In 1995 when the principal Act was established #swknown as theCriminal
Investigations (Blood Samples) Aat the only samples permitted under the law were
blood samples. In 2003 tH@riminal Investigations (Bodily Samples) Amendnecit
was passed. One of the changes in the law waabihity to take buccal (mouth) swabs
as well as blood samples. Another significant cleamgder the amendment was the type
of crimes that would permit the police to obtainmpulsion orders for comparative
samples. Initially these orders could be only farenserious crimes such as murder,
serious assaults and sexual assaults. This amenhdnetuded volume crime such as
burglary and theft. The Amendment received Royadehs on 3t October 2003 and
came into law on 1% April 2004 (Ministry of Justice, 2009). This clnin the law
would enable the police to make changes in the tivay dealt with volume crime and
especially burglary.

1.6 New Zealand Police Forensic Process

In each New Zealand Police district there are dhiffié permutations on the collection of
forensic evidence although certain elements aramammas part of national policy. The
contract with the ESR is relevant nationally anstréits are required to adhere to this
although how each district spends its budget isasten of choice. Districts differ on
how they deal with the notification from the ESRhid notification is an intelligence
link, in that the ESR has linked a person to a ersoene. This person may or may not
be at the scene legitimately, so once the policeive this intelligence link they then
investigate further to establish why the DNA wasirfd at the scene of a crime.
Although the ESR may refer to their "hit” rate, @melligence link is a more accurate
term for the information they are providing to thalice. If the person is found to have
been involved in the crime then it becomes a "hit"the subject district a Crime Scene
Attendant (CSA) or Scenes of Crime Officer (SOCQI attend a crime scene and
search for forensic evidence. If a DNA sample ianfb it is sent to the ESR for
processing. For the period relevant to the sulijata the police and the ESR had an
agreed six-to-eight-week turnaround for generaksasith the possibility of a shorter
period for serious cases, for example homicide. fllhearound as of April 2010 is five

days.The ESR then uses an agreed format to inform thieepof the identification.
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This identification is generallyeferred to by the ESR as a "hit” although a his ha
several different meanings. Crime-to-crime hits nrajicate that the same person was
at both scenes, whereas a crime-to-individual tay mignify that a particular person
was at a particular scene (Walsh & Buckleton, 2085)it is not the same as detection
and, for the purpose of this research, detectioresolution denotes that a person has
been charged with an offence. A hit means thatraopehas been identified through
their DNA profile. At the subject district the infoation is sent to the File Management
Unit where the details are entered onto the Natibralligence Application including
an alert to let staff know that this subject is licgted in a crime. From there the report
is sent out to the appropriate Detective Seniog&art (as identified by the district) so
that the suspect can be spoken to and the invéstigprogressed in some way. A
Detective Senior Sergeant is responsible for mawgadfne workload of a team of
investigators. It is the job of this officer to gritise the files and to decide the direction

of an investigation.

The Detective Senior Sergeant is also respongiblthé budget and makes decisions on
which samples will be sent to the ESR for analyBiee report is sent out with a form
requesting that the case have some work done withiin a 28-day timeframe and the
notated form is then returned to the File Managdménit so that the National
Intelligence Application can be updated. The distmay have difficulty in tracking the
progress of DNA files if the officers are not vagit in updating the National
Intelligence Application with what enquiries thegve made. When the case has been
completed, the alert on the person should be redhameicating that the subject is no
longer a person of interest. However, this akemot always removed. Often the only
way that staff can establish if a suspect has laesrsted is to check on the National
Intelligence Application to see if any charges hbeen filed against the suspect for that
offence. This is a time-consuming process as itireq a staff member to check on each
individual DNA result. This method only indicatehen a person has been charged. It
does not show the enquiries that have been maddoesrit identify when a suspect has
been eliminated from the enquiries. The consequentteat tracking of DNA results is
very difficult and unreliable and does not reprégbe amount of time that the police

have spent on enquiries relating to the link.
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1.7 Financial Considerations

In the 2000-2001 financial year the New Zealanddeobudget for forensic services
was $9.9 million. By the 2005-2006 financial yehistfigure had doubled to $18.8
million for DNA work conducted at the ESR and tfigure was expected to increase
for the 2006/2007 financial year (Controller & AtattGeneral, 2006). The New

Zealand Police budget for the same year was oherbdollars, which means that 1.9%
of that budget was allocated towards the use ohéve DNA technology. The police’s

rationale for spending this money is that DNA igraat crime-reduction tool (Broad,

2009). Using a considerable part of the annualcpatiudget for the DNA database is

indicative of the political and financial faith Ingj invested in this technology.

The New Zealand Police has encouraged its staiblitect as much forensic evidence as
possible at scenes of crimes. For example, therhajaf burglaries are attended by
either Crime Scene Attendants (CSAs) or Scenesiofeés Officers (SOCOs) to collect
exhibits with forensic evidence potential. Furtheren the ESR encourages the police
to send all possible samples to them to examine.r&bult of all this crime scene data
collection is a lot of information being sent backthe police from the ESR. If the
police with their limited budgets are investing ratary resources in this new
technology, it is possible that what is regardedsbyne as the more traditional and
effective aspects of policing, such as communityicpgy, may suffer. In these
circumstances, the results that are gained from teehwnology would need to be well
worth the investment. The police are committedrime and crash reduction and they
perceive DNA as an effective means to reduce c(irhe New Zealand Police, 2009a).
However, it is possible that DNA profiling has tpetential to solve but not reduce
crime in that DNA technology is used as a reacto@ rather than a proactive one,

which means the crime, has already happened bBfdfetechnology is applied

1.8 Police Legitimacy in the Eyes of the Public

Police departments struggle to legitimate themsetaethe public they serve (Herbert,
2006). Reiner (2000a) argues that, if the policpeek citizen compliance with their

directives when seeking to uphold the law and Kbeppeace, their authority depends
on the good will of the public. Accordingly, a légiate police institution fosters more
widespread obedience of the law itself (Hawdon, R&aGriffin, 2003). The police

also rely on willing public cooperation to repontiee and offer aid in criminal
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investigations (Sunshine & Tyler, 2003). FurthereyoFyler (2004) asserts that public
cooperation with law enforcement is motivated bg fierception that the police are
performing effectively in their efforts to upholbe law and keep the peace. From this
perspective, if the police are perceived as indéffecthe public may withdraw their
goodwill and be less cooperative with police inigagions, thus making it harder for
them to do their job effectively. However in thetlour Citizens’ Satisfaction surveys
carried out on behalf of the New Zealand PoliceQrgvitas, three positive trends are
identified:

« trust and confidence (share wiilil/quite a lot oftrust and confidence up from
72% in 2008/09 and 75% in 2009/10 to 77% in bothQ201 and 2011/12)

» safety in neighbourhood after dark (share feeBafe/very safdrom 66% in
2008/2009, 70% in 2009/10 and 72% in 2010/11 to #32©11/12)

» safety in town centre after dark (share feelsade/very safaip from 45% in
2008/09, 48% in 2009/10 and 53% in 2010/11 to 5492011/12) (Gravitas,
p.4, 2012)

These trends suggest that the public, based ogubstions they were asked, believe
that the police are doing their job effectively upholding the law and keeping the
peace. The real test would be to ask specific gquestregarding the police use of
technology to investigate crime. However, the pubkn make informed answers only
if they know exactly how the police use DNA teclowy. The following paragraph
looks at research that does specifically addresDINA question, albeit on a smaller
scale, and addresses the issue of the public’s lkeage of DNA.

In research conducted by Curtis (2009), the questiere specifically about the use of
DNA as a crime-fighting tool. The participants wei@0 New Zealand residents aged
16 years and over with a booster sample for Mawosi 25). Sixty females and 40 males
were drawn with phone numbers taken from a randoselgcted database (Curtis,
2009). The results showed that the majority of ipgnts were informed of forensic

use of DNA from the media and 37.5% of those inéeved gained their knowledge of

DNA forensic use from fictional TV series leadingd possible misunderstanding of

why and how DNA is gathered, stored and utilisectiiminal investigations. Curtis
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found that European participants were more likelyapprove of DNA sampling than

other ethnic groups, including Maori. Méaori, howevevere more concerned about
privacy issues and DNA being “planted” at crimerss Participants of European
descent were more likely to agree that DNA was adgorime-fighting tool (Curtis,

2009). The areas of concern highlighted from tlesearch, by the researcher, were
ownership of the DNA samples and the potentiahficsuse, further complicated by the
fact that few people interviewed had a clear untdeding of the legislation, use and

storage of DNA samples.

Curtis's research identified that the police nemdbé¢ careful when dealing with new
technologies, especially if they are perceived ly public as intrusive or having the
potential to be misused. Neyroud and Disley (208&jgest that the police cannot
merely claim that the use of technologies makemth#icient. They further posit that
the police must be able to identify and demonstifagevalue that the new technologies
add to their service to the public. In addition tiedice need to reassure the public that
this technology will not be misused or that indivad privacy will be compromised.
The very nature of policing makes policing by corisa problematic issue. Reiner
(1992) describes policing as an “inherently comdtidden enterprise” (p.59) with
Herbert (2006) suggesting that the police haventrdest time of all state institutions in
establishing legitimacy. Hinds and Murphy (200 Atstthat people will obey directives
from legitimate institutions because they respletihstitutions’ authority, not because

of the fear of sanction for disobedience.

Driven by the need to preserve the legitimate aitthof the organisation, the police
have embraced an “intelligence-led” policing modelat utilises cutting-edge
technologies. These technologies supposedly imppolieing organisations' efficiency
(Nunn & Quinet, 2002), while enhancing their legiicy (Erickson & Haggerty, 1997,
Ericson & Shearing 1986; Manning, 1992). Howeveeyiud and Disley (2008)
caution that the effectiveness of new technologhesuld not be at the expense of civil
liberties especially due to the close relationdiepveen the effectiveness of the police
and public perceptions of police legitimacy. Thegue that the public perception of the
police could be damaged if these new technologiesnat deployed carefully. Their
argument is supported by research conducted byh8wnsand Tyler (2003) who

concluded:
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"A procedural justice-based approach to regulatimates social order by engaging
public cooperation with law and legal authorityucB cooperation is engaged when
people in the communities being policed experietiwe police as exercising their
authority fairly

(p. 535)."

1.9 Impact of New Technology on Police Organisatial Framework

With the growth of new technology, monitoring then of the police has become far
easier (Moore, 2003; Walsh, 2001; Weisburd, MaskipfMcNalley, Greenspan &
Willis, 2003). The introduction of computers meémdt police officers were able to be
held accountable for their movements and their Veadk and quality of this work were
able to be monitored. Manning (1992) argued thatntiost important recent innovations
in technology involved computers and related saféwaAccording to Chan (2001)
technology promised to improve effectiveness arfitiehcy in policing. She further
suggests that one of the reasons police introdneedtechnology was to improve their
performance in order to be more accountable toptiidic. Manning (2001) agrees,
stating that technological changes in policing dreen by the need for efficiency,
accurate information gathering for outside ageneies to meet new requirements for

police management and public accountability.

In 1998 the New Zealand Police attempted to implgme change management
programme calledPolicing 2000 This programme endeavoured to utilise state-ef-th
art technology and strategic case management geactiormally found in the public
sector (Duncan, Mouly & Nilakant, 200Bolicing 2000struggled with ongoing delays
and technological problems. After spending an estch $200 million and amidst much
political and public debate, th®olicing 2000 project was ended with limited
technological change. Duncan, Mouly and NilakafO@® interviewed nine front-line
officers from medium-sized New Zealand metropolifalice stations, who indicated
thatPolicing 2000was unsuccessful because it had failed to caftteramagination and
support of those most affected: front-line office@han (2001) would argue that the
social game (field) was changed without new systémabitus) being put in place to
help the officers deal with the new rules. Althougplicing 2000was discontinued in
2000, anecdotal evidence is that officers weréadtiécted by that experience in 2007 in
that when new technology or change was introdufredt-line staff were sceptical of

its need and efficacy.
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According to Chan (2001) there are many things aketinto consideration when
introducing new technology to the police. It is degent on how technology interacts
with existing cultural values, management stylegrkw practices and technical
capabilities. If any of this is handled badly it ynmake the successful introduction of
subsequent new policing technologies more difficddNA evidence is a new
technology that gives the police greater abilitgodve crime but has it changed the way
in which the police condudheir business? DNA evidence can be described as a
resource but one of the constraints of this newrelogy might be the increased
workload that could be created by the ESR. If thkcp knew that the introduction of
DNA evidence might add to their workload, then teigies would need to be put in

place in order to make the most of this new capital

1.10 The CSI Effect on the Public

According to Tyler (2006b) the “CSI Effect” is arte used by the media and legal
authorities to describe the impact that certaintel8vision shows have had on juror
behaviour. It is possible that due to a high mauiafile the public are aware of the
investigative potential of DNA. This knowledge canegom TV shows such aSS|
CSI Miamj CSI New YorlkandCold Case These crime shows imply that DNA evidence
is found at all crime scenes and that it and tlensists who interpret it are infallible so
all crimes will be solved. The fictitious crime Iadatories do not take into consideration
the time-consuming and tedious aspect of policiagvall as the financial constraints
placed on all public sector departments. The maldia reports many DNA successes at
length.

For example, in 1987 in New Zealand a six-yearvedtht missing on her way to school.
A week later her body was found on a beach in Hsh@rave. She had been raped and
killed. At the time, hairs found on her body wewdlgered and stored. For 15 years the
person responsible for this girl's death remainadneown. In 2001, with advances in
forensic technology, a profile was extracted frosnaall amount of semen saved on a
microscopic slide. A massive screening exercise egin to find a possible match.
Jules Mikus was identified as a possible offend&t @ order to confirm a match the
hairs found at the scene 15 years previously werd ® the US and exposed to

mitochondrial DNA extraction. The profile matchduat of Mikus. In October 2002
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Mikus was convicted of the rape and murder of Tee@ésrmack 15 years after her death
(ESR, 2009).

Likewise, in the case of Jarrod Mangels who wasvimbed of the 1998 murder of
Maureen McKinnel whose body was found in the Arr&wer, Arrowtown, New
Zealand. Mangels was 15 years old at the time oKiNteel's death and although he
was a suspect the police had nothing to connecttdithe death. The police were able
to take some scrapings from underneath the victimgernails but at that time there
was not enough of a sample to obtain a profile ftbem. In 2002, after the success of
the Teresa Cormack case, an officer on this cakedathat the samples be retested
using new DNA testing methods. The tests resuliddNA profiles being identified for
two males. One profile belonged to a legitimatear@intact, the other to an unknown
male. After being arrested for disorderly behavimu2003, Mangels agreed to provide
a voluntary blood sample for inclusion on the naioDNA databank, at which point he
was linked to the murder (ESR, 2009). Mangels medaglilty to the murder in 2004.
More recently, in 2008 a male was arrested andgeltawith the rape and murder of
Marie Jameson. Her body was recovered in Aucklbiedy Zealand, nine days after she
went missing in 2001. His DNA matched the DNA fdwmn her clothing (Gay, 2008).
These highly publicised cases have reinforced thbliggs perception of the
effectiveness of DNA as an efficient means of idgimg offenders. These examples
are just a few of the highly publicised cases hutearching one on-line New Zealand
media website and entering "DNA & crime” in the s#raengine, 933 hits came back in
50 seconds. DNA is clearly a popular topic for thedia, suggesting that the public

have an appetite for it.

Pyrek (2007) also describes the "CSI effect” asitheact that such shows and media
publications have had on jurors in the US. He sstggthat the public fascination with
forensic capabilities could be tracked back to@JeSimpson case in 1995. The belief
is that without any DNA evidence the defendant maestinnocent, regardless of the
other evidence presented. For this reason jur@snare likely to acquit defendants
where there is a perceived lack of forensic evidehtowever, Tyler (2006b) and Cole
and Dioso (2005) observe that there is no empigealence to back up these claims. In
fact what the CSI effect could really mean is tiat quality of expertise on the subject

is marginal and such shows merely confuse juroysef® 2007). Tyler (2006b) argues
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that in fact the opposite could be true and thawayching CSI jurors may be more
likely to convict. Tyler (2006b) posits that thepgyof person who watches such crime
shows wants to see justice done — to see the afepadnished — which invariably
happens in a fictitious setting. For this reasordbes not believe théhey would raise
the bar for required evidence to acquit the offentlgnch, Cole, McNally and Jordan
(2008 p. X) state thdthe CSI effect appears to be more of a media pabmut the
pernicious effects of the media than anything el3é&ey go on to say that at a deeper
level the CSI effect could be that people are ie @ivthe perceived power of scientific

evidence, especially DNA.

In essence it could be said that there is no eogpiresearch to back up the existence of
a CSlI effect and the actual impact on decision n@kiy jurors. However, what could
be taken from this is that the public do know ab@NA, whether factually or
fictionally, and therefore there is an expectatibat the police use and need DNA to
fight crime. In order to retain credibility with éhpublic there needs to be some hard

evidence of success other than just one or two pbemevery 15 years.

1.11 The Research Question (and its conceptual cent)

The introduction to the police of DNA technology sMaever going to be seamless and
according to Chan (2003) “technology has alwaygetigolicing — in both visible and
invisible ways” (p.655). Due to media coverage, DN#s become a highly visible and
popular, if somewhat romanticised, investigativeol.toHowever, the uptake and
effective application of DNA technology by the maiis quite a different matter. When
new technology is introduced to the police, it bawve an impact both good and bad on
police culture (Chan, et al. 2001; Chan, 2003; &nic& Haggerty, 1997) and it is this

culture that will determine if a new technology Maé fully utilised.

The term “police culture” is often used to “expland condemn a broad spectrum of
policing practice” (Waddington, 1999a, p.287). \Wadjton uses the words “explain”
and “condemn” but not “praise” or “exonerat&his is probably becaugmlice culture

is often seen as a negative concept (Crank, 200¥nwthe culture is merelthe
environment in which the police situate themselard respond to the many changing
requirements of the society which they police. Ehiex a vast array of literature on

police culture and some of this literature willdelored in Chapter 3. Police culture is
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mentioned at this point in the thesis as it is ineably linked to this research because it

forms a large part of the theoretical construct.

In New Zealand, Casey and Cullen (2003) and thetrGller and Auditor General
(2006) have looked at ways of enhancing the palas of DNA technology. However,
this view is only one aspect of the effective us®NA technology and perhaps is not
the right perspective to establish if the applmatis effective within the New Zealand
Police. This research aims to discover if the NeaalZnd Police make the best use of
DNA technology and what might prevent them fromngsit effectively. Therefore the
research question is: Does police culture preveniNew Zealand Police from making
the best use of DNA technology to investigate cfinf® fully explore this question,
police files where DNA was used were examined. tRi@gers were interviewed for
their insights into DNA to attempt to find out willge files were completed as they
were. The history of the culture of the New Zealdalice was reviewed to better
understand the use or lack of use of DNA to sudolgsesolve crime. When the
police introduce new technology there is an impiaa for society as well. For this
reason the public perception of police legitimagylso explored with examples given

of past experiences and the impact of these onthetpublic and the police.

1.12 Outline of Chapters
The research question is broken down into sub-guresteach of which is addressed in

one of the following chapters:

Chapter 2: Once the background to the researchbbas covered in the previous
chapter, the methodology chapter is then introdwsretithe explanation for the chosen
methodology is given. The methodology chapter febyplains the methods employed.
It covers topics such as: grounded theory, therdt®al framework, the difficulty and
limitations of the data, sampling, the researchcedore, the interviews and the
participants, the analysis and the subject distfioe question of the researcher's bias is
discussed and what has been done to mitigate ihss bearing in mind the subjective
nature of this research. This chapter also dissusseresearcher’s access to the subject

matter and the interview participants.
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Chapter 3: This is the literature review and itsppse is to illustrate some of the
research that has already been completed in tlaecdr®NA, highlight the size of this
field and the potential for and the need for masearch within specific fields of DNA.
This chapter covers literature written about masgeats of DNA technology which
includes: the ethics of DNA, the application of DN&idence at court, the impact of
DNA use on civil liberties and the police use of Bkechnology to identify offenders.
This review of the literature identifies the resdathat has been done on the subject of

DNA and also identifies the gaps in the research.

Chapter 4: This is the first chapter containingadiiat begins to answer the research
question. This chapter is primarily about burglasyich is the largest sub-set of volume
crime but it will discuss other volume crimes. Aslinas defining burglary, it provides
statistics about burglary in New Zealand as welt@sparing these figures with the UK
and the US. There is also a section, for compargtiwposes, on burglaries in the UK
and the UK use of DNA technology to resolve buiigir This chapter looks at how
data is captured by the New Zealand Police andntipact this has on tracking results.
The case histories of two burglary files are redvas they illustrate how one offender
can be responsible for many burglaries. They argeéul example of how the police use
DNA technology to investigate volume crimes. Rest@itom interviews are reviewed
and the opinions of the participants show theirspectives on DNA use for

investigating volume crime.

Chapter 5: This chapter aims (through the persgedi the interview participants) to
establish how effective DNA is at identifying offders and whether that alone ensures
that they are prosecuted and convicted. The irgerygarticipants are asked their views
on DNA, how it aids investigation and if DNA is alhey need for a successful
investigation. It finishes with a discussion on tiopic of interviewing and whether
police officers know how to interview suspects ashas been suggested (by
interviewees) that this is a reason why suspects avh linked to a crime scene by the

ESR are not being interviewed.

Chapter 6: This chapter discusses whether DNA desdts exaggerated reputation. It
reviews the subject district's application of DNAchnology to investigate serious

crime and illustrates this by the use of case esidi looks at the conundrum posed to
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the police when deciding whether to provide thd bgglence or be fiscally responsible
and whether the two are mutually exclusive. Thiaptér finishes with the views of the
participants on the various questions put to theoutibudget, DNA training and what
they consider to be their best investigative tddlis chapter differentiates between
what the participants believe DNA to be good fae(shapter 5) and their actual use of

DNA to successfully investigate crime.

Chapter 7: This chapter reviews the perceived (igrviewees) constraints of using
DNA technology by examining the responses to thestians around the frequency of
DNA use and their views on the current (at timevating) DNA legislation. As a result
of the responses to these questions there is ersemt the Guthrie test as well as a
discussion on police legitimacy, privacy and etlceelation to the application of DNA
technology to investigate crime.

Chapter 8: The previous chapters discuss the sesithe data and what they highlight.
This chapter explains possible reasons for thoselteeand reviews what factors may
impede the police in effectively using DNA technpjao investigate crime. Therefore
it examines police culture and the impact this tiasts ability to implement change.
This is done from the theoretical construct of Charifield and habitus”
conceptualisation of policing and the impact thalige culture can have on the
successful implementation of new technology. Thiapter also explores what outer
limits are placed on the police by the public, ihaxlds more pressure on the police. In
this instance it is the importance of legitimacy asignificant means by which the
police continue to receive support from the pulbliexplains why there is a need for
this legitimacy when introducing new technology @thimay be considered contentious.
The use of technology by the police is also coveaneithis chapter and it discusses the
link between legitimacy and police culture and ittngpact both have on the successful

application of technology to crime investigation.

Chapter 9: This final chapter summarises a (thaxaigt based) answer to the research
guestion posed in Chapter 1 section 1.0. It dossh reviewing the qualitative and
guantitative data as a whole. It discusses allrdsalts from the research and the
implications they have for the New Zealand Poliod &s continued use of DNA and
the National DNA Database. This chapter also wgsittte reader on recent changes to

practice by the New Zealand Police and the ESRIation to DNA use. There are also
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recommendations made to the New Zealand Police hew they can maximise DNA

technology to investigate crime as well as suggastfor further research in this area.

The purpose of this chapter has been to give theerean idea of the topics relevant to
this research and to understand the environmemnthith the police have tried to
implement change. The following chapter discus$esmethodology applied to this
research. It begins with background informationtlo® researcher and what led her to
this research question. From there it moves ontmu@ted Theory and explains the
decision to choose this theory. This chapter alscudses the difficulty with the official
data, why this was expected and what was done tigation. From there the chapter
moves onto the analysis and what methods were gexbltw do this, concluding with

information regarding the interview participants.
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Chapter 2: Methodology

2.0 Introduction

This methodology was chosen in order to best angiveequestion: Does Police Culture
Prevent the New Zealand Police from Making the Bdsé of DNA technology to
investigate crime? It was believed by the researtttat by reviewing files where DNA
was found at the crime scene and interviewing firacers, useful conclusions could be

arrived at to answer the research question.

There are 12 districts within New Zealand Policad New Zealand Police, 2010a) but
it was decided that there was enough data to beegat from using only one district,
especially given the time constraints placed os tbsearch. This district is one of three
in Auckland, which is the largest city in New Zaada so there was a sizeable volume
of work with a variety of crime types in which tather data. The year 2005 was chosen
because it was the year in which one police natioomputer, the Law Enforcement
System (LES), was decommissioned and another, #tieml Intelligence Application
(NIA), was fully implemented. These systems mad#fierence as to how files were
tracked and data gathered and NIA contained mdeenmation than was able to be

stored previously on LES.

The researcher's background and subsequent empibyedeher to this researcbpic
and consequently has influence over her researébhwheans there is a subjective
element to this study. This potential for bias o@amifest itself in two ways. The first as
expressed here, in that the researcher is patieohabitus (culture) in which she is
researching and secondly as discussed furtheisrchiapter (see chapter 2 section 2.1).
Being immersed in the culture may impact on thechumions that the researcher draws
from the research. This is acknowledged and has be#igated when practicably
possible. The researcher was a police officerenMetropolitan Police in London when
the practice of taking DNA samples from arresteodpbe was first introduced. Initially,
DNA was taken only from people arrested for violeffences or for burglaries. The
belief was that taking DNA samples would enable pléice to identify an offender
should they re-offend. At this initial stage the thd@olitan Police decided that samples
would not be taken from all arrested people. Ipassible that there was a financial

consideration to this decision as well as a capassue as DNA was still in its infancy.
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People arrested for violence and burglary offenmese considered to be the most
suitable from whom to obtain DNA samples. Takinig fdea further, once the offender
was identified they would be arrested, charged @micted, hopefully leading to a
term of imprisonment and therefore preventing tfesm committing more offences
and thus preventing further crime. It was in 1988ijle the researcher was still in the
Metropolitan Police, that changes were made so [INA was taken from everyone
arrested. The UK government invested heavily innthigonal DNA database, believing
that the larger the database the more effectiveitld be at solving crime (Townsley,
Smith & Pease, 2005). This idea and the conseqaeuicthis approach as well as the

change of mindset will be explored further in tloelp of the research.

The researcher left the Metropolitan Police in 28®2eturn to New Zealand. She was
employed by the New Zealand Police, not as a palitieer but as a police employee,
holding no constabulary powers. In her role of leisgthing a File Management Unit
(FMU) it was noticed that forensic results in theckland City district appeared to be
dealt with in a disparate and ad-hoc manner. Fareasults referred to both fingerprint
results from an internal department and DNA restdtseived from the Institute of
Environmental Science and Research (ESR). Intetdstehis, she suggested that the
FMU should deal with all forensic results in thetdct so as to give some cohesion to
the process. Once some method was applied to tlai@o of the results, she then set
about reviewing the action that was taken whenethesults were received by the
officer. At this stage she was merely establishimgit actually was done with forensic

hits in the district so as to better understandotiogess.

It emerged that when a forensic result was receinetie FMU this information was

sent out to the Detective Senior Sergeant respleniib the geographical area where
the crime was alleged to have been committed softither investigation could be

conducted. This result was in the form of a nantés iame had been taken from the
national DNA databank and had been linked to a ersunene sample. The main
difficulty as perceived by the researcher at thigmpwas trying to track the progress of
these results. Without the ability to track themmade it difficult to quantify the success
or failure of forensic evidence. However, what ¢lycbecame of more concern to the
researcher was the number of files being returaele unit for filing when the forensic

result had not been resolved. This meant that sopehad been identified as having

been at the scene of a crime but that named peembnot even been interviewed by the
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police. When the researcher enquired of officery files were being filed, the general
response tended to be that they were too busythisutnformation was gathered only
anecdotally. On a superficial level it was conacegrtihat files with forensic results were
being filed. However, the researcher did not knbthis was truly an issue or if it only
appeared to be a problem as she did not have #rsighit of every forensic file in the

district.

At this time the use of DNA technology by the Newaland Police was gaining more
publicity and TV shows such as the CSI franchideene DNA evidence is portrayed as
the prominent tool to solve crimes and all withi@ @inutes, were gaining a wide
audience (Pyrek, 2007; Roane, 2005; Toobin, 200&)dublic were beginning to have
expectations of DNA not necessarily based in ngaditso at this time, 2003, the police
were requesting greater powers to obtain and Eibi# profiles. Some of the reasoning
behind the greater use of DNA technology was thatas a good tool to aid the police
in identifying offenders and therefore solve antiimately reduce crime (Power, 2009).
For this reason the researcher decided to focuDNA technology and exclude

fingerprints from the main research question.

At the time of writing the researcher worked in thebject district and had a good
working knowledge of the machinations of the palickewise she had access to all the
required files and data as well as a professioaeiitionship with those interviewed.
This intimate knowledge of the files and procesglesed the researcher in an ideal
position to gain access to the necessary datartplete the research. However, the
researcher has now moved to a more strategic gosti police national headquarters.
This position enables her to have a more holisga\of the New Zealand Police and so
has the ability to observe other practices thatelevant to this research, such as police
culture applied to a variety of change managemestgsses. These observations form
part of the methodology and the theory of this aedle in that the researcher is
embedded in the habitus of the police. The advantdgthe researcher being in this
position is that she can observe things that opleeple cannot. An example of this
related to a change to the process of capturirglioggnce notings for entry into the
police national computer. Police officers were usedriting these notings on paper or
creating word documents and sending them to datg staff. The New Zealand Police
issued iPads and iPhones to all front-line staff equested they use these devices to

enter intelligence notings directly on to their dBaor iPhones. However, the new
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business process was not communicated effectivélly staff, the technology had
problems with coverage, internet access and sgaaltitof which slowed the process
down. As a result the staff reverted back to tlilesystem as they found it easier and
qguicker. Anecdotally, some staff referred to thad as a great paperweight with others
saying it was the best ‘piece of kit' the policedrever given them. The front-line staff
were happy to have the devices but only if theyidose them for checking people and
vehicles. This is completely unacceptable as thieg@bave invested a huge amount of
money in the devices with the long term plan toehthe police fully electronic (i.e. no
paper files) and police officers only needing totgahe station if they arrested a person
or at the beginning and the end of shifts. Fos teiason it is important that the staff
make full use of the devices, however the orgalwisateeds to ensure that the officers
are supported, trained and are given the rightpegent that will allow them to do this.
When the devices were rolled out, this was notcge. The researcher is in a unique
position to observe this disconnection between guticy of Police National
Headquarters and the implementation by front-litaéf.sOfficers can actively oppose
national policy if they do not agree with it or tifey consider it impractical (Chan,
1996; Grant & Rowe, 2011; Reuss-lanni, 1983). Ated and experienced by the
researcher, this example is comparable to thedotiion of DNA and how the culture
of the police impacts on the success or failuraeaf technology. This culture includes
attitudes to organisational change by those whauldhbe driving the change (i.e.
managers) and those working within the changingrenment. This inside knowledge
is of benefit to the research as it enables theareser to understand why the police
officers may act as they do. The organisationdragxpectation of the staff but does
not communicate what those expectations are origeahem with the necessary tools

achieve the expected goals.

2.1 Researcher’s Access to the Police

The material that researchers can access fromdiee mepends on who they are and
their connection with the organisation (Reiner &wibeirn, 2008). Police researchers
have been categorised into four distinct groupsBbgwn (1996). They are inside

insiders, outside insiders, inside outsiders andide outsiders. Whichever category the
researcher falls into will determine the level etass and the quality of information
that will be given to the researcher. The categasie likewise defined: inside insiders

are police officers who conduct research. The atdegnof this is that they have easy
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access to police information. However, if the reseer holds a position of authority
there could be a possibility that other officerslfeompelled to take part in the research
and may not feel comfortable being honest in tlaiswers, which may skew the
results. The outside insiders are usually formelicpoofficers who have left the
organisation to pursue academic careers. While wikyhave good knowledge of the
police environment, the manner of their departuid ke pertinent to the type of
responses received. If the researcher lacks chégibiith the staff, access and staff
willingness to cooperate and be unfettered in tmesponses will continue to be
problematic. Likewise, if such researchers feel thay have intimate knowledge of the
police they may believe that they can interpretthél data with an understanding
superior to that of outsiders. This may lead toshed the analytical stage. Inside
outsiders are non-police officers who are employedhe police or other government
departments specifically to perform research onptbliece. This group may have easier
access to the police but they may be treated vigtiugt as they will be seen as part of
the management. Outside outsiders have the grefitestity in acquiring access to the
police. These researchers are usually academids maitaffiliation to the police or
government bodies. In this instance there is nongtrimpulse for the police to
cooperate with the researcher and the police fesl such research is often critical
(Reiner & Newburn, 2008).

For this thesis, the researcher has the advanfdgeing embedded within the research
environment, which facilitates access to the dathalows for an understanding of the
working culture (habitus) of the police. Both cam tonsidered advantageous for this
type of research. Within Brown’s paradigm, thiseesher would be a combination of
anoutside insider and an inside outsider. The rebearns a former police officer who

left the Metropolitan Police Service to return terhhome country. Although the

researcher is employed by the police it is nothia tole of a researcher but as the
manager of a file management centre. In this ostthe researcher has built up many
professional relationships and was able to idemtifgropriate people to be interviewed.
The researcher had no position of authority over ahthose interviewed so there

should not have been any feeling of coercion bygh#icipants and the research is
independent of the management. However, althoughrdbearcher felt this to be true
there is no evidence to support this claim, otlentthe researcher’s belief that the

interviews were carried out in an open and honegt@enment.
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It was within the researcher’s work environment tha phenomenon that is the subject
of this research was first noted. However, being tlose to the subject matter can lead
to bias and preconceived expectations about tlknfys and may lead the researcher to
interpret data in a manner that fulfils these aggions (Drapeau, 2002). Heidegger
believed that interpretations free from supposgicare impossible as a person’s
interpretations are already based on life expeesnghich have become part of that
person’s existence (Nystrom & Dahlberg, 2001; MaEKvyn, 2003). Gadamer (1975)

refers to these pre-conceptions as "pre-understghdihich originates from our "being

in the world”. Pre-understanding is formulated froone’s past experiences,

perspectives and anticipations of what to expedatterpretation (Mak & Elwyn, 2003).

As the researcher is from the environment whereré¢lsearch was being conducted it
was considered appropriate to use an interpre@wvadigm as the situation lends itself
to this methodological orientation. In acknowledpithat the researcher has pre-
understanding of the subject and the environmerthefresearch, a research method
was chosen that, at least conceptually, avoidsisieeof pre-conceived assumptions by

focusing on the meaning of the data.

2.2 Grounded Theory

Grounded theory is based on the proposition thexd#ta is the most important part of
any study because it is from the data that the@iesconstructed. In other words, the
theory emerges from the data rather than the theoppsing on the data (Glaser &
Strauss 1967; Glaser, 1998). According to Glaser &mauss (1967) the researcher
must abandon any preconceptions they hold aboutoghie being studied. From this
perspective the researcher starts by examiningiti@ data and formulating ideas that
then inform the next stage of data gathering. frasn the results of this data that the
next stage of the research will be directed. Tleigded theory approach uses the cycle
of data collection followed by analysis which th@forms the subsequent avenues of
investigation until such time as the categoriesfithdn the study are saturated with
information and it is considered that no furthelbstantially new information could be
added (Glaser &, Strauss 1967; Glaser, 1998). dmtsthe data collection stops when
no new information emerges. The grounded theoryasmh will be applied to all the
data collected; data from the files will direct holne data will be collected from the

interviews. The combined data will be analysed lumdi substantially new material
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emerges. Grounded theory was chosen as it is abaing the research with nothing;
no preconceived ideas, no assumptions or presunsptideally there will be no idea
what information will be found. This enables thsaarcher to enter into the research
with a reasonably open mind, not knowing what tagadvill identify. This method was
chosen to reduce the likelihood of bias. Althougjuantitative approach is also used in
this research, qualitative data is the main reseapproach and this lends itself well to
grounded theory.

The researcher considered both a quantitative araditative research design. The
quantitative approach provides statistical measofethe data being studied whereas
qualitative research aims to reach qualities tlzat lbe used to interpret and explain
behaviour. “The quantitative approach provides aed®ers with breadth while the

qualitative provides them with depth” (Tolich & Ddson, 2003, p.122). The researcher
wanted to know why certain decisions were madeoastten and if a file would be

investigated and the best way to achieve this wasiding a qualitative approach.

However, as statistics were required to put theeareh question into context, a
guantitative approach was also required. It was tfet the two approaches would
complement each other, allow for greater validigni the data and provide stronger
evidence. In order to validate the qualitative daiangulation (Bryman, 2013; Ruben
& Babbie, 2010) wasised to obtain information from several differeatices. These

sources included reviewing files and then interwgvparticipants based on the
findings from those files. Once this data was aiéd, further reading was done to
better understand the findings of the files anéririews. This reading included New
Zealand Police policy documents and ESR policy dwnts in addition to relevant

research completed by other New Zealand Governagencies such as the Auditor-
General. Moreover, the researcher made observabionshat she experienced within
the research environment (see chapter 2 sectignRyldoing this the researcher was
able to come to conclusions based on differentcgsuand differing opinions. The use
of triangulation corroborates the data and enhatifeesredibility of the interpretation

of the data as well as offering the possibility esihanced confidence in the data
(Bryman, 2013). It also helps mitigate the likelildoof bias from the researcher and
from those being interviewed because if a propmsitis able to be confirmed by

different measures it reduces the uncertainty efrésults (Webb, Campbell, Schwartz

& Sechrest, 1966). The data gathered from the fdesne source of information but,
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because of limitations of this data-set, other sesirrare useful to qualify this
information. Interviews provide another viewpointacan either mitigate or support the
findings from the files. Interview results can algwevent the researcher from
interpreting the data in such a way that it may-gewtermine the outcome of the
research. The quantitative method provides nunleeigdence from the phenomenon

whereas the qualitative explains the data.

2.3 Difficulties with the ‘Official Data’

Much of the data used for this research comes fioformation entered into the

National Intelligence Application (NIA). It needs te stated that this data is not
necessarily accurate due to a lack of guidelinesdéda entry staff and a variety of
methods by which data can be entered into the Nlferefore it is acknowledged that
this data may be flawed but this is accepted as gfathe research limitations and

accounted for accordingly.

The NIA is the police national computer and as vasllIstoring police intelligence it is
also used to track files. From this system staistire extracted to monitor workloads,
identify the number and types of recorded crime establish the success or failure of
police work. The process begins when a membereoptiblic informs the police that a
crime has occurred. An example of this would beisaglary. A CSA or SOCO attends
the scene of the burglary and obtains a DNA samfte offence report is recorded
either directly into the computer or in hard copgfdre being transferred to the
computer. In this instance it is noted that a DN#nple was obtained from the scene
and has been sent to the ESR for examination. & ef data entry into the NIA the
New Zealand Police use codes to classify crimes Aggendix 1). These codes need to
be entered correctly to accurately reflect the mggbcrimes. Once the initial report has
been entered the officer completes an investigatitin the outcome of his/her findings
either entered into the NIA or the report beingcpth on the file. If there is DNA
evidence the investigation will be suspended an@ithe results. If a profile is able to
be extracted from the sample that has been recé&iordthe police it is loaded onto the
crime scene sample database at the ESR. The drégimgple is destroyed in accordance
with legislation. The profile on the crime scenengée database is then compared with

samples on the national DNA database.
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If this profile is matched to a name, this inforroatis then passed onto the police using
a generic e-mail address relevant to the apprepdistrict. Once a DNA result has been
received by the police and a suspect identifieel NIA is updated with this information
and the file is sent to an officer for furthiewestigation. The suspect should then be
interviewed and, if appropriate, arrested and adirdit this point the NIA should be
updated with an apprehension code (see Appendrhi)h identifies how the suspect
was apprehended. A resolution code should themterezl to explain how the offence
was resolved (see Appendix 2). It is important thase codes are used accurately as it
allows the police to quantify the effectiveneswafious types of processes. The use of
DNA or fingerprint evidence to catch offenders wbWle captured by the use of
"forensic” as an apprehension code. It should b&ddhat “forensic” data is not
available before 2003 because there was not aaropti the Law Enforcement System
(see page 37) to enter “forensic” as an apprehenside. The difficulty with using
"forensic” as a generic resolution code rather tsaecifying fingerprint or DNA is that
the police cannot provide figures to show how off¥A has been used to resolve a
crime. Likewise if the apprehension code or resofutode is not entered into the NIA
the ability to track what methods are the most sssful in solving crime becomes
difficult. All the codes are agreed to by the Oiigational Performance Group based at
Police National Headquarters in Wellington. Theseles allow the Organisational
Performance Group to provide the government with dalevant to police performance.
The appropriate use of these codes would ensutéhtbanformation presented to the

government is an accurate reflection of the wortk achievements of the police.

2.4 Legislation and the Forensics Process

The forensic processes employed by the New Zedatide (see chapter 1 section 1.6)
relate to practices that were in place in one idistelating to files that were filed in
2005. Some of these practices will have changemhglthe writing-up process of this
thesis. Where possible these changes will be iteticéia a footnote or further explored
throughout the body of the work. It is importantitote these changes as it will impact
on the conclusion and recommendations of this $hd$ie data for this study involved
files that date from 1997 to 2005. This period enpassed two pieces of legislation
relevant to police powers and the use of DNA ewiderTheCriminal Investigations
(Bodily Samples) Act995 will go through two iterations during thisearch. When it

is referred to in the thesis prior to the 2003 admeent it is called theCriminal
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Investigations (Blood Sampleg)t 1995. Anything after the 2003 amendment refers to
the Criminal Investigations (Bodily Samples) A&95. These are important distinctions
as they gave the police different powers (see ehdpsection 1.5). The legislation had
an impact on how the police were able to investigatime as it placed limitations on
police powers and their ability to obtain and netBNA samples. It may well explain
why there are some delays in suspects being ietged or their DNA being entered
onto the database.

2.5 Police Case Files

This research looked at police case files where DM found at the scene of the
crime. The information was gathered at the sulgesttict by entering individual DNA
results received from the ESR onto a separate dghneat. Each district may have its
own method of storing this data or it may choose toccapture this data separately.
Nationally this data can be captured via the apmsion code on the NIA but as stated
above this does not differentiate between fingatpand DNA, using instead the
generic "forensic” apprehension code. There is narantee, either, that police from
different districts enter the appropriate apprefmnsode, with the more common
"interview” or "patrol” being used. One school dfought is that an officer interviews
an offender because DNA was found at the scen¢hamefore the apprehension code is
"forensic”. However, other officers argue thath person admits the offence it is due
to the interviewing skills of the officer and théree the apprehension code should be
"interview”. It can be argued that the only reaslo@ person is being interviewed is as a
result of DNA evidence being found at the crimengcand ESR linking the sample to a
name. It may be that the ego of the investigatifiger has some part to play in this.
Irrespective of the reasons, these complicatiome@do the difficulty of tracking the

effectiveness of DNA in resolving crime.

Policing statistics tend to refer to the finangiahr which runs from®1July through to
30" June. For the purpose of this research the filelsstatistics relate to the calendar
year unless otherwise stated as the researched foaasier to gather data based on the
calendar year. The data available spanned a 12mpartod from i January 2005 to
31" December 2005. This involved 302 files which pdmd both quantitative and

gualitative typesf data. At the data level, a mixed method was usexdar to extract
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the best information from the data. The quanti&atilata held within the police case
files provided numerical information on the follow

« Offence codes (burglary, unlawful taking, theftfranotor vehicle, etc)

* Number of case files altogether

* Number of case files where DNA was the only evideacailable

* Number of case files where cases were prosecuted

* Number of case files where offenders were condicte

* Number of case files where DNA was superfluoudhinvestigation because

other forms of evidence tookgeence

* Number of case files where the suspect was unalile tocated

While the quantitative aspect of the study provideflamework, it was the qualitative
data that was examined, which provided an explanator this framework. The

qualitative data included reports completed by @neesting officer explaining their

decision-making process, the court results and twai/decision by the court was made.
Moreover, the qualitative statements made by thesstigating officers had been
expected to provide insight into the reasons whyADMofiling was used. In some

cases where there were no concluding statementheofiile, inferences were made
based on the information to hand, the results ftbencourt and the knowledge and
experience of the researcher.

Although there is the potential for the resear¢harome to biased conclusions from the
inferences, Gadamer (1975) explained that a perdunhas previous knowledge has
not only come through events but is also open t@ eeperiences. As a result of this
background the person is often undogmatic and ry epen and willing to learn
(Nystrom & Dahlberg, 2001). Therefore the expereetitat the researcher brings to the
study will not necessarily be prejudiced but likely put the information into
perspective.
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2.6 Sampling

Where the quantitative aspect of the study was exmed all available DNA case files
from the subject district in the year 2005 werelys®ed. The year 2005 was chosen as it
wasanticipated that these files would be old enoughttie court process to have been
completed but recent enough to be relevant togkearch. Cases can sometimes take a
long time to get to court and often the officerlvepend a lot of time finishing the
paperwork before filing it. The figure of 302 filésitially seemed large but there was
no guarantee that all 302 files would be locatade B the method of crime reporting in
the New Zealand Police, one file does not equaten® crime. One file may contain
more than one offence as it is possible for seweffainces to occur during the same
incident. For example, a burglary file may haveuatawful taking offence attached to it
or even an assault. If 53,615 crimes were repdttedes not necessarily mean there
would be 53,615 files corresponding to those crinMgareover, those files are often
associated with many other files with which theg lnked, mostly because the crimes
have been committed by the same person or per€irthe 302 DNA files, only 146
were available to view in the subject district cagaly but when they were examined it
became clear that there were more than 146 fildvad. Of the 84 files classified as
burglary, closer examination revealed that thereevmeany more files associated to the
main files. On this occasion the 84 burglary filesreased to 459 files with some
unlawful taking and aggravated burglaries also @ased to the main files. Of these
files, three had more than 50 associated files wiith file having 98 associated files. It
should be stated that DNA was not mentioned othale files but only on the original
302 files, yet DNA was one way of bringing thesenes together and identifying the
offender. These large associated files slowed dihendata-gathering process as they
were often difficult to navigate and it was not alj@ easy to separate the one DNA file
within the 459 files.

There are always issues with locating files duthéonature of the tracking system and
whether staff remember to update the computer thighmovement of the file. It was
expected that, due to the serious nature of sofeaads, some files would still be held
by the investigating officer. This meant that thes@uld be more of certain crime-type
files available and less of others. The researat@rporated this into her study. The
resolution rates for serious crime are much highan that for volume crime. For the

purpose of this research, serious crime encompagsésnce and sexual offences
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whereas volume crime referstiarglaries, unlawful taking of motor vehicles aheft
from motor vehicles. Arguably this difference irsodution rate is because there is less
reported serious crime than volume crime. It calkb be as a result of more funding
and staffing to investigate serious crime. Givessthrealities, it is not surprising that
there were more volume crime files available towidhis subject is explored more

fully in Chapter 4.

Although grounded theory encourages researchearsrtnue looking through the data
until no more new information emerges, it was feét examining the entire available
corpus from the archives would give a more roungieture of what was happening
with DNA files. However, the question of whethémiould be impractical to analyse
all the 302 files was uppermost in the mind of tegearcher as qualitative analysis is
time consuming. Initially there was a problem stfg which files to analyse as the
majority of the files were volume crime. As the ority of DNA hits relate to volume
crime, it was decided that all the case files sthdnd examined so as to fully explore
what was happening with volume crime files. In th&se, although the information
coming out of the data might be the same, it wéstliat the quantity of files would

only benefit the results of the study.

The potential limitation with this data set wastttieere was an expectation that all the
files would fully explain what happened with theseaThere was no guarantee that this
would be so as these files had been completedffgrefit officers with varying styles
and skills of paperwork. Some of the files dated¢kbto 1998 when methods for
recording crime were different. The previously useav Enforcement System was used
only to track the files and contained no usefubinfation regarding the case. Often
these old files contained very little informatiorhiesh appeared to be the accepted
practice of the day; this was particularly truevolume files. There were case files
where the researcher simply could not ascertairfitia outcome of the investigation
and why such decisions were made. As expected, sfile® contained better

information than others.

Dummy Files
When a file cannot be located an officer will ceeat”dummy” file so that something

tangible can be filed. The form used at the sulgjesttict to create these dummy files is
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known as a B form. Once the original file is lochiereplaces the B form. Some of the
files in the data set were B forms and so there htes information regarding these
files. Some details could be gathered from the KiA otherwise there was very little

with which to work.

2.7 Procedure

Given the complexity of the multi-method approashhe research, it is best explained
in a three-stage format. During the first stagedhgas an exploratory examination of
the data. The second stage expanded upon infamgéthered during the first stage
and further consolidated the analysis of the dat#he third and final stage steps were
taken to gather further information to confirm tlesults of the study and to fill any
gaps in the data. Furthermore, this was wherewasagathered to contextualise the use
of DNA profiling within the New Zealand Police atfie ESR.

2.7.1 Stagel

A small exploratory pilot study was used to gaibedter understanding of the potential
information that could be yielded by the data. Thias achieved by choosing 10
available files from the 302 files from 2005. Thethod employed to choose these files
was probability sampling using a simple random wayidentify the files to be
reviewed. This method was decided upon as an aféeptocess to identify 10 files for
review. This was achieved by taking every 10té, fif that file was not available then
the next file was chosen and then thd" file after that. In this pilot study it was
expected that files may not be available due tditbeinable to be located or still with
the investigating officer. Therefore some of tideidentified files were not available or
could not be located which illustrated from theibamg the difficulty associated with
accessing police files. The number 10 was choseause it was believed that that
number of files would yield enough information fan exploratory study (Denzin &
Lincoln, 2000). These 10 files were used as a &ampevelop a standardised analysis
sheet and to identify the relevant categories, otntitative and qualitative, that were
important for the study. The files were initiallyamined to establish what information

they contained and whether the information obtainad of value to the study.

The first problem encountered was that files chasere not all available to be viewed.

This was expected as the researcher knew that ¢des sometimes remain with
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investigating officers for a period after the cleswf a case. In addition, files can
occasionally be misplaced due to the difficultieasttsome officers experience using the
NIA. For these reasons it was planned to view @2 but if all these files were not

available there would still be enough to form tlasib of the study. The results from the
10 files were entered onto a spreadsheet where wieeg analysed. From this what
information could be expected to be found on a\iiks identified and a heuristic (a
matrix that can be used to organise themes) wasgedeirom this. The remainder of the

available files were examined and the data waseshianto this heuristic.

2.7.2 Stage 2
During this stage the quantitative categories dgped in Stage 1 were employed on all
the available files. The quantitative data was ysed, forming the framework for the
study. There were several variables to considemwh@amining these files. The files
were a mixture of offence types: burglary, thefinfr a motor vehicle and unlawful
taking of a motor vehicle. Mixed in with these wexame violence and sexual offences
on various scales of seriousness. This informapaovided the researcher with an
understanding of which crimes most used DNA pnadli These crime types in the
police files were compared with other official canstatistics in order to find out how
often DNA is used overall. These statistics wertainled from Statistics New Zealand
and the District Risk and Performance Unit basetiesubject district.
As well as DNA evidence there are several othethoud employed by the police to
identify offenders:

» Other forensic science

» Closed circuit television footage

* Interview/admission

» Offender caught at the scene

* Witness identification
By going through the police case files, it was lbpe establish whether DNA was the
only evidence present or if any of the above wdse #actors in the investigation.
Another important variable was the method by whitle officer recorded the
resolution. This method of capturing the resolutenables the police to count how
many files have beenesolved via forensics as opposed to the other odsthof

detection stated. The information is captured bamseof a code entered onto the police
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national computer. However, the choice of codepermoto interpretation by the data
entry operator or the officer. Therefore the diggarn the computer of how a crime is
shown to have been resolved made it difficult tentify how often DNA was

responsible for the resolution of crimes. Consetijyénwas important to compare the

resolution code with the report the officer had @uthe file.

The qualitative categorical framework developedStage 1 was utilised in a wider
context to gather, capture and analyse the intesvies well as review the police case
files. When an officer has completed a case file,decision-making process should be
explained in a final report contained on the filais should always be the final entry on
the case file and the first report seen when teediopened. This report should contain
all the evidence that was found in the course efitivestigation and work through the
officer's decision-making process. In line with tlggounded theory approach to
gualitative research, data gained from the polaesediles influenced which questions

were asked in the subsequent stage.

2.7.3 Stage 3
This stage involved the interviews. They were caeld with people closely involved
with and considered specialists in the use of DN&e investigative process.
» Crime Managers — control the DNA budget and so d¥eavhat samples
should be sent to ESR
e Supervisors — responsible for DNA budget and owertand prioritise the
work of the constable
» Detectives — receive hits from ESR and decide wdeth arrest the named
offender
» Scenes of Crimes Officers and Crime Scene Atteisda@ttend crime scenes
and obtain crime scene samples to send to ESR
» Constables — attend crime scenes and preservessoer£0CO
« ESR Case Manager — encourage police to send alecscene samples to
ESR for testing

The interviews were conducted at the workplaceshote interviewed. These were

chosen by the participants as they stated thiswvase they were most comfortable.

50



The interview space was private. Participants wéren a participant information sheet
(see Appendix 19) that informed them why they hadrbapproached, exactly what
would happen with their interview and that they Vdowemain anonymous. The
agreement detailed counselling information shouidytfeel the need for it. The
participant was also given a consent form (see Agpe20) which explained what they
were consenting to and informing them that theruisv would be recorded. This
consent form was signed by the participant and kgpthe researcher. The consent
forms and the interview tapes are kept in a loakggboard by the researcher and will
be retained until the thesis has been publishede@me required time has expired, the
forms and recordings will be destroyed in accordamgth agreed protocol. The
researcher began each session by building up @napjth participants but as she was
known to most of them and being a former policeceff herself, she enjoyed some
credibility with them. The researcher was not ipagition of authority over any of the
participants and so shared an equitable relatipnskhe interview began only when
participants indicated they were ready. At the ehthe interview the researcher spent
time talking to each participant to ensure they hatlbeen distressed by the interview
and were in a calm frame of mind before she lef tbom. The interviews were
transcribed by a third party who signed a confiddity agreement (see Appendix 21)
and was experienced at transcribing research ietgsv The transcriber was also
warned of the nature of the interviews and was legbyuspoken to by the researcher to

ensure that she was not distressed by the inteicostent.

Those interviewed were a mixture of gender, lergftservice and police officers and
police employees who did not hold the office of stable. This diverse group helped to
obtain a range of opinions in order to prevent iashe data. The interviews were
semi-structuredso as to enable participants to introduce their ¢eygics which may
have arisen from the questions and this alloweddlearcher to discuss topics relating
to DNA that were important to the participants. thié participants were asked the same
nine questions although the wording of some questisas changed to accommodate
the ESR manager’s different role in DNA (see Appert). The aim of the interview
was to find out how the participants interactechvilie DNA technology, to establish
what training, if any, they received and the rol®&AD evidence plays in police
investigations. The interview for ESR staff wadafiént to that for New Zealand Police

staff, given their more exclusive corporate rolertker information such as official
51



reports and studies completed by other governmepriments and other policy
documents written by police and the ESR was gathtyesupport the findings of this
study.

2.8 The Analysis

The quantitative material was analysed using deteei statistics. Initially the files
were examined to gather the raw data. After thegestof the research the data was
quantified by converting it into a numerical form&ome of the data, such as the
number of offences, was easily quantifiable. Ottieta obtained from the files was
entered onto a heuristic and memoing (as discuss#eer in this section) was used to
try to explain and understand the information gegtie The heuristic contains the
information from the files that the researcher dateed would be of the most use to

the research. This heuristic consisted of a taliie tive following information:

* file number

» offence code

» DNA found

» other evidence available

» offence date

* result

» other information

» whether DNA was superfluous
» the investigation team

» file inactivated or filed

Some of the decisions made by the researcher wéjective, such as whether, based
on the information on the file, she deemed if DNAsssuperfluous to the investigation
or not. The memoing was done on the heuristic wiegré was needed to add more
information or further explain a finding from adilThis enabled the researcher to form
conclusions based on information from files aftértlae data from these files was

collected.
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Coding was used to collate the interview respoasekidentify any emerging themes
from the interviews. Once the interviews were teaified, the researcher went through
all the questions and wrote the responses on ahdard using differently coloured
markers for the different answers. This was donestablish whether any themes were
emerging from the data. The colour scheme verykipiiclentified patterns and from
these the researcher was able to pick out simitswars and put them into sub-
headings, therefore establishing a hierarchy opaeses. The answers that are not
highlighted are the ones that did not form anygrvag (see Appendices 6-15). The
qualitative data collection and analysis were tieea This means that the data was
regularly subjected to the constant comparative hotetin order to see what
information was emerging from it. Babbie (2005) gests that there is a continuing
interplay between data collection and theory. Tas of the research is dynamic and
involves the researcher constantly reviewing thia.dBhe use of coding is one way of
doing this but the coding process in grounded theiorvolves more than just
categorising the data. Although coding is used ammare the data and look for
emerging theory, memoing is also used to searcméaning within this data and as a
way of looking for patterns and concepts. These owerare notes made by the
researcher who is continually recording what neferimation is emerging from the
data. As the emergent data provides categorieafofnnation, a heuristic is used to
capture this information. A heuristic is a mattwat can be used to organise themes in a
way that relates to each file. By setting out i®rmation in such a manner, any
patterns that emerge will be easier to observe fgg®ndix 18). Furthermore, the
heuristic can also be compared with the data talclier bias in the analysis. To
triangulate the data, it was collected from polezese files, interviews with police
employees, interviews with members of the ESR afiidial documentation. This
multi-method approach solves the problem of possilals that may have occurred had
the study relied only on the accounts of policeceffs. If the interpretation of one set
of data can be corroborated with other sources lhes is reduced and the validity of

the findings is enhanced.

2.0.9 Limitations of this Data Set
For the 2005 calendar year 302 files had DNA atdcio them in some way. Not all
these files were available, due either to themdeimable to be located or being still

with an investigator. A file may remain with an @stigator because that investigator is
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taking a long time to complete the filing proces&is might involve updating the
victim, disposing of exhibits or adding the finaluthes to paperwork. In some cases
this may take up to six months after the case ngstied at court. The files were
reviewed, amongst other things, to establish if Dhe&l been found at the scene and
what the police had done with this information. Wt could be argued that the files
the researcher could not find were those that legah Isuccessfully investigated, there is
nothing to suggest that the remaining 156 did edlult in a successful prosecution or
that they did not. However, it is an acknowledgedt f police research that all data
will not always be readily available. In this inste it is important to note that the
missing files and difficulties with the data entse all part of this research and add to

the concerns of police use of technology.

However, of the 146 files reviewed, every file @ined something that the researcher
could use but not all had 100% of the requiredrmiation which was hoped for. The
fact that there were missing or inaccurate apprgbarcodes or resolution codes is an
important part of the research. This may highlightbigger problem in that the
institutional design may be part of the issue fa police when trying to manage not
only DNA technology but other technology as welhefe was missing data with case
files not being available or unable to be locatatldllowances were made and enough
case files were available to make the study vidileéminological researchers confront
missing data problems in practically every analygiey perform” (Brame &
Paternoster, 2003, p.55). As well as missing datae was also limited quality
information available which is not unusual in pelidata due to the many opportunities
for distortion both when the data is beig@thered and then stored, i.e. in terms of data
entry (Alison, Snook & Stein, 2001). In the Newaknd Police there is a lack of
consistency with the data entry which makes iticliff to make any definitive
comments regarding the statistics. It also causeblgms when trying to compare
districts both in terms of workloads and crime teSons. Likewise it becomes more
difficult to monitor the effectiveness of DNA evidee in solving crime. However, as
the issues have been highlighted the results cam bie treated with caution and in
context. In comparing statistics from the ESR ahd New Zealand Police it is
important to note that the police and the ESR gatieir statistics differently and for

different purposes.
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Moreover, the problem with under-reporting or tldark figure” of crime will also have
an impact on crime statistics (Skogan, 1984). Téi& of citizen reporting may well
hinder the police in obtaining a complete pictufettie number of crimes being
committed in New Zealand. Although the data wasilabk through Statistics New
Zealand, it would have received all this informatioom the police and therefore must
rely on the police for the accuracy of their datdlection. To mitigate the police data
and to add strength to the results, official docotatton was used wherever possible to
obtain more information and, more importantly, totan information from different
and hopefully unbiased sources. In reviewing the filds for the research, it was noted
that there were many inconsistencies in the mammewrhich the information was
captured. Although there is a national standard filer preparation, files are often
assembled differently from one district to anotleen from one station to another. The
format can often depend on the sergeant who mayireegtaff to prepare files in a
certain way. Likewise, the information entered cotihe computer can also differ
depending on the district and the training of ttaéfsTherefore the data that is analysed
from file to file is only as good as the informatithat has been entered and as stated
there will be inconsistencies in this data. Howeasrthe researcher was reviewing only
one district, there is some consistency around pleeesses and decision making
employed with the DNA files.

Another variable that was considered was the agthefoffender at the time of the
offence. The law does not allow for a voluntary ANample to be obtained from a
young person. Their profile could be entered dhto national DNA database only if
they had been convicted of a relevant offence @yuat had issued a compulsion notice
compelling them to provide a sample for inclusiontbe national DNA database. This
would explain why there was often a delay in a ypuerson being identified as a
possible suspect in a burglary when the crime ntiglve been three years old. This was
because often a sample was not taken from thisadieuntil he/she reached the age 17,

thus becoming an adult for the purpose of the law.

2.10 The Subject District
Auckland City Districtis geographically small compared to the other metitgol
districts. It is about 200km2, approximately 10korth to south and 19km east to west.

Its resident population is approximately 404,658 dns the largest point of entry for
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visitors to the country. The district has a veryedse population. As taken from the
2006 census data, the ethnic breakdown is: Europg4%; Maori, 7.8%; Pacific
Islander, 12.9%; Asian, 23%; Middle Eastern, 2% atider, 8.3% (Statistics New
Zealand, 2006). The number of residents within tissrict who were born overseas is
40.1% as opposed to 22.9% in New Zealand as a whdléhese, the most common
place of birth is the Peoples Republic of China. fhe rest of New Zealand Britain is
the most common country of birth (Statistics Nevalded, 2006). At the time of the
study the district had a staff of 881 with 702 lgepolice officers and 179 being police
employees. It has the most recorded crime per 00g@pulation in the country (The
New Zealand Police, 2010c). The decision to usg onle police district may have
limited the ability to make a conclusion based loa itesults for all of the New Zealand
Police. However, if Auckland City has the highesparted crime in the country then
certain conclusions can be drawn from the busiestict. Likewise it has a high
turnover of experienced staff leading to less ewtned behaviour which can make the
staff more open to using new technology and pajicmethods. For these reasons
certain assumptions can be made regarding alleoN#w Zealand Police and its use of
DNA technology. One major assumption could be th&NA technology was not

being used well in the subject district then iigikely it is being used well anywhere.

2.11 The Interview Participants
Not every person employed by the New Zealand Paigss DNA as part of their daily

work. The decision on whom to interview was base@ @ariety of factors:

* |s DNA part of their work?
* Are they in a position to make decisions?

* Would their role bring them into contact with DNAees?

Once those requirements had been met, the neatiantas to gather a mix of gender,
length of service and different roles within thgamisation. The length of service was
important as it afforded the interviewer a depthesperience. The researcher also
wanted to compare the experiences of staff whovadted in the police prior to the
advent of DNA evidence with those who had alwaysrbaware of DNA evidence.

These comparisons were important to establish veinddNA evidence had negatively
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(or positively) impacted the way the police condtieir business. The role of the
participant in the police would determine the usd @alue placed on DNA evidence.
For example, a uniformed senior sergeant with nesipdity for ensuring there was

enough staff on the street to deal with frontlirmiging issues would have a different
perspective to that of a detective sergeant ingehaf a child abuse team. This is also
true of a detective constable who works in a buygtmuad and a detective constable

who works in an adult sexual assault team.

There are different responsibilities and differerpectations depending on the role of
the interviewee. Appendix 17 breaks down the rolethose interviewed, what type of
crime they predominantly investigate, whether tteg responsible for a budget,
whether they are responsible for the deploymenstaff and whether their work is
reactive or frontline. These roles and responsisliwill affect the way they view DNA
evidence and how it should be best used. The nuwoibearticipants interviewed was
28: 27 were police employees and one was an emplolyéhe ESR. The participants
consisted of 20 males and eight females with 2hdgiolice officers, three police
employees and one a non-police employee. Of thdse participated in the research,
26 were white European New Zealanders and two Wereri; 15 were of the rank of
sergeant or above. The length of service rangea fmoprobationer who had almost
finished two years of service to a senior detective® was very near retirement. The
age of the participants was not collected as phrthe data as it was not deemed

relevant but nevertheless there was a range of ages

2.12 Discussion: theFit between the Method, the Research Question andé
Theory

This chapter sets out the aims of this researchttzdesearch method. The researcher
has been particular in choosing a method that eviible her to answer the research
guestion while making allowances for the subjecélgament which must be present due
to her background. This methodology will enableaaswer but not pre-empt one. The
researcher's position within the organisation heenbpivotal to this research. She has
had access to all the data that is required and&eas able to interview subject-matter
experts without distrust or suspicion. This hasveéld open and informative interviews

which have helped to explain the details contaiwétin the case files. Likewise the
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researcher has been in a position to observe sértresobehaviour and the practices

employed by the New Zealand Police.

Grounded theory proved to be an effective methagofor this data set which required
the researcher to constantly review her data dtleetobstacles that were encountered —
for example, when trying to locate files. For themson there are detailed explanations
on the ways in which the police capture data amdvizat reasons. This clarification is
required to understand the meaning of the inforomatinat the police capture and use. It

is also to emphasise the difficulty of locatingadang and understanding these files.

Police files give only a one-dimensional view afase. The interviews were needed to
give meaning to the files and to offer possiblelargtions for the information that was
found in them. To contextualise the study, the tioceof the district has been described
in detail as it is important to understand the Waall of the district. If staff believe that
they are too busy, it affects the decision makihgupervisors and impacts on what
work is prioritised. The choice of participants wased on their experience with DNA
but it was also important to find a cross sectibstaff so as to gather perspectives from
a variety of people. DNA means different thingglifferent people, depending on their
roles.

The theory underpinning this research is Janet Ghamnstruct of field and habitus.
This theoretical framework is a recurring themeotighout the research and is
important for this study to understand the envirentmnto which the police introduce
new technology, make use of it and what elementkedf culture can have an effect on
this. This theoretical framework was chosen so as to fullyewsiind how effective the

police were at using DNA technology to investigatiene.

It is critical to have a robust methodology whemaduacting research. The mixed
methodology employed in this research ensureditfiatmation was gathered from a
variety of sources. It has highlighted the strbagind weaknesses of the research and
the methods that were employed to mitigate anymiatiefor bias. Likewise, it has
identified the flaws in the data set that is theibaf the research. The importance of
raising these issues is so that the research sesaNe credibility and the metadata will

allow the researcher to put the research and theltsein context. The identified
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limitations are common problems in criminologicabearch (Alison, Snook & Stein,
2001; Skogan, 1984). However, the flawed qualityha data is an important part of
this research as the issues with the data illestred difficulties facing the police when
introducing any new technology or, in fact, any migs. DNA technology has been
used in New Zealand since 1996 so referring ts itew technology is probably a moot
point. The complication is that this technologyanstantly being improved upon so in
some ways the technology is always new. It is thhothis data that the researcher is
illustrating the issues connected with technologyl @he police application of this

technology.

The following chapter reviews some of the relevavdilable international literature on
DNA technology. The literature has been dividea istib-topics so as to make it more
manageable. The chapter begins with reviewingditee on the ethics surrounding the
use of DNA. From there it moves onto the applicatid DNA evidence in the court

room. The impact of the DNA database on civil tiles is then reviewed and the

chapter concludes with the police use of DNA to niifg offenders.
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Chapter 3: Literature Review

3.0 Introduction

This chapter examines the literature surroundirgntiany aspects of DNA technology.
There are many facets to DNA technology and moghes$e will be explored in this

review. It is important to visit each aspect of Di&&hnology as they are all relevant to
the impact of DNA on society and whether society trast the police to make effective

and ethical use of it.

For the purpose of this research, the literatuialavle in relation to DNA has been
broken down into four sub-topics. (The order wassem to weave ethics and civil
liberties into the decision making of the applioatiof DNA technology for the court

room and to identify offenders.)

* The ethics surrounding the use of DNA
* The application of DNA evidence in the court room
* The impact of the DNA database on civil liberties

» Police use of DNA to identify offenders

Each topic will be addressed and the relevanilitee will be reviewed. This literature
review is important as it highlights what resednels been done and what gaps there are
in the research. While this is not an exhaustiweéere of every study on DNA, it is a
comprehensive and reasonable list given the timedfravailable for this research. The
four topics discussed are significant to the study they explain the policing
environment to which DNA technology has been inticetl. Moreover, when trying to
understand how police make use of technologyhelpful to have an understanding of
past technological innovation and the impact thes mad on the police. Likewise,
understanding how new legislation, technology aalitimg practices historically have
impacted on society helps to appreciate why cegkiments of society express disquiet

when these new practices are first mooted.
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3.1 The Ethics Surrounding the Use of DNA
Much has been written about the ethics of obtaingtgring and using DNA samples

(see Dawkins, 1998; Donnelly, 2007; Rosen, 20033. dpposed to other law-
enforcement technologies such as fingerprinting, ADfnds to cause more emotive
responses. Robust legislation and a trusted pa@®ice would go some way to
allaying those fears. Although initially referréal as "DNA fingerprinting”, there are
many differences between fingerprints and DNA wtshbuld caution the link between
them. Fingerprints can identify a person but tredlyus nothing else about that person
and they can be easily wiped off a surface. Howeld®A can be used to identify
possible hereditary illness, it can be used fomphgpic typing and it can be used for
familial linking (Kimmelman, 2000; Simoncelli, 20p6These profiles can be extracted
from very small samples and as DNA is very tougbaih be collected from very old
samples (Kimmelman, 2000). It is for these reastmst comparisons between
fingerprints and DNA are unwise and can be readéfuted (Steinhardt, 1999).
Although DNA can provide information about the huntzody, it has been argued that
samples used to obtain DNA profiles are "junk DNaYid so do not carry any genetic
code (Dawkins, 1998; Webster, 2000). However, corxare still raised by various
sectors of society regarding the retention of thgimal samples (Billings, 1992; Jost,
1999; Webster, 2000). These concerns are basedereihese samples are stored and
who has access to them. There is also a beliefnhaever has access to these samples
also has full access to all the genetic informatdiout that person (Billings, 1992;
Simoncelli, 2006; Steinhardt, 1999). However, thigot the case as these databases are

subject to strict laws regarding access and uie®information.

There are feelings of unease in various sectosooiety that unscrupulous insurance
companies could use information gleaned from tiseseples to refuse to insure people
with a predisposition to a hereditary illness. Mikge an employer may be reluctant to
employ a person based on genetic information iShe/had a propensity for heart
disease, for example, and was not a good employnsnfDawkins, 1998; Steinhardt,
1999). More importantly, at the rate technologyew®lving what may be considered
junk DNA today could quickly become a future wealth of genetformation (Rosen,
2003). For this reason it is important that thesecerns are addressed. In New Zealand
it is a legal requirement that the biological saenjd destroyed once the profile is

obtained Criminal Investigations (Bodily Samples) Adt995). The argument for
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retaining the biological sample is that these sasiphn be used to continually improve
technology to assist with the refining of DNA testi Yet destroying the biological
sample would go a long way to allaying the fearshaf public (Simoncelli, 2006).
Moreover, the police have a responsibility to pecotthe rights and privacy of the
individual and if a person is not charged or adqditheir profile and sample should be
destroyed (Saffir, 1999).

A DNA database is assumed to be advantageous fidhnieg criminals but it must be
used advisedly with an eye on the complex ethgsales involved. Yet Dawkins (1998)
also cautions that "if a DNA database would suligtty help the police to catch
criminals then the objections had better be goaesdn outweigh the benefits" (p.24).
Williams, Johnson and Martin (2004) acknowledge ¢bacerns of civil liberty groups
but also state that sometimes they miss the mangfite of forensic evidence, i.e.
exonerating the innocent and identifying the offemdHowever, Roach and Pease
(2006) comment that while the Forensic Science i€erin the UK states that its
mission is also to exonerate the innocent, alvibsite-published case studies detail its

success in capturing previously undetected offender

3.1.1 The Application of DNA Evidence in the CourRoom

The term "DNA fingerprinting” brought to mind thdder technique of fingerprinting
which had been accepted by courts for decadestintbe US and the UK as an exact
and reliable method of individual identificationythch & Jasanoff, 1998). The process
now is referred to as DNA typing or DNA profilinghich describes the process more
accurately. Fingerprinting had established itsel€ourt as a reliable scientific process
that was rarely, if ever, challenged (Cole, 199&)vocates of DNA identification were
keen to pursue DNA as the modern and more relifabdgerprint (Cole, 1998). DNA
profiling, however, was not at this level and edjliit fingerprinting was evidentially
inaccurate. To be accepted by the courts, DNA ret&mlestablish itself as scientifically
valid. Thisincluded establishing robust and consistent preseasd protocols at the
laboratory level (Cole, 1998; Lynch & Jasanoff, 89T he first use of DNA in the UK
to identify an offender led to the defendant plegdguilty, therefore eliminating the
need for a long trial and probable challenge toube of DNA evidence. By contrast,
the first man to be convicted in the US utilisingy® technology raised awareness of

DNA evidence as the defendant disputed the chargmurt. He was found guilty of
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rape after DNA tests matched his DNA from a bloathgle with that of semen traces
found in the rape victim (Calandro, Reeder & Comn005). In spite of these initial
concerns there was a general acceptance of DNAeres#d in American courts. In
accepting a new scientific technique, many US coadopted the test established by
Frye v. United States. This stated that any newngific test should be generally
accepted in its own field before it could be adeditby the court (Burk, 1988Thus
some courts adopted the view that if there were perceived deficiencies in the
manner in which the analyst conducted the DNA tgpiest, it tended to affect the
weight of the evidence but not the admissibilityw{linkelried, 1991).

One such case related to the deaths of a mothechltlin New York City. In this
particular case the defence counsel called their experts to allow them to challenge
the manner in which the prosecution experts hadliegppthe DNA typing
(Imwinkelried, 1991). In 1987 a male named Castraswliving in a Bronx
neighbourhood where a woman and her two-year-oldjlder were murdered. Acting
on information received, detectives interviewedt@aand noticed a minute amount of
blood on his watch. This blood was sent for analysia laboratory that was performing
DNA testing. The bloodstain was compared with theoth from both victims. The
laboratory reported to the District Attorney thhetDNA patterns on the watch and
those of the mother matched and intimated thaethe&re no difficulties or ambiguities
with the results, yet Lander (1989) disputed thisd asaid there were several
fundamental difficulties. His concern was thatyotiree patterns out of the five
matched themother. This was enough to cause doubt as the dabygr did not
satisfactorily explairthe existence or provenance of the remaining two padtefhese
discrepancies were disputed by other experts wleidho the prosecution and defence
experts meeting without lawyers present to iderttiy problems. When the prosecutor
attempted to get the DNA evidence admitted forttted, he could not find one expert
witness willing to testify. Moreover, former prosgion experts now testified for the
defence (Lander, 1989). As a result of this, thertcdisallowed the forensic evidence
although Castro was later convicted of the crimgn@ih & Jasanoff, 1998). The court
acknowledged the scientific validity of the techmégqof DNA but said that the
procedures used by the laboratory were insuffijeratbust to produce reliable results
for court (Lynch & Jasanoff, 1998). This case higihled the lack of adequate

guidelines for the interpretation of results andswing that a correct and agreed
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scientific protocol was adhered to in the condurtiof tests offered in court
(Imwinkelried, 1991; Lander, 1989). In order todegks these issues DNA typing was
subjected to intense scrutiny. The technical waykgimoup on DNA analysis methods
published three sets of guidelines and after tgezes the National Research Council
released its report in 1992 (Lander & Budowle, )9®8bth the working group and the
council resolved the issues regarding laboratogblems, poorly defined rules for
declaring a match, experiments without controlsitaminated probes and samples and
sloppy interpretation of x-ray films that had beexposed to a radioactive source
(autoradiograms) (Lander & Budowle, 1994). It wak that a lack of standards caused
many problems in the court room environment but thase issues had been resolved

with the advent of guidelines and protocols (Lanfi&udowle, 1994).

Lynch et al. (2008) conducted a 15-year study & 1B80s and early 1990s in the US
when DNA evidence was still in its infancy. Thedtuocused mainly on the role of
expert evidence in the adversary legal systemscantinued through the middle of the
1990s in England when the UK Government and theeriSic Science Service were
setting up the National DNA Database (Lynch e2808). This research reviewed the
progression of scientific methods utilised for fis& DNA analysis and the legal
challenges that eadhiscovery caused (Love, 2009). A strong themeigmrsearch was
that, as with other forms of forensic evidence andlysis, it is important to remember
that the evidential value of DNA evidence restaorariety of things: specific practices,
circumstantialknowledge and administrative assurances (Love, R008s study by
Lynch et al. illustrates the difficulty encounterdy jurors in understanding the
complexities of the science of DNA. It also proubat the probative value of DNA
evidence was fiercely and successfully challengeitie first decade of its use. Some of
those challenges remain unanswered (Duster, 20083h et al. question the belief that
DNA is the ultimate “truth machine”. The controwersf DNA evidence inevitably led
to tighter processes being put in place regardiegstorage and collection procedures
surrounding DNA evidence. However, the questiorthaf fundamental legitimacy of
technology employed in the presentation of DNA euick has not been addressed
(Duster, 2009). Ultimately all research cited imstparagraph showed that the more
DNA becomes accepted as a sign of the truth, thes imoportant it becomes for the
police and judiciary to have sound and robust pastin place for the collection,

storage, analysis and court presentation of theeee (Lynch et al. 2008).
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3.1.2 The Impact of the DNA Database on Civil Lierties

It is acknowledged that DNA technology has beercsssful in solving crimes (see
Chapter 1 section 1.4 & Chapter 1 section 1.10& d$e of DNA technology to identify
offenders has resulted in the creation of DNA dasals, the enactment of new
legislation and quite possibly the erosion of cliblerties. In the edited boo&enetic
SuspectsGlobal Governance of Forensic DNA Profiling and Blaasing(Hindmarsh

& Prainsack, 2010) the concept of good governasaekey theme in relation to DNA
profiling. This book contains contributions from nyaauthors who discuss a variety of
issues that are at the forefront of DNA use. T@giwglobal view on DNA profiling, the
book reviews its use in seven countries. Thesetdesrange from the UK which has
the largest database in the world to the Philippivlich does not yet have a database
nor any legislation enabling its establishmentnetvmugh DNA evidence is allowed in
court (De Ungria & Jose, 2010; Hindmarsh & Praiks&910). There is considerable
commentary in this book devoted to the UK datab@tfikdmarsh & Prainsack, 2010;
Williams, 2010). This is apposite as the UK datdmitegislation has been through
several iterations. However, the 2008 ruling frava European Court of Human Rights
(ECHR) in the case o6 and Marperv. the United Kingdon(2008) has called into
guestion this legislation (Hindmarsh & Prainsack)1l@ Williams, 2010). The
commentary at the heart of this ruling is the nieed government to balance the use of
technology with the rights of the individual. Thieapters discussing the UK databank
reinforce the need for this balance and for theadirtgmce of everyone (law makers,
scientists, members of the public) to remain vigilavhen legislation is proposed

relating to the obtaining, retention and use of DNA

This idea is further explored by Washington (201®)the same book, when she
examines the use of mass screenings as a way dfiregtoffenders. She argues that
when used by the police it is often disguised dantary when in fact the population
may be coerced into providing samples. This metogloyed by the police to gather
and retain DNA data can be seen as a way of cireating the law. Certain sections of
society are justifiably concerned by this behavidBome communities in American
society (and others) are over-represented in psisand apparently differentially
wrongly convicted. "Each year since 2000, betw®@% and 70% of the incarcerated
men freed by DNA technology have been black or &tigg' (Washington, 2010, p.66).

This would seem a disproportionately high numbempgared with the general
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population of the US. In order to maintain pubtigst and confidence in DNA profiling,
there do need to be questions asked about whigiaidyca complex issue (Hindmarsh &
Prainsack, 2010). Williams (2010) suggests thatetheeeds to be openness and
transparency in the use of databanks so as to amaifpperhaps regain, with some
communities) public trust and confidence. In wgtiabout the New Zealand DNA
databank, Veth and Midgley (2010) express conckat DNA legislation has been
introduced into New Zealand with very little juditichallenge. Acknowledging that
there has been little research into exploring pulplerceptions, Veth and Midgley
(2010) suggest that this lack of judicial challengedown to the fact that New
Zealanders are concerned about crime. The genaldicpapparently believe that if

DNA will help catch offenders and so ensure a safgety that is all that matters.

The overriding message from the above-mentionedk,b@enetic Suspect®010), is

that society needs to keep a firm hand on the 6&EN& profiling and not be blinded

by its alleged benefits. It is essential that all sectiafissociety have trust and
confidence that authorities will manage the us®NA responsibly. The application of
DNA technology can be fallible due to the humanmedat involved but this can be
mitigated by sound governance and robust legisia\s the title of the book implies, if
the proliferation of DNA databases and legislai®teft unchecked all of society may

find itself at one time a genetic suspect (Praikgaelindmarsh, 2010).

Similar topics are discussed in the bda&netic JusticeKrimsky & Simoncelli (2011)
review the rise of DNA technology in solving crimés effectiveness and the
implications for countries with a database on whp#ople who have never been
convicted of a crime have their DNA profiles inohed Krimsky & Simoncelli (2011)
break down their book into three parts: the histofyDNA, its application and
expansion; comparative systems looking at DNA degab in five countries; and finally
the critical perspectives, balancing personal tigesocial equity and security. They
examine the concept that the more profiles on aldeste the more effective it will be,
i.e. the bigger the database the more crimes thb&resolved. They form the view
that it is the addition of more crime-scene samfies will improve the success of the
database. In fact, the more profiles that are adldednore the system can be clogged
up for little return as laboratories can be extragprofiles from samples that may never

be found at a crime scene. It is for this reasa@i #trict guidelines for taking DNA
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samples should be in place. If for no other rea#iuis, should be enough to deter law
enforcement agencies from wanting to take samptas the entire population. They
also posit that the larger the database the grédaerhance that the wrong person may
be identified; likewise the use of dragnets to tdgroffenders, whereby a large part of
a population might be pressured or coerced inteigimy samples to the police in the
hope of identifying the offender (see Chapter 1tisacl.4.1). The use of familial
linking to identify an offender may result in inreott people being stigmatised because
they have a relative who may have committed a crilffee question asked by the
authors is whether when law enforcement officialpm@secutors adopt an “any means
necessary” approach, is this not a formffadntier justice” and does it not violate the
principles of the US constitution (Krimskey & Sinusili, 2011)7?

The foreword toGenetic Justices written by the Executive Director of the Amenic
Civil Liberties Union. His view is that solving one is undoubtedly important but it
should never be at the expense of an individuedsdiom. He believes that a balance
between fighting crime and maintaining civil libeg is what is required. This seems to
be a recurring theme throughout the book with thtb@s coming to the conclusion that
the balance should be "between the protection \of liberties, presumed innocence,
and procedural rights of persons and the needbeoktiate to apprehend, punish, and
rehabilitate perpetrators of crime" (Krimskey & Sincelli, 2011. p.330). Whilst this
conclusion may seem fairly obvious to many peopthe authors believe that this

balance has yet to be realised.

Linked with this balance is the need for the potmeise this technology legitimately and
this has been an issue with the M&gpiopulation in New Zealand who do not appear to
enjoy the same relationship with the police asithde European populatioithe national
survey of crime has highlighted the fact that tbége do not enjoy the same level of trust from
Maori as they do from other ethnicities. M&ori ucs were significantly more likely than other
victims to be dissatisfied with the police respotsg¢hem (Morris & Reilly, 2003). Of those
surveyed, 17% of Maori said they were very disfiatiswith police service compared to 4% of

Pacific victims and 11% of New Zealand Europeandigean. Moreover, Maori believe that the

1 Maori are the indigenous people of New Zealand
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police is a racist institution that perpetuatesrsfr anti-M&ori sentiment (Te Whaiti & Roguski,
1998; Webb, 2009).

A police request for a law change to grant themammwer may comfort one section of
society but, at the same time, it may alienate r@rof{Herbert, 2006). When the law
change involves bodily samples, this can causeratige response (Kimmelman, 2000)
and the police can have a much harder time comygritie public to agree to it. Since the
creation of the national DNA database in 1996 tbkce have been requesting more
powers to take and retain DNA samples. Trenminal Investigations (Bodily Samples)
Actis now on to its third amendment since it wad #sacted in 1996. Each amendment
has given the police greater powers and at eacin@ment dissenters have worried that
New Zealanders are slowly having their freedom edooly the government. “One of the
problems with the legislation here is that it creépvards a surveillance society” (Locke,
2009). The Maori political party voted against #6809 amendment. Maori believe in the
sacredness of whakapafend so when DNA is an issue they do not like tovdea
anything to chance (Flavell, 2009). However, thiaswnot the main thrust of their
argument. Put simply, the M&ori political party Meunot trust the police to follow the
law as it is written, allowing them to use disavatias from whom they took a sample.
The Mé&ori party stated that when it comes to pdiiiseretion, Maori never fare well and
would most certainly have their DNA taken merelgdnese of the colour of their skin. In
quoting research completed by the Department ofe€tons (2009) they linked this to
“institutional racism”, “unintended consequenceslsicretion”,"unevenness of decision
makindg and“bias’ , all of which are believed to contribute to theepvepresentation of
M&ori in the criminal justice system. Maori areiséasnt to providing their DNA and need
assurances that the police would follow and susdgineed protocols if it was provided.
The Maori party did not trust the police to do thissed on their past experiences of
police behaviour. As previously illustrated in Ctexpl section 1.8, those of European

descent do not appear to have the same concerns.

3.2.3 Police Use of DNA to Identify Offenders

Williams (2008) states that in the past 10 yearsumber of studies came to similar
conclusions (see HMIC, 2000; McCulloch, 1996; Wll& Ford, 1996; Smith &
Flannigan, 2000; Williams, 2004). All concluded tthiaere was still a lack of obvious

12 .
Lineage
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partnership between crime-scene examiners andtigatge teams. Williams (2008)
sums up the results of this problematic relatigmddy suggesting that this will prevent
forensic science from being maximised in investay@. In various reports
commissioned by the Home Office (McCulloch 1996;udlme Ross, 1987; Audit
Commission 1990), all are agreed that the policéhen UK are committed to using
science to beat crime. Furthermore, all reportsewaitical of how the organisation
monitored the use and therefore the effectivengssientific support. Williams (2004),
in reference to police usef forensic information, refers to "a lack of corapensive
qualitative outcome measures” (p.7). The repors® dlighlighted that some senior
police officers appeared to lack understandindhefttue potential of the national DNA
databank. The HMIC (2000) report also noted thek lat quality and accuracy of
performance data across all aspects of their intigped he level of understanding about
the use of DNA seemed to depend on which polica avas being examined. Not
surprisingly, some officers appeared to have abetivareness of forensic technology
than others. Green (2007) questions the varialiles rat which forensic results are
converted into detections in the UK. He states tigatannot understand why "forensic
matches in the UK can at times fail to produce sitp@ investigative result" (Green,
2007, p.346)The loss of cases through the criminal justice @secis referred to as
attrition (Barrow, 2005, p.vii). In his 2005 reselarconducted in the UK, Barrow
reviewed 230 files that contained either DNA ogknprint results and which had been
considered closed, i.e. they had a resolution lagthdo them. Of these files, only 124
resulted in detections with the remainder not bgngceeded with for the following
reasons:
. In 26 cases or 25%, no further action was takerthenadvice of the Crown
Prosecution Service.
. In 32 cases or 30%, no action was taken due tdotlemsics being at the scene
legitimately.
. In 33 cases or 31%, no further action was takeit wss deemed to not be a
crime

(Barrow, 2005).

Green’s summation of this study was that it showadknesses in the processes in

place for dealing with forensic results. These weskes are not at the scene attendance
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stage or the analysis stage but further down tbegss chain. In this context the chain
refers to the many stages involved in the investigaprocess which should all loop
together angbresent one large picture. If any aspect of thatrcts weak or missing, the
investigation will be incomplete. Green (2007) alsoggested that managers of
individual boroughs should review their practicesatcount for the obvious variances

in their procedures rather than accept the attritide at face value.

Researchers in Australia noted that targeting tght roffenders did achieve some
results but not an increase in the conviction r&esearch conducted in 2008 by
Dunsmuir, Tran and Weatherburn concludiedt there was no evidence to support
DNA having added to the conviction rates. Theireegsh looked at the relationship
between mandatory DNA testing of New South Waldsopr inmates and clear-up,
charge and conviction rates for a variety of critgpes. The New South Wales
Government passed a law in 2000 which, amongstr d¢kivegs, enabled the police to
obtain DNA samples from offenders serving sentermfesnprisonment for serious
indictable offences in a correctional centre. Theamples were then added to the
database. Whilst there was no apparent improveinetiite conviction rate, for other
police outcomes such as clear-up, charge and chargdear-up rates, there was
evidence of a positive association for five (sexagdault, robbery with firearm, robbery
without firearm, break and enter — dwelling, breaild enter — non dwelling) of the
eight crime categories considered (assault and mib&t had negative impact while
stealing from motor vehicle had zero impact) (Dunsret al. 2008). The research took
into consideration the work load of the police, fiiemonth delay for the data base to
be first used, the time it took for the laborattmyanalyse each sample and the time lag
from when a sample was taken from an offenderewffender’s release. However, this
research reviews one specific area of DNA use bypthlice. It does not follow the life
cycle of a crime from first call for police servite the final disposition of the file. It
does not identify how the police go about trackimgmed offenders for the more
common crime types and how effective they are irkinta optimum use of DNA

technology to obtain convictions.

In the US, researchers uncovered other issues iagmbcwith the use of DNA
technology to investigate different crime typess@&ach has established that DNA is

effective for the investigation of burglaries anither volume crime but that financial
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and resource implications have a bearing as tohenddNA could be used to solve
volume crime. The question raised by the reseasolias that if DNA was used to solve
volume crime, this mightome at a cost to more serious crimes such as sape
homicide where DNA has traditionally been usedtéRit2008; Roman, Reid, Reid, J.,
Chalfin, Adams & Knight, 2008; Wilson, McClure & Waburd, 2010). However,
Roman et al. (2008) posit that career burglars citi®dhso many crimes that arresting
just one burglar would go a long way to reducing thumber of burglaries in a
community. In a later review, Wilson, Weisburd aviidClure (2011) suggest that using
DNA to investigate volume crime would be worth timvestment and that research
conducted by Roman et al. (2008) and to a lesgenelunsmuir et al. (2008) provide
evidence to support this. The main issue in afl tasearch has been that DNA has been
successfully used to identify offenders. Those wloidentified by DNA have a greater
history of more crime and more violent crime. Thesaarch identified that patrol
officers and specialist forensic staff are equaffective at collecting good-quality
DNA samples. Some of the key findings in this reskeahat determined the more-
extensive use of technology would be problematicewthe expense involved, the
backlog in laboratories and the need for greatenmonication between the police,

laboratories and prosecutors.

While US research highlighted the effectivenesObIA use at burglaries, the New
Zealand Police were identified as having a diffemoblem. In 2001 the Controller and
Auditor General of New Zealand concluded that tlesviNZealand Police were unlikely
to be making the best use of forensic science tqaha in their crime investigations
(Controller & Auditor General, 2001). This was thest time that the New Zealand
Police had been the subject of a performance atldé. purpose of the report was to
provide Parliament with information on what the ipelwere doing about dwelling
burglaries, including how the police measured theerformance (Controller and
Auditor General, 2001). As a result of the audie teport recommended that districts
prioritise their use of forensics on the basis agtand effectiveness and improve their
resource planning for the use of forensic scielchis 2004 review (further explored in
Chapter 6 section 6.3) the Auditor General noteprawements in the use of forensics
to investigate dwelling burglary. This report ackiedged the effort the police made at
having Scene of Crime Officers (SOCGCa}end every burglary scene but made no

mention of what systems were put in place to dedl the extra work generated. The
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assumption was that the more crime-scene sampidstsehe ESR, thgreater the
chance of there being a match. The review did awit bt the number of prosecutions or
convictions directly resulting from the use of DN&chnology which might have given
a more rounded view of the impact of DNA use by pléce, which is what this study

accomplishes.

Research conducted in 2003 looked at police ugeN#A from a different perspective.
Casey and Cullen (2003) conducted research at @sulManukau police district in
Auckland, New Zealand, to look at reported policacgices in relation to the use of
DNA. The research was funded by the ESR in ordebdtier understand police
decision-making regarding DNA submissions to theRE®&s a consequence, the
research may have been biased towards encourdwngotice to send all samples to
the ESR for analysis, irrespective of any probatiakie. The management at ESR was
looking to "optimise the performance of the DNAalzdse by having more quality and
quantity of information" (Casey & Cullen, 2003, p.¥his was a pilot study and related
only to Counties Manukau police. The research stediof interviewing a total of 11
staff, sworn and non-sworn of different ranks, levaf service and specialisation. The
staff all had some connection to DNA in their woikienvironment. The aim of the
study was to highlight some of the issues relatmgDNA sampling which might

indicate where further research was required. dpies$ covered in the interviews were:

. Police training (in taking DNA samples)

. Police guidelines (are they adequate for takingivary samples from people in
custody?)

. Police budget

. Turnaround times from the ESR

. Feedback from the ESR

The conclusions from the research were that a mowepth study needed to be
conducted across police districts and include atgrecross-section of police personnel

as well as staff from the ESR.
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In 2010 a comparative study between the forensi@@Nalysis systems in England
and the US was conducted. Senior US law-enforcero#fitials believed that the
English had made better use of the crime-fightinteptial of forensic DNA evidence
than the US criminal justice system (Goulka, Ma&hiDisley & Steinberg, 2010). The
research concluded that while the English appearedhe surface to have a faster
turnaround and a higher hit rate than their US tenparts, there were many differences
which made it difficult and unsafe to make a congmar (Goulka et al, 2010). In the
English system there is one National DNA Databaseiang 43 police forces with
only a small number of approved laboratories fegdito the database. In the US there
are three tiers of databases: the Combined DNAxindeSystem (CODIS), the State
DNA Indexing System (SDIS) and the Local DNA Ind&xiSystem (LDIS). There are
193 CODIS participating laboratories and 18,000-&nforcement agencies. The FBI
maintains strict rules about who may put informatiato CODIS and this practice
restricts the results that can be obtained. Thggests that there is a fundamental
difference in strategy and philosophy in the twstegns which is not surprising. The
size of England, the number of its police forcesl #éme fact that there is only one
database without any tiers lends itself well toeatralised process. The researchers
identified that there were fewer steps in the Eigfrocess although the extra steps in
the US process — confirm identity, verify reporta@cy — were added to provide better
checks in the interests of justice. However, tiseaechers did note that these extra steps
had not identified cases where there had beensssiib identity or accuracy. It was
also noted that the English DNA process made fal wf productivity-enhancing
technologies including Laboratory Information Maaagent Systems (LIMS) which
made their work easier and would reduce any bask(@pulka et al, 2010). The US
laboratories have considerable backlogs and theiatound times are nowhere near as
fast as those of the English although they are @bimatch these times under special

circumstances.

The same study compared database matching betheetd$ and the UK. It was
viewed that the number of crime-scene samples ratien the number of offender
profiles on the database was more effective fontileng suspects. This was contra to
the initial understanding (especially in the UK) that more mdfier profiles on the
database would equate to more crimes being resgkenhsky & Simoncelli, 2011,

McCartney, 2004; Van Camp & Dierickx, 2008). Theuls from this research (Goulka
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et al, 2010) suggest that “widening the net” migatless cost effective than allocating
more effort into taking samples from crime scenBse obvious differences in the
manner in which data was collected and the wayststems were constructed made
comparisons impossible and prevented the researdh@n comparing information
from similar data and similar processes. They sfiejto obtain data from the US and
encountered difficulty in getting information frothe FBI and CODIS, whereas in
England and Wales as much information as possiédgmrding the National DNA
Database is published in a public forum via its sieband annual reports. Another
difficulty was that CODIS does not capture differeffence code types, making it hard
to compare which offence codes were having the raostess with DNA evidence.
The researchers agreed that in referring to DNAcessges the number of matches
generated was an output measure — often mistalemfused with the most desired

outcome — namely, crimes solved.

This research (Goulka et al, 2010) was useful ghlighting the differences between
the US and English systems. On the surface it dak las if the US Senior Law
Enforcement Officials were correct, that the Erglsd capitalised more fully on DNA
technology. However, it would seem that the biggegtome of this research was the
identification of the serious lack of data in th& Bystem and the difficulties of having a

three-tier approach to their database.

There appears to be a gap in the literature botbaaband in New Zealand regarding
the number of convictions that are obtained fromuke of DNA technology in day-to-
day policing. A pessimistic person might infer thia police in these jurisdictions are
afraid of what they might find and are not arregiffenders even though a DNA result
has been received from the laboratory. It mightfdrethis reason that they have not
commissioned the appropriate studies. Howevers ijust as probable that these
methodological problems have gone unnoticed orrisgtarch funds are not available.
The literature review highlights research that jarithy looks at the effectiveness of
using DNA to investigate crime and in particuladlwoe crime. This study does not
dispute the efficacy of DNA in identifying possibkuspects. It aims to establish
whether the police make the best possible use ¢k B¥d¢hnology to investigate crime,
leading to an offender being arrested and chartjetthis is not the case, then what

reasons would inhibit the effective use of DNA teclogy by the New Zealand Police?
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There is a considerable amount of literature asdarch concerning the use of DNA by
the police to investigate crime. Inextricably linkevith the technology of DNA is
its ethical application and the implications fowitiliberties when legislation is not
robust in its protection of an individual’'s privacilthough this research is concerned
with the effective use of DNA technology by theipelto investigate crime, this cannot
be looked at in isolation. It is important to rewiethe historical application of
technology by the police and which sections of etycappeared to be more adversely
affected by this application. For this reason, salvesub-topics of literature were
reviewed. However, a notable absence in the tilezais detailed research into what
results the police achieve as a direct consequehaesing DNA technology when
investigating crime. No-one is arguing the efficaofy DNA to identify offenders.
However, what is absent are the actual statisétating to the arrest, charge and
prosecution of offenders as an indicator of thecpo¢ffectively solving crime by using
DNA. This research provides statistical and emair@vidence of a police district using
DNA technology to solve crime.

The following chapter discusses the police use dfADtechnology to investigate
burglary, This chapter contains data from the me$eand provides figures regarding
burglary and volume crime in New Zealand. It pr@ddllustrative case histories to
highlight the use of DNA technology to investigaberglaries. This chapter also
contains the first of the interview results in t&a to specific questions on police use

of DNA technology to investigate crime.
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Chapter 4: Police Use of DNA to Investigate Burglar

4.0 Introduction

Chapter 4 begins with the definition of volume cginit then explores in some depth the
burglary statistics in New Zealand and specificalljthe subject district. From there,

the chapter compares the burglary resolution ratéew Zealand, the US and the UK
which establishes a general overview of difficdtiaced by several jurisdictions in

solving burglaries. The results of the researchmfrine subject district relating to

volume crime are examined and analysed. Finalomfthe results of the analysis, the

chapter explores the ability of the police to ug¢Ato solve volume crime.

Most jurisdictions split crime informally into twmain categories: serious or major
crime and volume crime (Adderley & Musgrove, 200Ihe files used in the research
relate to the calendar year 2005. At that timeNle& Zealand Police had seven crime
categories: violence, sexual offences, drugs anttsaoial offences, dishonesty,
property damage and new drugs, property abusesedisaw administrative which
included immigration, racial and national intereSerious crime, including murder,
armed robbery and rape, tends to be less widesprearkas volume crime, as its name

suggests, is more prevalent (Adderley & Musgrog§12.

Since 2009 the New Zealand Police have adoptedultralian New Zealand Standard
Offence Classification (ANZSOC) (see Appendix 1@jhen the New Zealand Police
reports its crime statistics externally the ANZS@dtles are used but these are not used
for internal reporting. While ANZSOC refers to blangy along with unlawful entry with
intent to enter and break and enter, the New ZddPatice code table for the NIA still
refers to the offence as burglary only so, for pluepose of this research, burglary is
defined as “any entering of a building or ship witkent to commit a crime, or having
entered a building or ship, remaining in it with@uithority and with intent to commit a
crime” (Section 231Crimes Act1961). The definition of burglary was amended i& th
Crimes Amendment A2003 which removed the requirement of evidenca bfeak-in
before it could be classified as a burglary. Tleis)oval of break-in would have made
the offence of burglary easier to prove but morparnantly, for the police, would have

increased the number of recorded burglaries.
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The first examples of DNA being used successfukyenin identifying the offenders in
rapes and homicides and so it became expectedthatwould be used primarily for
serious crime types. High-profile cases were thgwiang of serial offenders and the
resolution of cold cases largely due to DNA tecbgygl(see Chapter 1 sections 1.4 and
1.10). To legitimise creating and maintaining DN&tabases and to establish that DNA
was valuable in solving and preventing crime, il ba be demonstrated that DNA was
also effective for the investigation of all crinteor these reasons DNA was portrayed as
a valuable way to solve volume crime. Moreover, plodice would invest in having

laws passed that would allow them to target offenedho commit volume crime.

This chapter compares recorded burdfhstatistics with other crime types including
the resolution statistics. This is important gsuts into context the impact that burglary
has on a community due to its prevalence and isrisolution rate. Similarly it is
valuable to compare the New Zealand resolutionsrdte burglary with other
jurisdictions as it illustrates that the New Zealaxperience is not an isolated case and
other countries deal with comparable issues. Frberet the chapter analyses data
gathered from the subject district relating to Dilks from the 2005 calendar year.
The data includes information from DNA files anck tresults from interviews with
practitioners based on the findings from the filEsere is discussion on how the police
have encouraged their staff to attend volume-créitenes and submit as many DNA
samples as possible to the ESR, the reasoning tehg higher submission rate would
equal a higher hit rate. This is an idea promotedhle ESR which has stated that not

enough samples are submitted from volume-crimeesc@uckleton, 2008).

4.1 Capturing of Data

With data entered into the New Zealand Police degapthere are various ways that a
crime can be cleared or resolved. This data isreditéo show when and how the
offence was resolved and enables it to be courged@ime that is now solved. In the
UK these are referred to as detected crimes. Thve Zé&aland Police utilises different
clearance codes by which to count the statisties fppendix 2). If there is no suitable

code available at the time ‘Other’ is used initiddut can then be changed if required.

13 Under ANZSOC burglary includes: unlawful entry kwintent, burglary and break and enter. The
statistics used from statistics New Zealand aredas the ANZSOC classification.
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One method employed by officers to clear an offescealled custody clearance. This
is used when the evidence is overwhelming or thHender admits to an offence but
rather than charge the offender they clear thenoffg** The offender will not receive
any more punishment for the offence but it is aekedged that this offender is
responsible for the crime so the offence is clealtad believed that custody clearances
have several benefits. Resolving other burglarieabkes officers to concentrate their
efforts on other unsolved burglaries (Ministry aftice, 2005). If the offender were to
re-offend the police would be well aware of the mm®dperandi employed by the
offender and so s/he would be more likely to begbayMinistry of Justice, 2005).
Custody clearances also alert the police to unte@dyurglaries which are of benefit to
intelligence gathering (Ministry of Justice, 2008 unexpected outcome might be that
since the offender cannot be tried for these crisitag may exaggerate the level of
offending so as to receive more kudos in the crnfraternity (Ministry of Justice,

2005). It also means that those crimes are clasithdut penalty against the offender.

As well as clearance codes the New Zealand Palsteuse apprehension codes. These
codes identify how a suspect was initially arresfHte accurate use of these codes is
important in that it allows the police to quantifye effectiveness of various types of
processes. The use of DNA or fingerprint evidemceatch offenders would be captured
by the use of “forensic” as an apprehension code.stated earlier (see Chapter 2
section 2.3.), prior to 2003 there was no optiorthenLaw Enforcement System to enter
“forensic” as an apprehension code. Therefore Hsi&@ data is not available before
2003. Appendix 3 shows the apprehension codes tasedpture this information. All
the codes are agreed to by the Organisational fesfcce Group based at Police
National Headquarters in Wellington. These coddswalthe group to provide the
government with data relevant to police performaridee accurate use of these codes
would enable the Organisational Performance Grouprovide the government with
data that correctly reflects the work done by téice. As described in the methods
chapter (see Chapter 2 section 2.5) there arereliffevays to complete a file. To
highlight these variations and to illustrate tharaple of associated files, two files have
been identified to demonstrate the methods empldyyethe New Zealand Police to

capture information (see Chapter 4 section 4.4).

4 These may be reported and/or unreported crimes.
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4.2 Volume Crime

The largest crime category in New Zealand is dislson Within this category, general
theft constitutes the largest sub-group with bugglaeing the next largest. The next
sub-group is vehicle crime. Vehicle crime includegawful taking and theft from a

motor vehicle. As stated previously, the governmemd the police have singled out
burglary as being of greater importance than therotrime types due to its impact on
the community. As illustrated in Figure 1, for thalendar year of 2005 the police
recorded nationally the unlawful taking of 22,60®taor vehicles with the subject

district recording 4,423 unlawful taking of motoehicles. For the same time 50,927
cases of theft from motor vehicles were recordé&tie subject district recorded 9,589

reports of theft from motor vehicles for the sameetperiod.

il
Figure 1.
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Of the 146 files examined, 44 related to theft froars, unlawful taking of a motor
vehicle, criminal damage and general theft. Unldwdking of a motor vehicle had the
most (33 out of 44 files). Of these files, eightrevenever resolved even though the
suspect had been in police custody several tinresn Fhe 33 files, 11 had a resolution

which in these cases included charging, custodgratee or a warning. For those
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suspects who were interviewed regarding the DNAt,atbree suspects denied the
allegation and were released with no further actdnce again there were difficulties
with the files and the information entered on te tomputer. In one case the file stated
that the offender had been dealt with for the aféeand the alert had expired on the
computer. However, there was nothing on the coerput the file to show what action
had been taken. If suspects are not dealt withtimely manner and/or they have been
before the courts in the interim, the courts becaelactant to allow them to be
prosecuted for old offences. It is considered @ jtidicial system to be an abuse of
process. This can make it difficult for officersdeal with a suspect if they can see that
the suspect has been in custody many times prdyidugewise, if an offender is in
prison and needs to be interviewed regarding a R, the police liaison officer will
not interview the prisoner if there is no likeliltbof a charge. It is believed to be a

waste of everyone’s time.

4.3 Burglary in New Zealand

Most crime recorded in New Zealand is made up @mge of offences included in the
dishonesty category. The most prevalent is gerkedi which is followed by burglary
(Statistics New Zealand, 2010). The Ministry ofties (2009) states that burglary is
one of New Zealand’s highest-recorded crimes. [EigArshows that in the 2005
calendar year 57,923 unlawful entry with intentygdary and break and enter offences
were recorded, making it the third-highest crimegety14% of all recorded crime). The
highest recorded crime was theft and related offerat 151,649 (37% of all recorded
crime), followed by property damage and environrakemollution next at 51,762
recorded offences (13% of all recorded crime). &w@e volume crime accounted for
261,334 recorded offences out of the 407,496 twebrded crimes (Statistics New
Zealand, 2010).

80



Figure 2, Total Recorded Crime in New Zealand 2005
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Burglaries tend to be serial in nature as offendarsly commit only one (Ministry of
Justice, 2009). It is uncommon for there to be degcriptions of burglars as they are
likely to operate when people are not around and & difficult to link a series of
burglaries to one offender (Adderley & MusgroveQ2p Perhaps more significant is
that individuals who commit property crimes havaigher recidivism rate than those
who commit other types of offences. Therefore, saimg and imprisoning a single
burglar increases the chances of a significantataolu in burglaries in a community
(Roman et al., 2008). Similarly it has been notedt twhen unknown DNA from a
murder scene is checked against the national dedaipathe US it has often found a
match with the DNA of a burglar (Zedlewski & Murphg006). A review of the first
1000 hits on the New York database showed that 82#te offenders were already on
the database for a less-serious crime such asabyrgt drugs (Zedlewski & Murphy,
2006). The resolution rate for total crime in Newaland for 2005 was 43% with the
burglary clearance rate for the same period be@8.1n contrast Table 1 indicates that
the resolution rate for homicide was 87% with rdpeving a 55% clearance rate
(Statistics New Zealand, 2009).
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Table 1. Recorded Crime vs Resolved Crime in N@520

Crime Type Recorded Crime 2005 |iResolved Crime 2005 in NZ
NZ

Homicide and other relatedl03 87%

offences

Sexual assaults and othe?,465 55%

related offences

Unlawful entry with intent,| 57,923 16%
burglary and break and

enter

Total 60,491

It is acknowledged that there is an under-reportihgape and other sexual offences
(Neame & Heenan, 2003) and at first glance it mssns redundant to compare these
figures. However, this research does not seek am@e the under-reporting of crimes
but rather aims to review those crimes that arented to police and how the police
make use of DNA technology to investigate them.sTumder-reporting of crime is of
concern to the police as it affects intelligencd anme patterns and as a consequence
impacts on police deployment (Taylor, 2002). Howevtkis research shows that even
when crimes are reported to the police the resoiutaites suggest that they are not able
to cope with those numbers. Therefore, this chafideuses on burglary offences
because they are a volume crime and research bem shat there are benefits to using
DNA technology in resolving burglary offences (Domsr et al., 2008; Roman et al.,
2008). Also, the New Zealand Police are committedusing DNA technology to
investigate volume crime as discussed below. Boygiasolution rates are not high in
other jurisdictions either with the UK having aakaion rate of 13% for the 2004/2005
year (The Home Office, 2010). According to the FBie percentage of burglaries
cleared in the US by arrest or other means in 2089%12.7% (FBI, 2006).

Due to the impact of burglaries on the communltg, New Zealand Police and the New

Zealand Government have identified burglary asiaripy for crime reduction. The

82



police aligned their strategic outcomes to the gaveent’s crime reduction strategy and
identified reducing burglary as a three-to-five1ypgority plan (Controller and Auditor
General, 2006). The Ministry of Justice and the Nimaland Police conducted a policy
review over a three-year period (2002-2004) on geolpractices of investigating
burglaries and their effectiveness. A steering citteawas formed by the Ministry of
Justice and the New Zealand Police to develop pdlimoposals targeting repeat
burglary victims and burglary locations. The reviesas conducted in four police areas
including a mix of urban and rural centres. A conalion of factors was examined in
viewing police practices and the New Zealand Poiicstigated various strategies to
help reduce and resolve burglaries with DNA beintggral to their policies. They
focused on the obtaining of voluntary samples fsntable candidates as well as the
collection of DNA samples from the scene and sutimgitsuch samples to the ESR.
The position of Crime Scene Attendant (CSA) wasaldished to improve the
attendance rate at burglaries. A CSA is a polinpleyee who does not hold the office
of constable but who has been trained in forensitheging and report writing and
whose primary function is to attend all reportedrgtaries (Ten One, 2006). As
previously described in Chapter 1 section 1.6, &A @8ends a scene and collects
forensic evidence and intelligence. If any samplesfound at the scene they are sent to
the ESR for analysis. Both the police and the E§Rexd that populating the national
DNA database with as many personal samples asbb®ssias important and the
collection of DNA from crime scenes was found to dmially important. One New
Zealand Police district implemented a policy that® a DNA crime-scene-to-person
link was received from the ESR the staff were regfito act on the result within three
days. The report does not state how successiiptilicy was or how many burglaries

were resolved as a result.

In 2001 the Auditor General of New Zealand repodadow the police investigate and
work to prevent dwelling burglaries and made sdwe@ommendations (see Chapter 3
section 3.2.3). In 2004 the government asked thditduGeneral to review these 2001
recommendations and see what progress, if anybead made. In his 2004 report the
Auditor General identified that the police did notake the best use of forensic
techniques because policies on their use differaoh fone district to another and there
was no clear business plan for the financing oérisic services. The Auditor General

made the recommendation that districts priorittse wse of forensic techniques based
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on cost and effectiveness and develop a budgethouse of forensic services. In
summing up his report the then Auditor General cemi@d that the police had made
many improvements since 2001 in how they dealt ditielling burglary. He stated that
the police had made more effective use of foreasitintelligence analysis. Notably he
mentioned that the police budget for the ESR fdoessrvices had increased from $9.9
million in 2000-2001 to $18.8 million in 2005-200@owever, this figure refers to the
amount spent on all work completed at the ESR amidjust DNA analysis. The
increase in budget was due to an increase in th#auof cases submitted to the ESR
and this demonstrated that police were making grease of forensic services for
criminal investigations. By 3bJune 2002 this number was 6,532, increasing 69,4
in 2004 (Brady, 2006). While the police had cleanhade some changes to their
investigation of dwelling burglaries and had takeésps to follow the recommendations,
the Auditor General had not been able to measuee ektent to which these
improvements had led to a general downward trendegorded dwelling burglary
offences. Attendance at all burglaries is reasgufor victims of crime and it is
important for them that the police are seen to bmagtive. Burglaries have both a
financial and emotional impact on victims and aff@@any households in New Zealand.
Many victims become more cautious and wary andnoftave problems sleeping
(Morris & Reilly, 2003). According to victimisatiosurveys, burglaries can have a
profound effect on victims and therefore househsldare concerned about the
possibility of being burgled (Clark, 2009). As s burglaries affect more people
than serious crimes and yet the resolution rate biarglaries in New Zealand is
proportionately much lower than that for seriousner The increase in resolution of
burglaries might ease the trauma of victims of éhesmes. However, the statistics do
not provide the reassurance that more burglaries b&ing resolved due to DNA
evidence.

The files relating to this research refer to a tiwteen the New Zealand Police and the
New Zealand Government were focused on crime remueind what to do about it.

During the writing up phase of this research a gkan police and government strategy
has superseded their previous strategies. TherBettielic Services Reducing Crime
and Reoffending Result Action Plan (New Zealand &oment, 2012) shifted the focus
from “what shall we do?” to “how shall we do it"Phe police response to this question

was Prevention First (New Zealand Police, 2011)ctwhiequired the police to reduce
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recorded crime by 13% and 19% fewer (non-traffiysgcutions by 2014/15. The
ultimate objective of Prevention is less actuameriand fewer victims across New
Zealand (New Zealand Police, 2013). To achieve, thiee police have been
concentrating their efforts in five areas identfias the Drivers of Crime, namely:
Families, Youth, Alcohol, Road Policing and orgauti<Crime and Drugs. The drivers
of crime refer to the underlying causes of crimiofiénding and victims' experiences of
crime (Ministry of Justice, 2009). Although thestategies signal a shift from a
reliance on reactive policing to reduce crime, @kier-arching aim is still to reduce the
number of victims. Prevention First requires tludige to be proactive in preventing
crime and this would still tie in with using DNA farevent further crime and therefore
more victims. If the police were to charge a peradrere a DNA intelligence link has
been received from the ESR placing the person eatstene of a burglary then the
likelihood of this person going to prison and beingable to commit further crimes is
increased. Whilst the DNA is taken in a reactiveywiaicould be used proactively to
prevent further offending. However, if the police dot connect the dots then the
proactive nature of DNA would never be realisederBfore, the effective use of DNA

technology could prevent more victims of crime.

Table 2 below illustrates the number of recordedglawies versus the number of
resolutions. In 1996 the database was establishddira 2003 the Act was revised,

giving the police more powers to obtain suspect masion orders from burglary

suspects. The two years after the databank wasbliskeed show a decrease in the
resolution rate. However, 1999 onwards showedldesuincrease in resolutions which
would coincide with the increase in the number diADsamples sent to the ESR
Another factor to be considered is that there e la steady decline in reported crime
since 1999.
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Table 2. Burglary Resolution Rates 1995 — 2005
Year Number of recorded unlawfuResolutionsg Percentage
entry with intent, burglary and
break and enter in NZ
1995 77,961 8,757 11.2%
1996 80,773 9,158 11.3%
1997 80,769 9,209 11.4%
1998 78,550 8,482 10.8%
1999 74,274 8,098 10.9%
2000 66,267 10,279 15.5%
2001 60,148 9,496 15.8%
2002 60,184 9,411 15.6%
2003 61,423 9,998 16.2%
2004 57,476 9,769 17%
2005 57,923 9,209 15.9%

Nonetheless, this concentration on attending ceoemes, submitting more samples and
taking DNA samples from suspects is only one hithe equation. Improved reporting
and an increase in testing DNA samples become dsathirif the police do not have
processes in place once the results are receigadtire ESR. Arguably, the reason for
making these changes and investing heavily in DNAso that offenders can be
identified, arrested, charged and convicted. Ifoffender is in prison it is likely that
there is one less potential burglar committing @ner The work completed by the
Auditor General and the Ministry of Justice in aomjtion with the New Zealand Police
has looked at the value of putting robust systemplace to identify offenders and
support victims of crime. All parties involved stathat these policies have been

successful.

In 2005 there were 407,496 total crimes reportethéoNew Zealand Police. Of those
58,133 (14.2%) were classified as a burglary. Durine same year in the subject
district the total number of reported crimes was6%38 with 8,920 (16%) being

classified as burglaries (Statistics New Zealarid,02. Table 3 shows all the crimes
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reported in the subject district for 2005. Of thesported crimes, 302 files were
identified as having DNA found at the scene andhoke 84 were burglary files. This
means that 0.5% of crimes reported to the poliselted in DNA being found at the
scene. Of the burglaries reported to the policB%0had found DNA at the scene.
Therefore DNA is found at very few crime scenes@sported by comments from the
UK that DNA is found at less than 1% of crime sceifidouse of Commons Home
Office Affairs Committee, 2010).

However, according to the ESR, samples from only &#f%olume crime scenes are
submitted for processing and they are able to eix&rgrofile from 64% of those; a link
to a potential offender is made in about 38% (Beitki, 2008). Looking at submission
rates for three months in 2007, Auckland had 5y/&®rded volume crimes. Of these
2.37% resulted in submissions to ESR, which sugg#sit this district does have a
slightly higher than average submission rate toB8&. Buckleton (2008) posits that if
police submitted more samples from volume crimenesemore burglaries would be
resolved, offering a greater opportunity to reduegdivism. This does not match the
results which show that, of the 146 files examitiet contained DNA evidence, 68 did
not have charges attached to them. This wouldeduckleton’s assertion that more
samples would equal more resolutions when the @dlie unable to manage their
current workload although it is arguable whether plolice are unable or unwilling to
manage their workload. The difference between fBR Klentifying a potential offender
and the offence being resolved is still great. Teal challenge is establishing the
number of files resolved due to the use of DNA ewmite and it is this information that

tends to elude the police.
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Table 3. Total crimes recorded in Auckland Gity
District 2005 vs Recorded Number of Burglaries.

Auckland

District Nationally
Total crimes
reported 2005 53615 407496
Burglaries reported | 8920 58133
All files with DNA
found at scene 302 N/A
Burglary files with
DNA found at scene| 84 N/A

4.4 lllustrative Case Histories

Case One

This particular burglary case relates to one miéenwiith 98 associated files. These files
are associated as the same offender was allegesiypmsible for all the crimes. This
offender was a prolific burglar with a severe drogbit. These files highlighted
offending that dated back to 1997 and resultedser $100,000 worth of property being
stolen or damaged. In June 2001 the ESR sent fiee @odatabank report linking this
offender to 15 burglaries. He had been offendimgnfrl997 until 2001 without being
caught. As well as DNA evidence there was alsodiipgnt, CCTV and eyewitness
evidence. The offender was charged with 26 couftbunglary and one count of
aggravated burglary on ¥3January 2001, five months before the DNA resulésew
received from the ESR. The court outcome was tmataffender pleaded guilty and,
according to the file, 89 offences were cleared.of2nces were cleared using the
resolution code of "other” and 27 offences wereade as "prosecution”. It is hard to
establish why the 62 offences were cleared as totag it would suggest that the
officer did not know how the crimes were resolvsthreover, there is no reason given
on the file for the decision made. Likewise, itifficult to know why samples were still
sent to the ESR for processing if the offender &laglady pleaded guilty and there was
other evidence linking him to the crimes. It coblel speculated that once the samples
had been sent to the ESR the officer did not thinkeview the file and question the
need for DNA evidence. Another possibility is thia officer may have wanted to have
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the best possible evidence at court as a precaagiamst the offender changing his
plea.

The apprehension codes used in this case for ting filas were Patrol, Interview and
Forensic. Patrol suggests that the offender wasstaa at the scene by police. If so,
were there outstanding files that could have besit dvith at the time? It is difficult to
establish at what point the files were associaWthen apprehension is shown as
Interview it means that officers interview the offler who then admits or provides
more evidence to charge. However, in reviewingube of Interview it is clear that the
only reason the police are talking to the offendeas a result of receiving a DNA hit
placing the person at the scene of the crime. Tgenaent then becomes which is the
more accurate reflection of the means of apprebefidif the Forensic code is not used
there are significant implications for measuring thffectiveness of DNA in the

identifying and conviction of offenders.

The policy at the subject district was that all DR&sults received from the ESR would
be examined to see if an apprehension and cleartecould be entered at the time
of receipt. If the DNA evidence was identified asldnging to the victim the offence
would not be cleared. However, if the DNA resultdhaost probably identified the
offender the apprehension code was entered as $tor@md the clearance code entered
as Other. Once the officer had dealt with the dhseclearance code would then be
altered to accurately reflect the disposal of thheec There is a time consideration
behind this decision making. The police statistios from the financial yearlJuly to
30" June and if an offence is not cleared within fiv@ncial year, plus 14 days, it is
not counted within the official clearance statistisy the government. Many police
investigations are time consuming and thereforeroftin outside the financial year; this
is more so in volume-crime cases due to the numbéies clearance of such files using
the information received from the ESR was one wagvercoming this issue. The onus
was on the officer on the case to ensure that tagstics accurately reflected the
outcome of the case. In 2005 there was no natoelaly on capturing statistics so each
district had its own local policies regarding rediog clearances. This changed with the
introduction of the National Recording Standards2008. The National Recording
Standards were implemented to give some cohesidrgaidance to the recording of

statistics by the police. It is an information eclion standard as opposed to a data
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entry standard (New Zealand Police, 2008). Previouthis policy, district clearance
rates were compared without any national standatidis therefore comparisons were
flawed. However, as there is no data entry stahdbere will still be flaws in

comparisons as data entry and information collacie inextricably linked.

Case Two

This case is a burglary file with 82 associatee@sfilThe apprehension code is shown as
Patrol which may be inaccurate due to the sam@mnsadiscussed in Case one. This file
named three offenders and involved the unlawfuinglof vehicles as well as an
aggravated burglary. The method employed by th&éfemaers was dangerous as they
were unconcerned if they found anyone at home attithe of their offending. This
usually meant that they were willing to use viokerwhich they did in several cases.
One of the offenders was linked to four burglabes the result from the ESR appears
to have been received after the offenders had bearged. The file does not contain a
final covering report so it is hard to establisiwhihe offenders were caught and what
role DNA had in their capture. In reviewing the ogpwritten for court, also known as
the summary of facts, the police state that theksepo the offenders but it is not made
clear how they were initially identified. This poquality of file preparation makes it
very difficult to establish what impact DNA had d@he effective closure of these
offences. Once again the results from the ESR wexeived after the offenders had
been charged. It is not known why the samples serd to the ESR if the offenders
were going to be charged irrespective of the resultan offender is charged it usually
means there is a prima facie case, thus suggetatgeSR results would have been
redundant to the case. Every time a sample istseEBR there is a cost to the polite
Costs vary depending on what the sample is antleas ts a limited forensic budget it
is important that this resource is not wasteds hard to know why the officer sent the
samples to the ESR. Perhaps he/she did not hawexgegience to know what evidence
would be required. Another possible explanatiothat the officer wished to have the
best possible evidence ready for court in case# required. Another scenario is that a
lack of supervision of the officer meant he/she didt receive guidance when
submitting the sample. The supervisor could hawédeel against sending it to the ESR

if it was felt that the evidence would be redundant

!5 This is sensitive information and the police dat want the costings published.
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4.4.1 Tracking the Results
These two cases are examples of the disparate mannehich the police capture
information, yet there are national policies oradaitry and file assembly which appear
to go largely ignored. This could be as a resulbh@iv information being given to the
police so often that it becomes too difficult fdfficers to understand. Chan (2003)
would suggest that the rules of the game keep @hgngltering the field of policing
and creating resistance to change amongst offi¢éexe may be a simpler explanation
in that officers get change fatigue and struggle@not want to keep up. The UK has
also struggled to find statistics to support tled@im that DNA can make a significant
difference to the detection rate of volume criméeTScientific Work Improvement
Model (SWIM) was a programme of work looking at tpelice scientific support
function in England and Wales. It was the most c@hensive study conducted in the
police use of forensic support in a decade (Ev2087). One element of the programme
was to look at the detection rate. This was brakewn into four main process stages
contributing to the progressive conversion of régoicrime into successful detections.
The four stages were: attendance, submission, ifidatibpn and detection. The
conversion of identification into detection was wihoto be a weak point in the four
stages. The reasons for the level of attritiofiststage were given as:
» Poor processes so that many results were not fedawp
* Many results named the victim or people with legédte reasons for being at the
scene
* "Insufficient evidence” —used for a variety of reas including lack of
supporting information to aid the interviewing o#r to secure a detection or
conducting a poor interview
« Limited effort employed by the police officers;iffitial attempts to arrest the
suspect were unsuccessful the person was enterdd tire Police National
Computer (PNC) but was then never followed up (lear@roup Ltd, 2007).

In reviewing the 146 files of the subject districbecame clear that there was a high
attrition rate in turning identifications into det®ns. As shown in Table 4, of the 146
files examined 68 did not have any charges attathéem. Burglary accounted for 33
and of those 31 of the offenders had been in cydbodl had never been interviewed

about the offence for which there was DNA. Yet dllthe files had an alert on the
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police computer informing staff that the person ladoutstanding DNA intelligence
link. Alerts are mechanisms by which the NIA autticely prompts a system user that
some special condition applies to the record beieged (New Zealand Police, 2008).
These alerts can be placed on a variety of subjeclsding persons, organisations and
vehicles and cover many specific issues. Of th@s#lés, 55 of the offenders had been
in police custody in the interim yet were never [de@ath for the outstanding DNA

matter.

Table 4. Number of Files Examined with Police Cleang
Attached.
In Police Custody
Files examined 146
Charges attached 78
No charges attached 68 55

4.4.2 Interview Results
In view of the findings from the files in relatida police response to DNA hits, two of
the questions that were asked of interviewees were:

* When you receive a DNA hit are you pleased or jissit more work?

» Do you take notice of DNA alerts on offenders? Wdiziton do you take if there

is an alert (see Appendices 6 and 7)?

The first question garnered a positive responshk thié majority of those interviewed
considered a DNA hit as helpftfl Participant D was a Detective Senior Sergeant who
managed an investigative team with responsibildy hudget and deciding if DNA
samples will be sent to the ESR for analysis. Eigent J had a similar role.

Participant D: “I'm rapt, it's great. | guess asuywell know in the last two years

we’ve had a number of quite high-profile mattersoteed because of DNA hits that

are sometimes five or 10 years old and the guysuatdike justice finally comes and

it's really great to find and see and the complaigare just over the moon their case
is finally being resolved.”

16 See Appendix 18 for a breakdown of interviewess their roles in the organisation.
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Participant J: “Oh pleased, of course you've gob¢opleased. Another DNA hit we
have to deal with. No, it's excellent, it's all paf the process, it's good.”

These participants see DNA as an immediate helfheo work in that it virtually
assures an arrest. Participant D is referring ¢osticcessful use of DNA in old cases or
what are known as cold cases. Participant F wastadilve Constable who worked in
an adult sexual assault team.

Participant F: “Hugely pleased, very, very pleasesigreat it also just helps you build

up a profile of your sex offenders and that’s dlydaig thing. | don’t know if we've

touched on that but just building up this databasdme profiles of sexual offenders

and that can be used in conjunction with peoplé tieenmit burglaries and that’s

obviously a huge stepping stone into invasion-iyreider rapes which is probably the
homicide if you like of the sexual assault unit.”

However, the above staff worked in areas that didhave a high volume of DNA hits
which may have given them a different perspecteen the same question was put to
staff working in the area of volume crime theirpesses, although positive, were more
muted. Participant O was a Constable in a burdksagn.
Participant D: “I get DNA hits on a regular basssyau know for car crime either theft
ex car or unlawful taking which is generally done$0COs and | get DNA hits on a
regular basis from exhibits or direct body sampéesid at the scene obtained by our
CSA’s for burglaries and I'd probably say in theeeage month I'd probably get
between 15 and 25 forensic so it's probably notetk@tement that there would be for

a sexual violation, a rape. If | can call the aame and burglary your routine, your day
to day crime that we deal with on a regular basis.”

Participant O: Oh it’s just another file amongstnypamany files that you know there’s
no sort of yea or nay, you do think okay this igpé&fully a slam dunk one, or | can
clear this one and get back to the harder ones rbgire a more prolonged
investigation.”

Participant D sees volume crime as routine, dagap-crime. This may be why

burglary has such a low resolution rate in thaicef find it to be mundane. It has
already been established earlier in the chapter ¢setion 4.3) that DNA is found at
only a small percentage of crime scenes. This wauigigest that those working in
volume crime would not be receiving a large qusntit DNA results from the ESR.

These participants are not too excited when thegive a hit as they consider it to be
just another piece of evidence. Yet those in seriotime stated they are thrilled to
receive a result. It could be that there is a p#ree that volume crime and its attendant
paperwork is not seen as real police work wheredsiss crime is perceived as police
racing about locking up the bad guys (Grant & Rog@l1; Graycar, 1999). It seems

that volume crime simply does not carry the same impeeaor kudos as the serious
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crimes and so the officers respond accordinglyhéinvestigation of serious crime the
officers see DNA as enabling but when it comes @tdume crime it is almost
constraining. Chan (2001) argues that faced with tthe officers can do one of two
things: they can pervert the use of DNA for theimopurposes or ignore it completely.
In reviewing the responses of participants D anc@nbined with the data from the
files, it would seem that in relation to volumense some officers may choose to ignore
the DNA alerts.

When asked about dealing with offenders with amt dlee responses revealed some
common threads. All the interviewees acknowleddeat there were problems with
DNA alerts not being dealt with when the offendersvin custody. The top five reasons
were given as: lack of knowledge; northern commationy centre pressuring staff to

answer calls; unable to locate file; too busy aodrprocesses.

Lack of Knowledge When Dealing With DNA Alerts

Of those interviewed, 13 felt that a lack of knodge was possibly a reason for alerts to
go unresolved. This encompassed responses that@ttpoor training, incompetence,
poor interviewing skills or lack of support. Paipant E believed that front-line staff
working through the night when offenders often caméended to be the most junior
staff. Due to their inexperience they were unafrevhat to do with the alerts and so
were reluctant to deal with them. This participal#o commented that perhaps it was
also a lack of supervision that contributed to teisictance. Participant | believed that
the supervisory staff were unsure how to investigatd interview and as a result were
unable to offer support to younger staff. Partiniph stated that the front-line staff
lacked confidence and competence due to their dangth of service. There was a
general feeling from the interviews that most offers were arrested (not during regular
hours of work) by junior officers who were neitliesined nor supervised well enough
to handle even the most basic interviews. Intersievere integral to the satisfactory
resolution of a DNA hit. Participant E was a DetextSergeant who managed an adult
sexual assault team. Participant | was a Dete@mmior Sergeant who managed an
investigation team and was responsible for decidimgvhat DNA samples were sent to
the ESR for analysis.

Participant E: “My feeling is that junior staff wrase probably locking up these guys
on a regular basis for disorderly, drugs-type aféen they're scared of alerts, they
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don’t know what to do, they don’'t know how to death them. Maybe it's a training
issue, maybe it's a supervisory issue but at thigect supervisory level and in the
watch-house my understanding in central is bagicadl one should be allowed out of
the watch-house until all of their Wanted To ArsefiVTAs), Wanted To Interview
(WTIs) and DNAs are cleared on the system or thee¥idence that they've been
dealt with but | could stand corrected on that.”

Participant I: “It wouldn’t surprise me | think thgou know particularly Incident Car
staff and Strategic Traffic Unit (STU) staff thdgn’t have the luxury of time at jobs
and they constantly have comm’s on their back yoomkthere’s always jobs stacked
up in the system and you know they've almost bestuced to gathering results as
statistics rather than policeman rather than takimg time at a job and doing it
properly. | think some of that's down to supervisid think that in a lot of cases
supervisors don’'t know how to interview properliiey haven't had the benefit of
investigative experience or investigations trainifipey themselves are uncertain and
it becomes a case of the visually impaired leadimggpartially sighted. It's just easier
for the supervisors to ignore the fact and justigée file through.”

Participant | comments on the police officer beiaduced to gathering statistics rather
than having the time to complete a job properly.isltnot unsurprising that the
participant would feel as if the police role hasmeeduced to filling out forms and
ticking boxes. Ericson (1994) refers to the pobese“knowledge workers” in that they
collect a large amount of data as part of theirkwblowever, there is nothing to suggest
that this would prevent officers from interviewiagsuspect. Participant | also believes
that the supervisors are not trained in investgatechniques and would not be able to
mentor the younger constables in interviewing scispét is surprising that any police
officer would not be experienced in interviewingae would expect that to be a basic
skill taught to all. Participant L was a Detectimspector with the overall responsibility
for the effectiveness of the investigative staftha district.

Participant L: “Most of the officers who bring pdepnto the custody suite here in

Auckland are young officers who work in the streletentral Auckland so there’s

issues of confidence and competence and doing mhare a simple interview or a
simple investigation and there’s pressure on theget back on the road.”

This lack of knowledge could also refer back to plaéice not putting systems in place
to help officers deal with new technology. DNA exite was always going to result in
the need for interviews so officers should haveeirgd more training on how to
interview before DNA was enshrined in law. Althougimen participants with more
length of service were interviewed they articulatiegt interviews were an integral part

of policing and did not know why that skill had apently been lost.
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Northern Communications Centre Pressuring Staff tcAnswers Calls

The Northern Communications Centre receives calla$sistance from members of the
public. Police officers tend to refer to the cent@loquially as North Comms or
Comms. These calls can range from life threatetongore mundane events. The three
communication centres (Northern, Central and Saojhgeal with 600,000 111 calls a
year (The New Zealand Police, 2010). Call centrggadch | (Incident) cars via radio to
respond to these calls. Call centres have a Merdararof Understanding with each
district to provide an agreed level of service. Tiwrict expects the call centre to take
calls from the public and then dispatch these talfsont-line staff in a timely manner.
The centre feels pressure to perform well and puis the onus back on the front- line
staff to answer calls. There is also a feeling thlhén urgent calls come in, the I-car
staff want to answer them. The police are tradéllynaction-oriented and see a rapid
response to calls for service as the most effectinsy of catching offenders
(Graycar,1999). They regularly have to balancented to respond to the public and
the need to finish the job in the watch-house. jdben the watch-house may be seen as
less exciting as it involves paperwork. Just urfddf of those interviewed felt that the
pressure exerted on them by North Communicatiorss avéactor in the reluctance by
officers to deal with DNA alerts. Participant T wea$enior Sergeant with responsibility
for the day to day management of a station.

Participant T: “I think there’s that and the pregsto get back out on the road because
of the urgent jobs and that’s why they shouldn’tibd up interviewing.”

Participant T does not define what an urgent joluld/doe although it is clear by the
response that interviewing a burglar is not impurteParticipant Y was a Senior
Sergeant with the responsibility for the custoditeswhere prisoners were brought to

be processed.

Participant Y: “Quite often they’ll come across agsk in the middle of a night shift, a
busy night shift and it's not a priority but if$t'a quiet night and we can get hold of the
file hey! go and get the file out, have a look tafinterview them on it, deal with it,
clear it. We may charge, we may not you know bw@iragt’s having the time and the
staff with the ability to conduct the interview &xtually deal with it. Okay | know
we're supposed to do everyone that comes acroseehlistically we just don’'t have
the time or the staff to deal with it. | can’t affioto grab a car, for a start, as soon as |
take someone off the street they've got to go am@ @ideo interview, they’'ve got to
go and read the file, you know plan some sort tdrinew with the guy minimum
we’re looking at probably an hour and a half, tvouis.”
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Participant Y does not see interviewing a burgkaagriority, irrespective of what the
organisation has stated. This could be due to #yelgtween the street cop and the
management cop (discussed further in Chapter 8gse813). However, as a supervisor
there are other considerations that need to be take account. If there is only one car
on the road it makes sense that he would want ¢hatto remain on the streets.
Participant M was a Constable working in a tactszgdport group that provided support
at large public events.
Participant M: “Not so much pressure coming fronowabor anything, it's more the

fact that you know your mates are out there doilogkvand you don’t want to leave
them with all the jobs.”

This participant feels guilty about the workloacitinis colleagues might have if he is

off the streets dealing with a prisoner.

Unable to Locate the File
Of those interviewed, 11 believed that being undbléocate a file contributed to the
reasons for DNA alerts remaining unresolved. Ptmra person being interviewed
regarding a DNA hit, an officer would need to rehd file to prepare for the interview.
The file should contain a full picture of the casethat the DNA evidence can be put to
the suspect. Every aspect of the case should lereibvestigated with the result of the
DNA evidence being the last piece of the puzzledsence, if the file is comprehensive
enough anyone should be able to read it, get a geedview and then be able to
interview the suspect confidently. The issues thlsg those interviewed were that the
files could be inaccessible during out of hourshait the quality of the files was so poor
that an informed interview was impossible. ParacipV (a general duties Constable)
believed that the file should only be dealt with @ty original officer as it was too
difficult to interview someone about a case that had no knowledge of, whereas the
other participants implied that they would dealhiite case if the file contained enough
information. Participant A was a Detective Senioerggant who managed an
investigation unit with responsibility for decidiriiga DNA sample was sent to the ESR
for analysis.

Participant A: “A lot of them now are saying welkinot our area, it's not our district,

it's not my file, | can’t find the file, |1 don’t kaw what it's all about and, for me, you

know there’s been times, | talk about the old dayd it's probably not fair to do that,
but where you had to interview someone blind ard tas your job and if you did a
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good interview you'd find it, you'd get the inforithan although the laws have changed
and the times have changed so.”

Participant O: “If he’s going through the watch-keuhat’s sort of standard, we try to
clear one way or the other or deal with every painttheir alerts where there’s a
wanted to interview, even (if just) to say we'reabie to interview at this time because
we can't get the file.”

Participant L: “It's not easy at the time for theresting officer to access the
investigating officer or the investigating officerfile if its a LET team (Law
Enforcement Team) in Otahuhu or Henderson, evelviltington or Avondale, if it's
in the middle of the night.”

Too Busy to Interview Suspect for DNA Alert
It was believed by 11 of those interviewed thaiceifs were too busy to deal with DNA
alerts. This differs from the pressure felt frone thorthern Communications Centre as
they believed that they had a responsibility to ghélic as well as to their colleagues.
Participant N (detective in a burglary squad) stéteit often the suspects were brought
in during the early hours when only front-line $takre at work. He states that if other
squads were available they could deal with DNA taleHowever, other staff
interviewed felt that people perceive that they lawusy with participant B (a detective
senior sergeant) suggesting that people only thindy are busy. Participant Z (a
detective sergeant managing a child abuse teammwas forthright, stating that you
can only deal with one job at a time.

Participant N: “Too busy. | think especially arouAdckland Central anyway lack of

resources for the general or the front-line stafild be one as well. Well | guess not

enough police to police the streets and becausdiydwa lot of these guys are caught

sort of two, three in the morning sometimes and dhime squad or the Criminal
Investigation Unit or Burglary Investigation Unibift work 24/7.”

Participant B: “I know that in the current day aagle everybody is so busy or they
think that they're so busy that they've got to dedh what they're dealing with purely

so they can be out and available for the next arieve need to be dealing with all of
them.”

Participant Z: “I don’t buy the crap you're too lusecause you're only as busy as the
job you’re dealing with.”

Processes

Only six of those interviewed felt it was the preses that prevented the staff from
dealing with DNA alerts. The processes employedhgy police can either hinder or
assist in the smooth running of the organisatiorith\he perceived increase of
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workload by the staff, the easier the system theertikely it is that they will adhere to
the policies. Several participants commented ttiatprocesses were not conducive to
reducing the workload of front-line staff. Panpiant C was a Detective Inspector with

the responsibility for the administrative side loé¢ investigative teams, i.e. the staffing.

Participant B: “Once again that comes back to pe&pbwing the process, you know
what | mean, and so if you see a DNA alert or ssoré of forensic alert perhaps it's
not for you to interview but you need to advise sbody so that somebody from CIB
comes down or there is some enquiry process.”

Participant C: “Absolutely failing in our system dant’s bullshit, it's a lack of
supervision and a lack of common sense.”

Participant Z: “A lot of that's our internal proges but | think if you are arresting
someone it's like a warrant to arrest, wanted terinew you should notify someone
about it and it's the NCO’s responsibility.”

Even though these participants felt the processes iacking, they all agreed that
someone should take accountability for the alert.

4.5 Interview Results for Volume Crime

The staff interviewed regarding the use of DNA filat it was of value for volume
crime but they struggled with the sheer numbers, Iadget constraints and the
legislation. Participant K was a Sergeant who mada@n enquiry team that

investigated volume crime.

Participant K: "Unfortunately it comes down to mgnat times which is another

bugbear of mine. | think if we can get convictidizs crime okay, some of these

volume crimes are considered the lesser of the $makever, half these guys start with
theft ex cars or burglaries, not that we're invalwrectly with burglaries and | think

look if we're going to go to the problem of takisgabs and things for these sort of
things it should be followed through to use."

The participant states that if they are making dffert to attend scenes and finding
DNA samples then the police should exploit thisotese. However, the participant
raises concerns that perhaps the crime is notusegoough to warrant the effort. This

participant is also frustrated that money prevémsfull use of DNA technology.

Participant K: "The problem with it is because loé tvay this law goes we have to get
a sample off them to prove that, now they don’t itargive it then we’ve got to look
at compulsion orders and that costs money andftver# it doesn’t go down that line
it's a waste of time and that to me is where weither got to go the whole hog or
don't stutter in the progress and that's wherest fhink the laws are stupid. | think
surely if they've had it taken, why do we have &2 comparing every time this guy’s
locked up, get another sample.”
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Participant N: "I had fingerprinted one person batl2002 and he was in prison for
three years and nobody spoke to him and then lesokim not long ago but it's very
difficult to charge somebody because the abusearfgss. So he’'s only been given a
warning for this particular offence but it's frusting."

Participant O: "There's always too much on | méaa got files sitting here that I'd
love to put some hours into but I've got other gsrthat | need to do more urgently. |
guess that’s down to the bosses, | mean as lonlgegisresource certain squads at a
certain level they can only expect so many cle@sm@nd so many prosecutions for the
amount of manpower they’ve got."

Participant O felt that the workload was too greabe able to deal with all the DNA
results they receive from the ESR. This participsugested that the police should
prioritise the crimes that would be resourced asitild appear that volume crime is not
always treated as a priority. However, he madeiy «lear that the decision was down
to the bosses as to how the squads were staffedhwhfluenced their ability to
investigate certain crimes. Participant W was @&amt in a burglary squad.

Participant W: "I think it's the allocation of stafhto the crime categories. If you look

at burglaries in the eastern area, well burglagesoss Auckland, we have six

investigators (...). West have a similar amount latiihk the city do as well. West and

East have a Law Enforcement Team (LET) howeveljahis not to do burglaries but

West operate their Burglary Investigation Unit (Blehd LET as one. (..) Since our

sergeant changed here and moved across the LETewtivted taking forensics from

vehicles so they don't go to the Combined InvesitigaUnits (CIU) because they just

get inactivated. We're helping the BIU now with dmyrglary files so there is more of

a resource there however a few months ago becéulse management of the office it

was like nothing was leaving the BIU come hell @hhwater. We go to homicides for

a month and come back and no one would've touchiting because the old LET

wouldn’t, no not our job. Look there’s staff thefe) you only need to look outside of

Auckland (...) if you look at Christchurch brealane it's stocked with detectives and

we have one detective and five constables andahstables probably have an average
of six to seven months off the | car. (...)."

Participant W believes that the staffing acrossdistrict has at times been mismanaged
with homicides always taking priority. He comparéise subject district with
Christchurch where they are able to staff a buygleam with detectives. He considers
this to be impressive as detectives usually haverservice and certainly a higher level
of training in investigation. In the participantistrict the burglary team is inclined to

be staffed by officers with very little service amot as much investigative training.

Irrespective of what the New Zealand Police and @mvernment state about the
importance of dealing proactively with volume crirfieereby reducing the number of
victims of crime) there seems to be an issue withresourcing of the units that deal

with these crimes. From the interviews and the emadh files it seems that the
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difficulty is not the attendance at the scene ertitmeliness of the results from the ESR
but rather dealing with the results once they Hasen received by the police. It could
be argued that prioritising responses to crime vgag of dealing with the volume of
work and the lack of resources. The less seriogstime the less time and effort was
expended in dealing with it. After unlawful takingf motor vehicle, unlawful
interference of a motor vehicle had the most nundbdiles. Four files related to this
offence type with two of those files receiving anewtion. One file required a suspect
compulsion order to obtain a DNA sample but as Be an remand for other offences it
was felt that there was no point in pursuing tlasec Theft from a dwelling accounted
for three files and none of these files had chargase file had the suspect being
interviewed but he denied the offence and there aessned insufficient evidence to
charge in spite of there being a witness. Wilfundge had two files and both suspects

were charged with the offences.

4.6 Discussion

Research has shown that volume crime has a signifitnpact on the community
(Clark, 2009; Controller & Auditor, 2006; Morris &eilly, 2003). Of volume crime

burglary, being one of New Zealand’s highest reedrdrimes (Ministry of Justice,

2010), has been identified as a priority by the N&¥aland Police and Government.
Moreover, as burglars tend to be recidivist offerdend can go on to commit more
serious and violent offences (Adderley & Musgra2@Q1; Zedlewski & Murphy, 2006)

there are good reasons why reducing burglary is s&ea priority by both the New
Zealand Government and the New Zealand Police. tfiere seems to be a
disconnection between what the New Zealand Pokcaraorganisation promotes and
the reality at district level. Certainly in onesttict the figures tell a different story. As
shown, of the 53,615 reported crimes, the numberiofe scenes with DNA present is
only 302. From those 302 scenes, 84 related tddyrgnd of those 84 burglaries, 51
were resolved by the police. This does not sugipestburglary is high on anyone’s list
of priorities. This is further evidenced by comnemade by interviewees. Several
comment that staffing is a problem for those ingeging burglary and volume crime.

They state that when a serious crime is committefi are taken from other squads to
help in the investigation. This would suggest thl¢ managers in the district

(responsible for staffing levels in specific sqUaal® not prioritising burglary either.
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DNA is viewed as an effective means by which voluonene can be resolved but
several studies highlight the weaknesses in thécapipn of forensic services both in
New Zealand and the UK (see Audit Commission, 198Qditor General, 2001;
Williams, 2004; McCulloch, 1996; Tilley & Ford, 189 These reports reason that there
needs to be better strategic use of forensic ssyiespecially in relation to crime
scenes attended. It was believed that the morescstenes attended the more samples
would be obtained, meaning that more offendersccbalidentified. To a certain extent
this was the case. The police in both New Zealardithe UK attended more scenes
and tried to obtain as many crime-scene sampl@g®ssble. This policy was seen as a
success in that by obtaining samples they achiexedtly what they intended. The
DNA expansion programme in the UK achieved itseétug having 2.5 million profiles
on the database by April 2004. This programme aissured that there was a 10%
increase in the number of crime scenes attendednéHOffice, 2005). The New
Zealand Auditor General in a follow-up report te [#001 report concluded that the
New Zealand Police had made more effective us@minkic and intelligence analysis
and they had doubled their expenditure with the ESRe believed that this was
indicative of the police making greater use of fmie services for criminal
investigations (Controller and Auditor General, @00However, the Auditor General

did not define this greater use of forensic setvice

The files examined during the research show thateths a disparity between the
identifying of potential offenders by the ESR ahd airresting of these offenders by the
New Zealand Police. Although the emphasis by tHE@continues to be on attendance
at crime scenes it seems that more time shoulgéet docating and interviewing the
identified offenders. The participants interviewgdghlighted clear reasons why DNA
alerts were ignored. A lack of knowledge was claafongst them. An inability to
interview suspects, to access files, have timeetd @ith or understand processes all led
to the DNA alert not being cleared. The strategipliaation of DNA requires a full
understanding of the issues facing front-line effic They are the staff who most
frequently deal with these alerts and yet theythecleast equipped to deal with them
satisfactorily. This issue is not just a problemNiew Zealand. The UK has shown the
capacity to deal with half the dynamic of DNA evide but also stumbles when trying
to turn hits into detections. These similaritiesbighaviour between the UK and New

Zealand Police in relation to the use of DNA tedbgyg may suggest that police culture
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has got in the way of it being truly effective.tife New Zealand Police wish to lay
legitimate claim to the many benefits of DNA tecloyy, it will need to ensure that it is
in a position to reassure the public and the gawemnt that it is utilising this resource to

its full potential.

The following chapter reviews the interview papints’ views and perceptions of
DNA in that they discuss what they ‘feel’ and ‘tkirabout the technology of DNA.
This is to illustrate the environment in which theshnology is/may be embedded and
what impact, if any, these views can have on tHeceVe application of DNA to
investigate crime. This chapter is placed befbeschapter that discusses the actual use
of DNA to highlight any disparities between whateirviewees talk about DNA and

how they state they actually use it.
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Chapter 5: The Operational Use of DNA

5.0 Introduction

This chapter begins with the interview participartgressing their views on DNA
technology and explaining how this technology coaid them in the day-to-day
investigation of crime. This distinction is made #ss chapter explores what the
participants think DNA can do. This is comparedctapter 6 which will review the
participants’ actual use of DNA. There is discoissas to whether DNA technology is
all the police require for a successful investigatand what the implications for the
police would be if that was a belief held by thejonity of those interviewed. This
concept is linked with accountability and legitigaghen police use DNA technology
including the taking and retaining of samples. Ehbject of whether police officers in
the New Zealand Police are equipped to interviewl$® explored. The chapter ends
with a discussion on the responses from particgpantt whether DNA technology has

been successfully integrated into operational palise and if not, why not.

The chapter also reviews whether the New ZealaniddPmake the best use of DNA
technology in criminal investigations. It exploreékis subject by analysing the
interviews of 28 participants. While this topicasvide and at times subjective one, it is
appropriate that the question is asked of thesetipomers as they are best placed to
provide an informed view. The aim of these intensds to delve into the many uses of
DNA to establish the participants' views on howeefively the police apply its use to
investigations. The participants are specificallyestioned on their use of DNA and in
which ways they believe DNA aids them in criminakvéstigations. As discovered
during the interviews, attitudes to DNA are partlyaped by the experiences of the
participants in relation to the two types of crinteirglary discussed in the previous

chapter and serious crime which is covered in tapter 6.

Identifying participants’ thoughts on the day-tordase of DNA technology is also
covered in this chapter. It includes all aspectthefr investigations and explores their
views on how often DNA should be used and spedifideow they believe it enables
the New Zealand Police to be more effective atlvasg crime. The responses vary
depending on the roles of those interviewed bupaitticipants have had some dealings

with DNA. DNA technology can be seen by the polisebeing a sexy technology that
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will assist them in solving crime, irrespective thfe reality of its application. In
reviewing the initial use of fingerprinting in 1908 would appear that the police
experienced similar issues with the legitimacy fed tise of this new technology as it
has had with the initial use of DNA (Hill, 1989)s/ever, there are always unforeseen
problems when something new is introduced to aramisgtion. This has been
especially so of DNA over the years as the ris¢eohnology in the police has been
rapid, with an increase in information technologyveell as other technology. It could
be that all these technologies are vying for atb@nand could almost be a distraction

for the police.

5.1 What Do You Think of DNA?
The 28 participants were asked the question, whatod think of DNA (see Appendix
12), to establish the investigators’ perception DiflA’s effectiveness in criminal
investigation. All viewed DNA in a positive lighalthough there was usually a word of
caution within their full responses.
Participant C: “Oh look it's a fantastic investiyat aid but it's got to be taken in
context. Instead of leaping to the conclusion thistthe offenders, there’s still a lot of

work that's got to be done with that so it is auadlle tool. It also gives you a head
start in what and where you may be looking.”

Participant D: “I think it's a great tool, (...).uD ability to use it to identify offenders
and clear offences is growing by the year, by tlomtm almost to the stage where the
amount of information coming in to identify offerrdethrough DNA hits is almost
greater than the staff we’ve got available to go fnlow up and interview the persons
identified by the DNA.”

Although participant D considers DNA to be a graail, he tempers his enthusiasm
with the comment that the number of DNA hits beiageived is almost more than the
staff can cope with. This is an important consiterawhen the ESR are calling for the
police to send more samples to them or if the pdie requesting law changes to allow
them to take a greater number of samples. The itgdac the police to respond to
these links is important if the full benefits of BNare to be realised. Being
overwhelmed by this workload may prevent the pofiten making effective use of
DNA to investigate and solve crime.

Participant E: “DNA in my opinion is a fantasticiroe-fighting tool. It's a crucial

element to what | do, it's something virtually isegy investigation we automatically

look for, it's not always there, obviously, buigtan absolute crucial element to what |

do and what my squad do. | think the advanceshinat been given to us via ESR with
Low Copy Number (LCN) and the other types of metilody they use are
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outstanding, we have the ability to look for anshikhabout DNA in so many different
aspects of the job now, it's just brilliant, it'segt.”

Other participants express the opinion that DNAe®d as it is conclusive evidence.
Participant G is a detective working in an adukusd assault team.

Participant G: “Because of its certainty, becaus#’s what a jury is looking for in
their own minds eyes so you know.”

This participant notes that juries are looking@MA evidence. This opinion was

shared by several other participants.

Participant O's view was that "DNA is really goatstj because it's so specific”. This
was also true of participant P whose role wasdhat Sergeant with responsibility for a

team of crime scene attendants.

Participant P: “Love it because it's conclusive. Miaff will do a better scene
examination because if there is a chance of oltgibDNA they know that there is a
hundred percent chance if that person’s on thebda&gand it's good quality DNA
they’re going to get a result.”

Both these participants feel that the success of ¥Nthat it can identify a person
almost without doubt which is always going to beusg to the police. Yet this belief
has been contested by others who would arguettisatimsafe to rely on DNA evidence
as it is not as infallible as people would beli¢éBeber, 2006; Lynch et al, 2008; Taroni
& Aitken, 1997). Other participants such as B espseal their doubts regarding the use
of DNA and believed that it should be treated vgitime caution.

Participant B: “Well DNA’s not the be all and enid| a lot of the enquiries that
we’ve talked about before and it certainly assisth perhaps enabling a focus
that some people will be caught in the trap and rgfarred to them before
when you suggested that people get DNA so thagsbin all end all of the
enquiry and they focus on that. Well no that's aiyua part of the
investigation but it shouldn’t be the singular feclDNA is certainly a strong
investigation tool and there is no doubt about.that

Participant H: “Well | think it is good; it helpsesolve crimes in a faster fashion,
because you attend a scene, you gather a sampgetsitanalysed and a person is
hopefully identified if the previous samples hawseb taken and recorded. A lot of
these crimes are quite intrusive on people suckeasal-related crimes. | guess all
crimes involve some fear or uncertainty from pedplé those particular crimes are
higher (...)".

Participant H was a Constable working in an enqtégm and for him the fact that

DNA enables the police to solve crimes quickly i®@nus as the impact of certain
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crimes on victims can be great. However, the nari@pant sees DNA as having many
disadvantages as well as benefits.
Participant I: “I think that it has made our jobasir in some respects and more
difficult in others; it is very much a double-edgedord. For the likes of offenders
who leave DNA at the scene whether it be by blaodtber body fluids, however they
leave it there, it's a great tool for identifyin§fenders. That said, particularly with the

sensitivities around DNA analysis now it means thatreally have to be on top of our
game and places a great deal more significancetboraugh and well-managed scene

examination.”
Participant | is mindful that DNA is a good methoflidentifying offenders but the
police need to be aware of the ease of cross-camééion and not compromise the
integrity of the evidence at scenes. Yet otherigpents do believe that DNA is a great

technique to identify and prosecute offenders.

Participant L: “I think DNA is a very useful invégative and prosecutorial
tool for sheeting home criminal responsibility.”

Participant R: “Oh | mean it does wonders, | thit'k definitely something that we're
going to progress from a crime point of view cerabut more from a science point of
view as well you know as far as finding cures.”

Participant T: “Oh | think it's become a great tdor us to obtain or to help us
investigate crimes and solve crimes.”

These participants see DNA as more than just iy@mgi offenders and it is important
that those identified are prosecuted. This woul@dtedds with the results found in this
research where offenders, although identified thholDNA, are not necessarily
prosecuted. Some participants feel that everyoaaldtbe on the database and that way

more offenders would be identified. Participant dsaa uniform Constable working in

an enquiry team.

Participant K: “I think it’'s great, | think it's aery worthwhile advancement as far as
policing goes in general. If | had my way | thinkeeyone should have to give DNA.”

Participant M: “From my limited understanding of iit seems like a good tool to me
obviously | mean if you've got nothing to hide eysingle person should be DNAd.”

Participant X: "Oh | think it's a fantastic toolthink we should have DNA of
everyone on our database. That's my personal apihio

However, participant F found the paperwork involgedfrustrating that the positives of
DNA were almost lost on him. When he did praiskeitnoted the importance of DNA

to a jury as a result of the CSI effect (this iscdissed further in section 5.3).
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Participant F: “I've always thought that our prooes] the documentation side and the
form side for getting DNA, could be upgraded immaably. | think in terms of the
various components from different types of DNA séapghat we take, namely from
every databank suspect dual elimination etc thé taat a lot of these forms are
duplicated between the various different proceskdisink that it is extremely time
consuming to fill them out. I find them confusing)(you could probably have a single
form or perhaps maybe a form that incorporatesdikelaimer, the information, the
consent if it's applicable and you cross it ouit not and then a single form in
quadruplicate or whatever which outline the detaflthe person, the offence or the
reason etc. Then the various parts of that couldistebuted to wherever they need to
go and to be honest | can’t see why there would tede anything more than that.”

Participant F: “I think it's good as our DNA datalagets bigger, | think certainly the
credibility of it all is getting better and | thinks probably been mentioned before, the
CSI effect, juries more and more getting to thenparhere they almost require as a
matter of course some sort of DNA evidence whetirenot it's applicable in the
situation.”

The paperwork sentiment was echoed by participawhi felt that police procedures

hampered the use of DNA.

Participant N: “DNA is a great tool but it can baade a bit complicated by procedures
in the police. The problem | see with DNA is we geDNA hit we get a suspect and
then we ask the suspect for a second DNA samptertpare the one we've already
got from the offender previously. If he doesn’t wda give a sample voluntarily
you've got to go through the whole procedure obenpulsion order which has to be
sent through a supervisor on this floor then thiotlge O/C CIB upstairs. For some
reason they don't always authorise it so then wigseng out on burglary convictions
because they’re not willing to go the compulsioderrroute and it just takes a very
long time.”

Some of these procedures are tied up with legislabut it is obvious that this
participant is discouraged by what she perceivdsetexcessive bureaucracy which can
be time-consuming and at times can thwart the 6$§&NA entirely. This frustration at
an excess of paperwork and bureaucracy is ofteisteaction for some police officers
and can detract from the issue at hand which iggmting crime, reassuring victims of
crime and crime reduction (Gill, 1998; Goldstei®79; Ratcliffe, 2003). However, if
the police were using DNA technology to its fulltemt this could perhaps prevent
crime, reassure victims of crime and assist witmerreduction. This frustration is also
articulated by the next participant who suspecas BINA is under-utilised. Participant

AA was uniform Sergeant with responsibility foremm of general duties constables.

Participant AA: “I love it; | mean | was called Dmala for a while there five or
six years ago. | just think it's huge to use thatravtool that’'s probably still
underutilised. | mean I've been out of it for a lghith two years in the
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Solomons where they don’t have DNA. They've onlgtjgot fingerprinting,
they don’t do rape kits and things like that.”

5.2 In What Ways do you Think DNA Technology Aiddnvestigations?
The participants fully explained what they thoughDNA. Most of them believed that
it was an excellent tool for investigation. Theyrev@sked to describe in what ways
DNA specifically was able to help the police invgate crime (see Appendix 11). The
general view of those interviewed was that DNA aentify suspects, give the police
focus and make it difficult for a suspect to dehgit presence at a scene. However, it
was clear that some participants believed thatevBINA can place a person at the
scene, the police still have to prove that thas@eicommitted the crime.
Participant B: “Well it certainly brings up if yowe got a DNA sample in a key
location or in an exhibit or directly related toetinquiry an immediate link to the
inquiry, and if that DNA is identified then it carmly provides a quality line of the

investigation. Just because somebody’s DNA isgme a certain location or in an
exhibit doesn’t necessarily mean that they're tiermler.”

Participant A: “Well if you find DNA, one of the ithgs you are looking for when you
do a scene examination is for DNA because we haletabase, a DNA database and
if we're lucky and we find DNA, ESR then checkgh& offender’s on the database, it
immediately gives us a focus.”

Participant L: “Now that we have a decent numbeadtve criminals on the DNA
database that's certainly true, it certainly doesug a lot of criminal investigations,
yes.”

These responses were also in reply to a questido adether DNA meant that the
police did not have to cast their net so wide. &dvearticipants used similar wording
to say that DNA was of great use in reducing thegeaof the investigation and as a

consequence it identified the suspect more quittldy other investigative techniques.

Participant F: “It would be ID and it definitely epds up the ID of people. Do
you want an example?”

Participant F gives an example of two rapes incallpark. The police believed they
were committed by the same male but they couldoradure. They were able to obtain
DNA from both victims and extract a profile fromettbiological samples. The DNA
came back to one male and this enabled the paliamake an arrest with a certain
amount of optimism whereas without the DNA it maywé taken several weeks longer,

with possibly more victims before they could makelsa quality arrest.
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Participant AA: “Target suspects and eliminate sagsg that's how | used to sell it to a
lot of our offenders. Look, you know you're a Maonale, male Polynesian six feet
tall. When we get that description having this @ We’re not going to come looking

for you and interrupt what you're up to, we're mgming to come and disrupt your life.

Yep, narrows it right down. | mean think if Thomp&blood had been on there. They
had a huge net that first cast.”

The example given by participant AA could be camesti as police coercing members of
the public into giving a DNA sample for spuriousisens. The suggestion that giving a
DNA sample is one way of being eliminated from pelenquiries is a means of scaring
the person into providing a sample. This participanalso suggesting that M&ori or
Pacific Island males are more likely to be offeisderhich suggests racial profiling. It is
this attitude that has prompted some Mé&ori to Ealim their distrust of the police and
refuse to voluntarily supply them with their DNA.n® politician compared these
coercive tactics to those of Nazi Germany (Haraw2@10). The participant is also
suggesting that DNA can not only target suspectschn also eliminate them from
enquiries which speed up the investigation procd@é® participant is referring to
Joseph Stevenson Thompson who was also known aSotld Auckland rapist (see
Chapter 1 section 1.4.1). Thompson'’s offending wagr to the creation of the DNA
database but had there been a database at thth&melice would not have had to take
blood from 4,500 males (dragnet) in order to cdiich. Participant AA believes that the
database would have mitigated the need for thetmebe cast so wide. Those
interviewed also commented on the benefits of DNévpnting suspects from having a
good excuse for the presence of their DNA at tlemsof a crime.
Participant D: “Firstly probably most importantlyidentifies suspects for offences; it

basically identifies a particular person that wasaascene when an offence was
committed.”

Participant K: “Probably once again because it'syMeard for an offender to give
justification as to why for example a stolen carichihis one that we deal with quite
frequently if a DNA is found in a stolen car, thBINA, it's very hard for them to give
a reason why they’re in there.”

Participant P: “If you get a positive hit then yoee’'got that person in the scene, you've
got an interview technique, you've got somethinghimw at them that they're going
to find pretty hard to answer or they may well hameanswer.”

Participant S: “It enables Burglary Investigationitd (BIU) to do further enquiries to
have some solid questions that they can then goaskdhe suspect, why was your
jumper found in this car?"

All these participants found DNA of great use whieterviewing suspects and having

them explain how their DNA was found at a particuidaene. It is of note that two
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participants (K and S) refer to interviewing sudpefor volume crime. In Chapter 4
section 4.4.2 it was discussed that officers mightreluctant to interview as they are
not confident in doing so. It was suggested by e¢hiagerviewed that the reason DNA
alerts were ignored by officers was the fear oénviewing. It is interesting that the
same interviewees should feel that DNA is a useb@dl to aid officers when
interviewing. However, the interviewer will stileed to ensure that the suspect does not
have a valid reason for being present. This is whaterviewing skills become
important. Other participants, whilst commendiniA) also qualify its use in crime
investigationsThere is an acceptance of the benefits of DNA ksd that it should be
used with caution and not prevent the user frondaoting a thorough investigation.
Participant I: “It can speed it up. | would neveeego into an investigation and hang

my hat on DNA. It is just one tool in the box ofote that is available to an
investigator.”

This officer sees DNA as one of many tools that iteestigating officer can use.
Participant | specifically states that he would redy on DNA to close an investigation,
a view shared by participant Q whose view is "hkhit's another good tool not just

solely by itself". Participant Q was a general @sitConstable.

Other participants had different thoughts on howADdduld aid an investigation.

Participant H: “I think it increases the thoughbgpess of people going to these scenes
thinking about what else they may have done inhbese such as maybe drinking
from an alcohol bottle or (...) when they may h@ame into a woman’s underwear
drawer rather than just thinking about they’'ve lenokhis window, I'll deal with this
and they took A, B and C or they broke the window bBlood was left behind.”

This response to the question was quite differehfothers. This officer believes that
people attending scenes are now more mindful oérfeics and give much greater
thought as to where DNA could be left behind atrisne scene. If crime scenes are
processed more thoughtfully the chances are inededtsat DNA will be found, thus

increasing the likelihood of identifying an offemde

Participant J: “In New Zealand (...) we're ableutge scientists to give evidence who
are employees of another organisation. (...) seetlpeople who are highly qualified
come in and give the evidence who are separateetpdlice and | guess it's a way of
the community standing together in a prosecutiontbey’re saying, well we don’t
know what the case is, we don’t know what the o#hadence is but | can tell you
what our evidence is and (...) they don’t say tkighe man, the man the police
arrested, this is his DNA. They use statistics tnedstatistics they use depend on how
many sites, how many of the 12 sites they have;'ieble to confirm is a certain
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person’s DNA. It shows up on their testing and itinare sites that show up the more
probable the person is and they come up with thedethere’s only about four million
people in New Zealand but they come up with thesmg like seven hundred million,
million, million, million times more likely that i$ (...) this person than any other
person in the general population in New Zealangl &nd they’re separate from the
police so it's very strong evidence.”

The view of participant J is that the DNA evidenserovided by scientists as expert
witnesses. He believes that this makes the evidenoee powerful because it is

presented in court by a separate organisationteréfore is given more credence. The
ESR is employed by the police to conduct scientiisting so it could be argued that
they are merely another arm of the police whengsg such evidence. The ESR is
also the only laboratory the police can use in Nmaland which might suggest that,
due to their monopoly, they are not completely petelent. However, the participant is
emphasising that the ESR is able to give the statiand the probability of the DNA

belonging to the person in the dock. He believed this makes the evidence very
strong. However, a scientist when asked “Do youwnkhjuries and even judges

understand the statistics?” responded with "No ahatl".

This response in some ways detracts from the vavparticipant J who states that it is
these very statistics and probabilities that makéAlevidence more reliable in court.
However, not unsurprisingly, the scientist's view lmow DNA aids investigation was
very positive.
Participant AB: “Well if we go back (...) the iniide sample so you can get a result
from something which is pretty hard to see. | mtat has to aid an investigation if

there’s no big bloodstain or no sort of cigarettet Beft there is still the ability to
possibly find something less obvious and that migghall that there is.”

So at times there may be DNA evidence but it wélldo tiny that it cannot be seen by
the naked eye. Another participant felt that DNAuldoaid investigations when nothing
else was available. Participant R was a scenesmés officer.
Participant R: “When there is no other option) (when there is no line of enquiry, it's
another tool (...). There's so many tools that wélp find a final outcome (...). It's a

tool that to me | use it if I've got it that's theol that's going to help me get that
person then that's why or when I'll use it."

Notwithstanding the participants’ views of the wvalaf DNA, they do not believe it
guarantees that the offender would be charged amdated. Participants U and Y were

crime scene attendants.
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Participant U: “They might be charged but they nigbt be prosecuted. You'd think
so but it doesn’t seem to work like that, funnifyoegh.”

Participant Y: “No it doesn't, it doesn’t. Otheeatents as well, just because DNA'’s at
a scene it’s like a lot of the DNA hits we get dimdjerprint hits we get for that matter

on cars. You know someone could have said | w&3uieen street at 5 o’clock on that
day and | might have leaned on the car or doneothitone that. At the end of the day
you've still got to be able to put that person dogomething at that scene so it's not
definitive in that regard, no,”

Participant S: “I don't think it ensures, no. Itk at the end of the day it comes down
to the skill of the officer and how thorough thegbeen all over that investigation.
There'll still be steps to take and you know if yoiss out one of those steps the whole
thing could be thrown out.”

The example given by participant Y illustrates tfifficulties that police encounter
when dealing with investigations. A suspect migavdna very good reason why his or
her DNA was found at a crime scene. The police rteeldok at every aspect of an

investigation before charges can be laid.

5.3 Do you Consider DNA to be All You Need for uccessful Investigation?

After establishing how DNA aids investigations, tmext question put to the
participants was whether DNA was all that was regflifor a successful investigation
(see Appendix 10). Surprisingly, some of the pgréints based their answers on the

views of the juries and the supposed CSI effect.

Participant A: “Well, in this day and age, jurideel the CSI effect and whether we like
it or not they like to have some form of DNA or éasic evidence and some of the
studies done on jurors show that even when youbtealj the evidence in the world,
without DNA their question will be, well hang on are’s the DNA, but for some
instances you just don’t have it so in some cages|t is all you need, in other cases
you don’t have it but the jury might expect it.”

This attitude suggests that the police have tdttiinough the investigation of a crime,
not just at the investigation stage but at the stiage as well. However, the research has
shown that there is no empirical evidence to bgekhe existence of the CSI effect
(Cole & Dioso, 2005; Shelton et al, 2006; Schwei&eaks, 2006; Tyler, 2006b).

Participant E: “Sometimes yes, obviously a goodpprtion of our work depends on
credibility and likeability of complainants and they are looking at him or her under
a microscope so it's going to come down to thathe\ then | would be happy to go
to court with those two items, if it's a pure idification thing then DNA vyes, I'd
certainly go, go just with that.”

Participant O: “Assuming there are no questions ovleere it came from, it's pretty
cut and dried. It's almost unnecessary to go furthevhere you might if you didn’t
have it, the need to speak to half a dozen witseaselong as you've got the core
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witnesses there, DNA's pretty irrefutable | gudgaean assuming the sample and you
can say that it was left by the offender, quitedilgpyeah.

If there is DNA available and it has been found aaddled correctly, this participant
feels that the science of DNA is so good that & casild stand solely on that evidence.
There are no misgivings about taking a case toteauere the only evidence is DNA as
participant O believes that identifying the offendethe key to the case. However, 23
of the participants interviewed were firm in sayitngt they would require more than

just DNA evidence to take a case to court.

Participant I: “Emphatically no, as most investaat would tell you that having
evidence is one thing but the evidence needs tallréssible. To hang your hat on one
evidence type in a serious crime prosecution issaster waiting to happen. DNA is
much like an interview in that if the process isiwlowed properly and the law isn’t
adhered to then the interview may be ruled inadbissYou always have other
evidence, the interview is the icing on the cakeclmthe same as DNA. It's one of
those threads of an investigation, one of thoseats of evidence that when taken in
totality will support the way it's required by tipeosecution. But to rely on DNA alone
| think is dangerous in a serious crime investmati Sometimes there are no
alternatives where there are perhaps burglariesendue offender has cut themselves,
there is a bit of blood on the glass, no admissipregperty’s long disposed of, there’s
no other evidence but they can’t explain how thédod got to the scene and they are
not known to the home owner well then of course’igogoing to prosecute based on
that. But for serious crime investigations, majssaults, sexual violations, homicides,
that type of thing you need more than just DNAdowse a conviction.”

The emphatic reaction of participant | is thatsitniot safe to take a case to court with
only one evidence type. He comments on the poggibil process being mismanaged
and the consequences of that. Even if blood isdaitrthe scene there is still a need to
establish how that blood got there which is whergoad interview is required. The

importance of the interview in the investigatioroggss was raised by many of the

participants.

Participant T: “I don’'t know whether I'd say it'dlayou need, | think you
might have DNA but | think with that you've got tnake sure you interview
the offender. | don't think just because there’'s AONhat you could
automatically say oh we don’t need to interviewnthiaat's it done and dusted
because you just never know, especially (...) s lba anywhere you're getting
offences in those areas there can always be ansexou a reason that
someone’s put their DNA there.”

Participant L: “No, because you've got to be aloledconstruct what the offender or
your suspect did in your crime scene. You've gotb® able to reconstruct the
circumstances of the crime so you need good irgensgkills to interview your

complainant or your witnesses. You need other oigtantial evidence as well, at best
DNA is just another piece of circumstantial evidengowerful but I'd hate to get to a
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situation where repeatedly we relied only on th#tink that happens sometimes and |
think we’ve had some difficult cases in court beseaaf that reliance on it.”

Participant N: “No, not all you need. | still bele (...) a good interview with the
offender | think that's always good as well espigian DVD or video (...) when you
interview them about the offence you can usually sis mannerisms or the way he
looks on camera and the silences that he hagk that is just as compelling as DNA
a lot of the time as well.”

For these participants the interview is crucial owariety of reasons. It gives the
suspect an opportunity to explain the presencéaf DNA at the crime scene. It also
provides a bigger picture and the suspect’'s passdie in the events. One participant

stated that his aim in interviews is to get a cesif@n.

Participant W: "No. Confession. | push for, that® biggest thing | push for with
those guys. Enough experience? No. Enough trainiteg?...) | tell them all (...) when
you are interviewing, someone else should be wadctiie monitor in the other room
with a notepad and pen because when you’re Johnrifgeospot it's hard to think up
the smart questions when someone else hasn't gqirassure. | judge, watch them on
the camera, it's easy and | push that a lot wigs¢hguys so it's not so much a formal
training. | sit down and watch interviews when heand whoever’'s monitoring | give
them questions to ask and that has (...) a verd goocess rate and if not getting the
confession at least getting the obvious lies calight

Interviewing is taken very seriously by this papant. He believes that his staff are not
trained sufficiently in interviewing skills and enphasises the need for them to spend
time gaining experience in this area. If DNA is mgpito be used well, interviewing
skills will be required to prove that the personsve the scene and they can give no

good account as to why their DNA was found tHére.

Other reasons given by participants as to why DHAl@ not be used solely were that it

needed to be corroborated or used in conjunctitim @ther investigative techniques.

Participant B: “No. It's certainly one of the padkthe evidence but it's not the whole
case, so just because you've got DNA present thegi@ to be enquiries too, or there’s
got to be other evidence submitted to either éxplain how that's there or why it
should be there (...). There's obviously many offaets to the case as well, obviously
the victim evidence and the potential witnessesthadffenders.”

Participant C: “You’'d have to assess it, probably) in fact | don’t think it would be
the only thing you’d have because you would usé tb&lA) and you would mount
your case around where it was, how it was obtaimdtht it was. (...) the SOCO
wouldn’t be going to court and saying | found tHeddl spot on the kitchen floor of
this house and there was no evidence of why som&umdd be cut. | think that would

7 Investigative interviewing is now mandated traininghe New Zealand Police. This will be further
discussed in Chapter 10.
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be naive to just front up with something like th@t.) So you're putting all that
circumstantial evidence in support of it but youie@ using the DNA (...) as your sole
evidence but you're supporting it by the way yoyresenting your case.”

Participant Z: “Well, sorry it's only a tool in th®ol box as you know Catherine but
you can’t hang your hat on it. If you hang your bat it you come unstuck and a
classic example of that is from say a sexual o#epoint of view the fact that the

person’s DNA is left behind doesn’t disprove or slgé prove whichever way you

look at it, it was conceptual. All you're proving that there was that person’s DNA
there.”

When a scientist was asked if DNA was all that weeeded for a successful
investigation the response was, "that would berésting". However, when further
questioned, he said that DNA was simply another tmsupport crime investigations.
The reply was that the statistics would support s@position.

Participant AB: “Well no, | agree with that becaushen | think of crime stats for

New Zealand in total and the amount of work thaRE®es it's only a small fraction

so obviously you don’t need DNA all the time oth&msvit would be the amount of

work that we would be getting in would be huge saan’'t be necessary for a
successful investigation because the numbers qust stack up.”

5.4 Do Police Officers Know How to Interview?
The participants stated that interviewing the sospeas seen as a key element when
using DNA. As interviewing was often mentioned I tparticipants, those who did
raise this issue were asked if they believed thificess were well trained in
interviewing techniques (see Appendix 15).

Participant A: “Investigative interviewing, the Reamodel we in the district right at

the moment have started a level one course, we &ananber of staff who are level

three trained and | know from headquarters thelgoking at in terms of level three

training, because most of the training now relttesitnesses and victims, are looking
at suspect offender interviews.”

The response from this participant suggests theatview training was a recent addition
to training in the New Zealand Police. Accordingthds participant, although there is
now interview training provided, interviewing susfgehas not yet been addressed with

most of the training aimed at the interviewing aftvns and witnesses.

Participant B: “I think those skills are being losbt because of DNA but because
people aren’t being taught well. They aren’t geftauality training. In the good old
days (...) there would have been time taken tchtgau the investigative process. (...)
I think one of the things that | see now with DN#Athat people get DNA samples and
they drag in a suspect and they talk about DNAgitaway, we've got your DNA, so
you're the offender and they go well, no I'm nodapn..) the interview process itself
should be a lot more clever than that.”
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This participant believes that staff are not beiagght how to skilfully interview a
suspect which is a requirement when trying to éistathow DNA was left at a crime

scene.

Participant E: “I think interviewing and just geii off the subject, (...) interviewing in
New Zealand Police is abysmal. It's the idea leitsd, probably okay there’s certain
officers who are very good at it but they're in th@ority and | think at uniform level
it's again abysmal.”

This participant is referring to front-line officewhen he talks about “uniform level”.

It is these officers who would most likely be intiewing suspects for DNA alerts

regarding volume crime. However, as has been lygtdd in Chapter 4.4.2, it is these
staff who are the least qualified to be dealinghvatich files. This participant has a
different slant to the question.

Participant K: “I certainly wouldn’t think that afny of my staff I'm not sure whether
the younger more junior guys would think like thatt theoretically the offence is an
unlawful taking so they should be able to deal \ilitht interview.”

Whereas some participants believed that staff wetewell trained in interviewing
suspects, participant K was bemused by the thotigtit as with volume crime, the
interviews should be quite straightforward. In h@nd an unlawful taking should not
be a difficult case to interview. If the DNA wasuftd inside the car there would be few
possibilities of it having got their lawfully. Hower, not all participants felt that the
front-line officers were incapable of interviewing/hen participant V was asked if
front-line officers were more than capable of iaiewing, his response was an
emphatic "yes, they are". Participant V was a galrdiuties Constable.
His reasoning for why the staff might prefer notititerview is because they are too
busy.

Participant V: “Yes, well today we’'ve only got twaars on and they're going to be

very busy tonight. If that ties him up for a whaeening that leaves one car (on the
street).”

It is hard to know if participant V is being deféres of his colleagues and wants to
portray them in a good light. Participant K does blame the officers for their lack of

skills but states that it is out of their hands dméhe environment that the police now
find themselves in, with the reporting of everythited into performance management.
Participant K suggests that police are constraimebaving to meet performance targets

such as the timely attendance at a priority cdlisTprevents them from being able to
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take the time to fully investigate crime or deathwan offender with a DNA alert as

there is an expectation that the officer shouldlgetk out on the street as quickly as
possible. When participant Y was asked if he thowdficers felt a real pressure to be
back out on the street his response was a su¢€cshit, yes".

When asked if this pressure to get back out onstheet prevented the officers from

dealing with DNA alerts as they should, his resgomslicated the frustration that was

felt by those who appeared to be in a jugglingvetaen deciding where their priorities

lay.

5.5 Discussion

This chapter has reviewed the police use of DNAtetogy to investigate crime as
perceived by the interview participants. They hgeen their views and thoughts on
how DNA might help them (the participants) to ingate crime. All the participants
interviewed said that DNA was a good crime-fighttogl and they were enthusiastic
about its uses and how it has enabled the polioes&stigate crime. The participants all
use DNA in a variety of ways but for most of theme @bility to identify suspects was
of the most use. For staff investigating seriousier DNA allows them to narrow their
search field and speed up the inquiry process. ifhestigation of sexual offences,
especially by unknown assailants, can be enhangeitheb discovery of DNA and is
often a leverage with offenders which precludesrteed for a trial and so spares the
victim the distress of a court appearance. Theg BMA was conclusive, irrefutable
and helped the police investigate crime. Yet thetigpants also emphasised that
although DNA was another part of the puzzle whidbea to the investigation, it could
not be relied on solely to solve a case. One ppatit felt that a case could be taken to
court with only DNA evidence but others interviewaelieved that there should always
be corroborative evidence. Many believed that nesiedence was needed to assist the
DNA and this support was usually in the form ofemiews although the same
participants felt that the skills to interview wdeeking in many police officers. The
consensus was that DNA found at the scene wouldatex name but the interview
would establish how and why the DNA was left at ftene. Some patrticipants even
stated that to rely on DNA without other evidencaswdangerous and would do more

harm than good.
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While the participants enthused about the valuBNA as an aid to investigations they
also made it clear that a combination of many thiratributed to a successful
investigation. No one tool or instrument was sasnthe most effective in solving
crime. All participants acknowledged the positiafsDNA in reducing stress on the
victim or speeding up the identification process they also accepted that staff and
training were integral to effective policing. Morenportantly, the participants
highlighted areas where they felt their work waeetd by processes employed by the
police organisation. There was acceptance thapdhiee were not making the most of
DNA due to operational requirements and a feellmay staff were too busy to spend
time dealing with offenders. Likewise, it was fetat even if officers did have time to
commit to dealing with offenders properly they webulot know how to interview as
they were too busy to be trained or to practicer im¢erviewing skills. Therefore the
general feeling from participants was that DNA igraat tool that they really like but
they are frustrated by the lack of training for th@ff in connected areas such as
interviewing and a belief that staff are too busydeal with the workload relating to
volume crime. The staff who investigate serioumeriwere not so constrained for time
or for training. Hence it is difficult to establi$hDNA is a useful crime-fighting tool if

it is unable to be fully realised by staff.

In referring to the reasons as to why police matybeable to make the most use of
DNA technology to investigate crime the particigaate highlighting the culture within
which they work. The belief that they are too bosyot given the tools be it training
or less paperwork to be effective can be attributethe staff reverting back to what
they know. If the organisation does not institudbust practices or articulate the policy
clearly to staff then they do not know what is eotpd of them. This includes what the
organisation would expect them to do with a suspéut has a DNA alert as well as
what the consequences would be if that policy was adhered to, The interview
participants all stated in their responses that tiked the technology of DNA and used
it where they could but they all also identifiedakaesses in the system that prevented
them from making the most of the technology. Safnthe participants were managers
and/or part of the district leadership team who kdoe involved in delivering the
strategies and policies of national office. Howetkeey too expressed their concerns in

their responses as to the limitations in making thest of DNA technology to
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investigate crime. This is an example of the disaztion between the ‘head office’
and the district

The following chapter reviews the data from theeegsh to establish if DNA
technology is just another tool, amongst many athier the police to use to investigate
crime. This chapter looks at serious crime in refato DNA use and reviews case
studies as well as interview results from the padéints. It compares the participants’
perception of DNA technology to that of the realiiyday to day use by them of DNA
technology to investigate crime. The chapter cahesuwith a discussion on training.
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Chapter 6: The Use of DNA to Investigate Serious @mne

6.0 Introduction

This chapter explores the use of DNA to investigaggous crime. It begins with case
studies from the files and defines each categorgriofie to be reviewed. These case
files are used as a means to illustrate the wayhich the subject district uses DNA to
investigate serious crime. The New Zealand PoBca national police service and has
centralised policies in place to ensure consistémaiie process of crime investigation.
This implies that the behaviour and practices eggioby the subject district are

indicative of the behaviour and practices employsdother districts in the New

Zealand Police. However, there will always be dligliferences in practices as each
district is semi-autonomous and is responsibleit®iown budgets. The chapter then
examines responses from the participants to thetigms asked and should put into
context, or at least explain to some extent, theewnes of the case studies. Also
discussed in the chapter is the issue of the buidgetlation to making use of DNA

technology and the need and implications of beiegponsible for a budget. The
discussion on the "best evidence” rule is requitedunderstand the complexities of
legislation, the court room and police practice atfter influences on the police when a
decision to prosecute is made. This chapter examimeat other influences, both
external (legislation) and internal (budget), maypact on the police’s ability to

effectively make use of DNA technology. These iefluaes are important if balanced

conclusions are to be made regarding DNA use by tpelice.

This chapter looks at the use of DNA in seriousneriand reviews the impact the
technology has had on identifying offenders andssisting victims of crime. It also
explores what knowledge police officers have of DEAd what training, if any, they
receive on its importance and relevance to theirkwhinked into this is the police

tradition of employing the latest technology withaecessarily training staff or fully

explaining its benefits (Davis, 1989; Colvin & Gak)05; Nunn, 2001a). The police
may employ new technology but implement it usingl @rocesses. This chapter
explores what negative consequences there migdrbine police if there is a belief
amongst younger officers that DNA is all that i®ded to bring an offender to court. If

this is the case, it might be that some officese lor may never learn other investigative
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skills, believing that DNA precludes the need foterviewing, search warrants and
speaking to witnesses. Answers are gathered frenmtkrviews with practitioners and
it is their opinions that are expressed in the wraprhe aim is to establish whether
DNA should be viewed with caution and used as ansea narrowing down the

investigative search area or whether it is desgrefrthe rhetoric.

6.1 Serious Crime

Serious crime encompasses violence and sexualceffein the 2005 statistics, violence
is the third-highest crime type after dishonestyl amugs and anti-social offences.
Sexual offences have the least number of recordiedes (Statistics New Zealand,
2010) and this is affected by the under-reportingmmmenon which has been discussed
in Chapter 4 section 4.3. In 2005 48,337 violentsmes were recorded nationally. In
the subject district 5,031 cases were recordedlekiocrimes come under the 1000
crime code that is used on the NIA to track crieygorting. That crime code covers any
crime that involves violence or threats of violenthese figures cover the most serious
crime of murder right through to criminal harassme®exual offending has a 2000
crime code. In 2005 3,271 sexual crimes were rexbnaationally. For the subject
district the figure is 328 with the total numberooimes recorded for 2005 being 53,615
as illustrated by Table 5. Sexual offences amauonty 0.6% of all crime.

Table 5. Violent and Sexual crime in NZ|v
Auckland City District, 2005

Auckland

District Nationally
Total crimes
reported 2005 53615 407496
Violence offences 5031 48337
Sexual offences 328 3271

Serious crime, as its name suggests, involves seeng grim offending and it is
reassuring that it is less prevalent than volunmaereven if the police are not aware of
all the crimes actually committed. It does, howeweean that the police take this type

of crime very seriously and invariably assign maffjcers to investigate such crimes.
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At times, officers can be removed from other undsassist in the investigation of
serious crime. Such other units may involve staffownvestigate volume crime. In
looking at the 146 files from the subject distriserious crime covers rape, robbery,
aggravated robbery, grievous bodily harm, attemptedrder and other sexual
offending. Although homicide is certainly withingtserious crime category there were
no homicide files amongst those available for thgearch. This is not unusual, given
the small number of homicides and the length oétitrtakes for a homicide case to be
investigated. Of the 146 files only 17 relatedeaaus crime. One reason for this is that
the more serious crimes can take a long time tanbestigated and work their way
through the court process. It is not unusual fahsa file to take several years to be
completed and filed, therefore making it more §k& be unavailable to be examined
for the purpose of this research. As stated alibreenumber of reported serious crimes
is considerably less than that of volume crime. Titveted number of serious crime
files is part of the study. Therefore the study tmsnake do with the small sample
regarding serious crime but taking all this intesideration there is still enough data to
reflect the true nature of crime in this Distrittiat is, there is enough information to
provide a valid description as to how serious crim@vestigated within the District.
The information on the files is augmented by thedfdhterviewed who state that for
those investigating serious crime, they are resmlrappropriately to do the job.
Moreover the resolution rates are much higher thalome crime and the overall
figures for recorded crime are much lower for sgsi@rime. The serious crime cases
explored later in the chapter examine the time eifioit the police do put into these
investigations but also highlight some of the emtreed behaviour that appears to be
present in some investigations. For example, whyeha medical examination of a
vulnerable witness who would never be able to gvielence in Court. Although it is
standard practice to have such an examination feexaial offence why put a victim

through such an ordeal if there was no endgame.

The serious crime files reviewed were broken dawta the following categories:
Three rape files

One sexual exploitation file

Six aggravated robbery files

One robbery file

Two wounding/grievous bodily harm files
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One other sexual violation file
Two unlawful sexual connection files

One attempt to murder file

6.1.1 Rape
Three rape files were reviewed but only two areegi\as case histories as these are
sufficient to illustrate the investigation procebs.the subject district a dedicated unit
called the adult sexual assault team investigategadions of rape involving adults.
The larger metropolitan districts within the Newalsnd Police also have dedicated
units to deal with such crimes. These specialiatng have the required training to
interview victims and be forensically aware whewveistigating the allegation. The legal
definition details what specific factors are neeegso constitute a rape. The issue of
consent is often a key component when trying te@tbe offence of rape.

“Person A rapes person B if person A has sexuatection with person B, effected by

the penetration of person B’s genitalia by perstmpnis, without person B’s consent

to the connection; and without believing on reabtegrounds that person B consents
to the connection “(Section 128rimes Act1961).

Of the three rape files examined, two resulted amvictions and one resulted in
exoneration. In all cases DNA was an integral mdrthe evidence. One offender
pleaded guilty to the rape, one offender was foguitty at trial and the third suspect

was eliminated from the enquiry as the DNA evidecmeoborated his story.

Case One

This case involved a victim with mental health ssuShe reported to the police that she
had been raped by a known offender. As in all regees, the victim was required to
undergo a full medical examination so as to docunagy injuries and capture any
possible forensic evidence. A Medical Examinatioih (])M1EK) is used to collect the
forensic evidence during the examination and of§iceften refer to a MEK being
completed. As with many rape cases, the partiew laaeh other and therefore the court
argument becomes one of whether the victim condetatehe sexual contact (Select
Committee on Home Affairs, 2003; Stratton, 2008z&tberg, 2007). The offender will
argue that the victim had consented to the acts Tan make any DNA found on the
victim irrelevant if the suspect admits to haviredhconsensual intercourse. However,

as a matter of good practice, a medical examinatmuld be conducted in case there is
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a need to prove that sexual intercourse had takarepln this case a MEK was
completed and DNA was found. This DNA did not mgjdo the alleged offender but
to another male with whom the victim was in a cossel relationship. The alleged
offender denied ever having a sexual relationstliip the victim and the DNA evidence
added weight to his claim. The male was releas¢kowi charge. In this instance the
DNA test exonerated this male. A combination of DA interviewing enabled the
police to investigate this crime to a reasonablechsion.

Case Two

In this case the victim was raped and receivedsggrnead injuries during the assault.
She was taken to hospital where it was initiallfidved she would die from her
injuries. She did not. When she was well enougkatk to the police she was very
reluctant to do so as she could not remember amytand thought that she was to
blame for her injuries. A medical examination rdedathat sexual intercourse had
occurred. When she learnt of this she was moreeratipe with the police. The DNA
evidence identified a male who had been released firison on the day the rape had
occurred. He denied ever being in Auckland. Howewéth a combination of witnesses
and the DNA, the evidence was enough to securediatmn. The male would have
had difficulty explaining how his DNA was found the victim. The offence occurred
in October 2004 and he was charged with rape anghding with intent to cause
grievous bodily harm. The offender was charged Brgril 2005 and was convicted
and sentenced on ®3June 2007. As can be seen by the dates, thistoakealmost
three years to reach a conclusion at court evengtithe offender was identified early

on in the investigation.

In these cases it can be seen that DNA has helptdcbnvict and exonerate. Some of
the people interviewed in the course of the researmrk within the specialist area of
sexual assaults believe that DNA has a positivecefin victims of sexual assault.
Participant F: "In terms of DNA once you explairtta¢ end of the interview, or during
the interview, the nature of the evidence you hagainst them it gives you huge
leverage (...). At the end of the day DNA for tkatt of stranger type rape violation, a

man and the victim aren’t known to one anotherOWA full profile found within her
body (...) it's pretty damning stuff."

Participant F comments on the strength of the DNilence and the perceived power

this gives to the police when negotiating with ttefendant. The implication is that
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when it is a stranger rape and a suspect’'s DNAusd, it becomes harder to defend the
charge. Participant G was a Detective in an adtial assault team
Participant G: "It certainly strengthens a casarega particular named suspect, it also
may rule (them) out (...) whole sorts of aspectaiad identification around the speed
in which things like that may in a more sort of polinterest role. The strength of the
evidence and anything that (..) alleviates thesstfer a complainant has got to be a
great thing because, let's be honest, society ghamake small efforts towards being

more victim oriented but actually you know by aadje we don't, we're so focused on
reporting people, reporting, catching."

Participant G states that DNA evidence not only vses a good source of
identification but is regarded as being sufficigrsirong evidence for offenders to plead
guilty rather than risk a trial. For a victim thelvantages are two-fold. DNA can
increase the speed at which an offender is idedtifind it can also preclude the need
for a victim to go to court and give evidence ipublic trial. Another useful aspect of
DNA is that it enables the police to narrow dowreithsearch area. In rape
investigations where the attacker is unknown, tearch for the offender is labour
intensive, especially when the police have vemjelinformation. DNA can speed up
this process and release staff to follow up otivesl of enquiry. This participant also
comments that society should be more victim origrtet then comments that it is the
police who need to change their priorities and beremvictim focused. When
interviewing the participants it becomes quite cletam some of the responses that
each person has their own agenda, depending onisveapected of them. As shown in
Appendix 18 which breaks down the roles and respdoities, a custody supervisor will
have a different perspective from that of a detectenior sergeant in charge of a
serious crime unit because different results apeeted of them by the organisation.
They are judged by different standards and so tHeaision making is driven by
different needs.

Of those interviewed, several had experience irirdpavith major inquiries. When

asked how DNA could reduce their work load the oases were positive.

Participant A: "I had an example a couple of yemge. | ran an investigation into a
home invasion rape, you don’t have any idea who dffender is, there are no
fingerprints at the scene and it was as a resultlihk six to 10 days that we got the
urgent request back which identified the offendedt anmediately put us on the right
track so instead of (...)a list of a hundred sutgp@nd you'd just go through each
suspect shaking the tree, now you might put ugtaahd start putting up suspects but
within that couple of weeks well in fact they say @ays now from when you start
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you’'ll get an urgent request back in relation toNhich if it is in the databank if
that person is on the databank, you know who ydowking for straight away."

Participant A is unimpressed with staff when deghlmith DNA suspect compulsion
orders. Concern is expressed that staff are glyurely on DNA evidence rather than
using all the investigative tools at their dispogtlying solely on DNA is unwise as it
could prevent staff from looking at every lead ahthe DNA evidence were to be

discredited there would be no other evidence tooborate it.

Participant A: "No, no, we still have to do an istigation and that's one of my issues
with (..) the suspect compulsion orders sent inugh the burglary investigation units.
They tend to get a DNA hit they go straight to tifender is that your DNA at the

scene, oh | don’'t know what you're talking aboubtSaying anything, you're under

arrest and they only arrest on the DNA evidencey tton’t do an investigation some
of them don’'t do search warrants some of them deit'tdown and do a proper

interview plan."

Participant C: “Yes, in the big investigations tlyau have a focus and are able to do
that (...) so yes look it gives you a starting p@ind it also gives you a focus but by no
means should it be relied on as being the be dllezal all.”

Participant D: “Well it depends, how or whetherttparson's already been identified
through other means (...) but | would say prob&@l%o of the cases that’s just a figure
up here for a bit, 90% of cases the person whegewv@ DNA hit that will be the first
time that that person has been linked to that offeso that is very important. Whilst |
wouldn’t necessarily say that's where the investigastarts | would say that’'s when it
basically accelerates and gets a suspect focus.”

6.1.2 Sexual Exploitation of a Person with Signdant Impairment
This law specifically protects vulnerable individsiavho may not be capable of giving
informed consent for sexual activity. This is imjamt as consent is a vital element of
other sections of this Act with the issue of consaften being the defence for such
charges.

“Everyone is liable to imprisonment for a term rexceeding 10 years who has

exploitative sexual connection with a person witkignificant impairment” (Section
138,Crimes Act1961).

There was only one case within this category. ltteel to a female with a significant
cognitive impairment. The suspect had similar psja@fiical behaviour and stated that
the sexual connection was consensual. The femadenatiable to be interviewed but
she was medically examined using a MEK. Withoutedesnent from the victim this

case would never be able to go to court. It is alotpi whether a medical examination
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and samples sent to the ESR were of value. A mieelkeanination for an alleged sexual
assault is very invasive and the decision to hawe should never be made lightly.
Therefore, if the victim had psychological issuleattwould prevent her from being a
good witness at court, the police would need tcstjoe what purpose would be served
by conducting a medical examination. Likewise tiworth the money to send samples
to ESR if the case is very unlikely to go to courti difficulty facing the police is that

they always need to be seen to be conducting aubbrinvestigation but sometimes a
pragmatic stance may be of more benefit to themieind might save time and money

for the police.

6.1.3 Aggravated Robbery
Within the category of robbery there is a cleatidgtion between a theft that includes
an assault and an assault committed in order tosombeone. Aggravated robbery is
when the assault is serious and this assault amtwgrievous bodily harm.
“Everyone is liable to imprisonment for a term moiceeding 14 years who robs any
person and, at the time, or immediately beforevanédiately after, the robbery cause
grievous bodily harm to any person; or being togetkith any other person or persons
robs any person; or being armed with an offensieapen or instrument, or any thing

appearing to be such a weapon or instrument, ropsother person” (Section 235,
Crimes Act1961).

Six cases relating to aggravated robbery were eneniOf these, four resulted in a
prosecution. It is unclear what happened with #maaining two cases as the files did
not contain any reports explaining the outcomedy @mo cases are used here to give
the reader an idea of the processes but also Idighg the weaknesses in the processes

behind the use of DNA technology.

Case One

This file has an apprehension code of Forensic.cFfemce occurred on #4November
2004 with the result from the ESR received off' J&nuary 2005. The offender was
charged on 28 February 2005 and convicted on™8une 2005. The DNA alert was
entered on to the NIA on f8January 2005 and should have been removed from the
NIA when the offender was charged. For some re#seas not removed until 2008.
This would suggest that someone noticed that tfendér had been charged for the

offence and decided that the alert could be remowbih would explain the delay.
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Case Two

There was no apprehension code for this case. Haweg the offender was caught
when leaving the scene, it would seem appropriaét Patrol was the apprehension
code. The offender admitted the offences. The offestcurred on 25November 2004
with the ESR result received on"®ecember 2004. This raises the question why the
police would send DNA samples to the ESR if thewder had been caught at the scene
and admitted to the offence. Every time police serghmple to the ESR it costs them
money and adds to the ESR’s work load. For thisaeaall samples are screened by
detective senior sergeants to ensure fiscal refpbtys Moreover, if the ESR is sent
too much work their ability to achieve a five-dayrrtaround is reduced. For these
reasons the police need to be very clear why sampie sent to the ESR. If the
arguments for not making full use of DNA are botldget and time it makes sense to

use both wisely.

6.1.4 Robbery
Robbery is less serious than aggravated robbehgainit refers to an assault or threat of
an assault in order to facilitate a theft. The l@fghe assault is not specified.
“Robbery is theft accompanied by violence or thsesait violence, to any person or
property, used to extort the property stolen oprevent or overcome resistance to its

being stolen. Everyone who commits robbery is &all imprisonment for a term not
exceeding 10 years” (Section 28%jmes Actl961).

There was only one robbery file available to vidis related to a male who stated he
had been robbed by persons unknown. The offenagrecton 18 February 2005 and
the police received the DNA result from the ESR26M July 2005. The suspect was
not interviewed by the police until £3une 2007. There was an alert on the suspect and
he had been in police custody several times witheurig interviewed in relation to this
offence. When the suspect was eventually intervieregarding the offence it became
apparent that he and the victim were known to edlcer. The allegation of robbery was
not as it initially seemed and police were unabldallow up and charge the suspect.
This crime was left open for over two years, rasgltn the police having an unresolved
robbery on their statistics. If the suspect hachbaealt with as soon as the result was
received from the ESR, this file could have beesolkeed within a short time. The

suggestion made by the interviewee (participanth@) DNA evidence can speed up an
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investigation is true only if the police actuallyake use of this information

expeditiously.

6.1.5 Wounding with Intent
This section of the Act is divided into two to dmgjuish between the more serious
assault of grievous bodily harm and an assault.l@Ws of seriousness are reflected in
the length of prison sentence available to a judge.

“Everyone is liable to imprisonment for a term eateeding 14 years who, with intent

to cause grievous bodily harm to anyone, woundsimsjadisfigures, or causes
grievous bodily harm to any person.”

“Everyone is liable to imprisonment for a term mateeding 7 years who with intent
to injure anyone, or with reckless disregard far safety of others, wounds, maims,
disfigures, or causes grievous bodily harm to aess@n’(Section 188Crimes Act
1961).

Although there are two cases of wounding, one haady been dealt with as part of a
rape case. The remaining wounding case refersriala who was severely beaten by a
man he knew. He was able to identify him to thegaeglas were several witnesses to the
incident. The offence occurred on"™23uly 2004 with the result from the ESR being
received on ¥ November 2005. The offender had already pleadsitycat court on
16" August 2005. The slow return from the ESR was abbpdue to the fact that the
suspect’s DNA was not on the national DNA datab#@ke. suspect surrendered himself
to the police the day after the assault. He pleagiaitty to the crime and, once
convicted, his DNA would have been taken as a mafteourse. When the sample was
received at the ESR there would have been a matbhthve crime-scene samples. This
would explain the lateness of the result. Howeirethese circumstances it would have
been preferable if the police had withdrawn thenecsamples from the ESR as there

was no argument regarding either the circumstaocd®e identity of the suspect.

6.1.6 Other Sexual Violation
Sexual violation is the general term used whenrrefg either to rape or unlawful
sexual connection. The charge itself would spewifiether it was sexual violation by
rape or sexual violation by unlawful sexual conimettUnlawful sexual connection is
defined in the next paragraph.
“Sexual violation is the act of a person who rapesther person; or has unlawful
sexual connection with another person” (Section C2Bnes Act1961).

130



According to the file, this case resulted in a madéng convicted of sexual violation.
However, information in the file made it clear thia¢ offender was convicted of sexual
violation by rape. This highlights the difficultieshen viewing police files and the
ambiguity of the nature of police reporting and iogdof offences. The offence
occurred on 28 October 2004 and the victim took the police to ¢ffender. As in all
sexual cases, a MEK was completed. The suspectharged on 28 October 2004
with the DNA result being received from the ESR28? February 2005. The suspect
was convicted in 2006. The DNA evidence would hatgpported the victim's
allegation but if the issue at hand was one of eohshen DNA does not assist the
prosecution in any way. DNA evidence in cases pérahere the suspect is unknown
to the victim is very useful in identifying the pest. When the parties are known to
each other the DNA evidence can confirm that sekuafcourse took place but it does

not assist with the issue of consent. This isswétén problematic in rape cases.

6.1.7 Unlawful Sexual Connection
This section of the Act covers any other form ofusd assault that does not include

rape but is more serious than an indecent assaiiltrevolves penetration.

“Sexual connection means

a) Connection effected by the introduction into geitalia or anus of one person,
otherwise than for genuine medical purposes, of

i) A part of the body of another person;
ii) An object held or manipulated by another persmn

b) Connection between the mouth or tongue of omsopeand a part of another
person’s genitalia or anus; or

¢) The continuation of connection of a kind desedlilin paragraph (a) or (b)” Section 2
(Crimes Act1961).

There were two cases of this crime type. One redult a prosecution with the other
inactivated by the police. When a file is inacte@tit means that it is not closed and
may well be investigated at a later date shouldenemidence come to light. However,
in these circumstances there is very little to laéngd by inactivating this file as

explained further
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Case One

This offence occurred od"4June 2005. The DNA result from the ESR was nativec
until 13" December 2005. The length of time taken to receiveatch is more than
likely due to the fact that the suspect did notehaDNA sample on the database until
later. He may have been arrested or convicted @ime and his DNA added to the
database. Once this happened there was a matoh tmlawful sexual connection and
this information was sent to the police. An alegswut on the police computer orf"13
December 2005 and the suspect was charged witbritne on 17" January 2006. He

was convicted on 17November 2006.

Case Two

This offence occurred on #@ecember 2003. On $@ecember 2004 the suspect gave
a voluntary DNA sample to the police regarding arcannected matter. On ‘15
February 2005 the ESR returned a match to the dnlagxual connection case. The
DNA alert was entered on to the police computehe Buspect had been in police
custody several times prior to this date but off B@vember 2007 he was arrested
again and the arresting police officer advised diffecer in charge of the unlawful
sexual connection case that he was now in cusiiduy officer was unable to locate the
victim from the original case and so decided nanterview the suspect but let him go
and the case was inactivated. It is very doubtfat the courts would allow this case to
progress should the victim finally be located. Toairt (or defence) will reason/argue

that the police had plenty of opportunity to de&hwhe suspect but did not do so.

6.1.8 Attempted Murder

Attempted murder carries the same punishment adenurdowever, in the definition it

clearly stipulates that the person must have irgdnih commit murder. This is the
difficult part to prove and explains why this charg usually laid only when the

evidence is compelling. Often this is reduced tesser charge at court for a variety of
reasons.

“Everyone who attempts to commit murder is lialdeifprisonment for life” (Section
173,Crimes Act1961).

“If the offender means to cause the death of theguekilled” (Section 167Crimes
Act, 1961).
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The attempted murder file was part of the rape/wounfile and the attempted murder
was dropped to the lesser charge of wounding wiint. The offender beat the victim
severely over the head and then raped her. Héhdefseriously injured and at first it
was believed that she would die from her injurie.doubt this was why the offender
was initially charged with attempted murder. Howeveis very difficult to prove that
charge as it requires establishing the intent ongmea of the offender. Due to the
serious nature of the crimes of which he was cdeadite received a heavy prison term.
This could have included preventative detentionciwhs a means of keeping dangerous

offenders in prison for an indefinite period of &m

The above-mentioned cases have been used to atieisthe way in which police
investigate serious crime and to highlight some mam themes and issues for the
police when investigating these crimes. These ssekate to the timely apprehension
of the offenders, the correct information beingeestl in the National Intelligence
Application and the superfluous taking of DNA sae®lAll of these issues create extra
work for the police, impact on the budget and Iegbe service provided to the victims
of crime. The behaviour by the police with theseseas could be attributed to the
environment in which the police work or how easigito fall into a routine rather than
treating each case on its own merits. The policeust® DNA to investigate serious
crimes but as these cases illustrate, DNA alonkénwil solve the crime and it is the
application of the science that is important. Althb these cases relate to offences
investigated by the subject district, the methothwéstigation and the policies used are
those used nationally for the New Zealand Policetheye would not be too much
difference in crime investigation from districtdestrict. Any difference would lie in the
talent and experience of the officers involved]uding the quality of supervision and

leadership in the district.

These cases highlight the willingness of the polioe use DNA technology to
investigate crime. However, the results do questitnether it is worth putting effort
into all serious crime at the expense of volumeneriif this effort is not going to
produce the requisite results. Are decisions madsend samples to the ESR, for
example, based on need and worth or are they bsdely on the crime type? It is
worth considering whether the police slip into am#dic pilot rather than thinking

through the need to send samples to the ESR wiegnatte either superfluous to the
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case or the case will never reach court (this stibge expanded further in the next
paragraph). Even though the cases mentioned alvevdeamed to be serious crimes,
some of the offences have not been dealt with gasteexpeditiously as could be
expected with one case taking three years to gedua in spite of the offender being
identified very early on in the investigation. cdn be seen that there is still a reticence
to deal with DNA alerts in a timely manner. Whileese crimes appear to receive
immediate attention, if the offender is not caughrly on in the investigation the
enthusiasm seems to wane. If the offender is ehtaneto the police computer as being

wanted in connection with a crime there does npeapto be any follow up.

6.2 Best Evidence or Fiscally Responsible: Whidk Best?
When the police are preparing a case for court #teyrequired to put forward the best
possible evidence. This increases the chance oheiation. Likewise the presence or
absence of forensic evidence can have a poweffdtadn the jury. The CSI effect has
been discussed at length in Chapter 1 section buOit is something of which
participant E was mindful.

Participant E: "With some of the research that'siedo us mainly through child type

court work but | think it also comes across to aedrk | think juries do know about

DNA and they do expect it to be there or want ib&there. | mean there’s obviously

the few major factors that a jury looks for whereythare looking at convicting

somebody from such a serious offence like rapeaetcDNA is invariably in the eye
of belief, obviously we don't always have it."

The Evidence AGt2006, states that: “Evidence is relevant in acgedling if it has a

tendency to prove or disprove anything that is @isequence to the determination of
the proceeding” (Section 7,3). To acknowledge thagnsic evidence has been found at
the scene but (for financial reasons) decide nbiatee it tested could leave police open
to criticism with the defence suggesting that thmgle could exonerate the offender.
An admission of guilt at the police station is neagantee that the offender will plead
guilty in court. The police are caught between tte=d to offer the best-possible

evidence in court whilst dealing with budget coaistis.

When interviewed about the importance of budgetdf slearly understood the need
for them.
Participant B: “Well we're constantly monitoringathand | have to go back through
and look if there are any cases that are stilfogpess so as a detective senior sergeant
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I'm one of the people that is authorised to sighfofensic samples being sent away
and so that's one of the things | look at stramgliy, how much is it going to cost and
whether it's going to get bang for buck.”

Participant T: “There needs to be some controlrkthl don't think you can, if there’s
unlimited | mean all those processes you haveaneto check those, they've just like
everything would go through and as | say for somes for the cigarette butt outside. |
mean an investigator will end up getting that amaklat it and say well hang on it's
like a fingerprint on the outside of a car.”

Participants B and T appreciate the need to betsabaut sending samples to the ESR.
There is little point in sending samples to be exaoh if they will provide little
evidential value. An example of this is picking mqany cigarette butts next to a river.
This is a very public place and proving that soneewas standing smoking in a public
place does not implicate a person in a crime. &pamnt T gives the example of a
fingerprint found on the outside of a vehicle. Entlally this is of no real use as
anyone can account for having their print on thiside of car as they are often parked
in public areas. Not only does it lack evidentialue but it also creates a lot of work for
an investigator having to eliminate many suspeacts: fthe enquiry. There is nothing to
be gained in spending money to have something s@aly it does not assist the case.

Participant O: “Well | realistically know that thgs will run out of control if there was

no limit it's frustrating that the whole thing i® slamn expensive when other methods

aren’t nearly so expensive, fingerprints for exampte not nearly so expensive. |

mean there’s obviously techniques that are quitgeesive but by and large the
average dust print and lift is super cheap in comapa to DNA so it's just frustrating.”

Participant O was frustrated by the expense of DéBing. This participant compares
the cost of the different forensic techniques, mpthat fingerprinting is a much cheaper
process. The forensic manager for the New ZealatidePtold the researcher that some
officers believe that fingerprinting comes at nastcto the police as it is an internal
resource but they do not consider the cost ofiataind of purchasing a complicated
computer database such as the Automated Fingedpiemtification System (AFIS).
However, the belief is that samples sent to the E8Rnalysis are a huge expense for
the police. The researcher was shown the individasiings for forensic services but as
the financial details agreed upon between the paitd the ESR are deemed sensitive it
was requested that these figures not be publisequh@ of this research. The forensic
programme manager at the ESR did explain the finhpecessure of maintaining the
database and providing forensic services. A foretasboratory is required to use
sampling kits that are acceptable to courts ane h&en extensively reviewed by their

peers (scientists). Only two multinational companiethe world have this recognition.
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This means that the ESR is not in a position tmhate the cost of these consumables.
In the UK the government funds its databank. This keep down the cost of forensic

analysis. In New Zealand the ESR has to factdnéneixpense of the day-to-day running
of the databank, along with the expense of consiesamto the price of the analysis

(Vintiner, 2011).

Ultimately the participants acknowledged that agmids required to maintain control.
Although a budget was widely seen as a requirerftgrdiny government department,
some participants were unhappy about the impagtidd on their ability to do their job

well.

Participant K: “I do know that they are very relaat (...) for unlawful takings. If they
(the suspect) refuse to give a sample and requé@ngulsion order they (people in
charge of the budget) will immediately look and sd®at'’s it for or how much has
been taken. What I'm saying is it’s ludicrous wefyeing to get someone to go and
take a sample and go to do the work in the begghamd knowing that it's only for an
unlawful taking at the time, why are they doing iitthean | guess everyone needs
budgets to be realistic, but it's not probably patice’s fault to be fair it's the Crown
that's going to end up doing the compulsion ordet abviously they charge. It's just
the system in place but | can see why it's frustigathat it's got to come down to
money when we're trying to get these people's adioris because they're clearly
active out there and okay it might be a lessereiut as | said it moves on to others. |
mean there’s no hard and fast answer to it.”

Participant K is perplexed by the attitude of afieg the scene of a crime, obtaining a
crime-scene sample and sending it to the ESR benuilie intelligence link comes back
deciding not to obtain a suspect compulsion ordersuspect compulsion order is
required if the offender refuses to provide a santpl compare with the crime-scene
sample. This participant thinks that the policd wilt pay for the analysis of the suspect
compelled sample as the crime is not serious endb@igiat is the case, the participant
guestions the logic in attending the scene.

Participant E: “I think I'm pretty careful with thibudget but | don’t really have an

issue with budget because effectively I'm prettycimigiven open slather. But, they

realise that the type of work that | do requiregega lot of ESR work to be done so it's

pretty rare that | would have anything turned do®ut | still look at each individual
case and ascertain as to whether we should be doimg that track.”

Participant F: “I think when it comes to our natwfework it's not such a big thing
because it's a pretty serious crime generally wid more and more. | mean we've got
budgets and especially at certain times in the yeaire aware of it.”

Participant I: “I think we're spending the publioltar and we need to be fiscally
responsible. Look it would be great if | could twaintold resources at every single
scene. | think that our identification rate, pr#en rate would look a lot better as a
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result but you've got to be pragmatic and you've tgolook at the seriousness of the
offence, the dollar value of the crime. It's no dabrowing five thousand dollars at a
hundred dollar burglary —you choose your targets.”

Participant J: “What price is law and order | guasd you'd have to link not doing a
sample to say a reduction or an increase in crirthere’'s a certain rule saying oh |
wasn't allowed to have certain samples analysecdiyloave to link that to some risk of
an impact on crime going up for it to be worthwhMghat I'm saying is there must be
a process, there must be an accountability unlesscan reduce crime by doing
something that you’re not doing at the moment. Ahthat is the case then you make
a payment for appropriate people and I'm sure yaetl whatever law changed to
ensure that it was done. So | think ensuring yowoeking on a budget is important.”

Participant L: “I know about the budget and abdwgt tost because I've been relieving
for the detective inspector and I've been doingrianthly review. But when I'm an
investigator I’'m not trying to avoid costs or totaorners and there are numerous
examples where advice from an ESR scene examinesteav you how they can do
things most efficiently.”

Although the participants understood and acknovdddfe need for a budget, the most
important consideration seems to be that for a samepbe sent to the ESR the DNA
evidence must add value to the investigation.
Participant I: “Absolutely and that’'s one of my eslhere in the district. All of the
detective seniors are the ESR gatekeepers andirgytitat goes to ESR has to cross
our desk and be approved by us for analysis. I'eingeit on a daily basis where
people are coming with stuff wanting to have thiraggmlysed and sometimes staff
don’t actually know why they want stuff analysedavd you actually sat down and

figured out how it's going to benefit your proseoat and your investigation and
sometimes there are other ways of doing thingsawitincurring ESR costs.”

The participants do not believe that all crimestezated equally. Serious crimes appear
to have more resources assigned to them and cffeer not constrained by budget
when sending samples to the ESR. This allocatiaesdurces could be at the expense
of other crime types such as volume crime. Thisnse® be at odds with the police and
government’s policy on giving priority to addresgithe problem of burglaries as

discussed in the previous chapter.

6.3 What Is The Most Useful Crime-Fighting Tool?

There is a lot of rhetoric regarding the use of DA#\a crime-fighting tool, therefore

the participants were asked the question: “Whayaloconsider to be your most useful
crime- fighting tool?” (See Appendix 16)Twenty-sayegeople were asked this question.
The most common response was that people were akeuseful, with 15 participants

stating that staff or themselves were of the mast when investigating crimes.

Fingerprints and DNA were considered the most udafufive participants with three
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believing that it was a combination of things. Tieenaining four participants named

other tools as being more useful.

The majority of those interviewed stated that staéfre their most important crime-
fighting tool.
Participant C: "My staff, because they are the peaegho have to go and put the
information together so therefore they have to the#r brains to gather all available
information and evidence (....) young detectivessash are utilising or have been

utilising DNA fingerprints as the be all and end @f crime investigation, which it
isn’t. It is a corroborative assistance to aid na@rmvestigative policing".

Participant D: "Skill, basically the skill of yowtaff, your training of your staff and
ability to analyse files, digest information and @, follow up enquiries to come to a
good conclusion. If you ask for one most importantvould be the skill sets and
abilities of your staff."

In summing up their reasons, participants C anddied that the staff were able to
gather information through talking to people anthgeable to absorb and analyse all
the data that was given to them. Both acknowletigeusefulness of DNA but believe
that it is of corroborative assistance and justlaoinstrument for the police. It is seen
as part of a combination of methods the police wsato solve crime. It is a thorough
investigation that will catch an offender. DNA canhance but not replace the skills of
the detective (Roach & Pease, 2006). The respdrategarnered the second-largest
number of responses was that a combination of shitmntributed to a successful
investigation.

Participant N: "I the burglary squad, I'd say DN/Awd be one of them along with

fingerprints obviously, positively identifying offielers that way and also CCTV

footage. So, DNA, fingerprints, CCTV | would sayeathe three most important
things."

Participant N believes that a variety of tools eeguired by the police including DNA,
CCTV and fingerprints. There was a dominant vieat there were no quick fixes when
it came to crime investigation. No one technologysveonsidered to be the best but
rather a combination of the many tools availabletlte police provided the best

opportunity to investigate crime successfully.

For a scientist rather than a police employee thiestion was worded slightly

differently: “What do you think of DNA as a criméghting tool?”
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Participant AB: "l think it's extremely important is not the only crime-fighting tool,
so it is one of a choice so it's not just about DNt if you are looking to use DNA
then it is very useful. | think it has evolved ouée last 10 years, significantly, so
that's the science and technology behind it so it@&ns that we can now get results
from samples which 10 years ago wouldn’'t even haed to do and so that means,
well adds to the fact that DNA has a place becausgight be the only thing that
you've got from a crime scene. And, therefore, eiow in a situation where there’s a
greater chance of getting a result from it thanweee five years ago, (.....) it doesn’t
replace fingerprints or the other forensic evideritse a matter of well here’'s what
we’ve got to work with, what can we best progresshie quickest timeframe. And, in
amongst those options there is DNA. | think theeotthing about DNA from a
criminal perspective is that it's increasingly difflt not to leave DNA behind at a
crime scene so with fingerprints you can kind ofigaite that by wearing gloves and so
forth but with DNA blood, cigarette butts, take an#& from a container, have
something to eat, leave a bit of food behind, tostciff, it's actually getting harder and
harder not to leave something behind."

The response from this scientist was that DNAgead tool but is one of several that is
and should be used by the police. She also expthatsthe technology used in DNA
has improved over the past 10 years, making it d@eerning and reliable. She stated
that with each iteration this technology has becdaster. The scientist also remarked
that fingerprints can be avoided by wearing gldvesDNA is harder to evade. Of those
interviewed, only three participants identified DN&& their most useful investigative
tool.

Participant F: "I'd have to say DNA would probalilg one of the top ones, because

generally it's so black and white and in our fielidwork, the investigation of sexual

violations, everything is such a shade of greyeimts of especially consent issue type

situations that it affords at least in terms dafritfication a black and white indicator
as to who has possibly perpetuated a crime or ctieura crime.”

Participant L: "DNA. It not only helps us to idetisuspects but the degree of
sensitivity and discrimination now allows us tontley what those particular suspects
have done and in some cases what they haven’twbioh makes the court process a
lot more precise, a lot more focused."

For these participants, DNA was a definitive regoitttheir investigation. Both work in
serious crime areas, more specifically in sexuiahes, and they see DNA as being of
great significance in aiding them to identify offiems. However, although DNA is
acknowledged as being an important tool there laecautions.
Participant A: "DNA is definitely in terms of thee¢hnology these days a great
assistance for investigations as long as it doastp the actual investigators doing

proper investigations and just relying solely on®Nt's not our bread and butter but
it's the next best thing, we need DNA and the tebbgy that goes with it."

Participant A is mindful that nothing can replabe tdeal of a proper investigation. He

believes that DNA is a good technology but thashbuld be seen in the context of
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being one more resource to be used by the policearinot replace the role of the
investigator or the requirement to complete a thgho investigation. Of those

interviewed, six participants stated that their triagportant tools were interviewing,

talking to people, witnesses, experience, telephamel communication. Although they
used different words, it was clear that they alldwed it was communication that was
their most important tool. The participants voicaehcerns that many staff were not
able to do basic police work which is to talk tmpke and ask questions.

Participant A: “It is another tool, albeit a vergwerful one, but staff still have to do

some of our basics (...), interviewing offenders sl very important to an
investigation.”

Participant B: “There are obviously other factonsitt affect that. There’s forensic
evidence which is significant for us but the beattpthe most important part of that
investigation process is the ability of qualifiedskilled interviewers really to solicit
information.”

Participant C: “I think a lot more reliance is pdalcon forensics (...) then it was in the
old days because you didn’'t have it but yes looKorgthe easy short cut and some
investigation managers are too, (...) it is of gtasice, well it's a walk up (good) start
but then you have to do the work it’s not the bheatl end all.”

Participant M: “You're gathering information butat of people talk and don’t actually
listen to the answers they're given you know they'tllisten to the question that
they've asked.”

A key theme from these participants was that amgstigation relies on more than just
one element. A good police officer will make useaofariety of skills and some voiced
their concern that these skills may be lost omaréonger being taught. These concerns
may be something that the police executive needsisider when they are introducing
technology and change. New technologies can alterfield of policing and, as
highlighted by the participants, staff need to bpported and guided through these
changes if they are to remain competent at whatdbe They all agreed that there were

no short-cuts to investigating crime.

6.4 Is There Enough Training?

When a new system or technology is introduced ¢opiblice, research has shown that
they are not good at informing and training theaffsin this new technology (Chan,
2001; Radcliffe, 2005; Marks, 2004; Small, 200(heTpolice will change the field but
will not assist the staff to modify their habitug giving them the tools to do so. This
results in processes not changing to meet the rafetife new technology. The police

will continue to do what they have always done bseathat is all they know. The
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participants were asked what training they hadiveden DNA (see Appendix 14). The
responses were grouped into eight main answergh®f27 people interviewed, 13
stated that they had received training. Five stétedl they had received most of their
training through their Criminal Investigation BrdndCIB) induction courses. A
minimal amount of training was received by threetw participants with two stating
that they were self taught. No training at all witae response from three of the
participants with the remaining participant statthgt he had received some training at
the police college during his recruitment courseé itene in the district. This lack of
training could expose the police to criticism ittase were to be lost at court due to
incorrect paperwork or a breach in legislation. Timglications for victims would be
great if an offender were to be released from casra result of police incompetence.
While most participants felt that the training thregeived was adequate there was some
disquiet expressed regarding the complicated pap&nnequired for DNA samples.
There was also some discussion by most particigente what specifically about DNA
was being referred to in relation to training. Tleayv DNA as being in two parts: the
samples taken from people and the legislation agmkmpvork covering that, and the

examining of crime scenes and the dangers of conédion.

Participant M below refers to the forms that aréhimn DNA sampling kit. Some of these
need to be sent with the sample to the ESR anckthaining forms must be attached to
the DNA paperwork file. It is not uncommon for a#rs to find this aspect of the
paperwork confusing. The TCR form to which the iogaint refers is a report for a
traffic crash. These forms are self-carbonating amdhe bottom of each states where
that particular form should be sent. Participantssuggesting that something similar
could be done with the DNA forms.

Participant M: " Because the taking of the sampé=sy you don't touch the thing.

You put the gloves on, rip it open. | mean | cameeber that and | probably haven't

done one in about a year but yes it's that papdawar) | don't know which bit to give
them it should have it at the bottom like a TCIR™(..

Participant Q:" Oh definitely, there’s too manyesgions if you open up the police
forms and go to DNA there’s people always tickwheng boxes. Yes and the wording
is just slightly different and you don’t even neati¢..).”

Participant Q comments on there being too manyceisoand as the wording is slightly
different on each form it is very easy to pick theong form for the sample, thus
nullifying the permission given by the subject. Whe voluntary sample is taken it is
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very important that the person is fully aware @ timplications for giving a sample for
inclusion on the DNA database. For this reason hesh® must be given all the
appropriate forms to read, sign and date. This ressthat the subject has made an
informed decision and that she/he agrees willirighyprovide a sample. If the wrong
form is completed the sample has to be destroyed.

Although there were some concerns raised regatdangng, the participants were also
mindful of the time and financial constraints oe #taff. DNA training has to compete
with many other subjects that require frequentutdion and training and often came a

poor second to operational demands.

Participant L: "Yes well | think we have to do thest we can really and there are a lot
of competing interests for the education and trgjrand timings available for front-
line police officers."

Participant N: "I think everybody should do it ange stage if you're CIB or not but |
don’t know what the cost of it would be over time."

Generally L and N were satisfied with the amountrafming they received regarding
these areas. However, several participants raisedecns about a general lack of
understanding of the use of DNA within the greatentext of policing. This was a
concern also expressed in several reports in thésg& Chapter 3 section 3.2.3).
Participant B: "Yes, | think the process part asiexplained but the bigger picture, the
system itself, is not fully explained. It's alsoteresting too that when you send
exhibits off and there’s no DNA, we don't actualhink why there’s no DNA but we

should be thinking about the reasons why DNA’'spresent and that can be evidence
as well."

Participant C: "I don’t think that there’s a veryide understanding of what the
database is. | think police officers have a reasnanderstanding of what DNA
means to criminal investigations but it doesn’t méaat they're forensically aware. |
think that the establishment of the law-enforcentatdbase could be a good thing.”

As with the previous participant, this person cdass the knowledge of some officers

to be limited. In particular, participant C thinkket people should have a good working
knowledge of the database rather than just an ioEesed on assumptions. This

participant also comments that officers might hsemme understanding of DNA but that

does not make them forensically aware, hintinghat dangers they pose to scene
contamination. For this reason this participantaga that a law-enforcement database
would be a good idea. This is a database of DNAfilpsovolunteered by police

employees who are likely to attend crime scenes.idlba of having such a database is
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to eliminate any DNA that may have been left at shene inadvertently by a police
employee.
Participant F: "If someone with some knowledge altyusat the people down and said
right in black and white this is it. There’'s enougtey in this job, it's nice to have
some real black and white and just some real dire@nd some real insight within a
specific sort of black and white framewaork that y@an actually go okay that’s in there
and that's why that's done. | would’'ve thought rjost DNA-type situations or

scenarios but other things in the police which wlolé nice just to be in black and
white."

Participant F bemoans the lack of clear directifleromissing from police training.
This subject states that in the police people aomtito do things the way they think
they ought to be done until someone tells them st they are doing is wrong. It is
interesting to note that this participant wishest things could be more black and white
rather than the usual grey. He attributes thisbiguity over guidelines and processes,
not just with DNA but with many other things in tpelice. There is a pattern to this
behaviour and it is obviously frustrating for him.

Participant J: "Oh no, | think, well | guess, thsran understanding of the staff that

processing these DNA hits getting people arrestedpeople with DNA hits is linked

to crime reduction but I, my question is can wek Ilthe increase in forensic hits to
crime reduction? Have we made that link and I'mswe we have."

This participant believes there should be a linkMeen the use of DNA and crime
reduction. This is what the government and thecgalant the public to believe but it is
interesting that this participant does not thinkattihe staff have made the link.
Moreover, the participant does not believe thatpbkice as an organisation has either.
However, if an offender can be identified througNAtechnology and the suspect is
held to account for their offending quickly, thesethe possibility that this may prevent

future offending, thereby preventing and reducinme.

6.5 Discussion

The New Zealand Police say they are using DNA tip lleem solve crime (Allsop-
Smith, 2005; Broad, 2009). They have told the goremt and reassure the public that
they are. The ESR state on their website that tiseyDNA to help solve crime and this
is evidenced by their hit rate (ESR, 2011a). Thesfreviewed for the research show
that DNA is being used to investigate serious csirsach as rape, serious assault,
robbery and attempted murder. However, of the 32&wgs crimes reported for the
2005 year only 32 included DNA as part of the inigedion. Of these 32 crimes, only
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17 files were available for examination, with rafes appearing to be the most
successful in terms of DNA use. The three rapea figsulted in two convictions and an
exoneration of a male falsely implicated by a miyil victim. The elimination from
the enquiry of this male suspect was an examplth@fmany benefits of DNA use.
Moreover, several interview participants believatthnother bonus of DNA is that it
can protect the victim from the difficult experienof giving evidence in court.
Presented with the DNA evidence an offender wilihetimes plead guilty, believing

that the DNA evidence is too strong to fight.

The belief amongst some of those interviewed was ttrey had more access to funds
for their investigations due to the serious natfréhe crimes. However, with only 32
out of 328 crime scenes yielding DNA evidencesiaiireminder that DNA is found at
very few crime scenes, therefore the police caahways rely on it to help them solve
crimes. Perhaps it was unsurprising that the rigjaf those interviewed did not
consider DNA to be their most useful crime-fightitapl. In fact, of those interviewed
only three regarded DNA as their best method tatifle offenders. Although they
acknowledged the benefits of DNA, most of thoserviewed believed that their staff

made the most contribution to the successful cammiuto an inquiry.

If the police are to routinely look for DNA evidemat all scenes of crimes they do
require the necessary training. Generally speakings believed by those interviewed
that the training was adequate although some wpréter more training. It was also

noted that staff might not be aware of the full licgetions of DNA and its use in crime

reduction. The use of DNA to solve crime is und®vdtto mean that it can identify an
offender and thereby resolve a particular crimeweler, whether DNA can be used to
prevent crime is another matter. If the police werdeal with intelligence links as soon
as they were received, there is a possibility dra¢sting and putting an offender in
prison would prevent further offending and therefoeduce crime. Participant J also
noted that the organisation itself probably did kobw the full implications either,

none of which is reassuring for the public who hagen assured that the police will be
able to reduce crime if they have greater acceBd\ta technology. However, this was

the view of only a small number of police officensd cannot be said to be indicative of
the entire organisation. It has been acknowled¢ead DNA could also be used as

intelligence to link a person to other crimes aedainly the ESR states this on their
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website (ESR, 2011b). One participant was frusir#tat there were no clear directions
on the use of DNA and referred to a desire forgute be stated in black and white
(something that is rarely done in the police). Thisk of process has already been
identified in the previous chapter and is a reagriiheme that has been identified by

both the participants and the data.

All participants recognised the value of DNA in fieg them to investigate crime. They
commented on the financial constraints experiesedell as the limited time but were
still optimistic about its efficacy. Their biggesbncern regarding its use was the
complicated paperwork which they considered to fueeaessary. If this paperwork was
completed incorrectly the sample had to be destr@yed the opportunity to add that
person’s DNA to the database was lost. A greaterywoould be if an offender had to
be released due to a breach in legislation asut relsincorrect paperwork. Another
concern identified by some participants was the lokexperienced staff which may
have contributed to an inability by newer staffiriterview suspects. It was considered
that the ability to talk to people coupled with d&bhioned police work such as
searches, door-knocking and solid investigationewstill the most important skills
required to investigate crime. It would seem thailevDNA is impressive, it is just
another resource that the police can use when tigaéiag crime. Moreover those
interviewed do not believe that DNA has been fullegrated into police culture as the
organisation has not supported its implementataspide the public pronouncements of
its benefits. This has been identified by the latkaining for staff, difficult paperwork
surrounding its use and a clear lack of frameworkits operational use, resulting in a
poor understanding by the staff as to what workukhbe prioritised. The police might
need to look at whether it is more fiscally respblesto use DNA only for serious

crime and to resource and train staff accordingly.

DNA may well be an exciting investigative tool amay in itself deserve the hyperbole
that it receives. In terms of the police use of DBMdence this praise may not be well
deserved. In the subject district, DNA was founamlly 302 scenes even though there
were 54,000 crimes reported in that year. This dumsnecessarily equate to 54,000
crime scenes but is certainly fairly close to ihisTwould indicate that the impact of
DNA on the overall level of crime will be minimallowever, when it is available it can

provide some excellent advantages for the polidees& have been highlighted by
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participants. DNA can categorically identify an aokvn suspect for rape, it can enable
the police to narrow their search field and it spare a victim from giving evidence at
court. However, the numbers involved are not sigaift and it needs to be seen

whether the police can make better use of DNA teldgy.

This chapter has highlighted the strengths of DNAsdlation to investigating serious
crime. However, the case studies have shown tleaé thre several weaknesses in the
police use of DNA technology to investigate sucimess. There is no indication that
they have changed any of their processes to resfmimNA intelligence links as a
matter of urgency. It appears to be sufficient ttee the information that a DNA
intelligence link has been received on to the NiAhe hope that this person may come
to police attention sometime in the future. Howewuar one of the case studies the
person came into police custody and was still negrviewed regarding the offence.
Likewise, it is important that police officers taR&A samples from the right people as
was evidenced by one case study whereby a DNA sawgnd taken from the scene of a
serious sexual assault and did not have a matclsdore time, suggesting that the
suspect was not on the database. Another questigedr by these case studies is
whether it would be more effective for the policeitvest time and money in the
investigation of volume crime to aid crime redunti@ther than focusing most of their

energies on serious crime.

The following chapter reviews the reasons that megvent the police from making
effective use of DNA. The chapter discusses howrothe participants believe that
DNA should be used and what outside constraints prayent this use. The topic of
legislation is reviewed at length which leads itite use of the Guthrie test and how the
police might make use of this database. The chamtecludes with the participants’

views on the ethical application and use of the DiNvabase.

146



Chapter 7: The Perceived Constraints of Using DNA

7.0 Introduction

This chapter provides a closer look at operatigsgles. It begins with the participants
explaining how often they believe DNA should bedisehe chapter then explores the
participants' views on the current legislation gowgg DNA use. As a result of their

expressed opinions there is a discussion on thar@ukest. The chapter ends with a
discussion on the reality of applying DNA evidemwegghin the confines of legislation,

budget and processes.

By reviewing the interviews of the participantsiradhe subject district, this chapter
examines the use of DNA technology in investigati@nd what external pressures
might be exerted on the police when investigatinmes. The statistics for DNA use
over the years since its introduction are examitedry to establish a correlation
between the growth of the database and the reduofi@rime. This may prove to be
difficult due to the manner in which statistics aegptured on the police computer or it
might be that the police do not use the evideneg dre given. These are compared
with the available statistics from the UK datab&aSeveral participants referred to the
complicated paperwork as well as difficult lawsNiew Zealand so this chapter also
reviews the laws and the recent changes made na fhiegese law changes will have an
impact on officers’ ability to do their work and wtill be worth noting whether the
changes will assist the police in reducing crima date later than the period covered in
this thesis.

In 1995 when DNA was first introduced in the UKJipe took DNA samples only from
people arrested for violent or serious crimes. Hamwe by 1999 Her Majesty’s
Inspectorate of Constabulary (HMIC) along with therensic Science Service (FSS)
recommended that police should extend its usedaralp volume crime (McCartney,
2006). This resulted in the UK embarking on the DEApansion Programme. The
New Zealand Police did not have the same powetkeas UK counterparts to obtain
DNA samples but from 1996 until 2010 there havenb#eee major changes to the
DNA legislation, largely at the behest of the pelidhis chapter examines the views of
the participants regarding the legislation and Wiy believed it needed to be changed.

This is linked to their views about how often DNAosIld be used. The participant’s
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comments are a reminder that the police view timain role in life as being to identify
and prosecute offenders. For them, DNA is an itedfie, infallible way of doing this
while appearing to be using the latest scientifecovery which can be legitimately
deployed (Ericson & Shearing, 1986; Johnson, Mastiwilliams, 2003; McCartney,
2006) (see Chapter 5 sections 5.1 and 5.2). Adthdbe participants may not couch it
in those terms or even be aware that they are ptiegnto be legitimate, they do
believe that DNA, along with their other skills,nchelp them to identify and prosecute

offenders.

7.1 How Often do You Think DNA Should be Used?

As discussed in the previous two chapters, padidp were impressed with DNA and
find it to be a good tool for investigating crinhey like the fact that it clearly places a
person at a crime scene. After establishing whyugeeof DNA was good for the police
they were then asked how often they believed DNdukhbe used to investigate crime
(see Appendix 8). This question was posed to astalfl the alleged accepted police
use of DNA was supported by the staff, in thatrémeson the police chose to use DNA
was fully understood and evidenced by the actidnthe participants. Many of the
participants commented on the need to put the fiestible evidence before the court.
Although the topic was raised in the previous céajttis very relevant to the responses
of how often DNA should be used. This matter wascassed by some participants
when guestioned regarding the idea that DNA mighsiperfluous to an investigation.
Of the 146 files that were examined, 33 showed timaipolice officers clearly had a lot
of evidence in the form of fingerprints, CCTV angkwitness evidence but DNA was
still sent to the ESR for testing (see Appendix. 18)looking at the cost involved, the
question was raised as to why this might have bdmme. Best evidence rule was
postulated as a possible reason, likewise the cortbat the jury might be aware of
forensics and expect to see it at a trial. All srasonable responses. The concern is
when samples are sent to the ESR and the persdraiged and convicted before the
results are received back. This may be an examiplehen DNA could have been
discarded if the officers were going to take thgectn court irrespective of the outcome.
Participants talk about the difficulty of knowinghat to choose regarding the best
possible evidence. In response to this questioticf@nts often discussed exactly what
was meant by using DNA. Some thought the questtatad specifically to the taking

of DNA samples from arrested people and othersnasduhat it related to the searching
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for DNA samples at a crime scene. In essence betlea@rect. If the DNA profiles of
appropriate people are being put on to the DNA liega and all crime scenes are
thoroughly forensically examined, the optimum us®WNA and the database should be
achieved. However, as has been highlighted inipusvchapters, if the police are not
taking action on all the information received frahe ESR the attendance at crime
scenes and the obtaining of samples from suspetitsot garner the full benefits
promised by the police and lawmakers (see Allsof§n2005: Goff, 2009; Key,
2009). The participants give their responses frath lperspectives and qualify their

reasoning.

When asked how often DNA should be used, just uhd#rof the participants believed
that DNA should be used all the time, every timegllbscenes and for all offenders.

Participant E: "All the time. In my case it shobld one of the first things looked for in
any particular case."

Participant E investigates serious crime and g teason it makes perfect sense that
all crime scenes he attends would be rigorouslycbea for DNA and any results
received would be acted upon immediately.

Participant G: "I think minimally |1 would want DNAo be automatically taken off
anyone charged with an offence.”

This participant works in a squad that investigatesous crime therefore having more
profiles on the database could make it easier ¢mtify an offender and this squad
would have the time and the resources to intenadvintelligence links they receive

from the ESR.

Participant H's response to the question of DNAwas: "If the sample’s located and
identified to a person, every time," but when askddNA could ever be superfluous
the response was:

Participant H: "I think it's just covering more less Quite often we’ll do photo boards

when really there’s no dispute that that persontivase but it's just another box to tick
to have a watertight case around more better dtréng

Participant L believed that DNA should be useddibicrime types because it was more
reliable than the quality of the interview evidemreduced during the 1970s and 1980s.
When asked if this included unlawful takings, thek cars and volume crime the

response was:
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Participant L: "Absolutely, because it focuses enesi if identifiable DNA is found at
the crime scene. Then it's a matter for the ingastir to ask the question what does
this mean in terms of reconstructing the suspectisity and it may very shortly and
very quickly focus the investigation and that's lggble in any circumstance,
secondly it reduces opportunities for injusticeuds in the police in the 1970s and the
1980s when the principal investigative method westracted interviews leading to
confessions. There were always issues of duresse tivere always questions of
fairness in those interviews and over the ye&dien shown that a number of false
confessions were obtained or unwarranted confessigare obtained whereas with
DNA you're focusing on someone about whom thereiisumstantial evidence that
they were involved in the crime provided you intetghe DNA that you find correctly
so that casting a wide net and rounding up albtheal suspects and perhaps getting an
admission of sorts that's not justified or thatsedto the dynamics of an interview
situation or the vulnerabilities of the suspect’thaot good for justice and that's not
good for the police."

This is the only response where the topic of fasndor the suspect has been
specifically raised.. This comment about intervideig conducted under duress in the
1970s and 1980s and that DNA benefits justice arg interesting reasons for using
DNA as often as possible. Yet it is naive of thiicef to believe that DNA is tamper-
proof, with examples in the US proving otherwiseugi2r, 2006; Noble, 2006).
However, the following participant believes that BRvidence does not lie.

Participant M: If it's applicable | think every tent can be because a person’s DNA is

such a unique thing, even between brothers anersidgtcan be proved so it's better
than somebody’s word, you can trust DNA becaudeetn't lie really.”

While DNA may not lie there have been examples wtienapplication of DNA has
been called into questiorfsee Geursen, 2001; Gibson, 2001; Hibbert, 1999;
Imwinkelreid, 1991; Lander, 1989; Williams, 200L)kewise, if DNA technology is
seen as the ultimate truth machine there do neé@ t@bust systems in place to deal
with the obtaining and storing of samples and tiedyesis and court application of DNA
evidence (Hindmarsh & Prainsack, 2010; Krimsky &n8ncelli, 2011; Lynch et al,
2008). In New Zealand the database is populatgaebple who have either voluntarily
given a sample or those who have been compellad toresult of a court order, having
been convicted of a crime. However, the belief agsbthose interviewed supports the
use of DNA for all investigations and that DNA isidentially useful. These
participants agree that DNA should always be used.

Participant A: "Oh look, we should be using it ft, it's just another one of those

investigative tools, it's like the media are andstigative tool, how often do we use it,

do we use it to a less advantage because DNA bceitier identifies the offender or
eliminates someone from the investigation thaeiy vmportant.”

Participant Q: "No, definitely always be looking foas part of your evidence base."
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Participant R: "I think that DNA should be colledtalways and used when necessary."

Some participants believe that DNA should be ctdidat all scenes and taken from all
people arrested as this will enlarge the databamk waith the refining of DNA
technology through the years more people will begba ' One participant had very
strong views on obtaining DNA and went so far addscribe what might happen in the

future.

Participant W: "All scenes, all offenders who gootigh that watch house. Just getting
the databank wider and the LCN technology and assdbvelops more I'm sure in 50
years we'll turn up at a homicide scene, put thmtrdn, it'll suck out the DNA and
we’ll show up at someone’s house later that nigid say why were you there but |
don’t think that’s being stupid about things at"all

Several participants were certain that DNA needdaktused for all crimes as there was
an expectation that the court should be presenibdtine best possible evidence. It was
suggested by participant Z that the police neededntke the most of all the

information available to them as it was somethihgt tthey could not go back and

examine later.

Participant Z: "Well | think it should be used ifl aases like fingerprints. You
shouldn’t exclude it you should include it, wheth@u use it ultimately in court is
another thing. It's like a photo ID board which yoan now more readily use. It's like
a lot of things, you've got to include them whepplcable but don’t exclude them
because if you exclude them you can’t go back tmde it's gone. It's the same with
fingerprints, if you don’t check you don't find."

Participant AA: “I just think we're losing a lot apportunities. At one stage there was
a directive that we should only be targeting yoowriorget your disorderly behaviour
stuff but your disorderly behaviour is your 18, yéar-olds who could go on to offend
further and it's the broken window policies. | iged it back then as well if you were
inside as in the watch-house you were there faagan, you had a disregard for law
and social norms. I'd be surprised if we weremtvadays and you know ignore the
CSil factor | think members of the public would hepmised yeah you know | think |
was around when the car swabbing came in for DNé that was a biggie and you
know people talking about the expense of that foaatheft. Well a car theft is a car
theft and what else are they doing. But that’'sangbod excuse for not doing anything
that's about resources."

Participant AA sees DNA as an important resouraettie police. For this reason she
did not agree with the initial policy that DNA wde be taken only from certain

criminals. More importantly she states that shesehtw ignore this directive which

18 The law change in December 2011 enabled theegptaitake DNA samples from all people where tligesn intention to charge

for imprisonable offences.
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would have been a national policy decided by thecetive team at Police National
Headquarters. This is an example of the disconmedtetween the street police officer
and the manager police officer (Grant & Rowe, 20REuss-lanni, 1983). This
participant did not agree with the directive on whe take DNA samples and her
reaction was to ignore it. This was only one pessoiew from a small group of people
interviewed but it does raise the question as te hany officers would disregard this
or other directives that they did not agree witartieipant AA's belief was that anyone
who came into the watch-house had already showrsragard for the law and the
opportunity should be taken to get a DNA samplenfithem. The participant fails to
acknowledge that a police officer is able to areeperson on suspicion so just because
a person is in the watch-house does not mean @y $hown disregard for the law. It
is for precisely this reason that there need tdolgh laws around the obtaining and
storing of DNA samples. The subject of the CSI @fie also touched on again as the
public do expect there to be some mention of DNAaincriminal investigation.
However, that topic has been covered sufficientlyprevious chapters. There is
frustration that a lack of resources limits the o§éONA but the participant does not
accept that a lack of resources is reason enougio meake full use of DNA.

Participant C: "Well, | was just going to say thesbevidence rule, look | think it's

incumbent on us to provide the best evidence weotaavery case and if you have

DNA evidence, which part of the evidence do yougieg, the CCTV, the DNA. You

know certainly on burglary and things like thatsyedoes seem to be an overkill but

in saying that the day that you lose something lieeaomething falls by the wayside
and you haven't done something there’s going ta Hegree of criticism."

Similarly participant C agrees that it is difficddir the police to choose which evidence
should be presented to the court. There is a bilafthere could be criticism levelled

at the police if steps are not taken to providetal facts. The participants who did not
state that DNA should be used all the time belietred it should be used as often as
possible or at least on a case-by-case basis.sltsteed that criminals were becoming

more forensically aware so it was important thatpblice keep ahead of them.

Participant D: "If you identify a suspect througDBA hit at the scene of a crime for a
serious offence and by serious offence | mean &gtgd robbery, sexual violation,
murder, wounding, | would say 100% of the time tise DNA either as the only
evidence available or in conjunction with otherdevice but still use that even if
you've got other evidence, still use the DNA. Fesd serious offences where you have
other good evidence and a person declines volursiaspect blood | would say you
probably wouldn't use the DNA. For less seriousepifes where the only evidence
you've got and you can only prove a prima facieecdgough the DNA and they
decline to give you a suspect sample | would saydyprobably have to do that on a
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case-by-case basis. If they were a dangerous pgmowanted to keep off the streets
definitely, mainly to oppose bail but it would beopably by a case-by-case basis."

The key message of this response is that DNA shwoeildsed for all serious crimes but
when it comes to lesser crimes such as burglaty ease needs to be viewed on its own
merits. From this it can be surmised that the wexired to obtain a suspect sample
from an unwilling suspect needs to be weighed uh wiher factors such as the other
evidence that is available and whether it is imgartfor this suspect to be convicted.
This is a very realistic view of DNA use and therkahat is involved in obtaining
samples from reluctant suspects.
Participant F: "I would think especially with theleent of technology, low copy

number etc | think | mean it should become mord pad parcel of what we do, it
already is to a large extent but even more so."

Participant K: "Whenever it can. | think if we cgat convictions for crime, okay some
of these volume crimes are considered the lesstreo$cale however they start, half
these guys start with theft ex cars or burglamed, that we're involved directly with
burglaries and | think look if we’re going to go tee trouble of taking swabs and
things for these sorts of things it should be fokd through to use not just an oh
perhaps it's not serious enough.”

Participant P: "Oh, | think so. | think these dayseryone should be looking at that
opportunity because criminals are getting smafterean CCTV'’s brilliant as long as
they're not disguised or you know they’re not awafré but you can’t skive DNA."

The above participants acknowledge the importarfc@otice using technology to
investigate crime. Participant P suggests thatindl are becoming smarter so the
police need to be more sophisticated with how tinegstigate crime. The technology
of DNA evidence is becoming more advanced and ttiegwill be relying on it more
so it should be considered a normal investigatia. it was also considered that DNA
should be used for all crime types because criminfien began their offending with
lesser crimes and build up to more serious onesewise, because criminals are
becoming more forensically aware, DNA is an excellenethod of identifying
offenders as it is very difficult to avoid leaviDiNA behind whereas it is easier to wear
gloves or fool CCTV. Financial constraints wereoatgven as reasons for not using
DNA all the time. Also, in terms of sophisticatednte such as cyber crime or fraud,

DNA was of limited use.
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7.2 Are Current Laws Adequate for Obtaining DNA Smples? What Changes

Would You Like to See?
This question received quite strong responses sdthe participants talking about the
laws before the question was asked (see Append®ly four participants felt that it

was adequate yet they still raised some conceimgt @ertain aspects of the law.

Participant P: "Yeah, | do actually. Hard one beeait's a really personal thing DNA
and if we're going to get it from everybody thergsing to be some people that do
need that second chance that aren’t going to endfbut | think it may be a little, |
don’t know | have to think about that questions lélso got the ability and this was
only brought to my attention by Greg O’Connor (lRtest of the New Zealand Police
Association)® about being set up, very easy to set someoneing ¥NA so | don’t
know, serious offenders yes we need it, voluntgrésswe need it but | also think there
needs to be a limit or the ability to say no fouyown reasons."

This participant is concerned that DNA could beioialisly placed at the scene of a
crime in order to put suspicion on an innocent gerd he participant’s reasoning for
this was not explored in the interview so it is kobwn on what this fear is based.

Likewise it is not known in what context Greg O’CGum was talking about DNA.

Participant AB: "Obtaining DNA as a first legislati because we were early on in the
piece 1995 straight after the UK | think we did-etally well but crime has changed
since then and the science has changed sincedhthe amendment that came along in
2004 that allowed buccal scrapes, excellent becthag meant that it was cheaper and
less invasive and | think we’re moving away frone taw, we are reliant on people
giving voluntary samples up front and people hd\seheen excellent, the links we've
seen from that have been amazing. | don’t know hmwh longer from here on for the
next 10 years we can rely on people volunteeringipdas before they've been
convicted and | think it takes a while for thissiok down into a criminal's mind. It has
been adequate but where it's now possibly timeafogview. The second area where |
think it has shown not to be adequate is the uddeyear-olds. As soon as you take a
sample from a 17-year-old and you load it to thigalank they are hitting crimes from
when they were 14, that occurred from when theyewery young and the percentage
of samples from under 17-year-olds or who havetsted 17 on the databank is tiny
because you just can't take those samples untiéthéeen a conviction but the link
rate to that particular group is huge and sureustgend the kind of top end of it those
that are offending and to the point where thegimding up on the databank but I think
there is scope there to widen that sampling."

Participant AB believed that the law was adequabemfirst enacted in 1995 but it
needed to change as the technology and the crsnavallved. This was done with two
amendments. This interview was conducted beforeréhent 2009 law change but it

would seem the two changes that AB suggested wamilof use have been made.

19 New Zealand Police union
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Participant Z: "There are weaknesses and theyirglamddressed. Well the new bill is
to be had next Monday on that but if you follow th@rit of the intention yes it is
adequate but the biggest flaw is we historicallyehgone down the consensual road
based on part two of the act and it’s a flaw witl tatabank because if someone elects
to remove it we can suddenly lose a massive amuuindf the databank because a lot
of those people have not been convicted and ttia’daw."

The question of voluntary samples is also an i$eugarticipant Z who does believe

that the spirit of the law is adequate. He belieteed relying too heavily on voluntary

samples and the ease with which that permissiorbearescinded may cause the police
some problems in the future. However, the new la&sdnot change this because if a
person is not convicted their profile must be dB&d. Eighteen of the participants
interviewed did not believe that the current laasstime of interview, were adequate.
Of those 18, 10 favoured DNA being taken on arpbestagreed that the sample should
be destroyed if the person was acquitted at court.

Participant A: "I don’t think it is wide-ranging eagh. | think anybody arrested should
have to provide DNA. And if they are acquitted ahen they’ll have the opportunity
just like fingerprints of having it removed andukf know an example from speaking to
some of the UK converts who talk about how at itadtops there’s road blocks with
breath testing and they do a check and bingo sa@rial sapes have been solved
because somebody who had been arrested for aglofience and their DNA's taken
is actually the offender because we know most oées are mobile and so if they're
driving, committing driving offences and being atexl for it let's get their DNA
because they'll be doing other things."

The UK converts are police officers from the UK whewve moved to New Zealand and
joined the New Zealand Police. Participant A isgasiing that DNA should be taken
from people who commit traffic offences as offersdiend to travel and a simple traffic
stop could yield more serious offences. Howevethef subject is acquitted at court the
DNA profile should be destroyed.

Participant J: " | think in terms of arrest, DNAositd be taken from every person that
we arrest, it seems sensible to do it. To fingetgeople and not take their DNA it's
the new millennium fingerprints | think the legistan was drafted with this fairness
thing in mind which means that the police have dotlyyough hoops to get a suspect
compulsion order or there’'s this overarching issfidairness and | don’t for one
minute think that members of the police don’'t wémtbe fair to people but | think
there’s an idea that we could be a little morecedfit with how we deal with it, having
to draft a compulsion order and inspectors havingwear in front of judges where |
mean it might be nice for their OC of the case totlibse types of things could be
improved so that it just becomes a little moreo@dfit and then the merits of the case
can be argued at the appropriate time. Absolutehy couldn't we do that and I'm
sure that there are all sorts of things you coultip place to ensure that you know
mystery samples aren’t kept and all sorts of thihgs
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This participant acknowledges the need for fairrmssbelieves that the system could
be more efficient without impinging on people'shtigy
Participant L: "No, | think they are nonsense.Hbgld go back in principal to and
that's where the incoming government is going ofirse we should go back to the
principle where everyone coming into police custeehs fingerprinted because that
was a way of identifying them. DNA identificatios @qually important nowadays and
everyone should be identified by DNA. And of courge deal with a lot of young
people now and there are provisions in children youhg persons and Family’s Act
that prevents us from arresting most of the youagppe we deal with for criminal
offences but the fact that we’re going to repognthfor a Family Group Conference

(FGC) should be sufficient grounds to take a DNfgke from them too. That's the
provision for fingerprints and photographs, sosame for DNA."

These participants do not consider the current laves sufficiently far-reaching to
maximise the benefits of DNA technology, which foem means being able to identify
and arrest offenders. However, they all believet ttee DNA profile should be
destroyed if the person is acquitted. These vieres different to those of previous
participants who believe everyone should be on dhtabase. For one participant,
fairness should be the overarching philosophy wderer another DNA should be
treated like fingerprints and the police should the® same provisions already in place
for photographs and fingerprints (s@e Policing Act 2008). The police have
historically used fingerprints as a means of idexaiion when suspects were brought to
the watch-house. This is because fingerprint ifieation is instant but DNA requires
time for it to be analysed, so the capabilities @ifeerent. The Police Actl958 made
provision for the taking of fingerprints and phaotaghs on charge and if the person was
acquitted the police were required to destroy tli@igerprints and photograph. The
1958 Police Actwas replaced in 2008 by tHeolicing Act whereby, as well as a
photograph and fingerprints, police officers mayvnalso take palm prints and foot
prints. These participants could see no differemith the use of DNA as a means of
identification. However, the power to take a pessddNA is set within theCriminal
Investigations (Bodily Samples) A@95 and so the legislation governing the obtainin
and retention of DNA is quite different from thewrs given to the police through the
Policing Act

Other participants did not think that the destuttf the DNA profile was important.

Participant C: "Everyone that gets arrested shdwlde their DNA taken. I'm not
talking about charged. Just arrested, everyone dbat through the watch-house
should have their DNA taken if they haven't hadaken previously. As part of the
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processing, with certain riders, like the 90-yelar-shoplifter, if they get arrested is
probably not a necessity, in South Australia anythva gets reported can have their
DNA taken. | suppose the starting point you've gosay everyone that gets arrested
maybe we should say should have theirs taken ardhbfore it gets determined as to
whether it gets processed it maybe should go thr@ugheck process, | don't know
how, what the criteria should be because you haee 2-year-old who comes through
as a burglar who's now the bloody rapist and rolater9. | suppose you could draw
the line and say if you're 60, if you're 65 andsithe first time you've been brought in
you got to ask the question of why they're beingsted for a start so I'd like to think
that everyone that's being arrested should have DA taken because they are
being arrested for a reason as opposed to not lagidd think with thePolicing Act
the move towards less arrest or more process lof.'sig

Participant C does not believe there should beexwgptions to the taking of DNA,

unless subjects are very old or clearly not a thteaociety although it is not stated

how the latter distinction could be made.
Participant E: “Absolutely not, DNA should be takeif every person that goes
through the watch-house just like fingerprints adene of this cut-off point at a
certain level of crime, it's just ludicrous | thirtke ability of us to be able to obtain
compulsion orders is way too heavily weighted inof@& of suspects, it's far too
difficult, it's far too paperwork intensive and tlsaright across the board. We were
talking about voluntary samples, suspect samples, paperwork that's got to be

completed, the level of information that has toilbparted between the police officer
and the suspect if you want a better word is tamepassing.”

Complicated paperwork is a recurring theme througgmy of the interviews. This
participant believes that the police have to work hard to get a compulsion order and
that it would be and should be much simpler if goee had their DNA taken on
arrest® The suspects appear to have more rights whichtesean unfair balance,
according to this participant.

Participant I: “I would like to see just with asttwifingerprints you know everybody

who goes through a watch-house now is DNAd becaus& method of identification

just confirming who it is that you have there atid not as invasive as it used to be

you know just do the buccal swab is not like yowstieking holes in them, drawing

blood so certainly that aspect of it | think alke fact that it's not as invasive as it once

was could also lead to a relaxing of a situatimmpulsion orders they are very time
consuming and convoluted.”

The view of these participants is that DNA is aeotmethod of identifying offenders

when they are brought into the watch-house. Far tbason it makes sense that DNA
should be taken on arrest. They are dismissiveoofpulsion orders as they state that
the paperwork for the application for the orderglismsy and time consuming and in

some cases benefits the suspects. There are aiserne that, as discussed in Chapter

%0 The police obtained this power in December 2011.
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4.3, some suspects start with minor crimes anddbud to more serious offending
(Zedlewski & Murphy, 2006) and taking samples frdmem on arrest would be one
way of ensuring that their DNA was captured. Fas tleason participant C could see
the value in taking DNA samples from all those wWtawve been arrested. That way all
potential serious criminals would be on the databBle®wever, these participants do not
mention the potential for misuse of these powergher impact this may have on
suspects who have not actually done anything wrdngere is almost an implied

acceptance by the participants that the police dvadiminister this technology fairly.

Two of those interviewed had no knowledge of DNAjistation. These participants
were not police officers but attended crime sceodsrensically examine the area and
take detailed crime reports. Although not an iraégart of their job, it was surprising
that they had no idea of the law covering DNA cdasng that understanding the
legislation might put their work into context.

Participant R: “No, | have read the law but thatldohave been three or four years

ago so | couldn’t even, couldn’t even well | coplebably dredge up some of it in the
back of my mind but no, it doesn’t affect me asthgrer as opposed to a hunter.”

Although participant R had read the legislationdi not believe he needed to have a
firm grasp of it as it was not relevant to his role

Participant S: “I don’t know anything about the ®w&as far as the offenders and what
not, no | don'’t really know a lot about it.”

Likewise, participant S did not have any knowledgéhe legislation and did not appear
to be concerned by this. They both knew what wegsired to complete their roles and
that was what was important to them. The legistaticd not immediately impact on

their work. However three participants deemed twveslinadequate and wanted DNA

taken from babies at birth.

Participant K: “Well, the reason a lot of it isfvéing used as | said with an example is
because of the costing | just feel surely oncetdleen and it's clearly identified as
being from that person this theory of having totoure every time they are arrested to
get another sample to compare to, with the teclyyoio this day and age a little bit
out of date. Absolutely, I think it would be ide#d love to see something come in like
everyone that you know at birth as a matter of seit's taken. | mean | think it would
solve a heck of a lot of crime a lot earlier arjdst, | know it's human rights and all
that but | just can’t see the big deal if everysnen there from the very beginning as a
baby when they do a blood test.”
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Every time a person is identified by DNA a suspeatple must be taken for
comparison. Participant K feels this is an unjiestifexpense and suggests that taking
everyone’s blood at birth would be a great way tdves crime more quickly.
Interestingly enough there is pause for thoughturdigg human rights but then he
decides that it is not really an issue. As oneigpgnt pointed out, if you have not done
anything wrong you have nothing to fear from given@NA sample.

Participant F: “To be honest, no not really, no.IMWemean | think with the influx of

UK cops we've had discussions about the DNA théekhces between systems both

the administrative form side of things as well las powers and the situations where

you can take a DNA and | think the DNA upon arisdantastic. You know | think it

should be part and parcel of an arrest, it shoust pe part of a procedure. To be

honest, I'm a great believer if you haven't dongthimg and you're a good person
then you haven'’t got anything to worry about.”

This attitude is not uncommon but there are pockétthe population who may not
agree with this participant. One person intervieweedn raised her concerns about the
apparent ease by which DNA can be placed maligyoasla crime scene. For those
members of society who have traditionally felt \arfmble to unscrupulous policing
methods, the idea of their DNA being taken at birtay well fill them with dread
(Duster, 2006; Noble, 2006; Washington, 2011). ¢becept of having nothing to fear
if you have done nothing wrong, will not reassumenh. The comment regarding the UK
police relates to the different legislation thatinsforce in the UK relating to the
obtaining and retaining of DNA samples. This legfigin has been discussed at length
in previous chapters (see Chapters 1 section 1d58asection 8.4.2) but it is worth
reiterating that the UK legislation has been amdrdeeduce police powers as a result
of public opinion. However, it still remains muchider than the sampling regime
available to the New Zealand Police. The followmpagagraph discusses the Guthrie test
as it was a subject raised by two participants eeldtes to a database containing
sensitive information that needs to be protecteddy legislation. For this reason, it is
likely to be an emotive subject should police (oy@ne else) ever have unfettered

access to it.

7.3 The Guthrie Test
The Guthrie Test is a colloquial name for metabslkiteening of newborns. It was
named after Dr Robert Guthrie who developed anpeegive method for screening

newborns for the genetic disorder of phenylketaudr PKU. Early detection and
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treatment of PKU can prevent brain damage that evoatur within the first three years
of the child’s life. This screening commenced irfMNEealand in 1964-1965, initially

only in several hospitals in large centres. Thdirtgsprogramme is now operated
nationally, is administered without charge andakumtary. However, it is thought that
almost 100% of babies born in New Zealand are defevacy Commissioner, 2003).
The programme tests for seven metabolic disorddrs.blood is collected on a blood
spot card and once the samples have been testedriheare stored indefinitely by the
National Testing Centre. There has been some comaéed by the public as to who
has access to this databank (The Privacy Commessi@003). In 2006 the Ministry of

Health and the New Zealand Police signed a Memarmandf Understanding (MOU)

about when the police might have access to thenrdton held by the national testing
centre. The MOU sets out that the blood spotiseBist and foremost a tool for health
purposes only. The police may access this infomnatinly in rare circumstances.
Primarily the information on a blood spot card wbhke shared with the police only if it
related to an unidentified body and all other aesnwf identification had been
exhausted (Ministry of Health, 2006).

The Ministry of Health has released informationthie police 13 times in the past 20
years (Barton, 2009). However, in spite of thisr¢hare still concerns that the Guthrie
Test has provided an unregulated biometric databBseer two million people in New
Zealand (Barton, 2009). In 2003 the Privacy Comioies completed a report that
recommended the Ministry of Health develop cledeguor retention of the samples
and described in exact terms what third partieanif, would have access to this data.
All this needed to be incorporated in legislationensure that rules were enforceable
(Privacy Commissioner, 2003). The MOU with the pelwas one of the outcomes.
That the police should have full access to the Gaittards was strongly opposed. With
New Zealand having almost 100% compliance rateGihirie Test is a successful way
of managing treatable metabolic disorders. If p@remere to have any doubts about
who had access to the data from the blood sampldgi children they might choose
not to allow their children to have the Guthrie fTeEhis would be catastrophic for
children’s health and not worth any gains that mighult from identifying an offender.
Participant V: “No. Well, people coming into theuedry, immigrants should give a

DNA sample and newborns if they give them vitaminniections when they’re born
all they need is a spot of blood for a DNA samplll, that should be put onto the
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national database because it can help a lot waastgr victim identification, people
who turn up dead particularly if we don’t know wtiey are. | think the Guthrie Test
should be put onto the national database. Becdwdegives you a comprehensive
library then because there’ll be a lot of peopletbare who've committed some pretty
heinous crimes, never been in trouble before, ngiven a DNA test, a one-off murder
or a one-off robbery and never come to the attantiothe police again where their
DNA'’s sitting there but they haven’t matched it tapanything but if the Guthrie Test
was they could say oh yeah it was this one justtliat.”

Participant AA: “| want access to the database thathospitals have, you know the
pin prick stuff. Oh, that would be Utopia for tpelice but it's not going to happen
because of privacy and | know we have special adcei$ in extreme cases.”

Participants V and AA both believe that if the pelihad access to the Guthrie database
it would help immeasurably in identifying offender®©ne reason to have this
information as suggested by participant V was thatould assist with disaster victim
identification. As stated, in extreme cases theh@eitcards could be used to identify a
body that could not be identified any other waywdwger, participant V feels that there
are offenders at large who have never given a DEdme and who have probably
committed one serious crime in their life. Puttthg entire metabolic disorder database
on the national DNA database would identify thesepte. Participant AA uses the
word Utopia to describe a place where the policeehanregulated access to this
database but also realises that this will not hapge there would be privacy issues.
Other people might regard this same place as aegagliate whereby the police have
access to any private information on any individ(ede Billings, 1992; Jost; 1999;
Rosen, 2003; Simoncelli, 2006; Steinhardt, 1999b%tr, 2000. Although the majority
of those interviewed (23 out of 28) felt that tlaevlwas inadequate and wanted to see
changes, there was still a strong belief that pshvand fairness were of concern to the
public. The minority (5 out of the 28 interviewduhlieved that those who had done no

wrong need not fear their DNA being on a database.

The size of the database was also raised by separdtipants. There is a belief
amongst them that the more samples on the databasmore effective it will be,
therefore taking samples from everyone arrestedidvaid the police in identifying
offenders. However, research conducted by Goulkalef2010) revealed that an
important factor is the number of crime-scene sam@ntered onto the database as
opposed to the number of individual profiles thekecrime scene may well yield DNA
evidence whereas obtaining a sample from a persanmay have offended or might
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offend in the future was less cost effective. Thoend Office also notes that the number
of matches obtained from the database is drivethéyhumber of crime-scene profiles
loaded into the database (The Home Office, 200b)thé UK the number of stored
personal profiles rose from 3.1 million in 2005/80@ over 5.5 million in 2008/2009
and the number of recorded crime decliftdhe percentage of recorded crimes
detected involving DNA remained stable, fluctuatingtween 0.63 and 0.76%. The
presence of more profiles on the database hasnomased the percentage of crimes
cleared up even though the number of recorded srimas been decreasing (House of
Commons Home Affairs Committee, 2010). For the 2D0U8 year, there was an 8.6%
decrease in the total number of crime scenes fachwbne or more suspects had been
nominated in the previous year (The National Pogcimprovement Agency, 2009).
This was said to be as a result of fewer new csoenes being loaded to the database.
However, during 2008/2009 there was an increase b in the total number of crime
scenes for which one or more suspects had beenmatedi in the previous year. In
2008-09 there was a crime-scene investigationspeet of 796,780 crimes and 42,572
crime-scene profiles were added to the databasendfprofile per crime was added,
then DNA profiles were obtained for less than 1%emforded crimes. From this it can
be seen that DNA is involved in solving only a sihpabportion of overall crimes. The
above figures relate to all crime types and maimes do not have a "scene”. They are
minor and are often solved because the victim hadffender are known to each other.
Other crimes can be solved by other police mettwdsecause the police came upon
the crime in progress. If DNA is found at a scemere is no guarantee that it is always

usable (House of Commons Home Affairs Committe& (020

New Zealand has a population of 4.2 million and nagonal DNA database contains
108,000 profiles (ESR, 2010). Therefore, 2.57%haf population is on the database.
This is compared with 5.5 million or 9.1% of the Wbpulation (GeneWatch UK,

2009). In New Zealand, of all unsolved crimes kdon to the crime-sample
databases, 63% are linked to individuals and miaa@ 80% linked to another crime
(ESR, 2010). The UK database produces its datadifferent manner. It states that
from 2001-2010 the total number of crime sceneshiiagg one or more subjects in all

offence types was 361,381. The number of subjedfil@s on the database is higher

L A trend across liberal democratic states.
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than the number of individuals, due to duplicatefifes. This occurs when a sample is
taken from an individual on more than one occasither because they give a different
name or different versions of their name (NatioRalicing Improvement Agency,
2009). In spite of New Zealand’s database beingtikaly small it is considered more
successful than the world’s largest database houséte UK (Buckleton, 2008). No
doubt Buckleton bases this on the fact that the Mealand database has the highest hit
rate in the world. It would suggest that the sikéhe database is not as important as the
quality of the profiles and the number of crimersesamples entered on the database.
If the right individuals are on the database andherscenes are attended assiduously
there should be a happy marriage between the twabases. Moreover, as has been
evidenced, the New Zealand Police struggle to euiffe the results they receive from
the ESR. If the database were to be increased, wowd the police cope with the

potential new work load?

7.4 Discussion

This chapter has examined how the participantseperahe use of DNA in their day-
to-day policing. They were asked to explain théws on DNA use and to clarify their
beliefs. The participants all value DNA as a usédal for investigating crime and this
has been well established in the previous two @rapSome of those interviewed stated
that DNA should be used for all crimes and as ofieipossible. This view was justified
by some participants to mean that DNA samples shbel taken from all people
arrested as well as searching for DNA at all criseenes. While there was an
acknowledgement of budgets and resourcing isswe thias a feeling that this is not
reason enough to prioritise cases where DNA willused. Some participants were
frustrated by the fact that although all burglaaes attended this does not mean that all
samples will be sent off for analysis. This tentiedbe true of vehicle crime where the
cost of the investigation may well outweigh thetcothe items stolen. They raised
concerns about the need for DNA to be presentambat as the public may well be
expecting DNA evidence which, according to somethafse interviewed, is another
good reason to use DNA for all crime types. Anothigggestion raised by some of the
participants was that criminals were becoming semahd the police should have more
resources at their disposal to defeat them. Onscipant suggested that DNA was
more reliable than the interviewing techniques eygd by the police in the 1970s and
1980s. This interviewee suggested that the polioaldvsubject suspects to duress in
order to extract confessions from them. He belieeduse of DNA would eliminate
this need as DNA was infallible and could idensfyspects without question, although
this does not mitigate the reasons for using vitdeto extract a confession from a
suspect. This belief was probably based on the aminthat DNA removes the ability
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for the police to subvert the evidence yet reseheshshown that the application of the
science of DNA can still be abused (DiFonzio, 20B&hweitzer & Saks, 2006).

There is a clear mismatch between the idea of U3Mg and the reality of dealing with
the work load that occurs when hits are receivedhfthe ESR. It is obvious from the
files that staff are not able to cope with the ,hétspecially in relation to volume crime.
Yet those interviewed were keen for DNA to be ugedanuch as possible, regardless of
cost or time. Likewise, when questioned about tagesof the current laws, at time of
interview the majority of those interviewed belidvinat all who were arrested should
have their DNA taken. Some of the participantsedwad that the bigger the database the
more likely that offenders would be captured. Hogrethe UK has the world’s largest
databank but it does not have the highest hitimtae world. GeneWatch UK (2006)
and Goulka et al (2010) would argue that it is thed number of profiles on the
databank that make it a success but rather a catiinof having a high attendance
rate at crime scenes and the right DNA profileshendatabase. New Zealand’s hit rate
is considered to be one of the highest in the wyeldits database is nowhere near the
size of the UK’s (ESR, 2011a), further supporting argument that it is not the size of
the database that is important.

The question of privacy was addressed by many okehinterviewed. It was
acknowledged that if a person was not charged quitied their DNA should be
destroyed just as it is for fingerprints and phoapips. Of those interviewed, two
participants stated that the Guthrie Test shouldhbde available to the police, backed
up with the potentially naive belief that only baelople need to be fearful. They did not
take into consideration the impact this might hamechildren's health. These comments
showed a lack of understanding of the opinion thiglip may have of the police.

In summation, the participants like the idea ofnigeable to use DNA freely and at
times feel hampered by the law. Almost all who wieterviewed wanted some legal
changes to make DNA easier to use. While mosteptrticipants understood the need
for privacy, the more radical ones could see nanharusing the Guthrie Test as a good
databank for catching future criminals. The imgiicas of using that databank in such a
way would be significant for the health of newboriikere would also be considerable
implications as to how the police would manage saébrmation without abusing that
power. The perceived legitimacy of the police wob&lmore difficult to maintain, the
governance of such a database would be extremehplea and quite beyond the
police. It would need an independent body to oversech an enterprise which would
bring with it a whole new set of rules.
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However, irrespective of the powers that the potiogently have, it is still doubtful if
the use of DNA evidence would be maximised. Theiptes amendments made to the
DNA legislation do not appear to have made any aw@ments to the way police deal
with the DNA hits. The participants are ready tentify the limitations of legislation,
budget or resources but never comment on policawetr and the restraints these
cause. This entrenched behaviour and cultural vieweh as racial profiling and an
absolute belief that police would never misuse wercare not unsurprising responses
from police officers who quite possibly would neatise what they were doing, other
than trying to catch offenders. The views exprédsg the participants suggest that
time should be spent by the police improving tleeirent processes in managing DNA
intelligence links to maximise the DNA technologyddegislation that they do have.

The following chapter seeks to explain why poliaaldwith DNA technology in the
manner that they do as evidenced by the previous ¢hapters. The chapter will
articulate police culture as adapted by Chan’sottireof field and habitus of policing
and how this affects their (the police) abilitystaccessfully implement new technology.
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Chapter 8: Field and Habitus of Policing

8.0 Introduction and Setting DNA in Frame of othe Technologies
This chapter discusses how police introduce neWwniglogy to their work environment

and what influences the successful applicatiorh technology. It will be examined
from the theoretical perspective of Chan's (20Gdgpsation of Bourdieu'§ield and
Habitus Chan refers to this as the field and habitusadicmg, a theoretical construct
that will be referred to throughout this thesis.r Bbis reason, Bourdieu's further
concepts on social, cultural and symbolic capital ot explored in any detail. Chan's
work on the field and habitus is used to illustrite reasons why police culture may
inhibit the organisation's ability to implement olga and therefore maximise the use of
new technology. Some of the examples given in thiapter have been chosen to
describe the history of previous attempts to inticel new technology into the police.
These examples illustrate how the police manageethehanges and whether a
reluctance to change is part of the culture or dase previous negative experiences.
Although the research is specific to DNA technologynderstanding how any
technology is greeted by the police enables theareh findings to be put into context.
Therefore this chapter also reviews studies ofirtiygact of DNA technology on staff

after the history of other new technologies andpibiéce have been traversed.

In line with the field and habitus of policing, shchapter will also examine police
culture as any changes made to the working lanés¢agld) of the police has an
impact and it is the culture (habitus) of the peliwhich will enable or disable these
changes. An important consideration for the polideen making any changes to its
working practices is how the public perceive thkEgitimate application of this
technology. This is especially so if new legislatidas been created to support these
changes and if this legislation has an impact enriphts or freedom of individuals.
For this reason this chapter will also review peliegitimacy with examples pertinent
to the New Zealand Police which may have erodegtiiee's legitimacy in the eyes of
certain sections of society. Likewise the recentopaan Court ruling irR vs Marper
and Sis examined at length as this legal outcome caflea question how the largest
database in the world was being managed. Thisgwould have implications for the
management of all databases and highlights the riapce of the legitimate use of

these databases by the police.
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8.1 Field and Habitus of Policing and Police Cultre: Conceptual Framework
The police have a working culture. There are aetarof terms for this culture,

including “cop culture” (Reiner 1992), “canteen towk” or “canteen talk”
(Waddington,1999a) and "working personality” (Skoky 1966). However, there is
an acknowledged difference between cop culture kvlsiche actual behaviour of the
police and canteen culture which tends to be wipetee vent their more extreme
views (Reiner, 2010). According to Waddington (18pthis canteen talk — the banter
amongst police officers where only their peerspesent — is merely an oral tradition
which does not always translate into behaviour len gtreet.  Waddington (1999a)
believes that these views are mainstream, fundt@sects of police life and are not
to be considered deviant or bad. Traditionally, wlkemmentators talk about police
culture the term is used in a negative senseeaseifything that is bad about the police
is due to its culture (Crank, 2004; Chan, 1996nBe, 1997). That being said, there
are two negative aspects of police culture thathaladdressed in this section: racism
and sexism. Although these topics are not centréhé research, it would be remiss
not to devote the following two paragraphs to thamallegations of racism and
sexism have been levelled at the police (see Chdaptsection 3.1.2), and these

allegations impact on its ability to appear legabain the eyes of the public.

Much has been written on racism within the poliseg( Black, 1970; Crank, 2004;
Scarman, 1981; Skolnick; 1966; Reiner, 2010; Rei880) and it is not intended to
conduct an exhaustive review of the relevant ltteea here. This paragraph is to
acknowledge the long-recognised phenomenon of magighin the police and the
implications this has when the police attempt tptimately apply new technology to
a wary public. This is particularly valid when oakthe participants in this research
admitted to racial profiling when identifying perso from whom to take DNA
samples (see Chapter 5 section 5.2). The concarssdr by commentators in New
Zealand (Katene, 2009) quote the numbers of ethmorities and indigenous peoples
over-represented on DNA databases. These concegrizaged on a negative history
with several significant public-disorder events nggiattributed to heavy- handed
policing tactics aimed at ethnic minorities. Onamyple is the Brixton riots in London
in 1981. Lord Scarman’s report (1981) on thesesrioighlights a breakdown in
communication between the community and the paikdéeing one of several causes

of the riot (Ackroyd, 1993; Hough, 2007; Reiner85%% Brixton had a large ethnic
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community and this group felt they were unfairlgated by the police, especially
during stop-and-search procedures. In 1981 thegalere using a law dating back to
1824 to justify their right to stop and search peoprhis law was referred to
colloquially as the "sus” law as anyone could mpped and searched by the police if
it was suspected they might be planning to commitrime (John, 2006). The
Metropolitan Police accounted for 55% of the UKis sharges in 1976, yet London
accounted for only 15% of the population. Of theests made under the sus law, 42%
of those arrested were black, as opposed to 128/ afrests (Open University, 2009).
Another significant event was the death in 1992Stéphen Lawrence, a black
teenager from South London, and the subsequentami$ihg of his homicide
investigation by the police. One of the outcomethefensuing inquiry was that police
were said to be institutionally racist. In his 19@®ort, Sir William McPherson stated
that the Metropolitan Police Service had failedptoperly investigate the death of
Stephen Lawrence because of the colour of his sHiev.attributed this to institutional
racism whereby an organisation would discrimindteough unwitting prejudice,
ignorance and racist stereotyping (McPherson, 1989} is as a result of entrenched
views, attitudes and behaviour and this culture banapplied to all aspects of
policing, for example when dealing with new ideaschanges to their working
environment. The public perception of the polieinly a racist and sexist institution
will have consequences when legitimacy is in qoestThis type of institutionalised
behaviour could be carried over into sexist behaviehich is discussed in the next

paragraph.

The very nature of police work attracts a certgpetof person (Reiner, 2010). This
person, usually a male, will enjoy the exciting extpof police work, of catching the
bad guys and keeping the streets safe. For ths®megolicenenhave a reputation for
machismo (having a strong or aggressive masculige)p(Fielding, 1994; Frewin &
Tuffin, 1998; Smith & Gray; 1985). As a consequetioe police are seen as a macho
organisation and not necessarily a conducive enment for women to be accepted
into on equitable terms (Fielding, 1994). The ukste is seen as a requirement for
all policing institutions as a means of upholdihg taw. Therefore this work is seen as
being physically unsuitable for women as they aec@ived by police culture to be
weaker than men (Fielding, 1994). Linked with thisw is the manner in which

crimes against women have traditionally been ingastd by the police
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(Westmarland, 2008). The now infamous documentaryThames Valley Police
dealing with a rape victim has become mandatorwivig on how not to deal with a
victim of any crime. This documentary was aired 882, much to the embarrassment
of the police, and resulted in many reviews on gelhandling of sexual-assault
victims (Mesure & Hamilton, 2012). Yet the perceggaof reported rapes in the UK
which resulted in a prosecution in 2012/13 was YMearris, 2013), suggesting that
the investigation and prosecution of sexual offen@gainst women was still
problematic. Jordan (2004) suggests that theseefgwill not improve until the police
change the way in which they view women, whichdristlly has been with distrust.
A mindset of stereotypical assumptions and beirfignoler focused has prevented any
discernible change to the way in which female wistiof sexual offending are
handled. Any unit that investigates crimes agamsinen and children is invariably
staffed by women police officers as, anecdotallglamofficers do not consider the
work “sexy” and the organisation does not appegplame any kudos on this work.
These views can make a difficult work environmemt Wwomen and impact on the

service offered to women victims of crime (Westraad, 2008).

It is this same culture which provides the gluet tkeeps police officers doing what
they do, good and bad. Waddington (1999a) statas”tio culture is free standing:
police sub-culture does not just exist, but exfstsa reason” (p.295) From a New
Zealand perspective van der Hayden (1997) idestiffeat some of the policing
symbols, ideology, values and assumptions creag@rmsational cohesiveness’ (1997,
p.6). These are useful ‘anchors’ and enable theeg@ab do what they do often in
trying circumstances. However, he suggests treatihile the police need to change
its organisational culture in order to offer thesteervice to the public, the trick is
identifying which of these anchors are valuable aith are not.  Skolnick’s view
of "working personality" was as a result of inteswing police and criminals as well
as spending time with detectives, including obswyviinvestigative interviews
conducted by them. Reiner’'s (1992, 2010) viewshaged, inter alia, on analysis of
media and social reactions to police behavioureduk] there are so many studies on

police culture that there is room for only a sedddiew to be mentioned in this work.

Reiner (2010) identified four themes in policingission, action, cynicism and

pessimism. This mission is exciting and action+tee and involves catching the bad
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guys and locking them up or punishing them. Cymicend pessimism may manifest
themselves in officers after the reality of poligerk is realised. Reiner (2010) posits
that many police officers join the police as thegfidve victims of crime are at the
centre of policing, thus making the work seem watttle. However, this supposes
that police officers consider being victim focusedexciting. Theeality, of course, is
that the majority of policing is mundane and pedast(\Waddington1999b). A great
deal of police time is spent on paperwork and whsk is more akin to social work as
often when no one else is able to deal with ithis police who are left to clean up
(Skolnick, 1966; Waddington, 1999b; Westmarland)®0 Therefore the reality of
policing can sometimes trigger cynicism and pessimin police officers (Reiner,
2010; Vick, 1981.) The reaction of individual ofis to this reality would depend on
what drove them to join the police in the firstq@alf they were drawn to the mission
and the action but discover that this is not thénstay of policing they may struggle.
Police culture can be a support system for thefieeas. The so-called canteen culture
is where the talking is done, the job talked ugxaggerated, and is its own therapy
session where a hard day can be excised. Waddirf@y889a) refers to this as the
"repair shop” of policing (p.295). The researchttivas conducted on canteen culture
identified that what was said in the canteen didnexessarily translate into what was
actually done on the streets (Policy Studies umstjt1983; Reiner, 2010; Waddington,
1999a). This reinforces Waddinginton’s belief ttia¢ views expressed in the canteen
were a way for the officers to vent and not neadlgsan expression of any strong
beliefs — in short a way of combating pessimismweleer, Chan’s paper is a re-
conceptualising of police culture, drawing on Boeuks field and habitus and

focusing on resistance to cultural change which bejinfluenced by this pessimism.

Chan’s view of the field and habitus of policinglist when new recruits join the police
they enter the organisation with their personalvgief the world already formed, based
on their life experiences. This is their habitused they first join an organisation such
as the police with its own culture, they can irigideel like a fish out of water (Chan,

2004). In order to be socialised into this new smvinent they adopt the values of the
police so as to fit in and be accepted by theirgpe& hey need to adapt to fit a police
role so they conform to become part of the tearawiifr & Tuffin, 1998). After a time

they become comfortable in their environment anel aarcepted as being part of the

team. This becomes their field (working environmemtd (reworked) habitus (culture).
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When the police make changes that affect the wgrkiractices (or the field) of the
organisation, staff who have worked in that envinent for some time and have formed
their culture based on the old habitus may struggleope (Chan, 2004). Therefore,
understanding what happens to the workplace whem technology and new
processes/procedures are introduced is helpfustabéshing what makes this change

effective.

Chan proposes that a useful way to conceptualidetdogical change is to examine its
relationship to the field and habitus of policiBpurdieu (1930-2002) describes a field
as a system of social positions. These are semnramtous, structured, social spaces
characterised by discourse and social activity (Biew & Wacquant, 1992). He states
that all human action takes place within socidtiBevhich are arenas for the struggle of
resources. Habitus is the means by which the "bgeime” is inscribed in biological
individuals; that is habitus is adopted through rimpng and education (Woolfreys,
2000). Bourdieu posited that "capital” was an ind#xsocial power and that within
"fields” people tried to distinguish themselvesnirathers by acquiring capital. This
capital could be represented by position and pofeeexample, money and property or
"symbolic cultural capital” (Carrington & Allan, B). In the context of policing,
capital and symbolism could be described as offiggining promotion (or working
their way up the ranks), giving them power overeotstaff. The symbol of this power

is displayed by the insignia on their uniforms.

Chan adapts Bourdieu’s perspective that changéeisocial game (field) would create
new necessities that might require the creationeo¥ (cultural) strategies (habitus) for
coping (Bourdieu & Wacquant, 1992). Chan argues titia new computer technology
has fundamentally altered the field of policingotlgh the various resources (capital) it
provided and the constraints (necessities) it iragosn police work. The research
shows that information technology can be less &#fe¢han one would hope (Manning,
1992) or highly successful (Harper, 1991). Sevestaidies have looked at police
interaction with new technologies and officers’ gmance of/resistance to these new
processes (Chan, 2001; Chan, 2003; Chan et al,; ZD&dis, 1989; Colvin & Goh,
2005; Nunn, 2001a). Research has shown that uade€isty the impact of technology
on the police might explain why it was either adeépor rejected by officers (Manning,

1992; Smith, Caputi & Rawstorne, 2000). Howevaradopting Chan's view of the
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field, coping strategies need to be in place fdicefs to accept technology. These
coping strategies may involve communication, tragnand a collective understanding
and acceptance as to why these innovationsegtéred. This method may prove more

successful than crossing fingers and hoping fobtst.

Chan’s focus on the field and habitus of policingmines how police staff manage
change (Chan, 2004). For the purpose of this reBedhe researcher has adapted
Chan’s use of field and habitus to focus on whatpeas when the field changes and
established police officers are unable to adapt tmebitus to cope with this change.
They are comfortable with what they know and wiltept new technology only as long

as they do not need to alter their behaviour. Asi@d by Hovarth, Meesig and Lee:

"In many fundamental respects, the police crimingéstigation process has
remained relatively unaffected by the significanaieges that have occurred
in policing, the crime problem and technology i thast 30 years (2001
p.5)"

These findings from their 2001 national survey (gdiStates) of police policies and
practices confirm that the police do not like norttley manage change well and their
way of managing this change is to adopt the tecdyyoand not change their processes.
This behaviour can be seen in the data gatheredhfsrresearch from the subject

district and is fully explained in Chapters 4 - 7.

The next paragraphs look at the history of thegeotidoption of new technology, why
this technology was needed and what the outcomeisest innovations were for the
police and society. Technology is broken down imto groups: information technology
or IT; and technology in general. IT is given itsrogroup as it has a very specific role
to play and is often seen as a management toaréftan a technology that will assist

the police to investigate crime.

8.2 Technology

Technology has been used in the criminal justicetesy since the i9century. The
introduction of fingerprinting, wireless communiicet, the motor car and other devices
have long since become accepted practice and ¢therefiundane (Grabosky, 1998).

Notable technological changes first began wherceffi moved from walking the beat
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into patrol cars. This benefit of police being mebivas that officers could reach the
scene of an incident quickly and have a more affeatoverage of the area (Uchida,
2004). In 1929 when radios were put into polices¢a the US it was believed by some
that by that one simple act all crime would be @iaed (Kelling, 1978). The radio also
meant better supervision of the officers by thengsants (Uchida, 2004), which meant
greater accountability to their senior officersrdemal radios were seen as a safety
measure for officers as well as making them mofectfe (Kelling, 1978). Other
innovations such as helicopters, computer-aideghatiit, radios and surveillance
equipment were all seen to help the functioningh® police (Chan, 2001; Colton,
1973; Uchida, 2004). The idea that the telegraglbphones and radios would speed up
the flow of information and therefore make the pelmore efficient has been a long-
held wish by those advocating such innovations @Ben2001). Likewise the
introduction of computer-aided dispatch (CAD) woduldprove the gathering and
dissemination of information and enable the padlcee more methodical in responding

to calls for service (Colton, 1973).

Manning (2001), however, does not believe thatintrduction of technology or even
information technology has done much to enhanceetfextiveness of the police. He
states that in spite of all the technological irmttns introduced to the police in the
US, they have spent most money on just two teclynedo weapons and transport.
Manning (2001) posits that it is a combination etltnology and techniques such as
crime mapping and crime analysis that are greateoviations in policing rather than
pure technology. He argues that the police canapé o control crime and reduce the
fear of crime while being almost entirely resporsand demand-driven (Manning,
2001, p.101). Manning’s arguments are based oneaxs of observational studies on
three US police departments and two British condtales. His findings were that
despite the many sophisticated technologies emglbyethe police to be more precise
when combating crime, the results were not as isgive as they should have been.
Police practices did not appear to change withintreduction of new technology but

instead seemed to reproduce already entrenchedibaha

It is understandable that the police would wislbéannovative and try to compete with
criminals on more even terms (Kelling, 1978; Nur2®01b), hence the continual
introduction of technology. All these innovationem to make the police more efficient

at the prevention of crime (Innes, Fielding & Cop@05) by the identifying, arrest and
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prosecution of offenders. Although as stated abMamning (2001) did not accept that
technology had made the police any more effectéecording to Chan (2001),
technology has historically revolutionised polm@ctices and certainly with the advent
of cars and radios it was believed that the poleee modernising. However, Kelling
(1978) suggests that there was no evidence to stugigat any technological devices
(cars or radios) had significantly improved theeefiveness of the police service. In
fact, he suggested that these new technologies nvewing the police away from the
public who continued to exhibit fears about cririke argued that the police fulfilled
many functions and with the continued introductairntechnology they were focusing
on only one aspect of their rolehe practice of putting officers in patrol carsheatthan
having them walking the beat was one such exant{@#iig, 1978). This use of patrol
cars has produced a “mutual withdrawal — the pdiiom the citizens and the citizens
from the police” (Kelling, 1978 p. 177). Further ttus, the way police gather, analyse
and disseminate this information is dependent @ramation technology. If technology
were to further distance the police from the comityurthen the information that the
police could receive from the public might be loktowever, the application of

information technology was to have a completelfedént effect on the police.

8.2.1 Information Technology

All of the above innovations were implemented idesrto catch offenders or to prevent
crime but police reformers in the 20th century Ihagped that police work and police
management would become more scientific (Manning219No doubt the scientific
approach would provide more tangible results, bdekewith solid methodology rather
than the usual anecdotal evidence to promote theess of the police. With the public
having easier access to the police via the teleplaod computer-aided dispatch, their
expectations of the police became greater (Uctd@i@4). The police were now mobile
and were able to provide more efficient coveragd quicker responses to calls for
service (Uchida, 2004) which increased their waskl@and motivated them to look for
technological solutions (Manning, 1992; Walsh, W0QZ2). The idea of using computers
to streamline work practices was taken up by thgontg of jurisdictions to enable
them to make better use of their limited resourt@éss introduction of new technology

would have an impact on the culture of the police.

When new technology is introduced to any orgarosatihere will be an impact on the

working culture of that group. Manning (1992) sustgethat new technology is a part of
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any social organisation and, although this techmplcan change organisations, can it
also be shaped by thefechnology may be accepted in its purest form epetding
on the organisation, it may well be altered (oroigrd completely) to fit in with that
culture (Innes, Fielding & Cope, 2005). For exampiederstanding why people accept
or reject computers has been one of the most cluatig issues in information systems
research (Smith, Caputi, & Rawstorne, 2000). Thecpamay also have decided to
introduce information technology in order to makerhselves look good. It might give
them the pretence of looking professional and msgjve without actually making any
changes to their work practices (Dixon, 1998; WillMastrofski & Weisburd, 2007).
The use of computer technology to report, monitod &ven solve crime has been
introduced for a variety of reasons. Arguably cotepsl have been introduced purely
for administration purposes and as a means of wamif the work of the police rather
than as a tool to help them be more effective (NtamnL996). The data gathered by the
police and other public agencies is also usedwaayaof being more accountable to the

public in that it quantifies the work that is ddmeindividual agencies (Manning, 2001).

A large part of police work has been to accumuiatermation, directly or indirectly
through their work. Many police personnel are emptbsolely to collate data as a by-
product of their work in strategic planning officaredia liaison, quality assurance
teams and intelligence units (Sheptycki, 1998)c&tm (1994) refers to the police as
"knowledge workers” or "knowledge brokers” as thegllect a large amount of data
that is of use to other agencies. This informatan include crash data to interested
parties or crime statistics and victim data to adrgovernment departments. The
collection and dissemination of this data can beetconsuming and cause frustration
among officers as they do not believe they sho@ddllecting such data purely for
outside agencies (Chan, 2003). They do not conshiteto be their core business and
yet they are spending more time on this work tharemforcing the law (Ericson, 1994;
Haggerty & Ericson, 1999; Sheptycki, 1998). Thesastraints on police time are
governed by legislation under which the police kgally required to provide this

information (Chan, Brereton, Legosz, & Doran, 2001)

A key difference for the police between technolegy information technology is their
perception of their roles and therefore their atmeqge of themlf the technology
introduced will support their action-oriented vie# policing, such as weapons, cars,

radios and CCTV, these will be more readily acogpktowever, if thenew technology
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is to monitor performance or used as a tool to mmeasccountability, there is less

enthusiasm for such tools.

8.3 Intelligence-led Policing — A Case Study of|
Intelligence-led policing is an example of the pelirying to maximise the benefits of
using computers to gather and analyse informatiarder to direct patrols to be where

they are likely to have the greatest impact.

In modern times the police have embraced new tdogpoas a way of enhancing,
legitimising and quantifying their efficiency (Maimg, 1996; Walsh, 2001). It was
believed that information technology would be asdity accepted by the police as other
technology had been (Chan, 2001). However, infaonatchnology (e.g. computers)
required a greater change to working practicestl@gbolice culture. In 1993 the Audit
Commission in the UK published a repoHelping with Enquiries about crime
statistics in the UK. Heaton (2000) describes thort as path-breaking as it was the
first time that such a report sought to influencdige operational activity. The report
was timely as, despite an increase in governmeendipg on policing which
augmented the number of officers employed, recoodiede had continued to rise. This
suggested that the police were not able to makengact on crime by using
conventional methods such as random foot and daolpavhich were of little or no
value in crime deterrence (Heaton, 2000; Loade®719The Audit Commission
promoted the concept of intelligence-led policingtéackle and incapacitate recidivist
offenders (Heaton, 2000). The report revealed ¢&hamall number of people were
responsible for a large number of crimes, refetoeds volume crime. It was suggested
that if the police targeted this group they migltvé an impact on crime (Heaton,
2000). This innovation was considered importantugiofor the British Government to
enact legislation requiring every police force tiopt the National Intelligence Model
(Ratcliffe, 2003). The aim of intelligence-led mitig was: 1) targeting offenders, 2)
management of crime, 3) investigation of linkedieserof crimes, 4) application of

preventative measures (Ratcliffe, 2003).

However, translation into reality has difficulti€to make good use of this information
requires trained data analysts but the appropréetalytical training is often not

provided and staff are not given any clear defnitof what is required (Radcliffe,
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2003). As a result no changes are made and the lsasigess practices prevail — but
under a new name (Ratcliffe, 2003)he effective use of intelligence-led policing
requires the analysts to understand the data asgminate it to the front line. In a
study conducted by Cope (2004), staff who workehielligence units in an urban and
a county force in England were interviewed. Théf stansisted of both police officers
and civilians who were in the majority. The civilianalysts felt that they did not have
the legitimacy of the sworn analysts when they waassing on their information to
police officers. They felt that they lacked cretiipiin the eyes of the officers and so
their information also lacked credibility. Cope famlithat in-depth analysis of the data
was rare as the staff lacked training and abifiyalysts were often working with only
half of the data because of a lack of informatiOfficers questioned the quality of the
data going into the computer, clearly forgettingttthey were the ones supplying the
bulk of this information. Front-line officers weran integral source of quality
information but their reluctance to share this infation meant that potentially
excellent intelligence was not passed on. Inforomatis a source of power and
information technology can lead to power strugg{(€han, 2001). The front-line
officers had power over the analysts and they waiable to see that their attitude had
repercussions for the entire organisation. Thiamhéhat intelligence-led policing was
not being utilised to achieve maximum results. Astd were constrained by the
traditional, rigid policing methods and the neea-khow culture of the police where
officers share knowledge with their colleagues offlythey believe it is essential
(Ericson & Haggerty, 1997).

Unfortunately, intelligence-led policing has alseeh linked to quality assurance
analysis which sometimes confuses the work of atsignd causes good intelligence to
become lost in a surfeit of information (Ratclif2)03). This is likely to occur when
senior managers confuse the roles of intelligen@dyats with performance analysts.
They use intelligence gathering as performancecaidrs and absorb their time with
managerial issues, neglecting the purpose for wthielp were employed. Intelligence-
led policing was instigated to identify recidivisffenders and then target them as a
means of reducing crime rates. But, as in any otirganisation, the police can
sometimes get caught up in bureaucracy and lod& sigtheir primary objectives
(Goldstein, 1979). There can also be a disconnmedt@ween the “street cop” and the

“management cop” where the street cop believes dieatsions on what the police
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should be doing are made by police officers whoehfavgotten what it is like to be on
the front line (Reuss-lanni 1983). Anecdotally, teadquarters of the New Zealand
Police is referred to by front-line staff as “buliscastle”, further supporting this claim

by Reuss-lanni

When implementing big changes in an organisatiam ss the police, sound strategies
need to be in place to utilise technology. Straegieed to take into consideration the
capacity for the police subculture to subvert clea(@han 1997; Mastrofski & Uchida,
1993). What is required is a fully thought out s#gac plan that defines the expectations
of the organisation and gives the staff the toelguired to make the most of the
technology. If this support is not there the teatbhgy can quickly become underused,
redundant or even an irritant due to the amounwvardk it can cause. Likewise if the
organisation does not manage this change wellnéve technology may not be fully
utilised but rather is there in name only. They nwdnange the name and say the
technology is being fully utilised but make no effto change the processes so that the
new technology does not yield any benefits. Ifdffecers think that the organisation is
changing too fast they may feel as if they no lorigevithin it and they may then leave
or become disgruntled with their jobs (Chan, 200Me past experience of officers can
also be a reason why new technology is treated sugipicion. Information technology
and forensic technology are both required if they/ta be successful. The difficulty is
that the police want the technology but they dowant or may not have the ability to
make the changes required to maximise the benéfits.police have a clear command
structure and guidance on how new technology wallittroduced comes from the
executive. If it is unable to convince staff to tisis technology then some of the blame
must be leveled at it. If clear guidelines are iacp, backed up by the correct
technological support and the appropriate consaitathere is no excuse for the police
not to make effective use of DNA technology to istigate crime. Combined with the
effective use of DNA technology is the need for plodice to be seen to be applying this

technology legitimately.

8.4 Organisational Legitimacy

Authority, power and domination are relevant toamigations which in order to be
effective also need legitimacy. The level of lagdicy will differ depending on the
organisation.
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Legitimacy is a generalised perception or assumptat the actions of an entity are
desirable, proper, or appropriate within some slgcigonstructed system of norms,
values, beliefs and definitions (Suchman, 1995/4).5

Suchman’s definition of legitimacy, as seen ab@rees a wide view of legitimacy in
that it can be different things to different pegpliepending on their perceptions and
assumptions. Legitimacy is a means of justificatiMaurer, 1971) in that an
organisation justifies itself to its peers or sues; or cultural conformity (Dowling &
Pfeffer, 1975; Pfeffer, 1981; Pfeffer& Selancik, 78) rather than overt self-
justification. Dowling and Pfeffer (1975) wrote tr@ganisations wanted to be accepted
by society and achieved this by aligning their ealwith the acceptable norms of
society. This suggests that organisations legitmiditemselves by conforming to
accepted norms or it could be that organisatioaseatablished within existing norms
and values because that is all they know. This bewhy a certain type of person is
attracted to a certain organisation (such as thieg)cas they are able to relate to the
existing norms and values of that organisation. ed@v, Suchman (1995) goes on to
say that organisations seek legitimacy for a warigtreasons and the effectiveness of
legitimation efforts may depend on the goals anécilves against which these efforts
are measured. Suchman (1995) argues that legitimalgnces both the stability and
the comprehensibility of organisational activitiel§. people understand what an
organisation does and why it does it they are rimained to support it. Likewise, if the
subordinates within an organisation understand sy do and why, they are more
informed about their work and are able to contdigaavhat they do. Legitimacy leads
to persistence and people are more inclined tolguppources to an organisation that
appears to bdesirable, proper or appropriate (Parsons, 196&) oNly does legitimacy
affect how people act towards the organisationitoalso affects their understanding of
it. People will perceive a legitimate organisatamore trustworthy if they know what
that organisation is doing and why. This can beieadd only if that organisation is
accountable in some way for illustrating what thdty and why, that is to have a
rationale for their actions. Suchman (1995) alstens to an organisation seeking
“active support” or “merely passive acquiescenc&he distinction is that if an
organisation has no reliance on the public andepseto have as little outside
interference as possible, the threshold of legiiomamay be quite low. However, an
organisation that is dependant or answerable tarticplar audience would have a

much higher threshold of legitimation. The pohleeuld fall into the latter category.
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8.4.1 Police Legitimacy
Active support from the public is of great importanto a police organisation. The

police rely on the public to provide them with infeation in order to help them prevent
crime or catch offenders so it is easier to infeeepeople if they can see it is to their
benefit. People give the police power over thenekgecting and wanting the police to
enforce legislation which will keep them safe. Hoee Weber (1968) suggests that
people obey the rules voluntarily as it is in thaterests to do so. They are willing to
hand over this power to the police if the police accepted as being a legitimate
organisation. Being legitimate enables organisati@and authorities to be more
successful without the need to resort to the thoégorce (Tyler, 2006a). Another
reason why people obey the laws is that it is tgetthing to do morally. Hinds and
Murphy (2007) suggest that people defer to and édgifimate institutions, not because
of fear of sanctions, but because they respecingigution’s authority. Legitimacy is
one of a number of ways to validate this controbehaviour (Smith, 2007). Therefore
the police need the support of the public if they @ be effective in their work (Tyler,
2004; Hinds & Murphy, 2007). This support can besample as obeying a traffic
direction or passing vital information to the peliegarding criminal activity. The work
of the police is much easier if the public voluilyadefer to their position of authority
and this deference is linked to the perceivedilegity of the police. One reason for the
public’'s deference is that they see the police eiagoa legitimate authority and are
therefore entitled to be obeyed (Tyler, 2004; Suresi& Tyler, 2003). This motivation
to obey the law is distinct from the belief thatads likely to be caught and punished for
breaking the law (Tyler, 1990).

The public judge police legitimacy by the way thexercise their authority and these
assessments are separate from their perceivediedieess in fighting crime (Tyler,
2004). Procedural-justice judgments feature heanwilthe public perception of police
legitimacy in the US. Smith (2007) posits that geowill more readily accept the
authority as legitimate if they believe that theg &eing treated fairly. Tyler (2006b)
writes that police and courts should focus on feiig fair procedures in the judicial
system rather than attempting to deliver outconued s the punishment of offenders
or crime control. Research has shown that legitima@ social value and that people’s
support for the police is distinct from police p@rhance (see Sunshine & Tyler, 2003).

This indicates that police have more control ovew lthey treat people than they do
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over the crime rate (Sunshine & Tyler, 2003). Bgulating their behaviour, the police
can engender support and trust from the communitybee seen to be more effective in
their work. Smith (2007), however, makes a valithpwhen talking about the research
completed regarding police legitimacy in the USeThsearch has been interpreted as
showing that experience of the police behavinglyfastrengthens belief in the
legitimacy of their authority. He goes on to sagttfair treatment has more influence
than the result favouring the person concerned. fanegeaching conclusion of this
research is that authorities gain cooperation mobgrily by achieving outcomes that
benefit the community (such as lowering crime ratethrough fear of punishment) but
by following procedures that are experienced asddir. Smith (2007) adds caution to
these conclusions by saying the scope of the U&epiwal justice is limited and it does
not follow that procedural fairness is the solecentral foundation of legitimacy in all
societies at all stages of development. That bemgesearch in the US completed by
Tyler and Sunshine (2003) supported the argumaeatt l@gitimacy is a social value
distinct from performance evaluations. It may whHve been that operating to
maximise these performance measures caused gadiateation between the police and
the public. In asking for more powers, the policerevarguing that they could reduce
crime if only they were given more technology anaren powers to allow this
technology to be implemented. Yet if the technologythe powers were not managed
well, this could cause greater deterioration iatiehs between the police and the public
(Ackroyd, 1993). A lot of police work requirescito-face interaction with the public
and sometimes a dependence on technology keepgotioe distant from the very

public that they serve.

Every new law passed that may result in less freetlr citizens is going to cause
fierce debate. The legitimacy of the organisatiansping these law changes and
enacting these laws is always going to be calléal guestion. An example of this was
in England and Wales with the introduction of tlaional DNA databank and the ever-
increasing powers being given to the polidde Police and Criminal Evidence Act
(PACE) 1984 gives the police in England, Wales Hodhern Ireland their powers and
also protects the rights of the population wherlidgavith the police. PACE covers all

aspects of arrest, detention, identification, d@agcand the taking of intimate and non-
intimate samples. With the creation of the natididA databank in the UK in 1995,

PACE was amended to give the police powers to okaad retain DNA samples but
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with strict conditions. The existing requiremenas fingerprints and photographs to be
destroyed as soon as practicable after a personae@stted or thelecision not to
prosecute was made would be the same for DNA samnipleaddition, any information
collected from these samples could not be usedigerce or for the investigation of
any other offence. The premise was that the rightee individual were protected and
their DNA profile could not be used in any subseqy®oceedings against them. Two
high-profile cases caused this law to be changew €ase related to the rape of an
elderly woman. DNA identified the offender and hasacharged with the rape. At his
trial his barrister successfully argued that thécporetained his client's DNA sample
when it should have been destroyed as he was tedjdicr the offences in which his
DNA was taken. This made the current DNA evidem@imissible. The second case
related to a murder and, as in the first casePiNA was retained when it should have
been destroyed. The individual had his murder adgion quashed on appeal as the
DNA evidence was ruled inadmissible (Higgins & Tath 2009). In response to these
two cases, Section 64 of PACE was amended to alewetention of fingerprints and
DNA samples of those subsequently acquitted or &hproceedings had been
discontinued? The importance of this law change was that DNAetakrom someone
who had been in custody could be used in subsequentedings or investigations.
However, the difficulty of this law change was ti&xction 64 would be at odds with
Article 8(1) of the European Convention on HumagH®s which provides: “Everybody
has the right to respect for his private and fariig; his home and his correspondence”
(Council of Europe, 1950). As is the practice ie tBK, when all legal recourse there
has been exhausted, the fight is taken to the Earoourt of Human Rights (ECHR).
Two such cases followed this course of action whigduld challenge Section 64 of
PACE.

8.4.2 S and Marper v. the United Kingdom

On 19" January 2001 an 11-year-old boy was arrested aadyed with attempted
robbery. Due to his age he could be referred tpuhlic only as "S” to protect his
privacy. His fingerprints and a DNA sample weregtakHe did not have any previous
convictions, cautions or warnings. On™June 2001 he was cleared of the offence. On

13" March 2001, Marper was arrested and charged veitasdsment of his partner. His

*The Chief Constable could agree to destroy theaxaeptional circumstances.
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fingerprints and a DNA sample were taken. Prioth® case coming to trial, his partner
decided to withdraw her allegation as they had wdrkhrough their differences and
were now reconciled. On £4June the case was formally discontinued. Solisifor
both the accused wrote to the Chief Constable obtWiorkshire asking that the
fingerprints and DNA samples be destroyed. The {Chienstable refused as the
Criminal Justice and Police A@001 allows the police to take and retain indé&fiyi
without consent, fingerprints and DNA samples framperson of any age who has been
arrested in connection with a “recordable” offefidepple, 2009). As a result a judicial
review was requested by the solicitors of bothabeused, stating that the powers under
which they were retained were incompatible withiélets 8(1) and 14 of the European
Convention. Article 14 provides as follows:

The enjoyment of the rights and freedoms set fortthis Convention shall be secured

without discrimination on any ground such as sexer colour, language, religion,

political or other opinion, national or social arig association with a national
minority, property, birth or other status (CourdfilEurope, 1950).

This Article is not a free-standing right but degeron the engagement or breach of
another Convention right (Higgins & Tatham, 200Bje cases went to the Divisional
Court, the Court of Appeal and finally the House Lafrds. The Divisional Court
dismissed the applications as it felt that Artidehad not been breached as the
“interference was in accordance with law and nexngsien a democratic society for the
prevention of crime” (Higgins & Tatham 2009, p.210he Court of Appeal agreed
with the Divisional Court, saying that although tfegention of the samples breached
Article 8(1) it was justified by Article 8(2) whicstates:

There shall be no interference by a public autiionith the exercise of this right
except such as is in accordance with the law anddsssary in a democratic society in
the interests of national security, public safetytlwe economic well-being of the
country, for the prevention of disorder or crimar;, the protection of health or morals,
or for the protection of the rights and freedomstbiers (Council of Europe, 1950).

The Court of Appeal identified “that the adversesequences to the individual were
proportionate to the benefit to the public and gbecessful prosecution and prevention
of crime” (Higgins & Tatham, 2009, p. 211). The Keuof Lords also dismissed the
appeal saying that merely retaining the fingergrantd DNA samples did not constitute

an interference with respect for private life. Rerimore, they stated that if there was
183



interference under Article 8(2) it was justified tre grounds of prevention of crime.
One dissenter, Baroness Richmond, felt that retgittie fingerprints and samples did

constitute interference but that there were justifons in both these cases to do so.

In 2008 the Grand Chamber of the European CourtHoman Rights (ECHR)
unanimously held that the practice in England, Waénd Northern Ireland of
indefinitely retaining fingerprints and DNA sampl&sd profiles of unconvicted persons
without their consenwas a violation of the right to private life guareed by Article 8

of the ECHR (Hepple, 2009). Clearly the ECHR toottiféerent view from that of the
English judiciary. The English judges agree tha tise of DNA technology is a
legitimate way to identify or exonerate offendeFhey also believe that the larger the
DNA database the more effective it will be, thay aminor inconvenience to people is
justified and that having one’s DNA on a databasases no great shame (Hepple,
2009). The judges of the ECHR took issue with #tention of samples and data from
people who had not been convicted of an offence’tad the potential incompatibility
with respect to the existing retention provisionshim PACE was their blanket and
indiscriminate nature” (Higgins & Tatham, 2009 |B21The conflict between the
English court and the European court relates taldrghe end justifies the means. All
the English courts summed up their decisions bingayat the retention was necessary
to prevent crime, protect the wellbeing of the dowynor that the public need
outweighed the individual's rights. The Europeamrtaisagreed with this, believing
that the English legislation failed to “strike ddrece between the competing public and
private interests” (Hepple, 2009, p.256). Fosted &teventon (2009) argue that the
English Government will need to formulate a ledisk response to ensure that the
detection and prosecution of crime is able to badathe privacy and fair-trial rights
with the public interest (as discussed in Chapt®&).1They also suggest that “the
domestic courts may need to take a less deferemtémore balanced approach in such
cases” (p.217). According to the English judges, shience of DNA is legitimate and
the law is legitimate but the ECHR argues thad thie application of the law that is not

legitimate.

The UK Government will need to be very sure that ldws governing the taking and
retaining of DNA samples are justified. This justtion will need to be seen in the
results, successes or effectiveness of the natibh databank. GeneWatch UK

(2010) accuses the government of misleading th&gabout the benefits of expanding
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the national DNA databank which now includes theords of about one million people
who have never been convicted of a crime. GeneWdi€h2010) states that crimes
brought to court following DNA matches have notreased since 2002/03 despite the
DNA database more than doubling in size. Coupleith &ijudgment from the ECHR
that criticises the laws, it may be more diffictdt continue to convince the British
public of the efficacy of such all-encompassing dawhe public may be even less
inclined to support laws thallow the DNA sample of an 11-year-old boy never
convicted of an offence to remain on a databass.dt this level that the police need to
be sure that what they are doing has the suppattieoimajority of the citizenry. By
following this course of action the police are nmakitheir work more difficult. They
can be seen as negligent, irrational or unnecestdngy lack acceptable legitimate
accounts of their activities (Meyer & Rowan, 199Ih) this case how do you persuade
the citizenry that what you are doing is good far if you cannot prove it? Moreover,
what standard can the public expect from the pafidkey do not know what that
standard should be?

8.5 Discussion

Chan’s adaptation of field and habitus was chosea theoretical framework for this
thesis to explain the behaviour of the police wbenfronted with new technology. This
framework has limitations in that it cannot explaach and every finding of the
research. The culture (habitus) and the environrtiesid) have a role to play but this
does not remove individual personalities, limitédl sets and personal accountability
at all levels within the organisation. The orgatisahas a responsibility to provide the
staff with the tools and training to do their j¢towever, individuals are responsible for
their own performances and likewise those in posgiof responsibility should be held
accountable for their performance and the perfoomaaf their staff. This would
include the attendance at training and the ackrayement and application of national
policies. It is also the case that differencesvben individuals and differences in the
organisational structure will be mitigated by thesiall police culture in that people do
not work in a void. All individuals work within thNew Zealand Police organisation
which means they are part of the structures, th&sistawith the design and they
perpetuate this culture. Therefore, for reasonsadly stated above, all the findings

cannot be attributed to police culture but havimguaderstanding of the role culture
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plays within the Police and the limitations it maypose can assist with understanding

the results.

This chapter has reviewed how historically the golhave introduced technology to
their organisation and for what reasons. It has discussed what may impede its
ability to successfully adopt new technologies. &mmmple, police culture informs how
the police will be able to adapt their processesltow for new technologies (Chan,
2001; Chan, 2003). Linked to this is the policetdng of introducing new technology
for a variety of reasons and, depending on whatehieasons are, ensuring the success
or failure of the introduction (Innes, Field & Cq@005). Therefore if the technology
relates to something that the police believe is$ phtheir core function, this will assist
in the successful implementation of the technoldgys identifying this core function
that may prove to be difficult as the police hageav of what its role is within society
and at times the reality is that this may be maoeiad worker (Skolnick, 1966;
Waddington, 1999; Westmarland, 2008) than avengimgel, although the police would
probably prefer the latter. The police create tbgin field well: their own niche within
the overall field or working environment that isntfortable to them and allows them to
continue with the same habitus or culture that tkeyw. When changes are made that
push them outside their usual frame of refereriee struggle to cope may lead to them
reverting back to what they know. Therefore, whattechnology is used for is a key to
the level of enthusiasm with which it will be embed (Chan, 2001, Chan, 2003, Chan
et al, 2001; Davis, 1989; Colvin & Goh, 2005; Nu@601a). If the technology supports
action-oriented policing (new weapons, new carslios) it may be more readily
accepted; however, if the technology is introduded monitor performance the
enthusiasm will lessen. The advent of DNA was fgaaccepted by the police as a
great tool to solve crime but, in order for DNA lie used effectively, processes and
procedures that the police are not traditionallydf@f needed to be completed. If the
field changes and it impacts on the habitus, tHe@avill struggle to cope with DNA
and its full benefits will never be realised. Howgvthe police are not beyond change

and, given the right strategies for coping, thdsenges can be effected.

Also discussed in this chapter has been the impoetaf police legitimacy which is

paramount in the effectiveness and success of thieepas they rely heavily on
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information from the public to be able to do theip. In order to keep public support,
the police need to behave in a manner that is dalskepto the community and this sets
the outer limits. Research has shown that the pukdint to be treated fairly by the
police (Hough, 2007; Sunshine & Tyler, 2003) andttthey are more concerned with
procedural fairness than the number of people tedes convicted (Smith, 2007; Tyler,
2006). It is important to remember that what doptiishes the police from other state
services is their power to use coercive force. Thenmunity needs to be able to
supervise that use of force in order to be readstinat the police are being fair in the
use of their power. Herbert (2006) posits that guotice are willingly given this
authority by the public so they can be protectedifthe less-savoury members of their
community. In addition, the police do not have egtowesources to actively police the
entire community so they rely on citizens to prevtiem with information so that they

can catch criminals or even prevent crime.

The successful integration of new technology depemdwhat changes are made to the
police culture. There needs to be a real understgraf the environment as well as the
attitudes. The police are capable of change if tleg assisted through this
transformation (Chan, 2010). If the organisatidnamework is established and there is
support from supervisors, the culture will shiftttcommodate the change. Chan agrees
that the police are able to change but it is imgartivhen new technology is introduced
that new frameworks are implemented to manage change. These rules need to
include the reason for the technology, what it Wiihg to the organisation, what it will
bring to society and what it will bring to the aféirs. Only then will the police be able

to legitimately make the best use of DNA technoltmynvestigate crime.

The following chapter will provide the summation thiis research. It reiterates the
research question, picking out the key points teuses the research question has been
answered. The Discussion chapter provides updatesorme themes that have been
mentioned in the thesis as well as making recom@nts for the police to improve its
use of DNA technology to investigate crime. Theptka concludes with suggestions

for future research.
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Chapter 9: Discussion

9.0 Introduction

This research has answered the question "DoeseRolitture Prevent the New Zealand
Police from Making the Best Use of DNA Technology Ivestigate Crime?"
International literature confirms that DNA is arfeetive means by which to identify
offenders and the police should make better use(sée Dunsmuir et al, 2008; Goulka
et al, 2010; McCulloch, 1996; Roman et al 2008; t8m8i Flannigan, 2000; Tilly &
Ford, 1996; Williams, 2004; Wilson et al, 2011).i9hesearch has uniquely added to
the international literature through a New Zealaade study and the results of this
study will be reviewed in this chapter. The thdwas looked at the police use of DNA
technology using four key themes: the police usaechnology, the organisational
framework for the use of this technology, policéture (using the theoretical construct
of Chan’s"field and habitus” of policing) and thater limits placed on the police by the
public — legitimacy. These four key themes andrtimaplications are summarised in

this chapter.

As a starting point to the research, the New Zehlaational DNA database was
reviewed to establish if the police make use ofittiermation stored there. However,
the effectiveness of the database in itself waswittin scope of the study. The
achievements and weaknesses of the New Zealanbadathave been discussed in the
thesis (see Chapters 1. Sections 1.4.1 and 1.18)msans of giving context to this
study. More importantly, the creation of this datsé for use by the police cannot be
looked at in isolation as there are many implig&idor the police whenever any
different technology is introduced to the organ@a(Manning, 1992). Moreover, DNA
has proven to be a very emotional subject and esnaequence the impact on the
community cannot be underestimated (Kimmelman, 200Be introduction of DNA
evidence by the police has had implications for go@ernment, the police and the
community and it is essential that the issues daigeall parties involved are addressed.
It is also important to look at how the police hakistorically introduced new
technology, why there has been a need for thisntdogy and the impact this
implementation has had on the organisation. A l@ypmonent of this is the resistance

of police culture (habitus) to change when newnebtgy is introduced.
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Having an understanding of the impact of previ@aehhological advances on the police
may give a better insight as to why DNA technologgy not be fully appreciated or
maximised by staff. Likewise, it is also benefidalunderstand the effect previous law
changes have had on certain sections of societyvagdas a consequence, they may be
reluctant to embrace such changes. In this finaptdr the main threads of the research
presented in previous chapters will be discuss@draéely and then drawn together.
Due to the dynamic nature of the subject topicehsill also be comment made on
some of the recent changes in legislation and ges=ewithin the New Zealand Police.
At the end of this chapter there are recommendstaout how the New Zealand
Police could make better use of DNA by the tightgnof processes employed in the

application of DNA evidence. Considerations fowufeatresearch are also made.

9.1 Explanation no. 1: Police Use of Technologynd the Limitations to Use of
DNA because of the Field and Habitus of Policing

In answering the research question, one of thadsees to emerge was why the police
continue to struggle when trying to effect chanig@s cultural resistance to change is at
both middle-management and front-line level. A sesice to change can prevent the
implementation of sound business practices. Thaddeo limited buy-in from staff as
they do not perceive the value of this new techgwl¢Chan, 1997; Mastrofski &
Uchida, 1993). Throughout its history there haveerbechanges in the police
organisation for a variety of reasons. These rdraye purely budgetary considerations
to a desire to modernise and, with the advancesdnnology to assist, to become an
effective and modern police service (Chan, 2001ftddp 1973; Innes et al, 2005;
Manning, 1992). Even though the field the polickabit may change (and has often
done so) the habitus, which is their guiding rdeuggles to change and this may
impede successful change management. It has beaursded at length in Chapter 8 that
police culture should not always be considered d Hang and according to
Waddington (1999a) this culture exists to enabléceoofficers to do their work.
However, in this instance the focus is on how tbkuce can prevent the successful
application of DNA technology.

The interview participants were of the opinion tBeMA was a great tool, one of many
that they could use to investigate crime. They wid believe that the police were

resourced or trained well enough to make full usthe technology. They believed that
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the legislation was complicated, resulting in pamek that was too arduous to support
the use of DNA. Another common theme was that tffeess were too busy to
interview suspects and needed to get back out@stieets. Whether they really were
too busy or preferred to be out on the streeteimatbable but certainly police do see
being on the streets as "real policing” and exauthere they should be, not inside
doing paperwork. The case files illustrated thatlid not matter what legislation or
training were available because the police stdl mibt make use of DNA evidence and
appeared to be content to close a file (stop wgrkimit) even when the file contained a
named suspect. What should happen is that sudé shibuld not be closed until it has
been resolved in some way. This highlights theedéihice of attitude between the police
hierarchy or policy makers and the front-line staffo have a different view as to what
they should be doing (Reuss-lanni 1983). DNA is aghmany other tools available to
them to investigate crime but while the police dwédran organisational framework to
ensure practices, processes and directives aréage po make the best use of this
technology, this is no guarantee that staff willdabby these processes. This was
evidenced by one participant in chapter 7, sectfidnwho said she did not agree with
the initial policy regarding the taking of DNA salag so she ignored it. This was only
one participant’s view out of 28 but it is still viby of note and not an uncommon
phenomenon as research has shown (see Grant & ROd#&,and Reuss-lanni 1983).
The police say that they are using DNA technologd &ave exploited some high-
profile cases to hail its benefits, yet recent aese has shown that greater success could
be achieved if it is used well to investigate vouanime (Wilson et al., 2011; Roman et
al., 2008). The high-profile cases reviewed in Goepl sections 1.4.1 and 1.10. refer
to serious crimes which interview participants athg acknowledge receive more
resources and therefore achieve greater succesg&udq it has been articulated by the
interview participants that less resources arectéck to the investigation of volume
crime even with DNA technology. This is in spite eticcessive New Zealand
governments promising more DNA legislation to asp@lice to investigate volume
crime (see Chapter 1 section 1.5)

Why and how technology has been introduced int@tiiee has implications for either
its success or failure. Early technology was seea way of improving the service to
the public as it would enable the police to resptundalls more quickly (Uchida, 2004).

At a time when the police were unable to exactlgoant for their work, information
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technology was seen as a way of monitoring the vadrkhe police to ensure their
accountability (Manning 1996). Overall there waddief within the police that the
introduction of information technology gave thenmpmfessional veneer, albeit at a
superficial level. This introduction of technologgny technology, allowed them to
pretend that they were making changes to their vpodctices (Dixon, 1998; Willis,
Mastrofski & Weisburd, 2007). The police may be lwg to make changes but

preferably without making any changes to their rad¢hof policing.

The police are action oriented and will acceptititeoduction of technology that will
enable this style of policing. A technology budgest was mostly spent on weapons
and transport may support this argument (Mannifg12 However, the police appear
uninterested in technology that will keep them frioeing on the street. The participants
in this research have expressed the view that dtaffiot have the time to interview
suspected burglars because they need to be baadndhe street. Why they have this
need has not been expressed but it may be thakeiee is there rather than the need.
Likewise, the organisational framework for the 0§®NA technology has not been set
up to encourage its effective use. The inabilityetobed organisational processes to
enable efficient use of technology results in aigtlnce by staff to change their
behaviours. This may cause the police to revelt b@old behaviours which in turn can
result in the circumvention of any loosely applirdw processes. This may be a
subconscious reaction to continue to police in dage fashion but can certainly be
linked with the habitus of policing. Staff are carthble working within an
environment they know. If they are not given anydglines to cope with changes to

this environment they will struggle to use the riewls (Chan, 1997).

If the police struggle to make effective use of rteshnology, they appear to have even
less interest in information technology. As diseassn Chapter 8 section 8.2.1, the
advent of information technology meant that theiggobecame information gatherers
and found themselves in the frustrating positiongathering data for use by other
agencies (Chan, 2003; Ericson, 1994; Manning, 2004is was not the original plan
for information technology. What began as a medrguantifying and managing their
work quickly became subverted for other purposeghvin some cases increased the
work load of the police (Ericson, 1994; HaggertyEgicson, 1999; Sheptycki, 1998).

The potential for the police to use computer tetdmyto gather intelligence and make
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informed patrolling decisions has never been frglglised (Ratcliffe, 2003). The police
find themselves in a difficult position: they waand need technology but other factors
can impede their ability to successfully utilisésthAt this point police culture can play
a part in the successful application of new teabapal If the right support and training
are given to staff and processes put in place towage and enhance the technology,
then it can be successful (Goulielmous, 2005; Sr2abo).

9.2 Explanation number 2: Police Legitimacy: Seiihg the Outer Limits: What the
Thesis Can Tell About This Effect

The relationship between the police and the comtpusisymbiotic in that they should
derive mutual benefits from each other. Generabgiety will respect and value the
police because they believe that the police wititpet them from the bad elements of
society (Herbert, 2006). However, there is alsoeaird from the community to be
treated fairly and with respect by the police ahe police rely on the community to
provide them with information (Smith. 2007; Sunghi& Tyler, 2003; Tyler, 2004).
The police need this support to be effective. Tigpsrt will continue only if the police
do not abuse their position of trust and power.sTiecomes even more significant
when the police request greater powers in orddretanore effective in their work. If
these increased police powers have an impact otorai@l privacy there may be

concern voiced by the public.

DNA involves a biological sample and this usuallicies an emotional response for
either cultural and/or ethical reasons. This bimalgysample can indicate a propensity
for illness, possibly indicate the physical chaeastics of a person, identify the
provenance of someone and be used to link fan{fiéamelman, 2000). All the above
can make people very uneasy and, even if most ort be mitigated, it is still a
contentious subject. It is easy for the police émel government to make generalised
statements that DNA is a great tool for identifyioffenders and that it will be used
only for the reason it was intended. To assuageesafinthis fear it is important that the
police understand these concerns and establish ivisathe community wants from
them. If the public expect the police to be atietate and trustworthy entity, then the

police need to be seen to use their powers famtlyeffectively.
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There was a belief within the police that the idtrotion of new technology would
improve their professional standing in the commuri€han, 2001; Harper, 1991,
Manning, 1992; Uchida. 2004). However, there setanige a disconnection between
the police and the community. What the police wvelies important may not be what the
community deems to be so. Ironically, the introcurtbf more technology has added to
this disconnection by appearing to remove the pofrom the community (Kelling,
1978). As well as enhancing their professional imagchnology was also meant to
assist the police to identify, arrest and chardenafers. If criminals had access to the
latest technology in order to commit crime, thea plolice should make use of the latest
technology to identify them (Nunn, 2001b). Arguabiys could lead to an increase in
the resolution rate of crimes investigated whicle tholice continue to use as a
benchmark of their success. This is in spite efrésearch conducted in the US which
showed that what the public most wanted from théc@owas procedural fairness

(Smith, 2007). This might signal a widening guitéween police and community.

The public disorder in England in the early 1988% o an inquiry which identified the
frustration felt by people who believed they wesinly unfairly targeted by the police
(Scarman, 1981). This feeling of unfair treatmerdught allegations of breaches of
human rights. Likewise the application of the Uliation to obtain and retain DNA
samples led to court proceedings in the Europeamt@j Human Rights (ECHR). It
was decided by this court that the UK was breactieghuman rights of its people. In
its findings, the ECHR stated that the UK legiglatied to the blanket application of the
law which did not have regard for the individuaiight to privacy (Higgins & Tatham,
2009). At the heart of the decision making by th€ government regarding its DNA
legislation is the belief that the bigger the DNAtabase the more effective it is at
identifying offenders which in turn will solve cremand subsequently lead to a
reduction in crime. However, the size of the dasaba isolation is not the true measure
of its success. A combination of having the righojple on the database, more crime
scenes attended, more samples lifted and robustnsgsin place to deal with the
intelligence links would be the true measure of stgecess. This clear-up rate of
unsolved crimes is the true measure of the suaaeB¥NA technology to investigate
crime. It is important to remember that law chanigage an impact on people and the
concept that the rights of the many outweigh tigats of the few has historically been

devastating to certain sections of society (Dust896; Noble, 2009; Simoncelli, 2011;
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Washington, 2010). The governance and applicatiddNA technology are vital to the

legitimacy of the police, as is the effective us®bIA to resolve and reduce crime.

9.3 DNA Public Understandings

The breakthrough in the understanding of how gevark has proven to be a bonus for
many reasons. Genetics have helped to identifythedefore rectify or prevent birth
defects. However, history has shown that this satience has been used for nefarious
purposes with Hitler's policies being one of thestmepugnant examples, but it was the
application of this science rather than the scietssdf that was questionable. This was
also an issue with the discovery of the DNA fingerp Jeffreys believed that his
discovery would be of significant importance in iaisg with the identification of
people and could be put to good use (Jeffreys,et5). In its early phases it had
some successes that made it seem an infalliblefdoadientifying people. However, it
needed to be tested in the courts before it coalddzepted as reliable evidence. There
were several instances when it was not appliedecty; both procedurally and
scientifically (Imwinkelrid, 1991; Lander & Budowlel994; Lander, 1989; Lynch &
Jasanoff, 1998). Juries needed to understand tN& B found at very few crime
scenes with the figure being estimated at less tt?n(House of Commons Home
Office Affairs Committee, 2010). This would add ttee probative value of DNA but
often jurors did not understand the minutiae of Ei¢A evidence and neither did the
judges or barristers. For these reasons it is wepprtant that there are robust systems
in place to ensure that DNA evidence is used elthida enacted to support the
obtaining and storing of a person’s DNA. There néede informed discussion and
consultation regarding the creation, maintenana governance of DNA databases.
People need to believe that this legislation isiregl and that it will be implemented in
a fair manner. It is important to acknowledge fears of the population especially
when some sections of society have historicallynbearginalised by certain laws. The
application of DNA evidence cannot be taken liglathd this links with the need for the
police to be seen as legitimate by all sectionsaifiety, specifically those sections
which have less reason to trust the police. In Nm&land this would be Maori and
Pacific peoples, evidenced by one participant widicated a preference for using
racial profiling to decide from whom to take DNAnsgles.
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The concept of function creep is an important aspeterms of DNA legislation (Dahl

& Saetnan, 2009; McCartney, 2004; Briody 2004). Angrease in police powers to
obtain and retain DNA needs to be very tight andefctly implemented. The
legislation needs to state clearly what the poiitay do and it is important that the
police apply these laws in the spirit in which thesre intended. This should strengthen
their legitimacy in the eyes of the public. The adtvof familial linking is an example
of function creep as this was not what the databasge initially intended for and were
not specifically legislated to include. Commentatéear that people may come under
genetic surveillance by the police, the governmanprivate companies looking to
make a profit based on this information which raisencerns that the initial rationale to
establish DNA databases has been expanded witmopémpconsultation (Krimsky &
Simoncelli, 2011; Hindmarsh & Prainsack, 2010). Téer is that without strict controls
the information contained in these databases dmeildsed for purposes other than those
intended. This is why lengthy consultation is regdi when the subject of DNA is
debated. It is also why it is important to be aoleshow the community how effective
DNA has been in the identification and prosecutboffenders because if the database
is not being used effectively there is little reagor laws that allow citizens’ rights to

privacy to be used in this way.

9.4 Burglary

The New Zealand Government and the New Zealan@@bhve stated that a reduction
in burglaries is a priority (Controller & Auditoréberal, 2006). Both acknowledge that
burglaries have an impact on the victims’ qualityife and that burglaries are a volume
crime. Burglaries in all jurisdictions have a logsolution rate and it is noted that some
burglars may move on to commit more serious crif@esllewski & Murphy, 2006).
For these reasons there is a real desire to reoluggaries. With the introduction of
Prevention First (2011) the police are still comedtto reducing the number of victims
of crime and an increase in the number of burgtasplutions would be a proactive
way to use DNA technology in order to assist witle reduction of victims. This
increase was to be achieved by attendance at @jldnies, more crime-scene samples
being sent to the ESR and a quicker turnaround frora the ESR. While the police
showed improved attendance and the ESR improvedtthrearound times, there is no
evidence to suggest that more burglars were adasteéhat there was a reduction in

burglaries. The request to the government by thiegdor more powers to take DNA
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samples was predicated on the police being ablapfmrehend more burglars and
therefore reduce volume crime. As shown in Chagtethe police have failed to

improve their resolution rates in relation to reépdrburglary offences. What has been
shown is that DNA is a good tool for identifyingfefiders but the police have not been
able to arrest those offenders. This study indgc#tat the police struggle to cope with
the work load although not all participants accdpiais and believed it was just an
excuse. The police have made changes to the wahigh they investigate burglary by

ensuring that every scene is attended and fordlyseeamined, where possible, and
this has resulted in more crime-scene samples ks#ngto the ESR. However, the
police are able to get only half the process righhat happens to the information

received from the ESR is an important aspect &f pnocess and it is at this point that
the police appear to lose momentum. There is naleege to suggest they are
overwhelmed by the work, or at least not all timeeti but rather revert to what they are
most comfortable with, which is to give the appeasof making the best use of DNA
technology. However, when the layers are peelek ltabecomes obvious that in

reality the police fail to fully make use of DNA idence to investigate and resolve

crime.

9.5 The Use of DNA to Investigate Serious Crime

It has already been stated in chapter 6 sectidmatlthere were a limited number of
serious crime files available for this researchwieer, as described, this number
should not impact on the ability to draw useful dasions from those files that were
available. The participants in the interviews é&edi that DNA technology is a good

method for the identification of suspects. Theyoadsate that DNA is just one tool

which can assist them to investigate crime. In,fdo¢ majority of those interviewed

believed that police officers were the most usefirhe-fighting tool as DNA was not a

replacement for basic investigative tools. Theipgnts were referring to interviewing

people, conducting search warrants and knockingoams in order to conduct a full and
thorough investigation. The participants’ respenseggest that it would be more
beneficial to invest in people rather than in tesbgy. Although the technology is of

use, if staff are not there to use it, it coulddrae redundant very quickly. While it was
acknowledged that DNA is very effective in ideniify offenders in serious crime,

DNA evidence alone should not be relied upon te talcase to court. It was noted by

the participants that DNA evidence had some excelises. If a case included DNA
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evidence, an offender would sometimes plead gwitich meant that the victim was
spared the distress of having to give evidence. gdiiee did not have to cast such a
wide net as DNA evidence narrowed the search at@ehwesulted in a less labour-
intensive enquiry. As shown in Chapter 6, DNA ewicie appeared to be more effective
in relation to serious crime in that it was useduocessfully prosecute or in some cases
eliminate suspects. Serious crime types have ahigisolution rate than volume crime
and those investigating serious crime appear toe hamore resources and fewer
budgetary constraints than those investigatingmelarime (see Chapter 6 section 6.2).
If this level of resource was given to volume crithe resolution rate might well be

higher.

9.6 The Operational Use of DNA: How it Works onltie Ground

DNA evidence is very effective for identificatiofhere have been many examples
given previously on the successes of DNA in idgmtg offenders, including cold cases
both in New Zealand and abroad. But how successtiithe New Zealand Police in
using DNA evidence to fight crime and what are @estructions to this successful
application? Participants like DNA technology bbey all cautioned its use. They
stated that once a DNA result is received is wherréal investigative work begins; the
police are overwhelmed with work and cannot copil wasults received from the ESR
and the paperwork involved in taking DNA samplesasfusing and time consuming.
DNA technology has the potential to be very effexin investigating crime but, like all
technology, there is no guarantee that the pokseedi it will be successful. Paperwork,

work load and expectations can all make this teldgydess effective.

9.7 The Perceived Constraints on the Use of DNA

DNA evidence is effective at identifying suspeatsstiould be used all the time but if
not then some questions should be asked as to whyCertainly the legislation has

been amended over the years to enable the policmake better use of DNA

technology. However, some of the participants inésved felt that DNA should be

taken from everyone arrested as soon as they wetglit in to the police station. It

was believed that by doing this their identity webidle confirmed. This cannot be done
as the technology does not allow the police toaimdy identify a person using DNA

although it can be done with fingerprints as thppsuting technology is available. A
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couple of the participants stated that it wouldgoed if the police had access to the
Guthrie Test database as the bigger the databadeetter it is for identifying offenders.
The New Zealand database proves this concept vardieg. The largest database in the
world does not have the highest hit rate. New Zehlzas the highest hit rate, proving
that what is important is a combination of the tigrofiles on the database and as many

crime-scene samples as can be gathered.

9.8 Updates: Post-field Virk Developments

The technology involved in the use of DNA evideremntinues to be updated and
upgraded which is equally true of the science ofADNhe DNA legislation in New
Zealand has also had several iterations, givingpthleee more powers to obtain and
store DNA profiles. As this legislation has chashglee police have altered some of its
processes to coincide with these changes. Sontesé ithanges have been made at the
suggestion of audits or reviews conducted by gowemt departments such as the
Auditor General (2004), as discussed in ChapteMdny of these changes have
impacted on the way in which police deal with DNMidence and for this reason and in
order to put the research in context some of thesates are addressed in the following

paragraphs.

Investigative Interviewing
In 2008 the New Zealand Police implemented an itiyatsve interviewing strategy to
improve interviewing, the quality of investigatiorsnd professionalism of staff
(Cunningham, 2010, p.7). The New Zealand Policel itse PEACE model which was
adapted from the English model of the same name.PEACE acronym relates to the
different stages of an interview:

e Plan and prepare

* Engage and explain

* Account

* Close

» Evaluate (Cunningham, 2010)
This training was implemented with the aim of havitonstables qualified to a level
where they would be able to interview suspectstimiE and witnesses using a set

system. The intent was to have all district stedfnted by December 2010. One of the
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perceived benefits of the PEACE framework was olitgi more information from the
person being interviewed. The evaluation of th&ning showed that there was an
increase in staff confidence in their interviewisgills (Cunningham, 2010). This
implementation strategy would go some way to mitigathe belief expressed by a
number of participants interviewed that police adfis were either incapable or lacked
confidence in interviewing suspects. This implemadoh strategy also suggests that the
organisation now has an expectation that officeits sge interviewing as an integral
part of their job. From this it is expected thatD&AIA alert would be dealt with
expeditiously and a suspect would not be releasetl that alert was resolved
satisfactorily. The researcher was told by soméceabfficers that the belief amongst
them is that the PEACE model is now outdated andlamger in use by many

jurisdictions but this is anecdotal evidence and wat pursued further.

ESR Turnaround Times

The New Zealand Police and the ESR had an agreedrawnd time of six to eight

weeks for DNA analysis during the research timefram The files examined

demonstrated that the ESR was very consistent téke timeframes but this did not
appear to have any impact on the police’s abibtypprehend or charge the identified
suspects. However, if the ESR was able to spedtiage timeframes, identifying and
interviewing a suspect as soon as possible afeeotfence could allow the police to
recover property and possibly prevent further adfeg. Therefore a pilot model was
established in April 2010 in one New Zealand poticsrict to test the feasibility of the

ESR changing its turnaround time from six to eigleeks to five days. This project
worked so well it was decided that the nationahawmound time should be five days.
This research did not cover this period and itas known what effect the five-day

turnaround has had on the work load of the policeeiation to DNA intelligence links.

Gatekeepers

It was noted in the files that officers sent samaptethe ESR when other evidence was
available and DNA was clearly superfluous to theegtigation. The police tread a fine
line when deciding what evidence should be presehtfore the court. Due to the
ubiquitous TV shows that publicise the use of DNAdence and erroneously suggest
that DNA is found at all crime scenes, the expémtatof jurors have been heightened.

The police are required to present the best p@&ssibidence to the court in order to
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prove an extensive investigation. However, evamsle that is sent to the ESR costs
the New Zealand Police money and therefore camdukideration does need to be
given before a sample is sent for analysis. Dubdee fiscal constraints the police have
discretion as to what samples are appropriate dadisg to the ESR. The evidential

value of the sample would be a guiding factor. fdpc of budget was discussed in the
interviews with participants acknowledging the néadfiscal responsibility. In order to

prevent superfluous samples being sent off foryamgl the New Zealand Police has
now put systems in place to ensure that this isetteeption rather than the rule. The
National Forensics Manager for the New ZealandcRdiates that designated detective
senior sergeants are the gatekeepers between lice pad the ESR and should be
sending only relevant samples to it. As well asfthancial implications, he cautioned

that with the new turnaround timeframes the lastgtimeeded is a backlog at the ESR.
It is also clear that the police are not able tal @ath the current work load so adding to
it would only cause greater strain on the budgmeitditions and time pressures currently

faced by officers.

National Intelligence Application Updates

The police computer has been upgraded so thatetagsiof crime scenes can now be
entered onto it as well as what samples, if anyreweund at the scene. This has
enabled forensics to be tracked more readily thavipusly. The system allows for
DNA samples and scene updates to be logged in ithe Nowever, it is still not able to
be updated with the results from the ESR. Thecpdiiave many competing priorities
when they are upgrading their computer. These amaged as well as they can be but
there are always extra unexpected pressures ptacéiuiem, such as the Rugby World
Cup being hosted by New Zealand. Upgrade work enpblice computer that was
earmarked for forensics had to be set aside forcifspeRugby World Cup
enhancements. However, this juggling of prioritiss the reality for any police

jurisdiction.

Some of the changes that have been discussed Withithesis were made to enable the
police to make better use of DNA whilst acknowledgthe many demands placed on
the police for improved technology. The acceptedm¢oy the police) was that they

(the police) were already making good use of it thise changes would enhance this

use. It has already been discussed that althowagh thay be policy and guidelines for
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officers to follow, this is no guarantee that tivej} if the front-line do not subscribe to
the philosophy (see chapter 2 section 2.0 & chaptsection 7.1). The investigative
interviewing training now provided to all officeremoves the excuse of officers not
interviewing suspects with a DNA alert because thek the skills. However, this will
not necessarily change the behaviour of officethef staff are not held to account for
not following this policy. Changes in legislationdafaster turnaround times by the ESR
should compliment police use of DNA. But once agdithere is no accountability or a
desire to improve their performance, these changiebave no obvious impact on how

the police investigate crime.

9.9 Recommendations

The successful application of DNA technology to Mew Zealand Police depends on a
number of factors. These factors, which are notifipgo the New Zealand Police but
are also relevant to many jurisdictions, includdigeoculture, legislation and training.
The New Zealand national DNA database is effectivbas the highest hit rate in the
world, indicating that it contains the right prefl. The relationship between the ESR
and the police appears to work well with agreedtiames consistently being met. The
guality of analysis is of a high standard, as ndtgdhe ASCLD/Lab accreditation.
These make for a credible database. Unlike the d&tabase, it is not alleged that the
database holds DNA profiles from innocent peoplewgver, this research has
identified that if a person’'s DNA is found at treeise of a crime that is no guarantee
they will be interviewed regarding this intelligenkink. The most telling data within the
research was that suspects were repeatedly beiagted and brought to the police
station yet they were never interviewed over theliigence link noted on the police
computer. The police understand and value the@lUB&A as a good method by which
to identify a suspect. This is evidenced by tharirial investment made by the police
in its forensic budget as well as by the requasts fthe police to the government for
more powers to retain DNA profiles. The benefitsDiIA technology have already
been highlighted several times in this thesis dnd clearly appreciated by the New
Zealand Police. However, there is a breakdown enapplication of DNA and in the
information contained within the national DNA daégk. The New Zealand Police have
made some changes in the way they utilise DNA telcyy.

* The ESR has a five-day turnaround
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 There are gatekeepers within each district to eefambust policy
regarding what is sent to the ESR to prevent anpiadebacklog of work
and waste of money
* The police computer has been updated to log armk INA samples
obtained from people, to log crime-scene sampldserev they were
located and by whom and when the samples werdsém ESR
* Intelligence links received from the ESR are noec#bnic in order to
streamline delivery
Many computer updates and processes have beenyadptmimprove the use of DNA
evidence. However, dealing with the intelligened lonce it has been received from the
ESR still does not appear to be a priority andNh&onal Manager of Forensics is still
unable to discover the overall outcome of theselligence links. Suspects are still
entered on to the police computer as linked tdraecscene with no guarantee that they
will be actively pursued or interviewed should tleme to police attention. Even with
the above improvements, the New Zealand Policestiteunable to state how many
people have been convicted due to DNA evidencé@time taken from initial police
attendance at a crime to a final disposition. Magild suggest that this research still
remains relevant until the New Zealand Police ara position to provide answers to
the above statement. The police use of DNA teldgyoto investigate crime is only
partially effective. They will not make the beseusf it until they commit to proactively
responding to the intelligence links received fritra ESR.
To fully realise the benefits of DNA technologystticts need to:
» Inform staff of the value of DNA evidence and isé¢l of importance within
the New Zealand Police strategic framework
* Implement a clear organisational framework forulke of DNA technology
* Fully train staff on the processes/technology/paperk and organisational
expectations required to successfully use DNA teldgy
» Prioritise intelligence links received from the E®Bing the current tasking
and co-ordination framework of the New Zealand ¢#oli
« If an alert has been entered on to the NIA and peason is arrested, they

cannot be released without the alert being dedlt imia significant manner
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» |If an alert is to be put on the NIA a full investtgppn file must be completed
and the information entered on to the NIA so thaewthe person is arrested
they can be interviewed

* Managers within the New Zealand Police should Hb fnformed as to
what the police are trying to achieve by using Dtdéhnology

» Managers within the New Zealand Police should enghat the above
actions are complied with in their district

There needs to be accountability and direction ftbenleadership of the New Zealand
Police that DNA is a priority and that districtsedeto task their staff accordingly Staff
need the right support, guidance and training teimize DNA technology and to apply
it fairly without jeopardising the legitimacy ofélpolice. Supporting staff with training
and clear direction will not dramatically alter ithigelds and not require a change to the
habitus. Therefore the culture will be supportine ghere will be buy-in from front-line
staff (Chan, 2001).

9.10 Further Research

The New Zealand Police would benefit from more agsle in the way they make use of
DNA technology to investigate crime. This reseashbuld involve a larger number of
files and a greater number of interview subjectduiting examples of metropolitan,
provincial and rural stations. Incorporating thelifferent styles of policing would
ensure a comprehensive view of what the New ZeaRwoiite actually do with DNA
technology. A key aspect to the research shouldxtrcting specific figures from the
NIA which tracks the outcome for suspects who hau@NA alert against their name.
It would be beneficial to the research to inclutksholders and partner agencies in the
study. Interviewing people from the wider justi@tr on their views of DNA use in
court proceedings, including judges and barristexsyld provide a viewpoint from a
partner agency. Given that one officer indicatedvits acceptable to practice racial
profiling, it would seem that a further study shbubke other stakeholders into
consideration. The opportunity to hear first hamoif New Zealand civil liberty and
minority groups about their experiences, concenasapinions on police use of DNA to

investigate crime would add an invaluable dynamithe research.
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9.11 Conclusion: Has the Research Question Been#wered?

Does Police Culture Prevent the New Zealand Pdliom Making the Best Use of
DNA Technology to Investigate Crime? The data imletd from the subject district
indicates that, in at least one district, cultig@mne reason that may impede the police.
However, the New Zealand Police is a national padiervice and, with the exception of
certain nuances in each district, the process pplysng DNA technology to the
investigation of crime should be the same througittoeicountry. The subject district is
one of the largest districts in the country andhas the highest number of reported
crimes. It has a high turnover of experienced sta#fding to less likelihood of
entrenched behaviour. Therefore it is a fair aggion that if DNA technology is not
being used well there it is not being used to gaféect anywhere. For these reasons it
can be concluded that the research has shownathabetoric aside, the New Zealand
Police fail to make the best use of DNA technologspecially to investigate volume

crime.

DNA has been used in the New Zealand Police foryéars. It is no longer new
technology and yet the police still appear to sitegwith its effective application.
Those interviewed state that DNA is a great ingadive tool but that the police make
its use too complicated. However, it does neecetsthted that the police are bound by
legislative requirements that can add to the cazapbn. The participants said that the
paperwork was too confusing or that staff were bosy to deal with alerts. Another
reason was that staff either did not know how teriview or lacked confidence in their
ability to interview. This combination of issues an¢ that the national DNA database
was not being used effectively by the New ZealaalicB. This is an example of what
happens when technology is introduced and procemsesot put in place before the
new technology is rolled out: there is an inabildy reluctance by the police to
introduce an organisational framework for the ukehts technology. When staff are
unable to manage, they find other ways to cope hwhit some instances, can mean
subverting the system or ignoring it completelyisTis when police culture disables the
effective use of this technology. Chan (2001) waathite that the rules of the game had
changed and the police relied on coping mechanisrsarvive. However, by changing
the field but not altering the habitus these copimgchanisms are a way of making
sense of these changes (Chan, 2007). Likewisdjeifpolice choose to change the

habitus without altering the field, once again tlaeg doomed to failure (Waddington,
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1999a). Both the field and the habitus need toHanged, if only slightly, in order to

make sense of the ongoing progress in societywhiiimpact on the police. Advances
in technology are one such example and the caugesastudy. A robust organisational
framework for the use of DNA technology will hela manage the field and therefore

assist them with the required changes in theirthabi

The police requested legislation from the governntensupport their use of DNA
technology. As a result the police needed to mdlesmges within their organisation to
manage the use of DNA evidence. However, the gowvemt also imposed rules on the
use of DNA evidence by the police in the form dfiséative requirements. The police
do not have control of these requirements which plage more pressure on the police
to manage them. These changes included new legislad support the taking and
retaining of DNA samples, new paperwork to ensheeauthenticity of the volunteer’s
permission, more data entry to track the DNA evadeand more paper work when an
intelligence link was received from the ESR. Thasuged the policing environment to
change. Without the proper support the police watitdggle to cope with the work as
the rules had changed. One way to cope with thig e®vironment was to ignore the
changes and continue as before or make small chaugas to appear to have embraced
them. On the surface the police appear to fully DSEA evidence but, in reality, in
many cases they simply store the information withmaking any real effort to arrest
the named suspects.

This research has shown that the method by whielptiice capture statistics and the
disparate approach to data entry have meant thatata reviewed is flawed and it has
been difficult to get a clear picture on the useD®A technology to resolve crime.
Nonetheless, based on the limited data availabid @cknowledging that there is a
consistent application of flawed data) it can beatuded that by using DNA the police
have not been able to prevent crime and, in falsenrgiven a named suspect have still
been unable to resolve a crime. Yet they have nettlEempts to improve their
performance. The position of crime scene attendast created specifically to enable
victims of crime to receive a better service frone tpolice. These CSAs primarily
attend burglaries and forensically examine the saeith the purpose of identifying the
offender. Scenes of crimes officers and CSAs haenkencouraged to send as many

samples as possible to the ESR, as the more sathgleare sent the greater are the
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chances of identifying a possible offender. Anyonered samples are sent to the ESR
which responds to the police within the agreed times. These turnaround times have
been decreased considerably in order to make ttive gmocess more efficient. By the
time intelligence links from the ESR are returnedhe police time and money have
been heavily invested in identifying the possibiiemder in order to resolve the crime

and this has been the driving force behind thecpalse of DNA technology.

DNA evidence is collected at less than 1% of crsoenes (House of Commons Home
Office Affairs Committee, 2010). In New Zealand2805 the number of files notated
as having DNA at the scene in the Auckland Citytiis was 302. This number was
obtained from the 53,615 reported offences for ylearr (Statistics New Zealand, 2010).
Of 8,920 burglaries reported 84 files had DNA &t to them. Of the 302 files, only
146 were available for viewing. It was establisitbdt only 78 of these files had
attached charges, meaning that the identified déesnhad been arrested, charged and
prosecuted. The remaining 68 files had alerts plawethem identifying them as files
with named offenders whose DNA had been found atdbtene of a crime. The
implication was that should these people come eaattention of the police they would
be interviewed regarding the DNA evidence founthatcrime scene. However, 55 files
had named offenders stating that DNA evidence heh binked to them and a crime
scene and although they had been in police cussmige several times, they had never
been interviewed or charged for that offence. Gitrenalready low percentage of DNA
found at crime scenes and the investment madeebgdhce in DNA technology, these
figures are a shocking indictment. These resulisstion the commitment the police
have made to use DNA to its fullest potential.ime terms, a large amount of money
and a great deal of time are spent in trying taide an offender who may or may not
be held to account for the offence to which they @nnected. On a superficial level it
appears that the police want to make the mostytechnology that may assist them to
solve crime. However, the police as an organisatio not like change and they
certainly do not like change invoked by new lediska being imposed on them. This
reluctance to fully accept new legislation may wmdl an unconscious reaction rather
than a determined refusal to accept outside inflaenA perception of being too busy
due to a lack of organisational support will resnlthe same inability to make full use
of the technology. This puts the onus back on thie@ executive to fully engage their

staff when making changes to their work environment
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While the police are keen to introduce new tecbgplthey would prefer to use it
without the need to change their processes. A @dsirlook professional does not
automatically translate into a desire to changestiile and method of policing and this
impacts on the police’s ability to successfully Ierpent change within the
organisation. This style of policing may prevergrthfrom fulfilling their promises to
reduce crime, catch offenders and maximise DNA retdyy. Included with this is a
failure to be conscientious in their use of DNAheaclogy, thereby breaching the
public’s trust and calling into question the need legislative change. Although the
introduction of investigative interviewing is a [ioge step for the police, there is still
the need for a shift in mind set. The researchltestow that the police are willing to
attend crime scenes (although for burglaries instiigect district this is carried out by
non-sworn staff) and this appears to be carriedmalitas perhaps it is considered to be
real police work. When the results are receivedtliy police and it is time for
paperwork, interviewing or locating the suspecis itonsidered the more mundane side
of policing at which they are less successful. \@dvirom Chan'’s field and habitus of
policing, police culture can have an impact on shiecessful implementation of new
technology. Police culture can impede change with& organisation as they have a
definite comfort zone which does not allow any grelaange to their practices. This
research has identified that police practices htechanged with the advent of DNA
technology, thereby impeding the ability of poliicers to realise the full benefits of
DNA in investigating crime. The interview particiid comment on being busy and the
need to get back out on the streets. Howeveryitis is merely one aspect of a greater
issue which is the entrenched behaviour of thecpdiat is encouraged by the lack of
an organisational framework when introducing newhimlogy. This research has
discovered that despite all the time and energyNbe Zealand Police have spent on
DNA technology, they have not reduced crime orams cases even solved crime in
spite of their use of DNA technology. The empirieaidence gathered from police
files, interviews and other literature showed taldhough the New Zealand national
DNA database functions as intended, the police alonmake effective use of it. The
New Zealand Police do not make the best use of D&tAnology to investigate crime
as an action-oriented police culture, combined withck of an enforced organisational
framework for DNA use, and a lack of accountabifily performance affects the desire

and the ability to make the most of its potential.
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Glossary

ACPO Association of Chief ReliOfficers

ASCLD/LAB The American Society of Crimel@ratory Directors, Laboratory
Accreditation Board

CCTV Closed Circuit TV

CiB Criminal Investigati®dranch

CSA Crime Scene Attendant

Csli Crime Scene Investign

DNA Deoxyribonucleic Acid

ECHR European Convention amtdn Rights

ECtHR European Court of Hunkaghts

ESR Environmental Scieand Research Ltd

FGC Family Group Conferenc

FBI Federal Bureau ofdstigation

INCIS Integrated National i@e Information System

LAPD Los Angeles Police Deapaent

LCN Low Copy Number

LET Law Enforcement Team

LES Law Enforcement System

MPS Metropolitan Police Service

MOU Memorandum of Understardin

NIA National Intelligen@gplication

NPIA National Policing Imptement Agency

NYPD New York Police Departrhen

PACE Police and Criminal Evidence Act

PNC Police National Compute

SOCO Scenes of Crimes Officer

STU Strategic Traffic Unit

WTA Wanted to Arrest

WTI Wanted to Interview
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Appendices

Appendix 1 — 4000 — Dishonesty Codes for Nationattelligence Application
(Police Law Enforcement System Code Book, 2004)

4110 - burgles for drugs

4111 - burgles for drugs over $5000 by day

4112 - burgles for drugs $500-$5000 by
day

4113 - burgles for drugs under $500 by day

4114 - burgles for drugs over $5000 by
night

4115 - burgles for drugs $500-$5000 by
night

4116 - burgles for drugs under $500 by
night

4119 - burgles for drugs — other

4120 - burgles

4121 - burgles over $5000 by day

4122 - burgles $500-$5000 by day

4123 - burgles under $500 by day

4122 - burgles over $5000 by night

4123 - burgles $500 --$5000 by night

4124 - burgles under $500 by night

4127 - remained with intent

4129 - burgles — other

4130 - burglary associated offences

4133 - possessing instruments for burglary

4134 - disguised for burglary
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4136 - armed with intent to commit burglary — finea

4137 - armed with intent to commit burglary — oth

weapon

er

4138 - possession instrument to commit burglary (
Act)

SO

4139 - other burglary associated offences

4150 — aggravated burglary offences

4155 - commits burglary with weapon — firearm

4156 - commits burglary with weapon — other

4157 - remained after burglary with firearm

4158- remained after burglary — other weapon

4159 - other aggravated burglary offences
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Appendix 2 — Statistics Clearance Codes for Natiohantelligence Application

AL Referred to LLA

Custody

Family group conference

Caution — child or young

person

Mental health issues

No offence disclosed

Other

Prosecution

Diversion

Youth court

<| Cc|l ™ W O Z 2

Warned — child or young

person

Warned — adult

Unknown

Youth Aid

N < x| s

Not applicable
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Appendix 3 — Apprehension Codes for National inteijence Application

Alarm

Beat constable

Complainant's help

Disposal avenues

m| ol O ®| >

External publicity

T

Forensic

Guard of watchman

I o

Computer info (not MO)

Interview

J Jail interview or evidence

K Knowledge of member

L Local enquiries

Modus operandi

Non police

ol 2z | £

Other means

Patrol

Quick response to call

Road block/check point

Search warrant

Turn over in the street

Other offender identified

Offender contacted voluntarily

Witness information

X|ls|<|c|Hd|lwn|n 0| T

Unknown/unascertainable
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Internal publicity

Not applicable
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Appendix 4 — indicative Questions

1. What do you think is your most useful investigativel?

2. What do you think about DNA?

3. In what ways do you think it aids investigation?

4. How often do you think it should be used?

5. Do you consider DNA to be all you need for acessful investigation?

6. When you receive a DNA hit are you pleased drjisst more paper work?

7. Do you take notice of DNA alerts on offendersfatvaction do you take if there is

an alert?

8. Are current laws adequate for obtaining DNA sksp What changes would you like

to see?

9. What training if any have you had in relatiorDNA? Was it adequate?
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Appendix 5 — Interview Codes

A Detective Inspector

B Detective Senior Sergeant
C Detective Senior Sergeant
D Detective Senior Sergeant
E Detective Sergeant

F Detective Constable

G Detective Constable

H General Duties Constable
I Detective Senior Sergeant
J Detective Senior Sergeant
K Enquiry Sergeant

L Detective Inspector

M General Duties Constable
N Detective Constable — burglar
O Constable — burglary

P CSA Sergeant

Q General Duties Constable
R SOCO

S CSA

T O/C Station (Senior Sergeant
U CSA

\Y General Duties Constable
W Enquiry Sergeant

X Enquiry Constable
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Y Senior Sergeant — custody
Z Sergeant — CAT

AA Section Sergeant

AB Scientist - ESR
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Appendix 6: Do you take notice of DNA alerts on offnders? What action do you
take if there is an alert?

Interviewee

Answer

A

Loss of knowledge due to perfingounger staff don’t know what to do
or they will say that it is not our area, not oile brthey can't find the
file.

Peopleneed to know the proces¥endency to deal with their own casg
quickly toget out and answer more callNeed to deal with all crimes.
Get away from “too busy”. Be preventative.

Absolute failing in our systentt shouldn’t be happening. Poor
supervision/lack of commonsense. BUT who deals thighfiles?

An expectation that staff would deal with DNA hit 8lIA if staff can
find the file.

Contact O/C of file. Junior staff are scared oftalasthey don’'t know
what to do Don’t leave watch-house until WTI/WTA/DNA cleared
Linked to poor interviewing skills and lack of dtafining

Mind set thathey need to deal with lock up and get back outhen
street. Different mentality for street cop — big rusharfof the stage of
their career.

Nil

Find file and do research before interviewing. If can’t tikelhthe O/C
details of the person.

Should deal with files. At very least alert O/C Bhbuldn’t go to court
without dealing in some wayComms are pressurising officers to get
back on the streetsack of interviewing skillsOld DNA hit, assumed
that it was already dealt with.

Police process issuekc )
Comms pushing staff to get back out on the stfean’t find the file.
Wide range of reasons but NOT good. It is a bid@m.

Will prefer to deal but might not if not our area or thefile
might be pooiorcan't find the file.

Structure of work groups can'’t locate the fileLack of supervision —
lack of competence in interviewingressure to get back out on the
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street. Need seniors in the watch-house who can ensar@dlnk is done
before the offender leaves custody.

Never seen a DNA alert but seen heaps for F/P. tMoylto deal with
the file but TP need to get back out of the sttl®ptdemand meant
someone could come in and help. If see that theopdnas been in
custody loads of times it is assumed that the akstbeen dealt with.
One occasion person had alert but had already dessdhwith but the
alert had not been cleared. Think people may igtieralerts as they ar
lazy orNorth Comms insisting they go back out and ansaés—want
to help your colleaguesilot confident interviewing someonke

Alerts are ignored. Can’t be bothered or lack of resources fo
front-line staff. Lack of supporéind a belief that someone else will do

Try to deal with alert. At the very least let théOknow. Ifcan’t get the
file then it is pointless to interviewime/pressurk:

Minimal amount done. Rely on the alépon’t know what to doCan get
the file but then don’t know how to write up thevsumary of facts. Too
scared to try.

Deal with alerts like all over WTI. Get the file @dimterview the person.
If it is an old alert it is often thought that itust have been dealt with.
Unsure what to dagan't find the file, or uninterested.

Anecdotally believe that the officers

Not surprised as know that alerts can be ignoretlezed that they take
the easiest road and believe that someone elsdevaill

Would deal if | couldlf | can get the filelf not then let the O/C know.
GDB are not investigatorshey have pressure to get back on the roa
Also they do not have the experience to investitfaganore serious
crimes.

f.

Don’t know why they aren’t dealt with. Perhaps teegs but am not sure.

N

The person who has the file should d€dn’t interview properly when
you don’t know the full case. Interviewing blindcdr staff

andthere is a lobf pressure on therT.onight there are 2 | cars for
the area and 1 Q car. Their interviewing skillsfare.

Poor managemerDon’t think the seniors want to piss off the cdyys

making them deal with DNA files2oor interviewing because of lack o]
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practice.Should interview everyone. No excuse.

X If you don’t have the filghen it is too difficult to interviewl.ack of
experiencdeads to poor-quality files which become very time
consuming to deal with.

Y North Comms pushing for guys to get back out orstheet Not
experiencednterviewers Need to ask myself whether it is appropriate

to deal with a DNA hit.

Z Internal processed oo busy is crap. You are only as busy as the/gnb
are dealing with.

AA Depend on what | am doing. If a Friday night omm&isquad then there

wouldn’t be a hope. ..Can be laziness that stops
some peopld.ack ofknowledgeor pushed back out on to the streets.
Young staff can't interview.
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Appendix 7: When you receive a DNA hit are you plesed or is it just more

paperwork?
Interviewee | Answer
A | am pleasedLet’s get it to intel and see what else he haseed®Many of

our offenders live in CM and we don’t have the titodeep knocking of
doors in CM. More files coming in all the time.

B PleasedReceive hit which has a 10-day turnaround ftw the actioned.
Give to Intel and then give to volume crime squad get straight on to
it.

C Wrong samples being sent for volume crin@mall return from trace
samples.

D This unit gets loads of DNA hits so not too exdgtiimeliness
important as can reduce crime by locking up offesderecidivist
offenders prevalent in volume crime.

E Raptto receive DNA hit.

F Hugely pleasedMore sex offenders on the database.

G Can understand that they would be low priorityaftong many hits.
Great for their line of work — sex assaults.

H Great Hadn'’t wasted their time. Will be linked to otheimes.

I Welcomed when receiveMore evidence or will identify a suspect.

J Oh pleasedit’s excellent.

K Pleasedpretty straightforward. Named suspect now go amdiHiim but
this can be hard to do as they are active offen@&msetimes have to
inactivate but don't like doing that.

L It's good news, great newH is to be celebrated. Allows one to focus ¢
the enquiry.

M

N Always happyas it shows that the system works. Good to chidnge

offenders repeatedly — recidivists. Priority toldedh DNA hits.

I

N
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O

Just another file amongst maiGood in that | can clear this one and g
on with the more complicated ones. Too much work.

Thrilled as it means that the teansampling correctly.

Never had one but would love to get one.

Don’t receive hits as it is not my job.

Don't receive them.

Don'’t see it as more paperwork bather as another witness

Don’t receive them.

It would be googdseeing a result for the work.

sl < ] 4] of = o T

That's a tough one as | have trays of files. Fdrefile is treated like any
other file, managed and auctioned asap. Howewen frustrated by the
types of samples sent off for sampling. A toothhrieind in the back of
a car. Good DNA files are great but poor ones adcerwork for no
outcomes.

No. Easy to resolvdf get too many at once it can drain resources.

Don’t have the staff to deaCan't find the files — front-line staff often
inexperienced.

Huge shot in the arm for an investigatasiit focuses you but doesn’t
prove the case.

AA

It would be a giddy uespecially if a big result.
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Appendix 8: How often do you think DNA should be ued?

D

1"

—

eS

us

nd

Interviewee | Answer

A Should be using it for allAnother investigative tool just as the mediaD®A
actually identifies someone or eliminates them ftbmenquiry. Very important.

B One of the toolsNot be all and end all. However, with sexual aksius a
significant tool.

C Best evidence rule. Incumbent on the police to ide@wvhe best evidenc
Burglary can be overkill but what would you drop8ull be criticised if didn’t
present all evidence.

D Serious crime 100% of the time. Less serious auldotiaer evidence and pers
declines to volunteer suspect sample then maybasohportant. It will always
be a case by case.

All the time.

Becoming more part and parcel of what we do. Caoine a bigger part thanii
is currently.

All the time (side tracked).

H If the sample is located and identified to a ped@mevery time Covering all
bases.

I Considered irevery investigationHow might DNA advance the investigatio
Whenever have the opportunity to exploit DNA tedbgy then do it.

J Needs to be used so that processes can be devalopétproved. Police boss
just manage risk rather than challenge for contisumprovement.

K Whenever it can. Including volume crime as thesgsgurogress to more serio
crimes. If going to the bother of taking swabs tmeay as well use it for a
crimes.

L Every timeor as often as possible. Good evidence so whysetit as. (Goo
comment about allegations of interviews conducteden duress in the 70s a
80s).

M If applicable,every timethat it can be. DNA unique. Can trust DNA, it do'es
lie.

N Everyone arrested should have their DNA taken agoiild make the police’

[72)
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job easier. Every crime scene one should thinkigically. Don’t lose anything.

All the time if available How big is our database and how well do we pr®

crimes. (DNA pretty cut and dried.)

Ces

Always lookingfor it as part of your evidence base.

Collected alwayand used when necessary.

Not covered in the interview.

= 0| O O

Should be able to use for any crime but never gdimghave the staff t

investigate minor crimes. (Good talk about volumiee.)

O

Tight budget. Some times of the year can’t sendhamg off (burglary squad).

As often as possible. DNA saves time. Narrows dewspect list. Narrows

down to one person, one target.

All scenes, all offender® go through the watch-house. Databank wider.

As often as possible.

Cost effectiveness. Can’t use it all the time.déild then that would be fantast

Like idea of getting DNA off everyone who is aredt Increase pool size.

o

Should be used on all cadde F/P. Should include it whether ultimately Lise

at court is another issue. Don’'t exclude — can’bgok once it is gone.

D

AA

All the time Lost opportunities if only targeting specific gps. DNA all scene
— public would be surprised if we didn’t. Not enbugsources — poor excuse

not doing something.

for

AB

When it will assist. Factor in the cost comparedeiation to the offence. Nee

to be relative to the offence.

s
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Appendix 9: Are current laws adequate for obtainingDNA samples? What
changes would you like to see?

Interviewee

Answer

A

Don't think wide ranging enougtnybody arrested should give DN
and if acquitted then it should be destroyed.

A

Should be able to compel anybody who is a suspieetrested anq
charged then DNAshould be taken. If acquitted then DNA

destroyed.

S

No. Everyone who is arrested should have DNA tafa@rested, no
charged). Everyone through the watch-house shoane ftheir DNA

taken (good comments about filtering).

If could take everyone’s DNA through the watehusethat would be
good for the policeWould need more staff in the watch-house and
ESR would need more staff to deal with the extrakload. Police

would need more staff to deal with the results ftbm ESR.

Absolutely not. DNA should be taken from every perdhat goes
through the watch-house€Compulsion order weighted in favour

suspect.

No, not really. Administration and power&NA upon arrest I
fantastic Part and parcel of arrestot fussed if DNA not destroye(

Haven’t done anything wrong then nothing to wornpat.

No. DNA should be a process taken at the watch-éuuith everything

else (F/P and photo). If not convicted could baiareason to destroy

Everyone through the watch-house should have D&XArtgust as with
F/P — method of ID. Compulsion orders are convoluted @ime

consuming.

No. DNA should be taken on arreBINA new-millennium fingerprint

Overarching issue of fairness — should be fair slwuld also be

efficient. Destroy if acquitted.

the

p
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Solve a heck of a lot of crime

human rights

No, | think that they are nonsense. Everyone in wadch-house-
DNA identifies themDNA on arrest and destroy if acquittedlready

have that process.

Too hard Everyone in custody — DNA taken. Acquitted — degtb

No. Compulsion orders are too time consuming, tqueasive and to
hard. In thewvatch-house — DNA. Acquitted — destroyed.

Law out of dateDNA on arrest. Destroy if acquitted.

Yeah, | do actuallyTricky question. Potential to be set up. Peoptd

strongly about DNA.

No. Everyone through the watch-house — DNA. Acquitted
destroyed.

No knowledge of the law.

Don’'t know a lot about it.

Yeah, adequate. Couldn’t cope with any m@tll have to have strig

rules.

No knowledgelike the idea of having everyone’s DNA once arré

but privacy issues. Can'’t see it happening.

Help DVI and people who turn up dead. Guthrie T

on database — comprehensive library. People out tkdo have

committed heinous crimes — never caught — neveangiNA sample.

est

No, take DNA on arrest.

Not particularly. Cumbersome process. Jump thraaghmany hoops.

DNA on arrest. Should be destroyed if acquitt@dmments abol

acquittal and file destruction).

—

No. Anyone arrestegood comment about more work involved bu

it clears up one more rape, the better).

There’s weaknesses that are being addressed bitt afpintentions

yes, it doesadequately cover — but flaws. Consensual roadi(naty)

biggest flaw. If people decide to withdraw we wolidde a lot. Not
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convicted (more discussion about new Bill).

AA

| want access to the database that the hospitals (@Guthrie Test)

AB

Initially the laws were good. New technology — ceirhas changed
then laws amended. Voluntary coming to an end - fion a review,
Law inadequate for U17yrS.wo things inadequate but otherwise ftf

are good.

ey
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Appendix 10: Do you consider DNA to be all you neefibr a successful

investigation?

Interviewee

Answer

A

Some cases yes but in other cases you don’t have it the jurghm

expect it.

No — one of the parts — not whole case

You’'d have to access it probablyst sole evidence

W)

No, no — depends where DNA is found — explanation avklab
corroborative evidence.

Sometimes yes good victim plus DNA.

Definitely not all butnaybe some caseBy and large no.

No | don't— has to be corroborated.

I O M m

Have solely convicted more helpful to have more links.

Emphatically nc- dangerous.

No — sometimes not black and white. Similar fact enick.

No — ideally more corroborating evidence.

| Xl «

No — reconstruct the scene. Interviews — circumsthatton’t want to

rely on it.

Probably not always an explanation. Not black and white —ugihain

some cases — but not all.

No. Good interview as well.

O

Yeah — pretty cut and driedPretty irrefutable — no questions o

where it came from then yes.

Need to make up the full picture.

No — need other stuff. It’s just not solo.

No, the more you have the better. Not be all and énd a

0 o O T

No. Talking about securing a conviction you'd defityt@ieed more

than just DNA — loopholes.

Don’'t know if would say all you neecDNA plus interview. Nee

interview — can be excuse for DNA.

)

No — need more than that. Might be legitimate reasoiNA.
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\Y No. Prove how DNA was at scene — interviews.

W No — confession — push for it. Biggest thing | pusi. fEnough
experience no? Enough training, no. * Good answer*

X Not at all,all forms part of it. Key part — prove it was sasp

Y No (interview) yes.

Z No — tool box — can’t hang hat on it.

AA No —other corroboration.

AB That would be interesting — but stats don’t stagk u
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Appendix 11:

In what ways do you think it aids invetigations?

Interviewee | Answer

A DNA found, immediately

B Actually puts someone at the scengretty good line of enquiry. NB
working out how DNA at the scene.

C Gives you a but don’t maintain tunnel vision. Gives you
focus but be careful.

D Identifies suspects identifies particular person who was at scenerwh
offence committed.

E Especially aids in stranger type scenarios — seagshults etc €an
confirm penetration etc.

F ID and speeds up ID of people

G Strengthens a caserule out person speed- certainty.

H Increases thought processes of people going toescerbeing more
creative at what tesGood way of identifying offender pretty hard tg
cancel out that you were there for a lawful purpose

I Ability to identify a single person from item found at the scene. &pee
up process but would never hang hat on DNA.

J Able to use scientists to give evidence not emmdys the police!

K Very hard for offender to justify why DN£ound in stolen car.

L Now have decent-sized database:=

M Can prove person was at scene.

N Stronger word at prosecution time.

@) Most effective way in identifyingomeone.

P Got the person at the scendard for them to explain at interview.
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Q The obvious one i§nding possible offenders DNA is another good
tool not just solely by itself.

R When there is no other optienno line of enquiry — it aids it — another
tool.

S Have solid questions to ask at interview

T Lines of enquirywhen might not have any. Might not catch them row
but down the road.

U Effective at identifying offendeiDoesn’t mean offender will be charged
and convicted.

\% Can confirm that someone was at the saghen they try to deny it.

W Places people at scenes.

X Clearly identifies the individuaProblems with identical twins.

Y DNA says person was therbut still have to prove that perspn
committed the offence.

Z You can just prove or disprove. It allows you to e
perhaps once you get back to the bare basics.

AA Target suspects and eliminate suspécis!
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Appendix 12:

What do you think about DNA?

Interviewee | Answer

A Not our bread and butter — next best thirig:

B

C Fantastic investigative aid but be circumspect — analyse — what does
it mean?

D Great tool- growing too big — almost as if DNA hits greatiean staff
we have available.

E Fantastic crime-fighting toolCrucial element — every investigation —
brilliant — great.

F Immediately highlighted the difficulties with theyper work

G Because of its certainty because that is what a jury is looking for &/ it
own mind’s eye.

H Well, | think it is good It helps resolve crimes in a faster fashion.

I | think it has made our

J It is a vital tool in our investigatiordetection of offences, investigation
of offences and the prosecution of offenders.

K | think it is greatl think it is very worthwhile — advancement — as &s
policing in general — everyone should have to @wA.

L | think DNA is avery useful investigativand prosecutorial tool fqr
sheeting home criminal responsibility.

M Limited understanding of it. It seems likeyaod tool to me- obviously
I mean if you have nothing to hide every singlesparshould be DNAd.

N DNA is a great tool can be made complicated by procedures in the
police.

O It is really goodbecause it is so specific.

P Love it— because it is so conclusive.

Q | think it is another good toatot just solely by itself.

R Oh, it does wonderd think it is definitely something that we areigg

1

to progress from a forensic, from crime point adwj certainty from &
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science point of view as well — finding cures.

N

S It has been good to know that it is there for usuge. It is taker
seriously.lt is great to have.

T | think it has becomea great toolfor us to obtain or to help U
investigate crimes and solve crimes.

U That it isuseful.

\% | think it is good if it is rather than going
by numbers to actually choose the people who yeugaming to get
DNA from.

W Something yowannot live without As a crime investigation tool it
very good.

X A fantastic tooll think everyone should be on the database.
Fantastic, fantastic tool

Z It is great.lt is a great tool in the tool box as | say whbaytdo the
training and as a lot of other people actuallyisesit ain’t the be all an
end all — it gives us some assurance as to wherghald be focusin
or excluding.

AA | love it. It is a huge tool — possibly under-utilised.

AB It is a very clever science

233



Appendix 13: What do you think Is your most usefulinvestigative tool?

Interviewee | Answer

A DNA is definitely in terms of the technology these daygreat assistance fpr
investigations as long as it doesn’t usurp the aditwvestigators, doing prope
investigations and just relying solely on DNA.

B What's that, the investigation process? Ther&isensic evidence which is
obviously significant for us but the best part, tm@st important part of that
investigation process is the ability of qualified skilled interviewers really to
solicit information.

C My staff.

D The skill of your staffYou know your training of your staff and ability analyse
files, digest information and go out, follow up emges to come to a good
conclusion.

E Probably, most definitely my useful investigatieeltis staff.

F I'd have to sayp)NA would probably be one of the top ones.

G Which | answered waisiterviewing

H Knocking on doors anthlking to people.

I Good detectives

J The most useful investigative tools avegnesses.

K Thetelephone.

L DNA.

M Communication.

N In the burglary squad, I'd say
very important and admission from the offendersialisly very important when
you get the offenders as well.

@) My experience.

P DNA would be the most conclusive.

Q Okay, obviously our that we use.

R Probablystaff.

S I'd say it's actually theyuys on the ground.
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T I'd say actually people to start with, witnessesit then probably the most
important thing igorensics.

U A yeah I'm just trying to think off hand.

\% Forensics.

w Motivatedinvestigator.

X | guess you'd have to say some sort of forensideande or certainly forensic and
CCTV or surveillance footage would probalily ones that we deal
with, that would be of most significant benefit.

Y Staff.

Z A detectiveand his ability to interview because there are pads to that.

AA Common sense.

AB | think it's extremely important it isot the only crime-fighting topko it is one of

a choice so it's not just about DNA but if you doeking to use DNA then it i

\"2)

very useful.
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Appendix 14: What training have you had in relationto DNA? Was it adequate or
would you like to see more?

Interviewee | Answer

A There was trainir. It was a huge bookl+ training in the feld -
probably why some people were put off.

B Training received odetectivecourst— once a yea- cc-ordinator— but
bigger picture not explained.

C DNA legislation yes, never taken a DNA sam- not had
any training

D May have attended traininghen it first came out. No training for
taking crime scene samples. No refresher

E Minimal training at scene capturAttended several ESR training
sessions.

F More training require@t DC level — contamination issues.

G No specific training in DNA — general forensicsiiiag —taking DNA
samples from people.

H Sure, had traininbut couldn’t remember the specifics.

I Almost zero A reminder once a year would be nice.

J District traininc — re legislation et~ CIB seminar — adequatt

K CIB routinely trained crime scene investigati

L Had training— wouldn’t hurt to have refresher now and then.

M Been taught about DN/ Police/ESR/CIB courses — yeah adequate
training.

N No training at district — paperwork too confusing.

O CIB induction course- mock crime scenes with ESR — good enough
everyone should do it.

P Various informational things not a detective.

Q Received no training because don’t d Have had training but nev
use it because have staff who do it.

R Had DNA squad come and do DNA pack. Training fromsgt re
buccal. Need more training on paperwork.

S Collecting of DN/ yes.Not too mucl— prefer to learn on the jc

T Training on the jo— SOCO cours:

U Initial training, then refreshers. Yeah, training adequate and good.
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Y One-day course at ESRuite good. Not adequate. CSA course but 1
SOCO.10-minute training. Need more for taking sangvid paperwork.
Need more training. Staff flounder.

w No training Missed the training. Shown by someone else. Ragpkris
bad, cases lost?

X Very little. District training. Would like more training.

Y Several practical training sessiofigaining adequate.

4 None. Learnt as went along — blooding. Interested in
something you follow it up.

AA District line up.Self taught — really keen on the subject.
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Appendix 15: Views on officer’s interviewing skillsif mentioned by the

participants

Interviewee

Answer

A

PEACE model.

w

Skills being lost — not being taught.

Not mentioned.

Not mentioned

m gl O

Abysmal.

T

Not mentioned.

Not mentioned.

I o

Not mentioned.

No time to spend on interviewing therefore they'tcan

Small mention (possibly).

Shouldn’t — be quite simple.

Not mentioned.

Not mentioned.

Not mentioned.

Not mentioned.

Not mentioned.

Not mentioned.

Not mentimed.

Not mentioned.

Not mentioned.

Not mentioned.

Believes police are good at interviewing.

s| <| c| 4 » = o T o zZl =

Not enough training or enough experie. Encourages his staff to ha
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another person monitor the interview so that iegithe interviewer
time to think of questions. As a supervisor hestteelook at interviews
and give his staff feedback. He is looking for @ssions.

No, I think overall there’s a lack of experiencdriont line.

No, I think overallthere’s a lack of experiende front line.

No, they’re bringing in tis peace trainin which | understand is pret
good but they target the NCO level to start witd amean | think that
was a waste of time because realistically the N&©@s't going to be
conducting interviews and | think that was ridiaigo

Believe: that interviewing is one of the most important istigative
tools the police have — did not delve as to whetihepolice were any
good at interviewing — not sure why | didn't.

AA

Doesn't believehe officers can talk to their colleagues let alone
interview offenders. Officers think that they ask one goestget an
answer and that is the end of it.

AB

Not mentioned (not police).
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Appendix 16: Australian New Zealand Standardised Cfence Categories

Homicide and related offences

Acts intended to cause inju

Sexual assaults and related offei

Dangerous or negligent acts endangering persons

Abduction, harassment and other related offencamsijthe person

Robbery, extortion and related offences

Unlawful entry with intent, burglary, break and ent

Theft and related offenc

Fraud, deception and related offer

llicit drug offences

Prohibited and regulated weapons and explosivenoéfe

Property damage and environmental pollution

Public order offences

Offences against justice procedures, governmentisgand government operations

Miscellaneous offenc
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Appendix 17 Roles of Interviewees

Role of Number Serious| Volume | Responsible| Responsible| Reactive | Frontline

Interviewee | Interviewed | Crime | Crime | for Budget | for Policing
Deployment

Detective |2 v v v v

Inspector

Detective |5 4 4 4 4

Senior

Sergeant

Detective |2 v 4 v v

Sergeant

Senior 2 v v v v

Sergeant

Sergeant— | 1 4 4 4 4

Inquiry

Sergeant— | 1 v v v v

CSA

Sergeant— | 1 v v v v

BIU

Sergeant— | 1 v v v v

Section

Detective | 2 v v

Constable

Detective |1 v v

Constable —

Burglary

Police 6 v v

Constable

SOCO 1 v v

CSA 2 v v

ESR — 1

Scientist
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Offence
date

Appendix 18 Heuristic of Files Reviewed

Date DNA
taken

Date DNA hit
received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

7/598 26/06/200 No charge in No. Has not been charged since this offence, but will a
7/06/2005 17/08/2007 . o N/A
7 relation to this file. 30/7/08.
No charge in
relation to this file. i
1/249 | 29/03/200 | 21/06/200 ) Yes. Although file states suspect could not be found. Sus
20/07/2005 File states that | N/A ) ) ] ]
3 5 custody twice during the interim.
suspect could not
be located.
8/692 . . . .
7/04/2003 | 1/06/2005 | 11/07/2005 12/07/2005 1 day No. Offender charged immediately after DNA hit received.
28/6/05 (this
4/859 /6/ ( Not charged in . . .
2/06/2005 | 9/02/2000 | not specified ) o N/A Yes. Has been arrested numerous times since DNA hit.
relation to this file.
on NIA)
0/173 10/5/06 & Yes. Has various other charges within six-month interim.
2/11/2005 22/12/2005 30/11/2006 6 months .
25/5/05 until after second DNA sample taken.
18/7/05 (this
5/561 | 23/02/200 /71 ( . 11 L .
c 8/03/2001 | not specified | 7/06/2006 months Yes. Arrested once during interim.
on NIA)
6/7/05
9/923 | 29/03/200 | 9/5/2000 | (received after 11 . o .
9/06/2006 Yes. Was arrested numerous times during interim.
5 & 15/11/5 | 2nd DNA months
sample)
0/289 | 30/05/200 | 30/7/01 & Not charged in
/ /05/ /7] 30/06/2005 . § s N/A Yes. Has been arrested numerous times since DNA hit.
5 2/10/03 relation to this file.
3/994 | 12/03/200 Not charged in
/ 103/ 8/06/2005 | 5/07/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
3 relation to this file.
9/153 11/09/200 Not charged in
/ 9/03/2005 109/ 6/07/2005 . § oo N/A Yes. Has been arrested numerous times since DNA hit.
2 relation to this file.
0/565 L .
8/05/2005 | 3/04/2005 | 5/07/2005 7/10/2005 3 month | Yes. Only 1 other charge during interim.
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8/105

Offence
date

27/07/200

Date DNA

taken

Date DNA hit
received

Date charged

Not charged in

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

8/06/2005 | 5/07/2005 . o N/A Yes. Has been arrested numerous times since DNA hit.
0 relation to this file.
6/376 | 26/11/200 Not charged in
/ 11/ 7/02/2005 | 9/06/2006 . § o N/A No. Has not been in police custody since DNA hit.
2 relation to this file.
14/9/05 (this
8/370 o 3 years, 2
18/7/5/ 5/02/2004 | not specified | 4/04/2007 No.
months
on NIA)
3/328 | 19/04/200 | 19/07/200
/ 5 /04/ 5 107/ 17/08/2005 11/11/2005 3 months | No.
5/916 | 10/08/200 | 11/06/200 Not charged in
/ /08/ /06/ 27/09/2005 . 8 o N/A Yes. Has been arrested numerous times since DNA hit.
5 2 relation to this file.
7/820 | 24/07/200
/ 5 107/ 7/11/2005 | 16/12/2005 27/07/2006 7 months | No.
0/336 28/06/200 Not charged in
/ 4/09/2004 /06/ 8/11/2005 . § o N/A No. Has not been in police custody since DNA hit.
5 relation to this file.
7/843 | 24/06/200 | 16/05/200 10 . L .
3/08/2005 13/06/2006 Yes. Was arrested numerous times during interim.
5 4 months
8/616 30/08/200 . L. .
8/07/2005 5 16/08/2005 13/03/2006 7 months | Yes. Was arrested numerous times during interim.
3/821 | 21/08/200 DNA hit not Yes. Although DNA hit never received, offender arreste
9/09/2005 . 14/08/2007 2 years .
5 received since offence date.
2/086 | 1/9/97 & | 14/06/200 Not charged in
/ /3 /06/ 30/08/2005 . 8 o N/A Yes. Has been in police custody three times since DNA hit.
7/12/02 5 relation to this file.
3/848 | 12/06/200 | 14/07/200 Not charged in _ _ ,
9/08/2005 ) o N/A Yes. Has been arrested numerous times since DNA hit.
2 5 relation to this file.
1/779 | 21/01/200 | 13/07/200 10 L. .
15/08/2005 2/06/2006 Yes. Arrested once during interim.
2 5 months
0/998 | 18/07/200 | 19/08/200 Not charged in Yes. Arrested on same date as DNA hit for unrelated off
27/09/2005 ) e N/A . . .
5 5 relation to this file. been in police custody since.
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Offence
date

Date DNA
taken

6/3/5

Date DNA hit

received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

13/10/05
(offender
(offender 1) | None  of the
1) 30/1/3
5/605 14/10/05 offenders charged )
4/07/2005 | (offender . . | N/A Yes. All three offenders have been arrested numerous tim
(offender  2) | in relation to this
2) 16/7/5 .
13/10/05 file.
(offender
(offender 3)
3)
0/537 14/01/200
/ 9/08/2005 1 /01/ 4/10/2005 9/11/2005 1 month No.
4/918 | 24/07/200 | 15/08/200
/ 5 /071 5 /08/ 30/11/2005 31/01/2006 2 months | No.
9/099
& | 14/08/200 1 year, 5 ) o )
7/07/2003 | 27/09/2005 15/02/2007 Yes. Was arrested numerous times during interim.
9/058 |5 months
7/418 | 13/10/200 | 27/04/200 10 . L .
7/12/2005 12/10/2006 Yes. Was arrested numerous times during interim.
5 5 months
1/740 | 30/10/200
/ 5 /10/ 8/04/2005 | 13/12/2005 12/07/2006 7 months | No.
4/264 11
/ 4/06/2005 | 7/06/2002 | 13/12/2005 17/11/2006 No.
months
6/246 31/12/200 11 . .
2/08/2005 4/10/2005 5/09/2006 Yes. Only one other charge during interim.
2 months
3/940 | 16/06/200 | 19/09/200 Not charged in
/ /06/ /09/ 8/11/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
1 5 relation to this file.
8/220 | 18/09/200 | 19/05/200 Not charged in - , .
4/10/2005 ) o N/A Yes. Has been in police custody once since DNA hit.
2 5 relation to this file.
3/387 | 10/11/200 | 13/07/200 1 Year, 6
/ 11/ /071 13/12/2005 25/06/2007 Yes. Only one other charge during interim.
5 2 months
5/669 | 22/10/200 | 19/09/200 15/11/2005 Not charged in n/A Yes. Has been in police custody once since DNA hit.
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Offence
date

Date DNA

taken

Date DNA hit

received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

4 5 relation to this file.
5/977 Not charged in
/ 14/78/5 3/10/2004 | 8/11/2005 . § o N/A Yes. Has been in police custody twice since DNA hit.
relation to this file.
5/110 28/10/200 1 year, 9
/ 3/09/2004 /10/ 30/11/2005 14/08/2007 y Yes. Was arrested twice during interim.
5 months
5/308 | 22/04/200 Not charged in
/ /04/ 3/11/2005 | 13/12/2005 . § o N/A Yes. Has been in police custody twice since DNA hit.
4 relation to this file.
3/128 | 10/12/200 | 13/08/199 Not charged in
/ 12/ /08/ 8/02/2005 . 8 o N/A Yes. Has been arrested numerous times since DNA hit.
4 9 relation to this file.
1/034 | 31/12/200
/ 4 12/ Unknown | 8/02/2005 31/03/2005 1 month | No.
4/523 10/11/200 | 15/08/200
/ 5 11 5 /08/ 21/03/2006 7/11/2006 8 months | No.
18/10/5 (this
7/383 11/12/200 /10/ ( ) L .
2/09/2005 4 not specified | 6/07/2006 9 months | Yes. Only one other charge during interim.
on NIA)
9/479 29/03/200 2 years, 6
/ Various /03/ 23/11/2004 3/05/2007 y No.
0 months
3/662 | 21/12/200 | 30/01/200 L .
4 3 8/02/2005 4/05/2005 3 months | Yes. Only one other charge during interim.
0/844 | 24/07/200 | 26/10/200 Not charged in _ _ ,
9/12/2005 . o N/A Yes. Has been arrested numerous times since DNA hit.
3 5 relation to this file.
8/405 | 28/07/200 | 18/01/200 Not charged in o , .
7/02/2006 . o N/A No. Has not been in police custody since DNA hit.
3 6 relation to this file.
5/087 24/10/200 . . .
3/01/2005 1 8/02/2005 20/07/2005 5 Yes. Was arrested numerous times during interim.
1/649 | 31/10/200 Not charged in
/ /10/ 8/07/2004 | 13/12/2005 ) 8 o N/A Yes. Has been arrested numerous times since DNA hit.
5 relation to this file.
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1/556

Offence
date

Date DNA

taken

28/02/200

Date DNA hit
received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

4/01/2005 1 2/03/2005 15/06/2005 3 months | No.
2/270 | 21/05/200 | 19/01/200
/ 4 105/ c /01/ 1/03/2005 20/06/2005 3 months | No.
9/355 27/07/200 Not charged in
/ 9/08/2004 107/ 8/03/2005 ) § o N/A Yes. Has been arrested numerous times since DNA hit.
4 relation to this file.
4/301 | 24/06/200 | 23/12/200 Not charged in
/ /06/ 12/ 15/03/2005 ) 8 o N/A Yes. Has been arrested numerous times since DNA hit.
2 4 relation to this file.
4/646 23/03/200 Not charged in
/ 4/03/2003 /03/ 3/05/2005 . 8 o N/A Yes. Has been arrested numerous times since DNA hit.
5 relation to this file.
0/320 | 20/12/200 | 26/12/200 Not charged in
/ 12/ 12/ 15/02/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
3 4 relation to this file.
9/523 | 19/04/200 | 10/01/200
/ 3 /04/ s /01/ 1/03/2005 18/04/2005 1 month | No.
9/009 | 17/10/200 Not charged in
/ /10/ 1/12/2004 | 15/03/2005 . 8 o N/A Yes. Has been arrested numerous times since DNA hit.
4 relation to this file.
6/339 Not charged in
/ 6/02/2004 | 4/05/2006 | 24/05/2006 . & o N/A No. Has not been in police custody since DNA hit.
relation to this file.
25/1/05 (this
2/551 | 10/12/200 | 26/07/200 1/ ( " | Not charged in _ _ ,
not specified . o N/A Yes. Has been arrested numerous times since DNA hit.
4 4 relation to this file.
on NIA)
9/722 | 14/12/200 Not charged in
/ /12/ 7/01/2005 | 1/03/2005 . 8 o N/A Yes. Has been arrested numerous times since DNA hit.
1 relation to this file.
4/218 | 23/10/200
/ 4 /10/ Unknown | 22/02/2005 31/03/2005 1 month | No.
20/1/05 (this
4/525 | 13/12/200 1/ ( . . . . .
4 4/02/2003 | not specified | 31/05/2005 4 months | Yes. Has been in police custody twice since DNA hit.
on NIA)
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Offence
date

Date DNA

taken

Date DNA hit

received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

8/2/05
0/397 | 28/05/200 Yes. Only one other charge during interim between
/ /05/ (offender Unknown 7/06/2005 Unknown o y & &
3 conviction.
1)
2/661 | 10/12/200 | 30/08/200 1 year, 1
/ 12/ /08/ 25/01/2005 14/02/2006 y Yes. Was arrested numerous times during interim.
4 2 month
18/1/05 (this
2/863 11/11/200 | 11/12/200 /A ( . .
4 4 not specified | 5/05/2005 4 months | Yes. Only one other charge during interim.
in NIA)
7/894 | 25/11/200 | 17/03/200 11 , o
11/01/2005 21/12/2005 Yes. Was arrested three times during interim.
4 4 months
4/553 | 24/11/200 | 28/02/200
/ 4 11 5 /02/ 18/01/2005 16/06/2005 5 months | No.
0/361 | 27/01/200 | 13/02/200 2 years, 2
/ /01/ /02/ 22/03/2005 9/05/2007 y Yes. Was arrested numerous times during interim.
5 1 months
6/407 | 16/02/200 | 11/05/200 Not charged in
/ /02/ /05/ 2/9/3/5 . § o N/A Yes. Has been arrested numerous times since DNA hit.
5 0 relation to this file.
6/270 27/12/199 Not charged in
/ 6/10/2004 12/ 11/01/2005 ) 8 o N/A Yes. Has been arrested numerous times since DNA hit.
9 relation to this file.
5/200 | 25/11/200 | 21/10/200 Not charged in
/ 11 /10/ 18/01/2005 . & . N/A Yes. Has been arrested numerous times since DNA hit.
4 4 relation to this file.
5/043 2 years, 1 . o )
5/10/2004 | 7/08/2000 | 25/01/2005 23/02/2007 month Yes. Was arrested numerous times during interim.
9/931 17/12/199 Not charged in
/ 8/02/2000 /121 18/06/2003 . 8 o N/A Yes. Has been arrested numerous times since DNA hit.
9 relation to this file.
0/129 | 18/10/200 . L. .
c 8/09/2004 | 15/11/2005 20/11/2007 2 years Yes. Was arrested numerous times during interim.
4/265 | 27/06/200 | 27/08/200 10
/ 106/ /08/ 23/08/2005 15/06/2006 Yes. Only one other charge during interim.
5 4 months
8/344 3/08/2005 23/09/199 24/05/2006 19/09/2006 4 months | No.
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Offence
date

Date DNA

taken

Date DNA hit
received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

4/240
/ 1/07/2005 | 9/10/2000 | 16/08/2005 14/02/2006 6 months | No.
3/996 | 22/09/200 | 24/09/200
/ 4 /09/ 4 /09/ 17/01/2005 27/01/2005 0 months | No.
30/6/05 (this
9/663 | 19/07/199 | 22/10/200 /6/ ( Not charged in _ _ )
not specified . o N/A Yes. Has been arrested numerous times since DNA hit.
8 2 relation to this file.
on NIA)
9/705 | 18/02/200 | 25/12/199 Not charged in
/ /02/ 12/ 27/04/2005 . 8 o I N/A Yes. Has been arrested numerous times since DNA hit.
5 9 relation to this file.
7/830 | 27/06/200 | 19/09/200 Not charged in
/ /06/ /09/ 8/11/2005 . § o N/A No. Has not been in police custody since this offence.
4 5 relation to this file.
1/556 | 10/01/200 | 28/02/200
/ 5 /01/ 1 /02/ 2/03/2005 15/06/2005 3 months | No.
4/611
/ 13/9/1997
& 17/06/200
& 13/12/2005 8/03/2006 3 months | No.
8/300 2
5/11/2005
5/572 | 24/02/200 2 years, 1 . o .
s 8/10/2004 | 6/04/2005 2/05/2007 month Yes. Was arrested numerous times during interim.
8/745
/ 21/7/5  (this
& | 28/04/200 | 19/12/200 .
not specified | 27/10/2005 3 months | No.
2/127 | 4 6
on NIA)
Offender
charged
2/211 | 12/11/200 | 30/06/200 2 months
/ /11 /06/ 4/10/2005 2/08/2005 No.
4 5 before
DNA
result
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5/519

Offence
date

15/04/200

Date DNA

taken

31/08/200

Date DNA hit

received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

5 5 11/10/2005 2/02/2006 4 months | No.
3/780 | 30/01/199 | 19/02/200 Not charged in
/ /01/ /02/ 13/04/2005 . § o N/A No. Has not been in police custody since this offence.
8 5 relation to this file.
0/235 | 30/07/200 | 25/02/200 . L .
4 5 12/04/2005 8/07/2005 3 months | Yes. Was arrested numerous times during interim.
4/504 | 13/12/199
/ 9 12/ 7/03/2005 | 19/04/2005 23/06/2005 2 months | Yes. Only one other charge during interim.
2/436 | 11/03/200 1 year, 1
/ c /03/ 2/05/2005 | 12/04/2005 18/05/2006 m;’nth Yes. Was arrested numerous times during interim.
1/482 | 28/12/200 Not charged in
/ /12/ 2/02/2005 | 19/04/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
3 relation to this file.
7/095
& | 26/01/200 | 16/11/200
/01/ 11/ 12/04/2005 5/10/2005 6 months | Yes. Only one other charge during interim.
5/209 |5 1
9/033 | 29/03/200 | 26/05/200 Not charged in
/ /03/ /05/ 20/06/2006 ) 8 o N/A Yes. Has been arrested numerous times since DNA hit.
5 6 relation to this file.
4/5/5 (this not
9/779 12/05/200 / /, _( Not charged in ) ) . . )
2/01/2005 specified on . o N/A Yes. Has been in police custody four times since DNA hit.
6 relation to this file.
NIA)
4/5/5 (this not
6/694 | 16/10/200 | 21/03/200 /51 , .( Not charged in _ _ _
specified on . Lo N/A Yes. Has been arrested numerous times since DNA hit.
3 8 relation to this file.
NIA)
1/782 | 24/03/200 | 15/06/200 Not charged in
/ 103/ /06/ 12/07/2005 . § oo N/A Yes. Has been arrested numerous times since DNA hit.
5 5 relation to this file.
7/779 15/06/200 Not charged in
/ 6/10/2004 /06/ 12/07/2005 . § oo N/A Yes. Has been arrested numerous times since DNA hit.
5 relation to this file.
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1/351

Offence
date

Date DNA

taken

Date DNA hit

received

Date charged

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

31/10/04
& 29/03/200 L .
1/674 & c 3/05/2005 15/08/2005 3 months | Yes. Only one other charge during interim.
| 19/12/04
0/352 | 10/03/200
/ 5 /03/ 1/08/2003 | 17/05/2005 9/08/2005 3 months | No.
1/193 | 10/12/200 | 20/12/200 Not charged in _ _ ,
18/05/2005 . o N/A Yes. Has been arrested numerous times since DNA hit.
3 4 relation to this file.
6/647 27/12/199 Not charged in ) ) .
6/04/2005 17/05/2005 . o N/A Yes. Has been arrested numerous times since DNA hit.
9 relation to this file.
1 vyear,
7/795 3/5/02 & . L .
7/04/2005 19/9/02 17/05/2005 13/04/2007 11 Yes. Was arrested numerous times during interim.
months
9/432 | 29/01/200 Not charged in
/ /01/ 7/03/2005 | 9/05/2005 . & . N/A Yes. Has been arrested numerous times since DNA hit.
2 relation to this file.
3/599 | 23/04/200 | 20/12/200 . L .
c 4 24/05/2005 23/01/2006 8 months | Yes. Was arrested numerous times during interim.
3/092 | 10/05/200 L .
c 4/04/2005 | 31/05/2005 19/10/2005 5 months | Yes. Only one other charge during interim.
3/741 | 23/03/200 | 6/04/2005 . L. .
17/05/2005 27/09/2005 4 months | Yes. Was arrested numerous times during interim.
5 & 21/6/5
1/676 | 24/03/200 | 23/04/200 Not charged in
/ 103/ /04/ 1/06/2005 ) § o N/A Yes. Has been arrested numerous times since DNA hit.
5 4 relation to this file.
1/026
& | 31/03/200 | 26/07/200 . L. .
7/094 |5 4 31/05/2005 22/12/2005 7 months | Yes. Was arrested numerous times during interim.
3/907 | 13/05/200 | 26/07/200 Not charged in _ _ _
13/09/2005 . s N/A Yes. Has been arrested numerous times since DNA hit.
5 5 relation to this file.
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9/695

Offence
date

Date DNA

taken

Date DNA hit

received

Date charged

Not charged in

Time
lapse
between
DNA hit
and

charge

In police custody during interim?

8/10/2004 | Unknown | 31/05/2005 . o N/A Yes. Has been arrested numerous times since DNA hit.
relation to this file.
6/442 | 20/1/05 & | 30/07/199 Not charged in
/ /1 /07/ 23/03/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
11/5/05 9 relation to this file.
8/430 | 17/04/200 Not charged in
/ 104/ 2/04/2004 | 7/06/2005 ) § o N/A Yes. Has been arrested numerous times since DNA hit.
5 relation to this file.
5/990 | 24/05/200
/ c /05/ 4/03/2004 | 21/06/2005 9/02/2006 8 months | Yes. Was arrested numerous times during interim.
1/708 | 21/07/200 | 19/05/200
/ 5 107/ c /05/ 7/06/2005 14/02/2006 8 months | Yes. Was arrested numerous times during interim.
2/463 | 16/11/200 | 16/05/200 Not charged in
/ 11/ /05/ 8/06/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
2 5 relation to this file.
7/919 | 17/07/200 | 29/04/200 Not charged in
/ /071 /041 28/06/2005 . & . N/A No. Has not been in police custody since this offence.
1 5 relation to this file.
4/419 | 14/05/200 . L .
c 1/08/2003 | 21/06/2005 30/09/2005 3 months | Yes. Was arrested numerous times during interim.
16/6/04 (this
7/622 | 11/07/200 | 17/05/200 /6 ‘(‘ Not charged in . .
not specified . Lo N/A Yes. Has been arrested numerous times since DNA result.
3 5 relation to this file.
on NIA)
1/092 | 11/06/200 Not charged in
/ /06/ 3/09/2001 | 5/07/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
5 relation to this file.
30/6/05 (this
4/270 20/04/200 /6 ( L .
3/06/2005 5 not specified | 30/09/2005 3 months | Yes. Only one other charge during interim.
on NIA)
physical
9/983
/ file not
found
0/231 | Large POI Convicted and
file sentenced
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Time

lapse
Offence Date DNA Date DNA hit between . . .
: Date charged . In police custody during interim?
date taken received DNA hit
and
charge
24/03/04
6/442 | Large POI
file
4/556 | 13/04/200 | 11/01/200 Not charged in Several attempts made to contact offender. However, he
24/02/2005 . e | N/A
1 5 relation to this file. or spoken to.
2/049
1/05/2005 | Unknown | 27/05/2005 13/06/2008 1 month | No.
3/326 | Large POI
/ fileg 15/06/2001 Offender charged.
. Offender was already being held in Auckland Remand
6/774 | 24/03/200 Not charged in ) ) .
2/03/2005 | 3/05/2005 ) o N/A offence and, due to the time factor, it was advised that tl
5 relation to this file. .
prosecuted for this offence.
Not charged in
5/563 | 24/08/200 | 14/04/200 relation to this file i i .
13/05/2005 N/A Yes. Has been arrested numerous times since DNA hit.
4 5 but requested to
pay reparation.
2/654 | 22/06/200 5/12/05 and . . . .
5 months | Yes. Was arrested several times during the interim.
5 8/07/2004 | 26/07/2005 20/12/05
Not charged in
6/600 relation to this file ) ] )
N/A Yes. Has been arrested numerous times since DNA hit.
25/01/200 but requested to
8/11/2003 |5 8/11/2003 pay reparation.
8/370 | 18/07/200
1 month | No.
5 5/02/2004 | 14/09/2005 3/10/2005
1/912 | 22/12/200 | Several Not charged in . . .
. . N/A Yes/ Has been arrested several times since DNA hit.
4 offenders | 22/03/2005 relation to this file.
2/125 | Nil
offenders
listed in
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Time

lapse
Offence Date DNA Date DNA hit between . . .
: Date charged . In police custody during interim?
date taken received DNA hit
and
charge
file
Nil
5/521 | offenders
listed in
file
6/388 18/02/200 Not charged in
/ 4/01/2005 /02/ 8/02/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
2 relation to this file.
4/534 | 21/01/200 | 22/03/200 Not charged in
/ /01/ 103/ 15/03/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
5 5 relation to this file.
1/198 | 28/02/200 Not charged in
/ /02/ 8/11/2004 | 3/05/2005 . § o N/A Yes. Has been arrested numerous times since DNA hit.
5 relation to this file.
8/516 | 28/03/200 Not charged in ) ) .
6/06/2002 | 3/05/2005 . o N/A Yes. Has been arrested several times since DNA hit.
5 relation to this file.
6/298 | 16/04/200 | 26/10/200
/ 4 /04/ 4 /10/ 21/06/2004 4/10/2004 4 months | No.
Nil
5/217 | 25/11/200
4 offenders
on file
3  years
0/465 | 20/01/200
/ ) /01/ 2/02/2005 | 2/04/2005 20/08/2002 prior to | No.
DNA hit
6/778
/ 6/08/2005 18/05/2005 30/08/2005
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Appendix 19: Participant Information Sheet

Participant Information Sheet

Date information sheet produced: 17/07/08

Project title

The DNA Database as a Crime-Fighting Tool — An Analysis of the Functioning
and Effectiveness of the New Zealand Model

An invitation

| invite you to take part in an analysis of the functioning and effectiveness of
the New Zealand National DNA database. This research is being conducted by
Catherine Gardner, O/C of the File Management Centre at Auckland Central
Police Station. The research is for my PhD which | am studying part time at
Auckland University of Technology (AUT). Your participation is entirely
voluntary and you may withdraw at any stage prior to the completion of data
collection.

What is the purpose of this research?
To analyse the functioning and effectiveness of the national DNA database.

To establish what effect, if any, DNA evidence has on the investigation of
volume crime.

To establish what are the views of the practitioners in relation to the use of DNA
in crime investigation.

This research is part of a PhD and presentations will be written for
publication in academic and law-enforcement journals or forums so that
what is learned will benefit the New Zealand Police as a whole. It will not be
possible to identify you in any reports, presentations or articles written on the
project.

How was | chosen for this invitation?

You have been chosen for this research because DNA features in some
aspect of your work.
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What will happen in this research?

You will be interviewed on audio tape with your permission and notes will
also be taken by me. The interview will be semi-structured which means
some questions will be asked but they will mainly be to provoke discussion.

What are the discomforts and risks?

There may be some risk or embarrassment should you express a view that is
not in accordance with current Police policies. There maybe a possibility of
discomfort should talking about DNA bring back unpleasant memories of cases.

How will these discomforts and risks be alleviated?you take
part in this research, you have the right to:
Ask any guestions about the project at any time.

Provide information on the understanding that it is completely confidential and
your information will be seen only by the researchers.

Refuse to answer any questions asked in the interview.
Postpone or discontinue the interview at any time.
Withdraw from the project at any time without penalty.

Have your information removed from the project up until the data collection has
been completed.

If you experience any discomfort after the interview you will be referred back to
the Police Welfare Officer or an independent counselling service at AUT.

What are the benefits?

You will be taking part in a project that should give the police a better
understanding of the effectiveness of DNA in the investigation of crime. This
type of research has never been done before and will be of benefit to the
New Zealand Police.

How will my privacy be protected?

All participants will be given a numerical designation so that your name is
never used at any stage during the research, nor will it ever be published in
any of the findings. The audio tapes will be transcribed by a professional
audio typist who will sign a confidentiality agreement. Material on computers
will be protected by a password that only the researcher and transcriber will
know. After this it will be stored in a secure place at the Auckland Central
Police Station. At the end of the project all tapes and transcripts will be
offered back to you. If you don’t want them they will be destroyed. You will
be given a consent form to sign confirming your willingness to be
interviewed.
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What are the costs of participating in this researa?

There will be no financial costs. There will be half an hour to one hour of
your time taken for the interview. It is anticipated that the interviews will take
place in work time.

What opportunity do | have to consider this invitation?

Whilst there is a fairly tight time frame for these interviews you will have
several weeks to consider the invitation.

How do | agree to participate in this research?

You need to sign the consent form which has been given to you with this
information sheet and return it to Catherine Gardner.

Will | receive feedback on the results of this resech?

Yes, you will. On the consent form there is a space for you to indicate
whether you would like be sent a summary of the research findings.

What do | do if | have concerns about this research

Any concerns regarding the nature of this project should be notified in the
first instance to the Project Supervisor, Dr John Buittle,
john.buttle@aut.ac.nz or phone 921 9999 extn 8964.

Concerns regarding the conduct of the research should be notified to the

Executive Secretary, AUTEC, Madeline Banda, madeline.banda@aut.ac.nz
or phone 921 9999 ext 8044.

Who do | contact for further information about this research?
Researcher contact details:
Catherine Gardner

catherine.gardner@police.govt.nz

(09) 302 6530

Project supervisor contact details:
Dr John Buttle

john.buttle@aut.ac.nz
(09) 921 9999 extn 8964

Approved by the Auckland University of Technology Ethics Committee on type the
date final ethics approval was granted, AUTEC Reference number type the reference
number.
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Appendix 20: Consent form

Consent Form

Project title: The DNA Database as a Crime9Fighting Tool - An Analysis of the
Functioning and Effectiveness of the New Zealand Model

Project Supervisor: Dr John Buttle
Researcher: Catherine Gardner
O | have read and understood the information provided about this research project in

the Information Sheet dated dd mmmm yyyy.

O I have had an opportunity to ask questions and to have them answered.

O

| understand that my identity and my responses in the interview are confidential.

O | understand that the interview will be audio taped and transcribed and that the
researcher may take notes.

O | understand that | may withdraw myself or any information that | have provided for
this project at any time prior to completion of data collection without being
disadvantaged in any way.

O At the end of this project, or If | withdraw, | understand that the relevant information
about myself will not be used and tapes or transcripts, or parts thereof, will be
returned to me or destroyed,

O | agree to take part in this research and understand that the data may be used in
future publications and presentations in a professional or academic context in such a
way that | cannot be identified.

O | wish to be sent a summary of the research findings (please tick one): YesO NoO

PartiCipant’s SIBNATUIE: ...occcuiieeiiee et e et st st eae s sae st es et eas st ses et enesasenaesenssrenn
PartiCipant’s NAME: oo e e ree e e sttt et b e et sresaeebesaesae st e e aenaenaeraeraerens

Participant’s Contact Details:



Date:

Approved by the Auckland University of Technology Ethics Committee on type the date on
which the final approval was granted AUTEC Reference number type the AUTEC reference
number

Note: The participant should retain a copy of this form.
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Appendix 21 Confidentiality Agreement

[
Confidentiality agreement
Project title: The DNA Database as a Crime-Fighting Tool - An analysis of the
Functioning and Effectiveness of the New Zealand Model
Project Supervisor: Dr John Buttle
Researcher: Catherine Gardner
O | understand that all the material | will be asked to transcribe is confidential.
O | understand that the contents of the tapes or recordings can be discussed only with
the researchers.
O I will not keep any copies of the transcripts or allow third parties access to them while

the work is in progress.

TranSCriDEI'S SIBNATUIE: ...oiiiiecciee ettt et et e e et e a b st et ersstesesbeteaesbennaberareane
TransCriDEI'S NAME: oot e e e e et e r s e e e s s et st e s et erseteses et eaesbenensasarnaee

Transcriber’s contact details (if appropriate):
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Approved by the Auckland University of Technology Ethics Committee on 13/10/08.
AUTEC Reference number 08/184
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