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Abstract

Transmission control protocol (TCP) is not origlpadlesign for use in the mobile ad hoc
network (MANET) environments, and therefore it e@sa serious performance issues. The
transport layer issues such as link failure, nelwamyngestion and wireless channel error
degrade TCP performance. A research on developinmethod of improving TCP
performance in MANETS is required to assist ancédfit design and deployment of such
systems. TCP-WELCOME (Wireless Environment, Linkdes, and Congestion packet loss
ModEls) is found be a better TCP variant suitableMANETSs. However, TCP-WELCOME
has weaknesses especially it deployed the origioagestion control mechanism of TCP
New Reno to handle packet losses due to networgestion. The proposed TCP offers the
most adequate recovery strategy corresponds to ideatified packet loss by combining
features of both TCP-WELCOME and TCP-AW (Adaptivestivood), which improves the
TCP performance especially when recovering frorwaek congestion related packet losses.
This research aims to improve the performance ofP T®y redesigning
TCP-WELCOME's loss recovery algorithm and the rgsgl improvement is called
‘Enhanced TCP-WELCOME'. The performance of the jsmal TCP is evaluated by
extensive simulations using OPNET Modeler. Thisifhénvestigates the effect of varying
network sizes, node mobility, traffic loads and eléiss channel conditions on the system
performance. Empirical results obtained have shotiat the proposed Enhanced
TCP-WELCOME can offer higher throughputs and pacHetivery ratio, and lower
end-to-end delay and retransmission attempt thamxisting TCP-WELCOME for medium
to large size networks. An exhaustive comparativelysis of the proposed method and

TCP-WELCOME is also presented in this thesis.
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Chapter 1

Introduction

MANET connects a set of mobile nodes by using wssllinks. These nodes do not require a
central facilitated infrastructure to communicatéhweach other. The nodes do not stay
stationary on MANET environment hence the netwoodpotogy would be changing
frequently due to node mobility. TCP provides tbkable data transmission mechanisms and
compatibility with most other protocols and apptioas. It is the most commonly used
transport layer protocol in wired networks todayowgver, the standard TCP does not
perform well on MANET environments because the beha of data packet loss in wireless
environments is different from wired networks [Qontrary to wired network, TCP faces
several challenges due to the nature of the wsedss/ironments including, intermittent
disconnection, high error rates, lower throughpud arone to packet losses. These factors
affect the wireless channels lead to different lewé channel errors. The frequent change of
network topology increases the complexity of rogtand connection management [2], and
hence would cause network partitioning and linkufais and then degrades TCP connection
performance. Thus, TCP does not have the abilit§isgtnguish whether the packet loss is
due to channel errors, link failure, or network gestion. A better TCP for MANETS is
required to assist an efficient design and deplaoyroésuch systems.

TCP-WELCOME [3] was developed to recognize effitigithe common causes of data
packet loss (i.e. channel errors, link failurenetwork congestion) and take the appropriate
action for recovery by using Loss Differentiatiotgérithm and Loss Recovery Algorithm.
Loss differentiation algorithm is designed to idBnthe cause of data packet losses for TCP
within a MANET, and loss recovery algorithm takbe tmost suitable recovery mechanism
according to the identified packet loss model. M\eBLCOME is able to improve energy
consumption and TCP average throughput signifigantl also outperforms other TCP
variants in the most cases. However, TCP-WELCOMe&dubke normal congestion control
mechanism of TCP New Reno to handle network coiayestlated packet losses. The

network congestion recovery algorithm needs to beelbped in order to enhance the



performance of TCP-WELCOME. To improve the loss okexy algorithm of
TCP-WELCOME, TCP-AW is adopted in this project [4].is a rate and delay based
congestion control algorithm that improves netwaiKization substantially and co-exist

with TCP-New Reno without significant harm to thgér.

1.1 Objectives of this thesis

The objective of this research was to investigateethod of improving the traditional TCP
so that it can be efficiently used in wireless emwinents such as in MANETs. An
improved TCP, named Enhanced TCP-WELCOME has begpoped in this thesis. The
performance of the proposed TCP has been evaluayedimulation experiments.
Comparative evaluation of this protocol with thégoral TCP-WELCOME has also been

included.

In this thesis the following research question addressed:

How to improve the performance of TCP-WELCOME?

To approach this research question, this thesigmas and evaluated a new class of TCP
called Enhanced TCP-WELCOME developed as modibeatiof the original
TCP-WELCOME. The proposed TCP offers combined fegtwf both TCP-WELCOME
and TCP-AW. The loss recovery algorithm of TCP-WEMZE is redesigned so that TCP
can use the most adequate recovery strategy cormgspo each classified data packet loss
and achieves the better TCP performance especeidlgn handling network congestion
related packet losses. In particular, the factoas may influence the TCP performance in
MANET environment is considered in the experimeasigns and investigation of this

study, including network size, traffic load, nodebility and wireless channel conditions.

1.2 Thesis Structure

This thesis is organized as follows: The relatetditure and work are reviewed in Chapter 2.
Chapter 3 presents the research methodology wkialiséd to conduct the performance
results in this study. Chapter 4 proposes an ing@oV¥CP variant called Enhanced
TCP-WELCOME. The proposed method is also descrilvedhis chapter. Chapter 5
presented the simulation modeling and configuratiérthe proposed system. Chapter 6
presents simulation results and analysis. Finedigiclusion and future research directions are

discussed in Chapter 7.



Chapter 2

Literature Review

2.1 Introduction

The background material relevant to MANET and T€Rrovided in this chapter. MANET
characteristics are discusses in section 2.2. ¢tiose2.3, TCP performance degradation
issues over MANET are discussed. Section 2.4 dissusome contemporary TCP variants
introduced in the related research. The intendedareh is presented in section 2.5, and

finally, the summary of this chapter is in sectibf.

2.2 Mobile Ad Hoc Networks

MANET connects a set of mobile nodes by using wssllinks. These MANET nodes are
self-configuring and do not require a central figatiéd infrastructure to communicate with
each other. The nodes do not stay stationary on ERNnvironment hence the network
topology would be changing frequently due to noabitity. Mobility can be configured into
individual node mobility or group mobility and theutes is randomly selected or pre-defined.
However, the network performance may degrade dinedocation of the mobile nodes is
required to be learnt each time after the movenidm. MANET nodes reply on the battery
that only has limited power and the nodes are bt¢ o generate power generally, and
therefore, when traffic traverse through multiptaos prior to reach destination, it need to be
considerate of the energy conservation and re-uspeatrum.

Figure 2.1 represents that each MANET node is cedtat its transmission range circle
and can communicate with any node within its traesion range. For instance, node 1 and
node 2 are able to send and receive data with @heln because they are within each other’s
transmission ranges. However, because node 2 add Boare not within each other’s
transmission range, so node 2 can send data to3odky if node 1 is willing to forward the
packet. If there is any MANET node wants to send da node 1, 2, or 3, but it is in none of
the transmission ranges of all these nodes, thieriritpossible communicate with node 1, 2,

or 3 [5].



Figure 2.1: Mobile Ad Hoc Network with Three Nodes

2.3 Transmission Control Protocol

Transmission Control Protocol (TCP) is the most cmn transport layer protocol used in
the network environment. TCP uses the port numbeprbvide the process-to-process
communication [8]. TCP is a connection-oriented tgeol because it requires two

communicating end nodes to establish a virtual eotion for data transmission before
communication starts. TCP provides flow controlkoercontrol, and congestion control

mechanisms to ensure the reliability at the trartspayer, so it adds reliability and

connection-oriented features to Internet ProtodBl) (service. This research is mainly
focusing on the recovery algorithm of packet losas to the network congestion and loose

communication channel, so only the error contral emngestion control are discussed [6].

2.3.1 Error Control Mechanism

Error control includes error detection and errar@ction mechanisms. Error detection is used
to recognize if there is any segment is corruptest, duplicated or arriving at receiver side
out of order. TCP detects and corrects the erren ligentified through three TCP parameters,
which are checksum, acknowledgement and timeout.

Checksum is used to check if the segment is cad,pf it is, then the corrupted

segment would be dropped at receiver side and dsaghas segment loss. The data segment
receipt is confirmed by using acknowledgement seqrtieat is sent from the receiver to the

sender in TCP. Once the error been detected, T@RBnsmits the segments not been



acknowledged yet. There are two situations wouidgér the retransmission, expiry of
retransmission timer and three duplicate acknovdedmt segments received at sender side.
For the retransmission after Retransmission Tim@¢RUOD), it would be triggered due to the
segments have been sent but not yet acknowleddedvdlue of RTO is updated based on
Round Trip Time (RTT), so it would be dynamic sifiRET value is changeable. RTT is the
time taken for a segment to reach the destinatmm the source and for an acknowledgement
segment arrive at sender side. For the retransmisdier three duplicate acknowledgement
segments received at sender side, it retransnadtsegfpments that arrive at receiver side out of
order or the segments are discarded. This typeewansmissions would resend the lost

segment immediately, and therefore it is also @swas Fast Retransmission[6].

2.3.2 Congestion Control Mechanism

When the congestion is recognized within the netw®CP would start congestion control
mechanism which includes three phases: slow startgestion avoidance and congestion
detection. In the beginning of slow start phase, ¢bngestion window is cut down to one
Maximum Segment Size (MSS) and increases one MSE&h dime when an
acknowledgement segment is received. The congestimdow size would increase
exponentially until it reaches the slow start thidd defined by TCP, and hence the slow
start phase would end. In the congestion avoidphese, the congestion window size would
only increase additively each time when every segnie the congestion window is
acknowledged. When TCP requires retransmitting @msat, the congestion detection
mechanism would act accordingly. If the retransioisss due to RTO, the slow start
threshold would be set as one half of the currezg ef congestion window, the size of
congestion window decreases to one segment, andtbeslow start phase would start again.
If the sender receives three acknowledged segrastdrigger the retransmission, the slow
start threshold would also be set as one half efcilirrent size of congestion window, the
congestion window size would be set same as thve sflart threshold, and then begins the
congestion avoidance phase. TCP would remain igestion avoidance phase till another

RTO happens or it attempts to retransmit anotretrdegment[6].

2.3.3 TCP Performance Issues on MANET Environment
TCP is a reliable connection-oriented protocol Whiprovides important features of

connection management, flow control, error contrahd congestion control for data



transmission at the transport layer [10]. HoweVe&ZP was originally designed for wired
network environment so there are some issues appesake TCP suffers from performance
degradation when implemented in wireless netwodhsas MANET [16]. TCP faces several
challenges due to the nature of the wireless enriemts including, loose wireless channel,
intermittent disconnection, high error rates, lowleoughput, node mobility and prone to
packet losses. For instance, the behaviour of paoke in wireless environments is different
from wired networks and the complexity of routingdaconnection management increases
due to the frequent change of network topology TGP interprets all these random packet
losses is due to network congestion and triggegestion control algorithm to decrease data
sending rate by reducing the size of congestiord@ainmultiplicatively, and consequently it

would result in further TCP performance degradafin

2.4 TCP Variants

Various modifications to the existing TCP variahts’e been developed and reported in the
literature. Several recent proposed TCP variantsvaet to MANET environment are
focused in this section. This section firstly imtozes the loss differentiation algorithm and
loss recovery algorithm of TCP-WELCOME, and thennaantrates on the selected
literatures that focus on the performance improvamehich recovers from the packet loss

due to link failure and network congestion.

2.4.1 TCP-WELCOME

TCP- Wireless Environment, Link losses, and Corigaestpacket loss ModEls
(TCP-WELCOME) [3] is an implicit, end-to-end TCP riant that combines loss
differentiation and recovery algorithms facing diffnt kind of the packet loss models. It
does not require any intermediate nodes to supietnetworks. The parameters that
differentiate the cause of packet losses are diffdry the end-to-end solutions. Contrary to
other TCP variants that need the co-operation ftben receiver side, TCP-WELCOME
estimates the required measurements at the sedderand therefore the synchronism
between sender and receiver sides is not necessdinjs case. Since the introduced loss
differentiation and recovery algorithms are alse #md-to-end and sender-side solutions, it
would decrease the TCP overheads when executirggitalys and improve the overall
performance when interacting with other nodes withie network.

Loss Differentiation Algorithm
TCP-WELCOME implemented the loss differentiatiogalthm that is able to identify the



reason of data packet loss correctly for TCP witMANET environments. It should
differentiate between the packet loss models ingtudvireless channel error, network
congestion and link failure. The implemented lofffekntiation algorithm helps TCP to
notice the packet loss and identify the causesaokgt loss at the sender side by observing
the evolution of RTT samples history of sent pagkater the connection, RTO, and if three
duplicated acknowledgement packets are receivedilie triggers of packet loss).

The wireless channels established between the MAN&des are considered as the
unreliable communication medium. There are seviaetors that may affect the wireless
channel and then provide the unreliable data tréss$om, such as the conditions of the
weather, interferences from any other wireless asvior networks. In order to identify the
packet loss is wireless related or congestion edlathe evolution of RTT samples is
observed. The RTT value increases with time ifgaeket loss is due to network congestion;
this is because the queuing delay is increasdtkbdhtermediate nodes. Therefore, the packet
loss is not network congestion related if the etiotuof RTT samples is almost constant.
The consequence of link failure is similar to netkvoongestion because both of them would
cause the burst packet losses. However, it isaigoto differentiate if the packet loss is due
to link failure or network congestion by observiihg evolution of RTT samples. In the case
of link failure related packet losses, the valu&of evolution is almost stable, but the value
of RTT evolution increases with time in the lattexse. To distinguish between link failure
and wireless related packet losses, RTO and dupticacknowledgment packets are
monitored. It can be detected through RTO if themewnicate connection or the
intermediate channel within the route between twd Bodes is failed. On the other hand,
wireless related packet loss is not generally meizegl through RTO but duplicated
acknowledgement packets because burst packetslogs its nature. Figure 2.2 presents the
loss differentiation algorithm proposed in TCP-WHEDKIE.
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Figure 2.2: Loss Differentiation Algorithm of TCPEALCOME

Network Congestion Related Packet Loss Classificain

If RTT samples evolution of sent packets increag#stime, TCP-WELCOME classifies the
packet loss is due to network congestion. Thiseisabise when network congestion occurs,
the buffers of the mobiles nodes are filled gralguad the queuing delay would increase with
time, thus, the evolution of RTT samples is alsweased at the sender side. Therefore, it is
regardless of duplicated acknowledgement packetsRD® with respect to network

congestion related packet loss identification.

Wireless Related Packet Loss Classification

If RTT samples evolution of sent packets remainamgaverage value and does not highly
vary with time and three duplicated acknowledgenpakets is received at sender side, then
the data packet loss is classified as a consequahe@eless channel error. Both queuing
delay and network propagation would not be affeeted changed over the connection even
there is any unreliable channel within the routéwkeen the mobile nodes; hence the
evolution of RTT samples would remain almost camstather than increasing with time.
Moreover, if there is any channel error on the eoarhich is valid between the sender and
receiver mobile nodes, the sender can still alwaggive the acknowledgment packets by
forwarding the packets through other channels terimmediate nodes.

Link Failure Related Packet Loss Classification

If RTT samples evolution of sent packet does noy veth time and stays almost constant



but RTO is expired, then the packet loss is recamghias due to link failure in

TCP-WELCOME. Link failure is generally occurs withihe route that is used to forward the
data packets towards to the destination. Whenféiitlkire happens within the network, the ad
hoc routing protocol (AODV, Ad-Hoc On-Demand DistanVector) requires some time to
look up for the new route to forward the data p&zkié the time taken for discovering a new
route is longer than RTO value defined by TCP-WEMDand the evolution of RTT

samples is relatively constant, then TCP will dfgsthe packet loss is due to link failure.

When the sender receives duplicated acknowledgpaakets before RTO expires, then TCP
will classify the packet loss incorrectly sincewiill be identify as a wireless related loss.
However, this will have limited impact on TCP perfance because the reaction would still

be more appropriate compare traditional TCP.

Loss Recovery Algorithm

Once the packet loss model is identified by lo$tedintiation algorithm, TCP-WELCOME
uses the most suitable actions to retransmit tee gacket immediately according to the
diagnosed packet loss model in order to optimizeftst retransmission and fast recovery
performance. RTO expiration and three duplicatekhewledgement packets are used to
recognize and identify the cause of packet lodsss differentiation algorithm, and therefore,
the adjustment of RTO value and the TCP packestnigsion rate needs be also considered
in the packet loss recovery process. Figure 2.8emts the loss recovery algorithm proposed

in TCP-WELCOME.
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Figure2.3: Loss Recovery Algorithm of TCP-WELCOME

Network Congestion Related Packet Loss Recovery Algthm
TCP-WELCOME uses the congestion control algoritinTGP-New Reno for recovery if

the packet loss model is identified as network estign related.

Wireless Related Packet Loss Recovery Algorithm
Since the conditions of the network is not suppdsebe varied, and therefore the packet

transmission rate of TCP and RTO are not nece$sdrg updated.

Link Failure Related Packet Loss Recovery Algorithm

1) Adjustment of RTO value
After the new route is discovered by AODV routingtocol, the RTO value is required to be
updated based on the queuing delays and propagititie new route. The queuing delays
and propagation could affect and be representeRilldyvalue, and it can also directly reflect
the channel conditions over the connection, theeetbe recalculation of RTO value is
depending on the RTT values. The new value of Rilf@galculated as follows.

RTThew

RTOnew = (RTTold

) % RTOgyq (2.1)

Where RTTold is the RTT value over the old routéobeit failed, and RTTnew is the RTT
value over the new route that is discovered. The REO value is calculated after collecting

a number of RTT samples to ensure the accuradyeaégtimation.
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2) Adjustment of TCP Data Transmission Rate
The conditions of packet buffering and queuing mitthe end nodes and the path capacity
are the main parameters that require to be comsldehen adjusting the transmission rate.
The data transmission rate is estimated accordinige characteristic of new route and it is
calculated differently under different circumstasicBefore any packet loss is notified within
the network, TCP can use the actual rate of datesinission and its own congestion control
mechanism to handle packet queuing and bufferihg. FElated literature [29] proposed the
new solution that updates the congestion window Based on the characteristic of the new
route once the packet loss is detected. The RTdevialused in here again because it is able
to reflect the capabilities of the transmissiork$inThe new TCP data transmission rate is

calculated as follows.

RTTo1q

CWND,o,, = (RTTnew

) X CWNDq (2.2)

where CWNDold is the size of the congestion windosed for the previous failed route.
CWNDnew is the new congestion window size that Wwél used over the new discovered

route.

2.4.2TCP-Adaptive Westwood

TCP-AW implemented a delay and rate based comgestontrol algorithm which
combines the best features of TCP-Adaptive Bandwiditare Estimation (TCPW-ABSE) [8]
and TCP-Adaptive Reno. [4] TCP-AW was designed ngprove network utilization
substantially and co-exist with TCP-New Reno witha@ignificant harm to the latter.
TCP-AW estimates the eligible transmission rate as&b the information of packet loss and
delays simultaneously in the congestion control maetsm, and therefore it is able to
provide superior round trip time fairness, bandbietfficiency and friendliness compare with
other loss based or delay based TCP models. TCRa#&dtuces fours steps to approach the

TCP performance enhancement.

1) Safe Slow Start
TCP-AW adopted the Eligible Rate Estimation (ERIgpathm introduced in TCP-ABSE to
predict the impending congestion and avoid pactss$ in order to reduce retransmission

attempts and achieve better efficiency. ERE is daseACKSs arriving interval and used to

11



estimate the capacity of receiver buffer to deedéerthe congestion window increment
during the slow start. The proposed the idea ddtera pause or skip increment to slow down

the congestion window increasing rate is given wgih

IF(Slow Start AND (ERE * (RTT — RTT min)) > 0)
then IF ((CWND mod 2) == 0)
CWND = CWND + 1
else

Create a pause or skip increment

2) Incipient Congestion Detection
Generally when congestion occurs in the networkydtld take some time to build up the
queue, and therefore it cannot detect the congestimediately due to the RTT value would
not increase promptly. Similar to the popular T@Rant, TCP-Westwood, the researchers [4]
used the rate estimation to detect the network estimn before RTT value increasing. The
modified RTT value, RTT was used for the congestion detection which iscileed as

follows.

RTTC = RTT + max {( 22255 - 1),0} (2.3)

For the best TCP performance in non-congested mitvwbe value of CWND / RTT

supposes to be equal to the value of ERE, henceé Rdlild be equal to RTT. Since the
arriving interval of ACKs would change rapidly afteetwork congestion, the ERE value
would change immediately as well. In this case, BRke would become small before the
value of CWND / RTT actually gets small. Therefarken RTT is greater than RTT, that

shows the network is congested and the congestmrnirot mechanism should react

promptly.

3) Light — Weight ERE Calculation
The ERE calculation introduced in TCP-ABSE requigasrmous ACKSs history which may
degrade the performance. Accordingly, TCP-AW preploa new rate estimation algorithm
which does not require a large ACKs history anglauld be more suitable in the high-speed

network environment. The calculation is describgdoows.
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_ ZT] >(tk_1—Tk) d]

EREgample = Tk 24

_ 4CwND - I (g, -Ty) B (2.5)
4CWND + ZTj>(tk—1_Tk) d]

EREx = 8 EREx_; + (1 — 8)EREgample (2.6)

Where dj is the amount of data report by ACK j, &ad is the time instance at which k-1th
ACK is received at the sender side. Tk is the tiaken when is EREsample calculated using
the arriving interval of ACK k, and Tj is the tinteken when is EREsample calculated using
the arriving interval of ACK jé would be the time-vary coefficient at Tk.

4) Final Tunings
In TCP-AW, the congestion window increment is basadthe packet loss interval time in
order to ensure RTT fairness during the congestimidance. The proposed mechanism is

given below [4].

RTT— RTTmin\ RTTmin
CWNDgy¢ = (ol — CWND S-—min) o 2.7)
CWND = CWND + CWNDy, if CWNDg;s < 0 (2.8)
CWND = CWND + CWNDgire™, if CWNDgir > 0 (2.9)

Wherea is the coefficient of congestion window incremearid the value is assigned as 0.2
based on non-congestion time interval, which i® d@blincrease friendliness and gain more
network utilization. L is the time period betweemot network congestion related packet
losses occur. c is the packet loss time intervhichvis able to reflect the congestion level in
long term, and value of ¢ would be less than 0.4 somore accurate for congestion level

estimation. RTTref is the gain factor for effecteafch error on RTT.

2.4.3 E-TCP
The reason of best effort is generally assignatiédrype of Service (ToS) at the application
layer automatically, the best effort traffic ararsed and superior timeout would be more

susceptible in Quality-of-Service (QoS)-aware MANEfvironment, especially when TCP
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facing long delays but handling the data generdigdielay sensitive application. The
proposed Enhanced TCP (E-TCP) [9] is a cross-lmgstel which adjusts the retransmission
timer and prioritizing TCP ACKs to avoid retransgig of superior timeout and traffic
starvation when processing the high priority tatfke voice connection. E-TCP achieves
better retransmission efficiency, delay, good-mud atilization of communication channel.

The introduced approaches for TCP performance eenaent are discussed below.

1) Prioritization of TCP ACKs
Contrary to other control packet, TCP ACKs are modritized and considered as the data
packets. If an ACK packet is delayed and the tiaiet to reach the source node is longer
than the defined retransmission timeout, then T€Rumes the ACK packet is lost and
retransmits the packets again. For prioritizing TEEKS, the fifth access category was
defined in E-TCP and assigned as the highest fyiofihe idea of assigning the highest
priority for TCP ACKs is to ensure the packets vibubach the source node before the
transmission timer expires. In an uplink and domkliraffic coexist network, it would be
able to lead to the best effort traffic prioritimat because the data packets piggyback some
TCP ACKS during the transmission. However, it witlly prioritize the TCP ACKs which
are data-less otherwise it would degrade the pedboce of delay sensitive applications in
this case. The TCP performance degradation mayedamnsthe ToS is assigned as best effort
at the transport layer, and therefore, ToS is assigas network control (reserved value 224)
to the data-less TCP ACKs to address this issue aptinize the data transmission

efficiency.

2) Superior Timeouts Reduction

E-TCP optimizes the resource utilization by adpgsthe RTO value to limit the attempts
of retransmission due to the medium contention. Pphepose of introducing the RTO
adjustment is to allow the TCP ACKS are able toche#he sender node before the
retransmission timer actually expires. E-TCP freettee retransmission timer countdown
when the medium is sensed busy and the timer resustinsmission countdown once the
medium is idle. Even it would add the additionalage on RTO values by halting the
retransmission timer; however, this additional gekflects the status of medium contention.
The additional delay is added to RTO every timertteglium is sensed busy and generated

continuously until the retransmission timer expiggsthe TCP ACKS is received at the
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sender side.

E-TCP relies on the collision avoidance mechanisovided in the Medium Access
Control (MAC) layer to monitor the status of the dien contention. The MAC layer
notifies the transport layer of medium availabilitgsed on the value of Network Allocation
Vector (NAV) parameter, which informs and allows thode to access the medium for a
specific period of time. If the value of NAV is gtter than zero, the medium is considered as
busy, and the medium is sensed as idle otherwibes Status information of medium

contention would then inform to the transport lafyem the MAC layer.

2.4.4 RED Tuning Approach for TCP Performance

The related literature [10] introduced the approattuning one of TCP congestion control
mechanism, Random Early Detection (RED), to hatitdepacket loss due to link failure and
optimize the TCP performance on MANET environméirilike other related work focus on
updating congestion window size and RTO value, pneposed scheme modified the
parameters of RED, which is one of the congestantrol variables and it also can influence
the TCP performance. Generally, the early congeslietection in TCP helps to notify the
sender if there are any randomly discarded packetsigh RED, but RED cannot identify
the packet is dropped due to network congestiodingr failure when implemented on
MANET. Furthermore, the size of average queue leggbws rapidly and even exceeds the
minimum threshold while TCP is looking up for neauting path, and once the average
queue length size if greater than the maximum Lwoles the arriving data packets would be
discarded at sender side and results in TCP pesftzen degradation. And therefore the
related RED parameters, the average queue lermgthrainimum and maximum thresholds,
are updated to enhance the performance in the gedpecheme. In order to handle the link
failure due to the MANET node mobility, the adjustmh of RED parameters are described as

follows.

MaximumThreshold = MinimumThreshold X x (2.10)

AverageQueueLength = (1 — Weight) x AverageQueueLength + Weight x SampleLength (2.11)
For the equation of adjusting maximum threshold,thlue of x is set as 3. For the equation

of calculating the average queue length, it canmaea low-pass filter which can avoid the

average queue length increases rapidly in the eathork congestion phase. The range of
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the weight value is assigned between one to zketioe ivalue of weight is assigned too small,
then it is not able to reflect the actual queugtlenAlso if the value of weight is set too big,
then early network congestion cannot be filtered.

The researchers [10] also introduced a self-corditipn algorithm for tuning the RED
parameters dynamically to handle the node mobility the further performance
improvement. The value of minimum threshold wasated to temporarily accommodate the
increasing of data packet amount generated dutteg new route look-up. The RED

algorithm is given below.

IF (Next Packet == Previous Packet) then
Counter = Counter + 1
IF (Counter > Threshold Value) then
IF (Minimum Threshold < Maximum Threshold) then
Minimum Threshold+= B * (Maximum Threshold — Minimum Threshold
initial value)
ELSE IF (Counter > 0) then
Counter = Counter — 1
IF (Minimum Threshold > Minimum Threshold initighlue) then
Minimum Threshold—= B * (Maximum Threshold — Minimum Threshold initial

value)

If the first packet on the queue is not deliverad eetain on the queue, then increment of the
counter would be additively. The communication atenis considered as failed if this
situation remains the same and the value of coimgmeater than the threshold value. In this
case, RED requires adjusting the minimum threslold assigns a higher value into it to
temporarily tolerate the generated packets durimg éstablishment of the new link.
Otherwise, the minimum threshold value would beated to its original value gradually.
The amount of packets to decrease or increage*igMaximum Threshold — Minimum

Threshold initial value), where the valuefios the range of 0 to 1.
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Table 2.1: Key researchers and their main coniohstfor the performance improvement of

TCP

Researchers | Contribution Key concepts/description
Henna. 2009 TCP-Vegas, TCP-Tahoe, | Investigated the performance of TCP
TCP-Reno, TCP-New Renag| variants under random packet loss rate
TCP-SACK, TCP-Veno,
TCP-Westwood,
TCP-Westwood New Reno
and TCP-New Jersey [7]
Kim et al., TCP-Vegas and TCP-Reno| Investigated the suitable TCP variant for
2006 [11] smooth integration by evaluating the
performance
Mbarushimang E-TCP [9] Proposed a cross-Layer TCP enhancement
and Shahrabi. that can avoid the unnecessary
2009 retransmission and traffic starvation
Wu et al., TCP-HO [12] Proposed the method that can minintiee |t
2007 handoff bandwidth delay by estimating the
bandwidth of new link
Seddik-Ghaleh TCP-WELCOME [3] Investigated the reasons for padsses
et al., 2009 and then developed an appropriate recovery
mechanism.

2.5 Intended Research
This research aims to improve the performance oP D@er MANETs by modifying the
existing TCP-WELCOME. After an in-depth literatueview, TCP-WELCOME is found to
be better suited for MANETs compared to other vasaof TCP. It enhanced the
performance of TCP by adopting loss differentiatédgorithm and loss recovery algorithm
which can identify the packet loss models more gtely and trigger the proper recovery
process accordingly. However, TCP-WELCOME has weakes especially with its loss
recovery algorithm. This thesis attempts to redesigCP-WELCOME's loss recovery
algorithm to improve TCP performance called Enhdnt€P-WELCOME. The detailed
description of Enhanced TCP-WELCOME is presentedhapter 4.

Since TCP-WELCOME was originally designed for smadltwork with low speed
MANET nodes, so the scenarios on network size famughe small, small-medium and

medium networks in this experiment. A small netwaith less than 10 nodes, the number of
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nodes in a small-medium network would be greatan tt0 but less than 20 and the node size
of a medium network would be defined with 20. Thebitity of the MANET nodes would
be considered in all scenarios in this experim&he low node speeds would be used to
represent the people movement, for instance, wgl&imd running in the office. Traffic load
considers general traffic load, medium load andviheaad. Furthermore, the varying
wireless channel conditions would influence the Tg&formance, and therefore the data
transmission over the perfect and noisy wirelesanobls would be considered in the
scenarios. The conducted experiment design andstige¢ion are discussed in detail in

Chapter 5.

2.6 Summary

This chapter provides the background informationMANET environment, and several
literatures of recently proposed TCP variants axgewed and discussed. Precisely, a closer
look at the introduced TCP performance improvenagyroaches in the relevant variants
provides the significant information of the diffases on the adjustment of the performance
related parameters. The objective of the reseado imodify the existing TCP variant,
TCP-WELCOME, to achieve the better performance eoément. The scenarios would
focus on the influence of network size, traffic dpanode mobility and conditions of
communication channel impact on TCP performanc®#8NET environment. A simulation
approach will be used to evaluate the TCP perfoomavith different defined scenarios; the

detail of research methodology is presented in @&n&p
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Chapter 3
Research Methodology

3.1 Introduction

This chapter outlined the research methodology usedevaluating and analyzing the
proposed Enhanced TCP-WELCOME. Section 3.2 dissubseadvantage and disadvantage
of the three methodologies been generally usetidrr¢lated research areas. The strengths
and weaknesses of the popular simulators used@ér viariants evaluation and performance

analysis are discussed in section 3.3. Sectiosu#marises this chapter.

3.2 Research Paradigm

For network modeling and performance evaluatiothin related areas, the methodologies
used generally include analytical modeling, compugienulation and direct experiment.
Analytical analysis involves the development of neMormation based on the spatial
analysis and the mathematical computation. Analtemalysis is difficult to operate and
control the protocol [16] even it may be able tfirtea new TCP variant. Besides, due to the
node mobility and scalability of MANETS, it is clerhging to configure and reconfigure the
nodes in the large networks with the frequentlyngjeml topology.

The acquired modeling and evaluation results oédairexperiment would be more
accurate since the experiment is carried out inrdadity. The information of the TCP
behaviour and the performance related parametarbeaasily observed if direct experiment
is used to model the network. However, it is natye® implement the MANET network if
using direct experiment in this study due to thmglexity of the MANET environment and
the cost of the required resources and efforts.

The system based simulation experiment is ableotsteuct the network model and
evaluate the model with consists of defined scesarsing a simulator (a computer program)
to acquire the solution and approach the reseasah &imulation experiment can build a
model like a real world system and be able to olgsand predict the variant behaviour in the

system, it can reduce the cost mentioned in diexgteriment, and also, the MANET
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implementation complexity issue would not be arigdren using the simulator for network
modeling. Simulation experiment not only can geteethe results of defined measurement
to prove the analytical model, but also can evelufie new variant performance and
compare with the performance of existing variarawidver, simulation experiment requires
the user to have good background knowledge abeusithulator, or the evaluation results
and the obtained solutions may not be represeatativaccurate in the otherwise. If a
simulator is easy to use, able to generate thel @i appropriate analysis results and also
has the flexibility when developing or modifyingetmodel, then the simulator is considered
as a good simulator [16].Apart from using a goadwator, the credibility of the findings
acquired from the simulation experiment also retiesthe result verification and validation
process to ensure the viability, which including thalidation of parameters and event,
operational graphics, and comparison of the obtamesults and valid historical data [17]
[18].

Simulation methodology is commonly used to evaluhéproposed model and carry out
the solution to approach the related research ipnebecause only few assumptions is
required and it can behave like a real world syst€he TCP modification complexity
would need the features provided by a simulatoh sicflexibility of model development
and validation, and performance evaluation. Theegfio address the research question (i.e.
How to improve the performance of TCP-WELCOMtBe simulation methodology is
adopted to examine the impact on TCP performanceM&MNET by constructing the
proposed TCP variant, evaluating the performanod, @mparing the results with the
performance of the existing variant. Various dedireeenarios will be used to study the
impact of proposed TCP variant performance in MAN&EWironment based on OPNET

Modeler. The simulation modelling and scenariosdiseussed in detail in Chapter 5.

3.3 Optimized Network Engineering Tool (OPNET) Simiator
There are several existing simulators that candeel to compare the network performance.
The most popular and commonly used simulators &duete the impact on performance of
TCP variants over wireless networks are NS2 and EXPModeler.

NS2 was originally designed for the wired netwarkidations, and now is also able to
support the simulations over wireless networkss & discrete event network simulator and
core programming language of NS2 is C++. NS2 isafnthe simulators that can build the

model like a network system in the real world, @nldas the open source license, which is
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another reason to make it become a popular. Therscane drawbacks when using NS2 as
the simulator in the experiment, which includeslihmted documentation, the inconsistency

of the programming environment across differergdaséd versions. Furthermore, it is lack of
tool to describe the scenarios used for simuladiod most of tools are in the scripting

language and therefore it would be difficult to dglthe code and learn the background
knowledge of the simulator [19] [20].

OPNET Modeler is a discrete event and object-oeigrgimulator which is able to
perform the simulation for general networks. Thedeling environment provided by
OPNET Modeler can achieve the parameter and ewadinlation, ease the implantation and
construction of the model of the scenarios, anofférs the simulation results comparison
and analysis of the network performance. Contrarfd$2, OPNET ensures the consistency
of programming environment across the releasedorexsuser friendly interface and it is
embedded with model library, results analysis taold different types of editors. It is used
for simulation experiment widely to evaluate anélgre the network model performance,
and it is capable to model the TCP variant over NEANenvironment. OPNET employs the
three tier hierarchical modeling architecture. Thst tier is used to design the network
topology for the model, the second tier consistdag traffic flow, and the third tier handles
the data flow control by using the process edittuis three tier hierarchical architecture is
significant when modeling, and evaluating and ifegsthe TCP variant on MANET
environment.

There are some disadvantages to use OPNET Modglarsamulation tool. OPNET
Modeler is a commercial package which the cost ditnd relatively expensive and heavily
controlled. On another hand, running the simulabonOPNET Modeler requires a large
amount of CPU usage, so it would cost higher coingytower. However, it does not only
offer the useful embedded tools, but also provitiesuser friendly graphical interface, and
the output evaluation result is also graphical ead be customized, and therefore, OPNET

Modeler would be used for the simulation experimerthis research.

3.4 Summary

This chapter described three methodologies beeeargiin used for modeling the networks
and evaluating the performance. There are somebaicks when using analytical and direct
experiment to model TCP variant on the complex MAN&nvironment. The simulation
experiment methodology is chosen to model and atalthe TCP variant in this research. It
is able to construct the model like a system inréed world. OPNET Modeler is able to
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simulate the defined scenarios easily and genettade valid result to represent the
performance of TCP variant more accurately. Thezesame drawbacks in OPNET Modeler,
however, it can still consider as a good simuldtecause of its strength, so it would be
suitable to use OPNET Modeler for the simulatiopegiment in this research.
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Chapter 4
Enhanced TCP-WELCOME

4.1 Introduction
In this chapter, an Enhanced TCP-WELCOME is progote improve the overall

performance of TCP in MANETs. The algorithm of thgroposed Enhanced
TCP-WELCOME is presented in Section 4.2. The predosystem offers the combined
features of TCP-WELCOME and TCP-AW to identify thecket loss model correctly and

performs the recovery process accordingly. SeetiBrsummarises this chapter

4.2 Proposal Algorithm

Enhanced TCP-WELCOME implements the loss diffeeinth algorithm and loss recovery
algorithm for congestion detection and act appeiply according to the identified packet
loss model. It also combines the features of TCPJdy\to improve the early congestion
detection process and handle the network congestitated packet loss model more
efficiently rather than just use the traditionahgestion control mechanism of TCP-New
Reno proposed in TCP-WELCOME. Figure 4.3 presehts flow chart of Enhanced

TCP-WELCOME algorithm.
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Figure 4.1: Proposed Enhanced TCP-WELCOME Algorithm

4.2.1 Loss Differentiation Algorithm

The loss differentiation algorithm implemented inhanced TCP-WELCOME is used to
identify the reason of packet discarded duringdat transmission accurately. The general
cause of packet loss includes network congestiak failure and wireless channel error. The
loss differentiation algorithm is able to detect fhacket discarded and identify the packet
loss model at the sender side. In order to dehecpacket loss, the parameters related to the
packet loss trigger are observed during the trassiom, including RTO, three duplicated
ACKs, and the RTT value.

Contrary to TCP-WELCOME requires monitoring a higtaf evolution of RTT
samples, Enhanced TCP-WELCOME adopted the IncigBamtgestion Detect mechanism
introduced in TCP-AW which does not need a largewm of RTT history and can detect
the congestion before RTT value actually increaBegect the congestion in the network
through RTT value would need to take longer timevsit for the queue to be built up and
results in the RTT value, hence it is not abledtedt the congestion immediately when the
data packets starts to be discarded. The detailogiified RTT value introduced in incipient
congestion detection is described as follows.

RTTE = RTT + max{(% - 1)y, o} (4.1)
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The light-weight ERE calculation algorithm proposéd Enhanced TCP-WELCOME
resembles TCP-AW but does not require ACK history.

CWND

Srate = RTTmin (4.2)
T, = RTT X (rate~ EREprev) (4.3)
rate
EREsample — AcknowleT(‘ifed_bytes (4.4)
__ 4CWND - Acknowledged _bytes (4 5)
" 4CWND + Acknowledged_bytes ’
EREy = 8 ERE;_; + (1 — 8)EREgumple (4.6)

where Srate is the instantaneous sending rateERigprev is the generated ERE value used
for the previous transmission. Tk is the time taldren is EREsample calculated using the
arriving interval of ACK k, and Tj is the time takevhen is EREsample calculated using the
arriving interval of ACK j.6 would be the time-vary coefficient at Tk.

To identify the packet loss is link failure related network congestion related, the
value of RTT is observed. If the packet loss is as a consegueftink failure, then the
value RTT would be less or equal to the RTT value, butéf RT T value is greater than the
RTT value, then the packet loss is diagnosed asonktcongestion related. It can also
differentiate if packet loss is caused by wirelehannel error or network congestion by
observing the RTTvalue, when the value of RTT is less than RValue, then the packet
loss model is identified as a consequence of n&twongestion, otherwise, it would be
considered a the wireless channel error relatedepdoss. To distinguish between link
failure and wireless related packet losses, tharpaters related to the triggers of the
retransmission are monitored. It can be recognizemigh RTO if the data transmission link
or the intermediate link within the route betweender and receiver nodes is down. Besides,
wireless related packet loss is generally detetttexigh three duplicated ACKs because it is
not its nature if burst packet loss occurs. Figdrg illustrates the loss differentiation
algorithm proposed in TCP-WELCOME.

25



Histery of RTT Evalution
.

R-l_l—l: = R-l_l— Link Eaiture ‘Wireless Channel Error

Network Congestion

RTTc = RTT

' TCP Packet Loss Triggers

Three DupBcated
RTO
Acknowledgement Packets

Figure 4.2: Loss Differentiation Algorithm in Enreaad TCP-WELCOME

Network Congestion Related Packet Loss Classificain

If RTTC value is greater than the RTT value, Enhanced WER-COME classifies the packet
loss is due to network congestion. This is becamsen network congestion occurs, the
arrival time of ACK would be change promptly anduks in the value of ERE changes
immediately as well. Therefore, it is regardlesshoée duplicated acknowledgement packets

or RTO with respect to network congestion relatackpt loss identification.

Wireless Related Packet Loss Classification

When the value of RTTis less or equal to the RTT value and three dafsit
acknowledgement packets is received at senderthigie the data packet loss is classified as
a consequence of wireless channel error. Both ggedglay and network propagation would
not be affected and changed over the connection #nge is any unreliable channel within
the route between the mobile nodes. Moreover, eéfahis any channel error on the route
which is valid between the sender and receiver lnabddes, the sender can still always

receive the ACKs by forwarding the packets throatiter paths or intermediate nodes.

Link Failure Related Packet Loss Classification

Link failure is generally occurs within the routeat is used to forward the data packets
towards to the destination. When link failure hapgpwithin the network, the ad hoc routing
protocol (AODV) requires some time to look up fbetnew route to forward the data packets.

If the time taken for discovering a new route isder than RTO value defined by Enhanced
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TCP-WELCOME and the RTTvalue is equal or less than RTT value, then TCRIavo
classify the packet loss is due to link failure. &ihthe sender receives three duplicated
ACKs before RTO expires, then TCP would classify gacket loss incorrectly since it will
be identify as a wireless related loss. Howevearesthe reaction would still be more suitable

compare with traditional TCP, so it would only hdweited impact on TCP performance.

4.2.2 Loss Recovery Algorithm

In order to optimize the fast retransmit and fastowery processes in congestion control
mechanism, loss recovery algorithm need to perfitienmost appropriate action to recover
the packet loss accordingly. Since the timer of RIn@ duplicated ACKS are used to classify
the model of packet loss, and therefore, it wodd the most suitable algorithms to update
and adjust the RTO value and congestion window tsizenprove the congestion recovery

process. Figure 4.1 presents the loss recoveryidigoproposed in TCP-WELCOME.

History of RTT Evolution

i
RTO Adjustment
RTTc = RTT +
Mo Agtion Required
TCP Data Transmission Rate
Adjustment
ETTc = RTT Congestion Window Size Adjustment
b TCP Packet Loss Triggers

Three Duphicated
RTO
Acknowledgement Packets

Figure 4.3: Loss Recovery Algorithm in Enhanced "WEELCOME

Network Congestion Related Packet Loss Recovery Algthm

Enhanced TCP-WELCOME uses the congestion contgarihm introduced in TCP-AW
for recovery if the packet loss model is identifiad network congestion related. The
congestion window increment is based on the padest interval time in order to ensure

RTT fairness. The adjustment of congestion windize & given below.

_ _ RTT—= RTTmin\ RTTmin
CWNDg;e = (ol — CWND ST TTmin) e @a.n
CWND = CWND + CWNDyg, if CWNDgjr < 0 @438)
CWND = CWND + CWNDge™, if CWNDg; > 0 (4.9)
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Wherea is the coefficient of congestion window incremearid the value is assigned as 0.2
based on non-congestion time interval, which i® d@blincrease friendliness and gain more
network utilization. L is the time period betweemot network congestion related packet
losses occur. c is the packet loss time intervhichvis able to reflect the congestion level in
long term, and value of ¢ would be less than 0.4 somore accurate for congestion level
estimation. RTTref is the gain factor for effecteafch error on RTT.

This congestion control mechanism was originallgigieed for the coexistence with
TCP-New Reno to achieve better fairness and caoceethe delay generated over the
connection. The idea of implementing this mechanisrBnhanced TCP-WELCOME is to
improve the TCP performance by overcome the issdsting in congestion control
algorithm of TCP-New Reno and handle the packet fesransmission due to the network

congestion.

Wireless Related Packet Loss Recovery Algorithm
Since the conditions of the network is not suppdsege varied, so the parameters that may
influence the TCP performance, congestion winda® and RTO value, are not necessary to

be adjusted.

Link Failure Related Packet Loss Recovery Algorithm
The recovery process of the packet loss due to faikire would remain the same

mechanism as proposed in TCP-WELCOME.

1) Adjustment of RTO value
The RTO value is required to be recalculated baseithe queuing delays and propagation of
the new discovered path. Since both of the quedelgys and propagation could influence
and results in RTT value and it is able to refléet channel conditions over the connection
directly, so the adjustment of RTO value is basedhe RTT values. The calculation of new

RTO value is described as follows.

RTThew

RTOnew = (RTTold

) X RTOq1q (4.10)

Where RTTold is the RTT value over the old routéobeit was down, and RTTnew is the

RTT value over the new route that is discoverede fiew RTO value is updated after
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collecting a certain amount of RTT samples to em#iue estimation would be accurate.

2) Adjustment of TCP Data Transmission Rate

The conditions of packet buffering and queuing imitthe end nodes and the path capacity
are the main parameters that require to be comsidehen updating the size of congestion
window. The rate of data transmission is estimatecbrding to the characteristic of new
discovered path and it is calculated differenthdemdifferent circumstances. TCP can use
the actual rate of data transmission and its owmestion control mechanism to handle
packet queuing and buffering before any packetibsstified within the network. The RTT

value is used in here again because it is ableftect the capabilities of the transmission

links. The calculation of the new TCP data transioisrate is given below.

RTTo1q

CWNDpew = (RTTnew

) X CWNDq (4.11)

where CWNDold is the size of the congestion windesed for the previous failed route.
CWNDnew is the new congestion window size that el used over the new discovered

route.

4.3 Summary

This chapter outlined the new TCP variant proposdl this study. Enhanced
TCP-WELCOME is combined with the features of TCPMI®ME and TCP-AW. The
proposed variant implemented the loss differemtratilgorithm and loss recovery algorithm
to identify the packet loss model correctly and f@@enance the recovery process
appropriately. Contrary to TCP-WELCOME, the propbsariant uses the early congestion
detection mechanism to detect if there is any pabken discarded, furthermore, the new
congestion control mechanism resembles TCP-AWadpgsed to handle the packet loss due
to network congestion to improve the TCP perfornesaued fairness.
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Chapter 5

Experiment Design and
Investigation

5.1 Introduction

This chapter provides the detailed description hed £xperimental design used for the
simulation to model the network and evaluate thpaioh on Enhanced TCP-WELCOME
performance. Section 5.2 outlines the performaneios used for measure the performance
of Enhanced TCP-WELCOME. The design of the netwoddel is presented in section 5.3,
and description of the scenarios is outlined inti8acs.4. Section 5.5 is the summary of
this chapter.

5.2 Performance Metrics

Since this research is the performance study, é@mopnance metrics is necessarily to be
used in the simulation as the measurement for @R gerformance evaluation. The metrics
which been generally used to evaluate the propossthanisms and models in the research
area relevant to TCP performance over MANET areuphput, end-to-end delay, packet
delivery ratio and the retransmission attempts, Hred description of each performance

metrics are provided as follows:

5.2.1 Throughput

Throughput is the average rate of the deliveredkgiac which been successfully
acknowledged by the receiver. Throughput is thetmsigsificant and commonly used metric
for the performance measurement and it is normmatasured in the total number of bit are
sent through the communication channel per secAsdised in the related studies [21, 9,
22-25], the obtained throughput efficiently reprasethe performance of TCP by showing
the amount of data have been successfully delivéi@th a source to the destination.
However, throughput includes the retransmitted peckvhich may be discarded as the
consequence of the overheads of TCP and link laigtocol. Furthermore, the node mobility

would decrease if throughput increases, and thexeiio order to show the TCP performance
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enhancement in MANET, the evaluation measuremeartataely on throughput.

5.2.2 End-to-End Delay
End-to-End delay is the average time taken forckedatravels across the network from the
source to destination and be acknowledged by tbeiwer. End-to-End delay is combined
from the different type of generated delay sinae piacket is ready to be forwarded till the
packet is acknowledged, which including the timeetafor the router to process the packets,
the time taken for the packets queuing on the sgrdliffer, the time taken to put the packets
on the transmission medium and the time takenh®ipickets to reach the destination.
End-to-end delay shows how efficiency the netwasource has been used by TCP. If
end-to-end delay is relatively high then it repreaseahe medium is busy and in lack of flow
control [9]. Therefore, minimizing the end-to-enalaly can represent as reduce the

possibility of congestion occurrence and achieeeréisource utilization.

5.2.3 Retransmission Attempts

Retransmission Attempts is the source sends outdibearded packets again to the
destination. Loss of packets is not only due tontieelium contention, but also due to the link
failure which may be caused by the node mobilit$][2 Retransmission can enhance the
TCP performance by reducing the cost of the roaitare [21]. But as the number of times of

retransmission is increased, the power consumpimtreased [24] as well.

5.2.4.Packet Delivery Ratio

Packet delivery ratio is the ratio between the neinds packets received by the receiver and
the number of packets generated by the sendenek dot include the retransmitted data
packets and the protocol overheads. Most of thearehers of the previous studies [21, 9,
23, 25] used the simulation results of packet @givatio as the statistical evidence to prove
the TCP performance enhancement.

Throughput and end-to-end delay are the most irapbretrics to measure the best
effort traffic of proposed TCP variant, and retraission attempts is used to measure the
performance of proposed congestion control mechariifiese performance metrics are not
absolutely independent to each other, for instatfee throughput would decrease and the
retransmission count increases relatively if thd-enend delay is increasing due to the
overhead generated from TCP and MAC protocol. k& d¢ther words, if the generated

end-to-end delay is relatively small over the comioation channel, then the TCP
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throughput increases and retransmission attempéslisced; hence the TCP variant performs

well in the model.

5.3 Assumptions

The assumptions of this investigation are, 1) they life is not set on the MANET node
because this attribute does not exist in OPNET Néod@) the background traffic exists in
MANET is not considered so it is assumed to bestinae all the time; 3) the nodes do not
generate any traffic at anytime; 4) all the moliteles are moving within the network with
defined node speed; 5) not all the nodes are imtheement at a given time.

5.4 Network Modeling

Figure 5.1 presents the experimental scenarios. We TCP variants, Enhanced
TCP-WELCONE and TCP-WELCOME are implemented in 80B8.standard network with
the mobile nodes that only move within the defipedpagation range. These experiments
are aiming to evaluate the TCP variants under rdiffe circumstances and compare the
simulation results to identify if Enhanced TCP-WHDMIE is able to achieve better TCP
performance over MANET.

The investigations of the simulation experimentthis study are categorised into
network size, traffic load, node mobility and wee$ channel conditions. In the investigation
of network size, Enhanced TCP-WELCOME is implemdntego small, small-medium and
medium networks, and the traffic load node mob#gity wireless channel conditions are also
investigated with the network size.

TCP Varant [ Enhanced TCP-WELCOME } [ TCP-WELCOME }

302.11h Metwork

Small Network Small-Medium Metwork Small-Medum Network Medium MNetwork

M =5 nodes M =10 nodes M =15 nodes M =20 nodes

Figure 5.1: Simulation Scenarios
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Figure 5.2: OPNET representation of 802.11b madebg Size = 20)

Figure 5.2 illustrate the constructed MANET mode @PNET Modeler simulation
environment with the network size of 20 nodes. ©bgects in the constructed model are
MANET mobile nodes, MANET gateway, the configuratimbjects of RX group and
mobility model, and the profile and applicationidéfons objects. The name of each mobile
node is edited according to the node number itgmtes in the network. For example,
mobile_5 represented the node number 5 in the mktwithe MANET gateway is a wireless
local area network based router with one Ethemtetface. This object is used to connect the
mobile nodes to IP and support the transmissiathefgenerated FTP traffic by forwarding
the received packet towards to the destination. ddrdiguration of routing protocol on all
the mobiles nodes and gateway are the same.

The mobility configuration object is used to defitie node movement based on the
configured mobility related parameters that indidtd MANET nodes reference to model
mobility. The RX group configuration object allovedl the mobile nodes in the network
move within the allocated moving area, and if tfadfic in generated outside of propagation
range from any node will be discarded.

The application definitions object provides thefatiént types of applications available
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in OPNET Modeler, the corresponding attributeshi@ process can be specified and create
new applications. For instance, a high load FTPliegon indicates the application
performing high loading traffic transmission usiRJP. The specified name of defined
application is used when creating a new user rafii the profile definitions object. The
profiles definitions object is used to create tlseruprofile that can be implemented on the
nodes and generate the application layer traffithiwithe network. The application is
requires to be defined first before using the peddiefinitions object. The traffic pattern can
be specified by either application or profile dédfons objects.

The general parameters configured in the constiutiedel for all the experiments are
showing in Table 5.1, and the simulation paramedér&ODV and TCP protocols used for
evaluation of Enhanced TCP-WELCOME performancecarefully designed and presented
in Table 5.2 and 5.3. In order to observe the impacEnhanced TCP-WELCOME over
MANET in all possible directions, there would ordg one control factor is varied at a time
in all defined scenarios. The control factors usedeflect the impact on performance of
Enhanced TCP-WELCOME are node speed and packehleng

Table5.1: General Parameters used in simulation

Parameters Value

Area 250 x 250 square meters
Network Size 5,10, 15, 20

Mobility Model Random waypoint (Auto Create)
Data Rate 11Mbps

Transmission Power 0.005 watt

Packet Size 5000, 10000, 15000, 20,000, 25,006 byte
Data Type FTP

Mobility Speed 3,4, 5, 6, 7 meter/second
Noise Figure 1,5

Simulation Duration 1000 seconds

Table 5.2: AODV Parameters used in simulation

Parameters Value

Active Route Timeout 3

Hello Interval Uniform(1,1.1) second
Allow Hello Loss 2

Net Diameter 35

Node Traversal Time 0.04

Route Error Rate Limit 10

Timeout Buffer 2
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Table 5.3: Main TCP parameters used in simulation

Parameters Value
Version New Reno
Receive Buffer 8760 bytes
Receive Buffer Adjustment None
Maximum ACK Delay 0.2 seconds
Maximum ACK Segments 2

Slow Start Initial Count 2 MSS
Fast Retransmit Enable
Duplicate ACK Threshold 3

Fast Recovery New Reno
Initial RTO 3.0 seconds
Minimum RTO 1.0 seconds
Maximum RTO 64 seconds
RTT Gain 0.125
Deviation Gain 0.25

RTT Deviation Coefficient 4.0

The moving area of the mobile nodes within the oekwin the conducted experiment is
defined as 250 square meters. The nodes size osegpresents the small-medium and
medium sized networks are 10, 15, and 20, and thetseork sizes reflect the small-medium
and medium enterprises. Since the traffic patteemat investigated in this study, so instead
of using the Random Waypoint (Record Trajectory)biiiy model, Random Waypoint
(Auto Create) mobility model is used for configumat of the node speeds. The node
mobility related parameters are defined by OPNETd&er automatically for the MANET
nodes. The node speeds used in this simulatioB, &5, 6 and 7 meters per second (m/s) to
reflect the people movement in the office. The ngpleed of 3, 4 and 5 m/s reflect the people
walk slowly and quickly in the office, and the nagjgeeds of 6 and 7 m/s reflects the people
running in the office. The generated traffic typghm the network is File Transfer Protocol
(FTP). In the MAC layer, the rate of data framessmission via physical layer is 11Mbps.
For traffic load investigation, the lengths of thacket used in this study are 5,000, 10,000,
15,000, 20,000 and 25,000 bytes, where 5,000 Ipgeket length reflects the general traffic
load, the packet length with 10,000 and 15,000%kpresents the medium traffic load, and
20,000 and 25,000 bytes packet length reflectshdeevy traffic load. The good wireless
channel and noisy wireless channel are used fontfestigation of performance impact on
wireless channel conditions. For each scenarie, fims of simulations have been conducted
for one setting. The simulation duration of all #eenarios is 30 minutes.
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5.5 Description of Scenarios

The experiment is duplicated and the TCP variarmdalevbe changed for the performance
comparison and analysis purpose. The evaluatioargmpnts on both TCP-WELCOME and
Enhanced TCP-WELCOME are placed in a scenario.

Network Size under Good Wireless Channel

Scenario 1

Scenarios 1 consists of eight experiments, fouegxpents implemented TCP-WELCOME
and Enhanced TCP-WELCOME respectively. The netvaizk with the node number of 5,
10, 15 and 20 are used to investigate the TCP ipeafice under the good wireless channel
impact on small, small-medium and medium netwozkesi The node speed is configured as
5 m/s on each mobile node, and the generated E&fffe is with packet length of 5,000 bytes.
Increasing the network size would higher the padlsilof network congestion occurrences.
The performance results will be measured and aedlytzrough throughput, retransmission
counts and end-to-end delay to identify the TCRawarthat achieves better performance
optimization with varying network sizes.

Node Mobility under Good Wireless Channel (Scenari@ to 4)

Scenario 2

Scenario 2 consists of eight experiments four exparts implemented TCP-WELCOME
and Enhanced TCP-WELCOME respectively. The networglemented with 10 mobile
nodes to presents the small-medium network. Tletfivo experiments each with a different
variant are configured with the node speed of 3, rille seconds two experiments are
configured with 4 m/s for the node speed on eacdteenthe third two experiments are
configured with the node speed of 6 m/s and theangimg experiments use the node speed
of 7 m/s. The packet length of the data traffidésined as 5,000 bytes. This scenario intends
to acquire the evaluation results of both variamtd identify the one that can optimize TCP
performance under good wireless channel in thelsmedium sized network through the
comparative analysis.

Scenario3

Scenario 3 also consists of eight experiments aodr fexperiments implemented
TCP-WELCOME and Enhanced TCP-WELCOME respectivdly. investigate the TCP
performance impact on varying node mobility undeod) wireless communication channel
in the slightly bigger small-medium sized netwdte node size of 15 nodes is implemented
in the network. The first two experiments each véthifferent variant are configured with
the node speed of 3 m/s, the seconds two expesnaeatconfigured with the node speed of
4 m/s, the node speed of the third two experimargsonfigured as 6 m/s and the remaining
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experiments use the node speed of 7 m/s. The psidecdf the FTP traffic is kept constant
at 5,000 bytes. This scenario aims to identify Ti@P variant that is able to achieve better
performance through the comparative analysis basdbe simulation results.

Scenario 4

There are also eight experiments consist in Scerbind four experiments implemented
TCP-WELCOME and Enhanced TCP-WELCOME respectivEhe medium sized network
is with the node size of 20 nodes, and the paakegth of FTP traffic is kept constant at
5,000 bytes. The first two experiments each witlifierent variant are configured with the
node speed of 3 m/s, the node speed of the sebwadxperiments are configured as 4 m/s,
the third two experiments are configure with thelespeed of 6 m/s and the remaining
experiments use the node speed of 7 m/s. This Boéngends to distinguish the variant that
can improve better TCP performance with varying enaspeed under good wireless
communication channel in the medium sized netwdhle, simulation results would be
evaluated and analyzed through the performancdasetr

Traffic Load under Good Wireless Channel (Scenarid to 7)

Scenario 5

Scenario 5 consists of eight experiments; four erpmts implemented TCP-WELCOME
and Enhanced TCP-WELCOME respectively. The smatlioma sized network is presented
by employing 10 nodes in the network, and the rejbed is configured as 5 m/s. The first
two experiments each with a different variant arefigured with the packet length of 10,000
bytes, the packet length of the second two experisnases 15,000 bytes, the third two
experiments are set with the packet length of ZDBAes and the remaining experiments are
configured with the packet length of 25,000 byt€kis scenario intends to identify the
variant that can outperform under good communicatihannel in the small-medium
network with vary traffic load through the perfornc& analysis based on the simulation
results.

Scenario 6

Similar to Scenario 5, there are eight experimextssists in this scenario. The slightly
bigger small-medium network is implemented with tloele size of 15 nodes, and the node
speed is configured as 5 m/s constantly on each.riduk first two experiments each with a
different variant are configured with the packetgth of 10,000 bytes, the second two
experiments uses 15,000 bytes for the packet leritjn packet length of third two
experiments are set as 20,000 bytes and the rergaéxiperiments are configured with the
packet length of 25,000 bytes. This scenario aovdidtinguish the variant that can optimize
the performance under good communication chanrtkismall-medium sized network.
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Scenario 7

Scenario 7 also consist eight experiments simidaBdenario 5. The network implemented
with 20 nodes to present the medium sized netvaté,the each node is configured with the
node speed of 5 m/s. The packet length of the fivet experiments each with a different

variant are configured as 10,000 bytes, the setwondexperiments sets the packet length
with 15,000 bytes, the packet length of third twperiments used is 20,000 bytes and the
remaining experiments are configured with the patdagth of 25,000 bytes. This scenario

intends to identify the variant that can outperfannder the good wireless channel in the
medium sized network.

Network Size under Noisy Wireless Channel

Scenario 8

Scenarios 8 consists of eight experiments, fouegxpents implemented TCP-WELCOME
and Enhanced TCP-WELCOME respectively. The netvaizk with the node number of 5,
10, 15 and 20 are used to investigate the TCP ipeafice under the good wireless channel
impact on small, small-medium and medium netwozkesi The node speed is configured as
5 m/s on each mobile node, and the generated E&fffe is with packet length of 5,000 bytes.
Contrary to Scenario 1, this scenario aims to ifierthe variant that can achieve better
performance under the noisy wireless channel wahyimg network sizes through the
comparative analysis based on the experimentalksesu

Node Mobility under Noisy Wireless Channel (Scenad 9 and 10)

Scenario 9

Similar to Scenario 8, there are eight experimentssist in Scenario 9. The small-medium
sized network is presented by implementing 10 naalése network, and the packet length
of FTP traffic is kept constant at 5,000 bytes. Titat two experiments each with a different
variant are configured with the node speed of 3, rille seconds two experiments are
configured with the node speed of 4 m/s, the nqubed of the third two experiments are
configured as 6 m/s and the remaining experimesgstiie node speed of 7 m/s. The only
difference compare with Scenario3 is that the wiglchannel is assumed to be noisy in this
scenario. This scenario intends to distinguishviméant that can outperform under the noisy
communication channel with varying node speed.

Scenario 10

Scenario 10 consists of eight experiments; fouredarpents implemented TCP-WELCOME
and Enhanced TCP-WELCOME respectively. There aren@8es implemented in the
network to show the slightly bigger small-mediuntwiark, and the transmission data packet
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is configured as 5,000 bytes constantly. The fingd experiments each with a different

variant are configured with the node speed of 3, itile node speed of the seconds two
experiments are configured as 4 m/s, the thirdawmeriments are configured with the node
speed of 6 m/s and the remaining experiments usendlde speed of 7 m/s. Contrary to
Scenario 4, this scenario aims to obtain the pevdoice results under the noisy wireless
channel with varying node speed and identify theawa that is able to optimize the

performance through the comparative analysis.

Traffic Load under Noisy Wireless Channel (Scenaridll and 12)

Scenario 11

Scenario 11 consists of eight experiments; fouredarments implemented TCP-WELCOME
and Enhanced TCP-WELCOME respectively. The node isiplemented in the network is
10 nodes to presents the small-medium sized nefveort the FTP packet length is kept
constant at 5,000 bytes. The first two experimemash with a different variant are
configured with the packet length of 10,000 bytém packet length of the second two
experiments uses 15,000 bytes, the third two exparis are set with the packet length of
20,000 bytes and the remaining experiments aragroefl with the packet length of 25,000
bytes. Different from Scenario 7, this scenari@muts to investigate the performance under
the noisy communication channel with varying t@affiad, and identify the variant that can
achieve better performance through the comparatiedysis based on the simulation results.

Scenario 12

There are also eight experiments consist in Scerd&yi There are 15 nodes implemented in
the network to show the slightly bigger small-mexdinetwork, and the packet length of FTP
traffic is 5,000 bytes. The first two experimengle with a different variant are configured
with the packet length of 10,000 bytes, the sedamdexperiments uses 15,000 bytes for the
packet length, the packet length of third two ekpents are set as 20,000 bytes and the
remaining experiments are configured with the paddegth of 25,000 bytes. Contrary to
Scenario 8, this scenario aims to distinguish téant that can outperform under the noisy
communication channel with varying traffic load aaiing to the comparative analysis
conducted from the acquired experimental results.

5.6 Summary

The experimental designed and the parameters mukaife discussed in detail in this chapter.
The performance metrics used for measuring theuatiah results are throughput,
end-to-end delay and retransmission attempts. deraio investigate the TCP performance

impact on network size, traffic load, node mobilapd wireless channel conditions, the
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scenarios are designed careful where only one @lqmarameter is changed in each scenario,
including the number of nodes, packet length, reed and noise figure. The experimental

results and performance analysis are presentedapt€r 6.
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Chapter 6

Results and Analysis

6.1 Introduction

This chapter provides the experimental resultsT@@B performance analysis of the specified
scenarios presented in the Chapter 4. Section Gtene@s the evaluation results and
comparative analysis based on the defined perfarenametrics. In Section 6.3, the overall
observation and TCP performance are presentedoBextt includes the results validation
discussion, and Section 6.5 summarises this chapter

6.2 Experimental Results

The evaluation of experimental results are classifand categorised into varying node
numbers, packet length and node speed. For thetrdaismission under the good wireless
channel, the varied numbers of nodes in small, lsmadlium and medium sized networks
present the results obtained from Scenario 1. Bhied node speeds in small, small-medium
and medium sized networks present the resultsatetlefrom Scenario 2 to 4. The varied
packet length in small-medium and medium sized agtgvpresent the results acquired from
Scenario 5 to 7. For the data transmission undernthisy wireless channel, the varied
numbers of nodes in small, small-medium and medéimad networks present the results
obtained from Scenario 8. The varied node speedsail, small-medium and medium sized
networks present the results collected from Scer@aand 10. The varied packet length in
small, small-medium and medium sized networks priethe results collected from Scenario
11 and 12.

The summary of investigation is shown in Figure Glcategorised into three different
sections, including are performance metrics, siéerard the experiment figure number. The
scenarios are grouped into the control paramefetisecinvestigation, including number of
nodes (N), packet length (PL) and node speed (NIS9. evaluation results can be easily
mapping out through the performance metrics anditfuge results is listed in the order of
performance metrics respectively. For instancerébansmission attempts results of the two
TCP variants with varying node size as definedderfario 1 is presented in Figure 6.5.
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Performance Metrics Scenarios Figure Number
N=5,10, 15,20 Scenario 1 Figure 6.2
NS =5m/s Figure 6.3
PL = 5,000 bytes Figure 6.4
Good Wireless Channel Figure 6.5
N=10 Scenario 2 Figure 6.6
NS=3,4,6 7Tm's Figure 6.7
PL = 5,000 bytes Figure 6.8
Good Wirelesg Channel Figure 6.9
N=15 Scenario 3 Figure 6.10
NS =3,4,6,7 mis Figure 6.11
PL = 5,000 bytes Figure 6.12
Good Wireless Channel Figure 6.13
Throughput N =20 Scenario 4 Figure 6.14
NS =3,4,6,7m's Figure 6.15
PL = 5,000 bytes Figure 6.16
Good Wireless Channel Figure 6.17
N=10 Scenario 5 Figure 6.18
NS = Sm/s Figure 6.19
End-to-End Del :
i PL = 10,000, 15,000, 20,000, 25,000 bytes Figure 6.20
Good Wireless Channel Figure 6.21
N=15 Scenario 6 Figure 6.22
NS = 5m/s Figure 6.23
: . PL = 10,000, 15,000, 20,000, 25,000 bytes Figure 6.24
Packet Delivery Ratio Good Wireless Channel Figure 6.25
N=20 Scenario 7 Figure 6.26
NS =5 m/s Figure 6.27
PL = 10,000, 15,000, 20,000, 25,000 bytes Figure 6.28
Good Wireless Channel Figure 6.29
Retransmission Attempt N=5,10, 15, 20 Scenario 8 Figure 6.30
NS = 5 m/s Figure 6.31
PL = 5,000 bytes Figure 6.32
Noisy Wireless Channel Figure 6.33
N=10 Scenario 9 Figure 6.34
NS =3,4,6,7 m's Figure 6.35
PL = 5,000 bytes Fggure 6.36
Noisy Wireless Channel Figure 6.37
N=15 Scenario 10 Figure 6.38
NS =23, 4,6, 7 m's Figure 6.39
PL = 5,000 bytes Figure 6.40
Noisy Wireless Channel Figure 6.41
N=10 Scenario 11 Figure 6.42
NS=5m's Figure 6.43
PL = 10,000, 15,000, 20,000, 25,000 bytes Figure 6.44
Noisy Wireless Channel Figure 6.45
N=15 Scenario 12 Figure 6.46
NS =5 m/'s Figure 6.47
PL = 10,000, 15,000, 20,000, 25,000 bytes Figure 6.48
NoisyWireless Channel Figure 6.49

Figure 6.1: Summary of Investigation
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6.2.1 Varying Network Size under Good Wireless Charel

The section outlines the experimental results aedubased on Scenario 1. This scenario
represents the experimental results of TCP perfocmampact on varying network sizes
under good wireless channel, and the scenariogsepted with the different number of
nodes (5, 10, 15, 20 mobile nodes), presentinglssmhll-medium, and medium networks.

Scenario 1 (N =5, 10, 15 and 20, NS = 5m/s, PL @0 bytes)
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Figure 6.2: Throughput versus varying Network Size

Figure 6.2 compares the throughputs of both the akodd TCP-WELCOME and
TCP-WELCOME under the good channel in varying neknsizes. Since the possibility of
congestion occurrences would increase as the nuoflverdes increasing in the network, so
the throughput generated decrease as the netwaarleslarged. Enhanced TCP-WELCOME
was able to offer 20% higher throughputs compatk WCP-WELCOME overall. However,
as the node size increases, the differences ofrgenethroughputs are reduced between
Enhanced TCP-WELCOME and TCP-WELCOME.
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Figure 6.3: End-to-End Delay versus varying NetwSike

Figure 6.3 shows the end-to-end delay productsotf feariants under the good channel. As
the number of nodes implemented in the networkemses, the network congestion would
occur more often hence TCP would introduce longad-te-end delay during the data
transmission. Enhanced TCP-WELCOME achieves 14%eidosnd-to-end delay than the
existing TCP-WELCOME.
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Figure 6.4: Packet Delivery Ratio versus varyingwéek Size

Figure 6.4 compares the packet delivery ratios hef Enhanced TCP-WELCOME and
TCP-WELCOME under the good channel with varying woek size. Enhanced
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TCP-WELCOME can successfully receive more packietd generated at the application
layer in the small-medium and medium sized netwoBsshanced TCP-WELCOME can

achieve 13% higher packet delivery ratio. As théengizes increase, the packet delivery
ratio drops due to the congestion and end-to-etayde
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Figure 6.5: Retransmission Attempt versus varyiegwork Size

Figure 6.5 compares the retransmission attempl®ibf variants under the good channel in
varying sized networks. The packets are retransditiue to the congestion and Enhanced
TCP-WELCOME sent out 6% less discarded packetsnatgaihe destination. Therefore,
Enhanced TCP-WELCOME is able to outperform in terofisdata retransmission with
varying network size.
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6.2.2 Varying Node Speed under Good Wireless Charnlne

The section outlines the experimental results aedubased on Scenario 2 to 4. These
scenarios represent the experimental results of p&Rrmance impact on varying node
speeds under good wireless channel, and each ec@&aresented with the different node
speed (3, 4, 5, 6 and 7 m/s), presenting the peoplement in the office.

Scenario 2 Small-Medium Network (N = 10, NS = 3, 4, 6 and 7 m/s, PL = 5,000 bytes)
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Figure 6.6: Throughput versus varying Node Speeshiall-Medium Network (N = 10)

Figure 6.6 compares the throughputs of the Enhand&P-WELCOME and
TCP-WELCOME under the good channel in the smalliomadchetwork with node size of 15
nodes. Enhanced TCP-WELCOME offers 6% higher thmputs than existing
TCP-WELCOME. As shown in Figure 6.6, the signifitdifferences between the generated
throughputs shows that Enhanced TCP-WELCOME is tbéptimize the data transmission
process during the communication in this scenario.
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Figure 6.7: End-to-End Delay versus varying Nodeegpin Small-Medium Network (N = 10)

Figure 6.7 compares the end-to-end delays of batlamts under the good channel in the
small-medium network. Enhanced TCP-WELCOME offe¥s lBwer end-to-end delay than
the existing TCP-WELCOME. The lower end-to-end wgslaachieved by Enhanced
TCP-WELCOME are decreasing as the node speed swr@dis is because link failure

would occur frequently in the high speed node emvitent, and it would increase the time

taken to re-establish a new route for the sourceeé@h the destination which results in

longer latency.
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Figure 6.8: Packet Delivery Ratio versus varyinglBl&peed in Small-Medium Network (N = 10)
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Figure 6.8 compares the packet delivery ratiosotii ariants under the good wireless in the
small-medium sized network. Enhanced TCP-WELCOME saccessfully receive more
amounts of data that generated at the applicatiger Iwithout retransmission required than
the existing TCP-WELCOME. Enhanced TCP-WELCOME aebs 9% higher packet
delivery rates. The delivery rates decreased asdke speed increases is because the link
failure due to the higher node mobility would causere random packet loss hence the
packet delivery ratio would be influenced and rextlic
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Figure 6.9: Retransmission Attempt versus varyiogi&Speed in Small-Medium Network (N = 10)

Figure 6.9 compares the data retransmission atseofighe Enhanced TCP-WELCOME and
TCP-WELCOME under the good channel with varying exagbeeds in the small-medium
network. Enhanced TCP-WELCOME offers 3% lower metraission attempt than the
existing TCP-WELCOME. Since the link failure wouttcur more frequent as the node
speed increases, Enhanced TCP-WELCOME would requbee data retransmission to
recover from the packet loss.
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Scenario 3 Small-Medium Network (N = 15, NS = 3, 4, 6 and 7 m/s, PL = 5,000 bytes)
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Figure 6.10: Throughput versus varying Node Spadshiall-Medium Network (N = 15)

Figure 6.10 compare the throughputs of both Enhkhnde&CP-WELCOME and
TCP-WELCOME under the good channel with differenti@ speeds in the small-medium
network with node size of 15 nodes. Enhanced TCREWEBME allows 8% more amount of
delivered packets been acknowledged successfullythiey receiver than the existing
TCP-WELCOME. The link failure would happen moreesftwhen the node speed increases,
and therefore the throughputs is dropped accorgingl
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Figure 6.11: End-to-End Delay versus varying Noge€s! in Small-Medium Network (N = 15)
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Figure 6.11 compares the end-to-end delays of Watiants under the good channel in the
small-medium network. Enhanced TCP-WELCOME achiev#s lower end-to-end delay
during the data transmission across the network argerforms TCP-WELCOME. The
end-to-end delay increase with the node speeddgalthe longer queuing delay caused by

link failure.
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Figure 6.12: Packet Delivery Ratio versus varyiragldl Speed in Small-Medium Network (N = 15)

Figure 6.12 compares the packet delivery ratiobath variants under the good channel in
the small-medium network. Enhanced TCP-WELCOMEvedlohe destination node receives
more amount of data generated from the applicaigtessfully and achieves 20% higher
packet delivery rate than the existing TCP-WELCOMBEe higher node mobility results in
link failure occurs more during the communicatibance the packet delivery ratio decreases

due to packet loss.
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Figure 6.13: Retransmission Attempt versus varjNoge Speed in Small-Medium Network (N = 15)

Figure 6.13 compares the retransmission attemptheofEnhanced TCP-WELCOME and
TCP-WELCOME under the good channel. Enhanced TCRQBME offers 2% lower

retransmission requests to handle the discardethesdg. The retransmission attempts
increase with the node speed is because the pdrdgedbccurs more often due to link failure.

Scenario 4 Medium Network (N = 20, NS = 3, 4, 5,&hd 7 m/s, PL = 5,000 bytes)
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Figure 6.14: Throughput versus varying Node Spaddadium Network (N = 20)

Figure 6.14 compares the throughputs of both vegiander the good channel in the medium
network with node size of 20 nodes. Enhanced TCR-BME offers 9% higher
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throughputs than the existing TCP-WELCOME with wagy node speed. Since the link
failure frequently occurs in the high node mobilitgtwork, and the bigger network size
would introduce more traffic load during the datansmission and cause the network
congestion, and therefore the throughput generatedd decrease with the increasing node
speed.
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Figure 6.15: End-to-End Delay versus varying Nogee®! in Medium Network (N = 20)

Figure 6.15 compares the end-to-end delays of vatiants under the good channel with
varying node speed in the medium sized network.aBobd TCP-WELCOME offers 8%
lower end-to-end delay overall than the existingPR@ELCOME. Because the link failure
and network congestion would occur more often alilgger sized network, the end-to-end
delay produced with higher node speed would bedotitan with lower node speed.
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Figure 6.16: Packet Delivery Ratio versus varyiragldl Speed in Medium Network (N = 20)

Figure 6.16 compares the packet delivery ratioghef Enhanced TCP-WELCOME and
TCP-WELCOME under the good channel in the mediumtwoe. Enhanced
TCP-WELCOME can successfully receive 15% more dateerated at application layer than
the existing TCP-WELCOME. The achieved packet delivratio decreases with the
increasing node speed is because the link failappéns more often in the high mobility
environment and this results in more packet losgduhe data transmission.
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Figure 6.17: Retransmission Attempt versus varjioge Speed in Medium Network (N = 20)

Figure 6.17 compares the retransmission attempbettf variants under the good channel in
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the medium sized network. Enhanced TCP-WELCOME rsffeé% lower retransmission
attempt to recover from the discarded packets.eSihe link failure and network congestion
happens frequently in the bigger sized network \witih node mobility, TCP would require
more data retransmissions as the node speed iesreas

6.2.3 Varying Packet Length under Good Wireless Chanel

The section outlines the experimental results aedubased on Scenario 5 to 7. These
scenarios represent the experimental results of ge&fdrmance impact on varying traffic
load under good wireless channel, and each sceisapesented with the different packet
lengths (5,000, 10,000, 15,000 20,000 and 25,00shypresenting the general, medium and
heavy traffic load.

Scenario 5 Small-Medium Network (N= 10, NS= 5 m/€PL= 5,000, 10,000, 15,000,
20,000, 25,000 bytes)
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Figure 6.18: Throughput versus varying Packet LemngiSmall Network (N = 10)

Figure 6.18 compares the throughputs of the Enlbnd&€P-WELCOME and
TCP-WELCOME under the clean channel with varyingked length in the small-medium
network with node size of 10 nodes. Enhanced TCR-&BME achieves 6% higher
throughputs compare with existing TCP-WELCOME.
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Figure 6.19: End-to-End Delay versus varying Patkeigth in Small Network (N = 10)

Figure 6.19 compares the end-to-end delays of \mniants under the good link with varying
packet lengths. Enhanced TCP-WELCOME offer up tolé#er end-to-end delay than the
existing TCP-WELCOME.
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Figure 6.20: Packet Ratio Delay versus varying Backngth in Small Network (N = 10)

Figure 6.20 compares the packet delivery ratiobaih variants under good channel with
varying packet length. Enhanced TCP-WELCOME aclieh@® higher delivery ratio which
the destination can successfully receive the datemated at the application layer without
retransmission required. The larger packet lengthlevintroduce more traffic load during

55



the communication and the network congestion ocounse frequently, hence the packet
delivery ratio decreases as the packet lengthasee
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Figure 6.21: Retransmission Attempt versus var{dagket Length in Small Network (N = 10)

Figure 6.21 compares the retransmission attempbotbf variants under the clean channel
with varying of packet length. Enhanced TCP-WELCOMfters 3% lower retransmission to
recover from the discarded packet than the exisiig§-WELCOME. The improvement of
retransmission attempt confirms that the proposedvery mechanism is able to optimize
the fast recovery process when handling the pdokstdue to network congestion.
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Scenario 6 Small-Medium Network (N= 15, NS= 5 m/€PL= 5,000, 10,000, 15,000,
20,000, 25,000 bytes
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Figure 6.22: Throughput versus varying Packet LemngiSmall Network (N = 15)

Figure 6.22 compares the throughputs of the Enlkbnd&€P-WELCOME and
TCP-WELCOME under the good channel with varyingkeadength in the small-medium
network with node size of 15 nodes. Enhanced TCR-BME offers 7% higher
throughput and outperforms TCP-WELCOME in termshobughput. The larger packet size
would generate more traffic load during the datnsmission, hence the the network
congestion would occurs more often and degradé&@eperformance.
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Figure 6.23: End-to-End Delay versus varying Patkeigth in Small Network (N = 15)
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Figure 6.23 compares the end-to-end delays of batiants under the good channel with
varying packet lengths. Enhanced TCP-WELCOME offé¥s lower end-to-end delay than
the existing TCP-WELCOME. The end-to-end delaynisréased with the packet length is
because the network congestion introduce the lomgening delay at the sender buffer.
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Figure 6.24: Packet Delivery Ratio versus varyiaghket Length in Small Network (N = 15)

Figure 6.24 compares the packet delivery ratiopath variants under the good link with
varying packet length. Enhanced TCP-WELCOME off&886 higher packet delivery ratio
overall. However, since there would be more trdffied generated over the connection with
larger packet size and cause more network congestiothe packet delivery ratio decreases

as the packet length increases.
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Figure 6.25: Retransmission Attempts versus variagket Length in Small Network (N = 15)

Figure 6.25 compares the retransmission attemptsottf variants under the good channel
with varying packet lengths in the small-mediumwuk. Enhanced TCP-WELCOME
achieves 3% lower retransmission attempts to hatidediscarded segments during the
communication and outperforms TCP-WELCOME. The mawaffic load with larger
packet size would make the network becomes morgesbed, and therefore it requires more
retransmission for the lost data.

Scenario 7 Medium Network (N= 20, NS= 5 m/s, PL= @00, 10,000, 15,000, 20,000,
25,000 bytes)

9.00

8.50
— *
& L
-
2 500 ™
H 4
= # Enhanced TCP-WELCOME
3 7.50
E I TCP-WELCOME
=

7.00

6.50

5000 10,000 15000 20000 25000
Packet Length (Bytes)

Figure 6.26: Throughput versus varying Packet LemngiSmall Network (N = 20)
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Figure 6.26 compares the throughputs of the Enlkbnd&€P-WELCOME and
TCP-WELCOME under the clean channel with varyingked length in the medium size
network with node size of 20 nodes. Enhanced TCR-QEME offers 11% higher
throughputs and achieves the better performance.bidger network size and the longer
packet length would introduce more traffic load ro¥ee connections, consequently the
network is congested more frequently and hencagémerated throughputs would decrease

as the packet length increases.
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Figure 6.27: End-to-End Delay versus varying Patkeigth in Small Network (N = 20)

Figure 6.27 compares the end-to-end delays of batiants under the good channel with
varying lengths of packet. The end-to-end delay ©P-WELCOME is 10% lower than the
existing TCP-WELCOME overall. The network congestioccurs more frequently is the
consequence of the bigger network size and paehgth. Therefore, the end-to-end delay of
TCP-WELCOME increases with the packet length in@etas shown in Figure 6.27.
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Figure 6.28: Packet Delivery Ratio versus varyiaghket Length in Small Network (N = 20)

Figure 6.28 compares the packet delivery ratidsotti variants under the clean channel with
varying packet lengths. Enhanced TCP-WELCOME adse¥5% higher packet delivery
ratio and allows more amount of data been acknaydeédby the receiver without
retransmission required. However, because of moaffict load generated over the
communication channel in the medium sized netwankl, therefore the packet delivery ratio
decreases with the packet length increment.
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Figure 6.29: Retransmission Attempt versus var{dagket Length in Small Network (N = 20)

Figure 6.29 compares the retransmission attempb®thf variants under the good link with

61



varying packet length. Enhanced TCP-WELCOME offerb lower data retransmission to
handle the discarded packet averagely. The dengeadithe retransmission attempt with
packet size increment shows that the proposedémssery mechanism is able to take more
appropriate action to recover from the packet thgsto network congestion.

6.2.4 Varying Network Size under Noisy Wireless Chanel

The section outlines the experimental results aedubased on Scenario 8. This scenario
represents the experimental results of TCP perfocmampact on varying network sizes
under noisy wireless channel, and the scenariadsepted with the different number of
nodes (5, 10, 15, 20 mobile nodes), presentinglssmhll-medium, and medium networks.

Scenario 8 (N =5, 10, 15 and 20, NS = 5m/s, PL @0 bytes)
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Figure 6.30: Throughput versus varying Network Sinder noisy wireless channel

Figure 6.30 compares the throughputs of the Enlkbnd&€P-WELCOME and
TCP-WELCOME under the noisy channel with varyingtwak sizes. Enhanced
TCP-WELCOME offers 11% higher throughput than thkésting TCP-WELCOME. Since
the network congestion occurs more frequently duenore traffic load generated through
the communication channel in the bigger networlk,stherefore the generated throughputs
decreases as the network size increases.
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Figure 6.31: End-to-End Delay versus varying Neka®ize under noisy wireless channel

Figure 6.31 compares the end-to-end delays of batiants under the noisy channel with
varying sized networks. Enhanced TCP-WELCOME off&€€86 lower end-to-end delay

compare with existing TCP-WELCOME. The end-to-emdbgl increases rapidly is because
of the congestion occurs in the network would regjldnger queuing delay for waiting the
packet to be sent out at the buffer.
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Figure 6.32: Packet Deliver Ratio versus varyingwéek Size under noisy wireless channel

Figure 6.32 compares the packet delivery ratiobath variants under the noisy link with
varying network sizes. Enhanced TCP-WELCOME achie88 higher delivery ratio which
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allows the destination nodes can receive more dateerated from application without
retransmission required. The packet delivery rigtiofluenced and decreases as the network
size increases because of the noisy channel agerlaetwork size would generate more
traffic load over the connection and discards thekpts due to network congestion.

14,000

12,000 >

10,000

8,000

# Enhanced TCP-WELCOME

6,000 + TCP-WELCOME

4,000 &

Retransmission Attempt (Segment)
4

2,000

5 10 15 20
Metwork Size (Node)

Figure 6.33: Retransmission Attempt versus variNetwork Size under noisy wireless channel

Figure 6.33 compares the retransmission attemptheofEnhanced TCP-WELCOME and
TCP-WELCOME under the noisy channel in varying rakw sizes. Enhanced
TCP-WELCOME offers 4% lower data retransmissionréoover the packet loss due to
network congestion. The heavy traffic load duehm hoisy channel and bigger network size
would results in more network congestion, and ttoeesthe retransmission attempt increases
rapidly as the network size enlarges.
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6.2.5 Varying Node Speed under Noisy Wireless Chaah

The section outlines the experimental results aedqubased on Scenario 9 and 10. These
scenarios represent the experimental results of p&Rrmance impact on varying node
speed under noisy wireless channel, and each socaagresented with the different node
speeds (3, 4, 5, 6 and 7 m/s), presenting the penplement in the office.

Scenario 9 Small-Medium Network (N = 10, NS =3, 4, 6 and 7 m/s, PL = 5,000 bytes)
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Figure 6.34: Throughput versus varying Node Speetbunoisy wireless channel (n = 10)

Figure 6.34 compares the throughputs of the Enlkbnd&€P-WELCOME and
TCP-WELCOME under the noisy channel with varying deo speeds. Enhanced
TCP-WELCOME achieves 7% more throughputs with digaint outperformance as shown
in Figure 6.34. Since the link failure would ocauore frequent in the higher node speed
network environment and the noisy channel wouldseatlhe network becomes congested,
hence the throughputs decrease with the increasidg speed.

65



2.20

215

2.10

205 .
& # Enhanced TCP-WELCOME

2.00 & ITCP-WELCOME

End-to-End Dely (Sec)

195 %

1.80

3 4 5 & 7
Mode Speed (m,/s)

Figure 6.35: End-to-End Delay versus varying Nogee®i under noisy wireless channel (n = 10)

Figure 6.35 compares the end-to-end delays of batiants under the noisy channel with
varying node speeds. Enhanced TCP-WELCOME offersi@¥er end-to-end delay. The
link failure and network congestion would occur marften because of the higher node
speed and noisy channel. Consequently, the quelditay is increased and takes longer for
the packet waiting to be sent out at the buffenceethe end-to-end delay is affected and
increased as the node speed increases.
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Figure 6.36: Packet Delivery Ratio versus varyiragldl Speed under noisy wireless channel (n = 10)

Figure 6.36 compares the packet delivery ratiobath variants under the noisy link with
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varying node speeds. Enhanced TCP-WELCOME achig¥esigher packet delivery ratio
which allows the destination node receiving moréadgenerated from application at the
destination nodes successfully without retransmissgéquired. The link failure and network
congestion caused by higher mobility and noisy comigation link would result in more
random packet loss, so the packet delivery ratiasedse with the increasing node speed.
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Figure 6.37: Retransmission Attempt versus varylogle Speed under noisy wireless channel (n =

10)

Figure 6.37 compares the retransmission attempdsrutne noisy link with varying node
speeds. Enhanced TCP-WELCOME achieves 4% lower ddtansmission attempt to
recover from the packet loss. As shown in Figu&/ 6the significant outperformance of
Enhanced TCP-WELCOME proves that the proposed Hessvery algorithm takes more
appropriate action to handle the packet loss dumkdfailure and network congestion and
improve the performance with respect to retrandomisattempt.
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Scenario 10 Small-Medium Network (N = 15, NS = 3,,%6, 6 and 7 m/s, PL = 5,000
bytes)
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Figure 6.38: Throughput versus varying Node Speetbunoisy wireless channel (n = 15)

Figure 6.38 compares the throughputs of the Enlkbnd&€P-WELCOME and

TCP-WELCOME under the noisy channel with varyinglaspeeds in the small-medium
sized network with node size of 15 nodes. EnhanceB-WELCOME offers 13% higher
throughput than the existing TCP-WELCOME. The highede mobility and noisy wireless
channel would cause the link failure and networkgastion occur more frequently during

the communication, and therefore the generatedugfmouts decreases as the node speed
increases.
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Figure 6.39: End-to-End Delay versus varying Nogee®l under noisy wireless channel (n = 15)

Figure 6.39 compares the end-to-end delays of \mrflants under the noisy wireless channel
with varying node speeds. The end-to-end delaynbiaiiced TCP-WELCOME is 11% lower
than the existing TCP-WELCOME. The link failure andtwork congestion due to the
higher node speed and noisy wireless channel wagldlts in longer queuing delay for the
packet waiting to be forwarded at the buffer, aneré¢fore the end-to-end delay increases
with the increasing node speed.
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Figure 6.40: Packet Delivery Ratio versus varyiragldl Speed under noisy wireless channel (n = 15)
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Figure 6.40 compares the packet delivery ratioseurtde noisy link with varying node
speeds. Enhanced TCP-WELCOME offers 6% higher padkéivery ratio which the
destination node can receive more data generatagpditation layer without retransmission
required than the existing TCP-WELCOME. Moreovée tachieved packet delivery ratio
increases with the increasing node speed; thisegrdhat the proposed loss recovery
mechanism of link failure and network congestiom geerform better with higher node
mobility under noisy channel.
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Figure 6.41: Retransmission Attempt versus varylogle Speed under noisy wireless channel (n =
15)

Figure 6.41 compares the retransmission attemptstbf variants under the noisy channel
with varying node speeds. Enhanced TCP-WELCOMEref88 lower data retransmission
to handle the discarded packet during the commtiaitalhe significant outperformance of
Enhanced TCP-WELCOME shown in Figure 6.41 confithat the proposed loss recovery
algorithm acts more appropriate to recover from plagket loss due to link failure and
network congestion.

6.2.6 Varying Packet Length under Noisy Wireless Gimnel

The section outlines the experimental results aedubased on Scenario 11 to 12. These
scenarios represent the experimental results of g&fdrmance impact on varying traffic
load under good wireless channel, and each sceisapesented with the different packet
lengths (5,000, 10,000, 15,000 20,000 and 25,00shypresenting the general, medium and
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heavy traffic load.

Scenario 11 Small-Medium Network (N= 10, NS= 5 m/$PL=5,000, 10,000, 15,000,
20,000, 25,000 bytes)
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Figure 6.42: Throughput versus varying Packet Liengider noisy wireless channel (n = 10)

Figure 6.42 compares the throughputs of the Enlkbnd&€P-WELCOME and
TCP-WELCOME under the noisy channel in the smaltimen sized network with nodes
size of 10 nodes. Enhanced TCP-WELCOME offers 7&hdni throughputs with significant
outperformance as shown in Figure 6.42. The ndisyhoel and the increasing packet length
would introduce more traffic load over the connmettiand cause the packet loss due to
network congestion; hence the throughput decresitieshe increasing packet length.
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Figure 6.43: End-to-End Delay versus varying Patkeigth under noisy wireless channel (n = 10)

Figure 6.43 compares the end-to-end delays of batiants under the noisy channel with
varying packet lengths. Enhanced TCP-WELCOME offé% lower end-to-end delay
overall. The network congestion would occur mortemfsince the heavy traffic load is
generated by the noisy channel and increasing pdekgth. The network congestion
introduces more queuing delay at the buffers duttiegdata transmission, and therefore the

end-to-end delay increases as the packet sizeagese
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Figure 6.44: Packet Delivery Ratio versus varyiraghet Length under noisy wireless channel (n =

10)
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Figure 6.44 compares the packet delivery ratiobath variants under the noisy link with

varying packet length. Enhanced TCP achieves 1&ftehipacket delivery ratio that allows

the receiver can successfully receive more gerterdd¢a from application layer without

retransmission required. The noisy channel andeawing packet length would generate
heavy traffic load over the connection which catlse network congestion occurs more
frequent during the communication. The packet ssalided due to the network congestion,
so the packet deliver ratio decreases as the pkrigth enlarges.
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Figure 6.45: Retransmission Attempt versus varyagket Length under noisy wireless channel (n =
10)

Figure 6.45 compares the retransmission attempbstbf variants under the noisy links with
varying packet length. Enhanced TCP-WELCOME aclie’3¥% lower data retransmission
required to handle the discarded packet due to arktwongestion. The performance
improvement shown in Figure 6.45 confirms that pheposed loss recovery mechanism of
network congestion is able to take more suitabli®as to recover the packet loss.
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Scenario 12 Small-Medium Network (N= 15, NS= 5 m/$L=5,000, 10,000, 15,000,
20,000, 25,000 bytes)
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Figure 6.46: Throughput versus varying Packet Liengider noisy wireless channel (n = 15)

Figure 6.46 compares the throughputs under noiaprdl in small-medium sized network
with node size of 15 nodes. Enhanced TCP-WELCOMEr®f13% higher throughput than
the existing TCP-WELCOME. The noisy channel and itft@easing packet length would
produce more traffic load over the connection aricbduce more packet loss due to network
congestion. Therefore, the throughput decreasttegsacket length is enlarged.
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Figure 6.47: End-to-End Delay versus varying Patkeigth under noisy wireless channel (n = 15)
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Figure 6.47 compares the end-to-end delays of watiants under noisy channel. Enhanced
TCP-WELCOME successfully achieves 11% lower end#d- delay than the existing
TCP-WELCOME. The network congestion caused by hdeaffic load would increase the
time taken for the packets queuing on the sendirftety hence the generated end-to-end

delay increases with the increasing packet length.
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Figure 6.48: Packet Delivery Ratio versus varyiraghet Length under noisy wireless channel (n =

15)

Figure 6.48 compares the packet delivery ratiobaih Enhanced TCP-WELCOME and
TCP-WELCOME under the noisy link. Enhanced TCP-WEIME achieves 25% higher
packet delivery ratio. The heavy traffic load otlee connection causes more packet loss due
to network congestion, so the packet delivery ra@areases with the increasing packet

length.
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Figure 6.49 compares the retransmission attemptbodhfi variants under noisy link.
Enhanced TCP-WELCOME offers 3% lower the retransiois attempt with varying packet
length to recover from the packet loss due to netwoongestion. The significant
outperformance shown in Figure 6.49 confirms thatgroposed loss recovery algorithm can
handle the discard packet during the communicatitim more appropriate actions.

6.3 Overall Observation and Performance

According to the simulations results, the varyimgwork size, traffic load, node mobility and
the conditions of wireless channel have impacted gharformance of TCP variants. The
different congestion control mechanisms implemeirethe variants has led to a variety of
differences in TCP performance. The simulation ltesand discussion presented in Section
5.1 lead to the different effects, which are thieafof network sizes, the effect of packet
length, the effect of node speed and the effeatigdless channel conditions. The analysis
for the effect on network size, packet length aodenspeed are on based on the performance
under the good wireless channel, and for the eftettwireless channel conditions, it
analyzes the performance under the noisy chanral er

6.3.1 Effect on Network Size

The implemented loss differentiation algorithm dosks recovery algorithm can react more
appropriately as the network size increases. Tiebeu of nodes increases in the network
would higher the possibility of the network congmstrelated packet losses. Since the
proposed loss recovery algorithm is mainly desigioeghhance the performance of data loss
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recovery due to network congestion, Enhanced TCR-GBEME is able to achieve the
performance optimization with varying network sizes

According to the simulation results based on Séerlar Enhanced TCP-WELCOME
outperforms TCP-WELCOME under the good channehédmall and small-medium sized
networks. Enhanced TCP-WELCOME is able to offerstau24% higher throughputs and
16% lower end-to-end delay by using the proposesvar& congestion related recovery
mechanism to handle to discarded segments. Eslgeicidhe small-medium sized network
with 5 nodes, Enhanced TCP-WELCOME is able to a&higp to 57% higher throughputs
and 36% lower end-to-end delay compare with exjstiCP-WELCOME. Furthermore,
Enhanced TCP-WELCOME allows the destination nodeseive 13% more data
successfully without retransmission required inghll and small-medium sized networks,
and it also achieves 8% less retransmission attamphown in Figure 6.5. The performance
improvement confirms that Enhanced TCP-WELCOME oah only classify the packet
losses due to network congestion correctly andtraacordingly, but also the proposed
network congestion recovery mechanism can imprne performance compare with the
TCP-New Reno recovery mechanism which adopted iR-WELCOME.

6.3.2 Effect on Node Speed

Traditional TCP suffers from node mobility due tetcosts of subsequent route discovery
and link breakage. Invalid route and stale routelld/@ause the link failure as the mobile
node is not within the propagation range or theenbds the expired routes. Once the link
failure occurs, the update message packets woatddse hence some additional traffic load
would be generated over the connection and degrtideperformance with varying node
speed. Moreover, retransmission is required tovergothe random lost data due to the link
failure, and the retransmission accumulation wontllease the overhead of network traffic
load which results in less throughput and perforrrastegradation. Link failure would occur
more often with the higher node speed configuratiénetwork.

Enhanced TCP-WELCOME offers up to 6% higher thrqugbk and 5% lower
end-to-end delay in the small-medium sized netwarith 10 nodes. Moreover, the packet
delivery ratio is improved by up to 9% higher, henit achieves 3% lower data
retransmission attempt to recover the packet loge tb link failure. The lower
retransmissions can reduce the overhead of netwaffic, so it is able to offer higher
throughputs and achieve lower end-to-end delay tihveeconnections.

In the small-medium sized network with 15 nodeshdficed TCP-WELCOME offers
lower queuing delay at the buffer and achievesaf@% lower end-to-end delay, so the
throughputs is improved by 8% higher. The destimatiode is able to receive 20% more
data generated from application layer and thereforeffers 2% lower retransmission
required during the communication.
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In the medium sized network with node size of 2@e®) Enhanced TCP-WELCOME
achieves 0.6% less retransmission attempt and Jigkempacket delivery ratio. Since the
retransmitted traffic is reduced, the end-to-endyles also lowered by 8%, and therefore the
throughput generated within the network is 9% highe

Enhanced TCP-WELCOME can successfully optimize gagormance with varying
node speed comparing with existing TCP-WELCOME urgteod wireless channel. It can
also achieve further performance enhancement witlieasing node speed. Enhanced
TCP-WELCOME has the ability to differentiate thecket losses due to link failure and take
the most appropriate reaction to recover from tiss Which leads to the better performance
compare with TCP-WELCOME. The adjustment of datamgmission rate is based on the
characteristics of the new discovered route helgaaximize the throughput.

6.3.3 Effect on Packet Length

Packet length represents the traffic load handtedhe network and it is an effective
parameter towards scalability of TCP variants. ¢tuld generate more overhead of traffic
load if the packet length is increased; hence itld/gause the data losses due to the network
congestion. Moreover, if the packet length increasewould make the buffer filled up
quickly with the queuing segments and slow downtthasmission process. Therefore, the
queuing delay at the buffers would increase theterehd delay and reduces the throughput
which results in further performance degradation.

In the networks implemented 10 nodes, Enhanced WEIRCOME is able to shorten
the queuing delay as the packet length increasethesend-to-end delay is lowered by 6%
and offers up to 6% higher throughput. The propoakpbrithm is able to update the
congestion window size efficiently based on RTTuealhich can discard fewer segments
randomly and achieves 3% lower retransmission gitefhalso offers 18% higher packet
delivery ratio and allows more packets can reaehdisstination node successfully without
retransmission required.

In the small-medium sized networks with node siZe 1 nodes, Enhanced
TCP-WELCOME offers up to 7% lower end-to-end deldyich helps to achieve 7% higher
throughputs over the connections. The retransnnissi@mpt is also lowered by 3% because
the data transmission rate is adjusted based orhdracteristics of the route which is able to
update the sending rate more appropriately andigffly. Enhanced TCP-WELCOME also
achieves up to 33% higher packet delivery ratiogkvperforms outstandingly compare with
TCP-WELCOME.

In the medium sized network with 20 nodes, Enhanicé®-WELCOME offers up to
10% lower end-to-end delay; hence it improves tghpwt by 11% higher during the.
Furthermore, the receiver is able to receive 45%eni@ffic generated at application layer
without retransmission required. However, the nekwmongestion occurs more frequently
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because of the increasing packet length and biggewvork size would introduce more
overhead of the traffic over the connection. Thenef it only can offer 0.4% lower
retransmission attempt.

Enhanced TCP-WELCOME can successfully optimize dlaerall performance with
varying packet length outperforms the existing WWELCOME under the good wireless
channel. Moreover, it can offer further performaimoprovement as the traffic load increases.
The performance improvement again confirms thataBobd TCP-WELCOME can identify
the packet loss due to the network congestion ctyrand the proposed loss recovery
algorithm is able to take more appropriate actiongcover from the loss. The adjustment of
congestion window is based on the characterisfitiseonew discovered route and ACKs that
helps to maximize the throughput and optimize tggomance improvement.

6.3.4 Effect on Wireless Channel Conditions

The wireless channel is generally assumed to Heqierommunication channel for the data
transmission in the simulation experiment. Howetlee, noisy wireless channel would be
more close to the general communication link inrded world. For instance, the noise can be
generated by other wireless devices within the lapping propagation ranges. The noisy
wireless channel would create the interferencecande the packet discarded and lead to the
performance degradation.

With varying network sizes under the noisy chant&hhanced TCP-WELCOME
achieves up to 11% higher throughputs and 10% |I@ndrto-end delay. The packet delivery
ratio is improved by 8% higher and the retransrissattempt is lowered by 4%, so the
receiver can receive more data without retransoiissequired. Moreover, as shown in
Figure 6.30 to 6.33, Enhanced TCP-WELCOME is ableathieve further performance
optimization as the network size enlarges.

With varying node speed under the noisy commurioathannel in the small-medium
sized networks with the network size of 10 nodes)daced TCP-WELCOME can reduced
the time taken for the packet waiting at the busff@end achieves up to 6% lower end-to-end
delay and 7% higher throughputs. The packet delivatio is improved by 4 % and it
requires 3% less data retransmission to handl@idwarded packets. When the network is
implemented with 15 nodes, it achieves 11% lowekterend delay by reducing the queuing
delay at the buffer, so the throughput is improbgdl3% higher. Moreover, if offers 6%
higher the packet delivery ratio in the small-mediwized network and the data
retransmission recovers from the packet loss dubnkofailure is lowered by 3%. The
significant outperformance of Enhanced TCP-WELCO®BEfirms that it can also optimize
the performance with varying node speed under tiigymwireless channel.

With varying packet length under the noisy commatian channel in the
small-medium sized networks, Enhanced TCP-WELCOMIiexves 7% higher throughputs
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and 6% lower the end-to-end delay in the netwode svith 10 nodes. The amount of
discarded packet is dropped by 3% and it's ableffier 18% higher packet delivery ratio.
Furthermore, Enhanced TCP-WELCOME performs outsteyhygl in the network size of 15
nodes by offering up to 11% higher throughputs B3%b lower end-to-end delay that allows
the packet travel across the network with shogtanicy and then more amount of delivered
packets which been successfully acknowledged bydbeiver. The packet delivery ratios
are improved by 25% higher in the small-mediumaiaetworks, which the receiver is able
to successfully receive 3% more traffic withoutaesmission required.

TCP suffers from the noisy communication channet the statistical results shows that
Enhanced TCP-WELCOME can successfully achieve pedoce improvement
significantly with vary network sizes, node speetsl packet lengths under the noisy
wireless channel and it can even offer better perdmce enhancement than using the clean
wireless channel.

Enhanced TCP-WELCOME is able to offer further perfance improvement with
increasing node speed and packet length under ¢y rwireless channel. Enhanced
TCP-WELCOME can classify the packet loss model eately and the proposed loss
recovery algorithm acts more appropriately, henteisi still able to ensure certain
performance optimization with varying node speed packet length.

6.4 Validation of Simulation Results

The graph comparison and the output of result ftoenprevious results in literature were

used in validating the acquired results of simala{fi26]. The simulation results presented in
graphs is to ease the illustration and comparigaheoproposed and existing TCP variants.
In order to ensure the accuracy of the simulatasults, each experiment is replicated and
ran multiple times and the data collected from eashwas recorded and compared. The
graphical results of each replication can provigedimilar or same illustration and therefore
the analysis and interpretation of the experimemgsuilits could lead to the same conclusion.

As discussed in literature [3], TCP-WELCOME was lempented in NS-2 Simulator,
and the comparative analysis of simulation resudtowed that TCP-WELCOME
outperformed some of the existing TCP variants sashTCP-New Reno, TCP-SACK,
TCP-Vegas and TCP-Westwood. Therefore, in ordeevaluate TCP-WELCOME and
Enhanced TCP-WELCOME and conduct the comparativalysis, both variants were
implemented in OPNET Modeler for the simulation esiments.

The values of the general parameters implementéaeirexperiments were referred to
TCP-WELCOME. Moreover, the network size used foPFRYELCOME evaluation in the
literature [3] was 5 nodes and configured withwa fiode speed environment. Therefore, the
performance evaluations of Enhanced TCP-WELCOMEarhpn varying network size and
node mobility were concentrated. The varying neknsizes were relatively small with the
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node size of 5, 10, 15 and 20 nodes. The node ityolith the node speed of 3, 4, 5, 6 and 7
m/s were used to present the slow movement. Morgthe performance impact on varying
packet length and wireless channel conditions m® facused in this research. The packet
length with 5,000, 10,000, 15,000, 20,000 and 25,b9tes were configured to present
general, medium and heavy traffic load. The noiggl @ood wireless communication
channels were implemented for investigating if Bntel TCP-WELCOME can still
optimize the performance when there is any oth@rfierence during the communication,
and therefore only the small-medium sized netwaréee used for this investigation.

The network size, node mobility, traffic load ar@hditions of wireless channel have a
good impact on the performance of TCP-variantsgttperimental results show the effect of
node speed and packet length have the impact enngdatng the performance of Enhanced
TCP-WELCOME and TCP-WELCOME under good and noisgnemnication channels in
small-medium and medium networks.

6.5 Summary

The chapter presented the simulation results ofetgeriments with varying number of
nodes, packet lengths and node speed as desigrigthjster 5. The obtained results show
that the network size, traffic load node mobil@yd conditions of wireless channel are the
factors that affect the TCP variants performandee $imulation results was measured and
analyzed based on the performance metrics, inadudhroughput, end-to-end delay,
retransmission attempts and packet delivery r&mxording to the performance analysis,
Enhanced TCP-WELCOME can outperform TCP-WELCOMEthe small-medium and
medium sized network, and in order to improve therfggmance of Enhance
TCP-WELCOME in the high speed environment, thehartstudy on node mobility is
required in the future.
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Chapter 7

Conclusions and Future Work

A class of TCP variant called Enhanced TCP-WELCOMSIEesigned and reported in this
thesis to improve the performance of TCP over MASIEEnhanced TCP-WELCOME is

developed by modifying TCP-WELCOME's loss recovetgorithm. The proposed TCP

performance was evaluated through several simalagkperiments based on the defined
scenarios, and the evaluation results were meaghredgh the performance metrics. An
in-depth understanding of the impact of TCP vadamm a MANET performance has been
acquired in this study. The experimental resultp iee performance comparative analysis
between Enhanced TCP-WELCOME and the existing rgriand also an insight into the

parameter that influence the TCP performance.

The background material relevant to MANET and Ta@f provided. MANET
characteristics and TCP performance degradatiaressever MANET are discussed. Some
contemporary TCP variants in the related researehirdaroduced. TCP-WELCOME can
perform adequately to handle the packet loss due lin& failure, congestion.
TCP-WELCOME implemented with the original congestimechanism of TCP-New Reno
to recover from the network congestion packet dedppin order to improve the TCP
performance over MANET, the literature relatedhe toss recovery algorithm of handling
the congestion packet loss is reviewed and disduaghis paper.

Analytical modeling, computer simulation and diregperiment have been generally
used for modeling the networks and evaluating #xopmance, and a simulation approach
will be used to evaluate the TCP performance witferént defined scenarios by using the
OPNET Modeler. OPNET Modeler is able to simulate ttefined scenarios easily and
generate the valid result to represent the perfocemaf TCP variant more accurately.

The new TCP class, Enhanced TCP-WELCOME, is prgbds this study. It is
combined the features of TCP-WELCOME and TCP-AWe plhoposed variant implemented
the loss differentiation algorithm introduced iretkxisting TCP-WELCOME to identify
packet loss due to link failure, network congestma wireless channel error correctly, and
then performs the recovery process more adequaditythe new loss recovery algorithm
proposed in this paper. The recovery mechanismnédwork congestion packet loss is
modified and implemented with the features of TON-A0 approach the further TCP
performance improvement.
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The performance metrics used for measuring theuatiah results are throughput,
end-to-end delay, packet delivery ratio, and resfmginsion attempts. To investigate the TCP
performance impact on network size, traffic loadd arode mobility, the scenarios are
designed careful where only one control paramstehanged in each scenario, including the
number of nodes, packet length and node speed.dMerethe good and noisy channels are
used to investigate the performance impact on eggethannel conditions.

The simulation results of the experiments with iegynumber of nodes, packet lengths
and node speed under the good and noisy wirelemsnels. The simulation results was
measured and analyzed based on the performancécsnéfhe results comparison and
performance analysis shows that the proposed iffeseditiation algorithm can identify the
reason of the packet loss accurately and the intedlloss recovery algorithm can take more
appropriate actions to recover from the loss dueetwvork congestion and link failure. The
proposed loss differentiation and recovery alganghcan react accordingly with increasing
network size. The increasing number of nodes ov&NET would introduce more network
congestion during the data transmission. The pmdoce improvement based on the
statistical results confirms the proposed netwodngestion recovery mechanism can
outperforms the recovery mechanism of TCP-New Rembich implemented in
TCP-WELCOME. Traditional TCP suffers from node nitpidue to the costs of subsequent
route discovery and link breakage. The route upda&ssage packets would increase
additional traffic load and it is required to reeoy the random lost data due to the link
failure, and the overhead of network traffic loadhieh results in less throughput and
performance degradation. Enhanced TCP-WELCOME caccessfully optimize the
performance with varying node speed comparing exilsting TCP-WELCOME under good
wireless channel. It can also achieve further pprémce enhancement with increasing node
speed. Enhanced TCP-WELCOME has the ability towexctrom the link failure loss which
leads to the better performance compare with TCR-®MBEME. The adjustment of data
transmission rate is based on the characteristicshed new discovered route helps to
maximize the throughput. Packet length is an dffegharameter towards scalability of TCP
variants since it represents the traffic load hatdh the network. The increasing packet
length would generate more overhead of traffic laad slow down the transmission process;
hence it would cause the data losses due to thworietcongestion. Enhanced
TCP-WELCOME can successfully optimize the overalfprmance with varying packet
length outperforms the existing TCP-WELCOME undee good wireless channel. The
performance improvement shows the proposed logss/eeg algorithm is able to take more
appropriate actions to recover from the loss. Tdjasdment of congestion window is based
on the characteristics of the new discovered raumg ACKs that helps to maximize the
throughput and optimize the performance improvement

83



The experiments of noisy wireless channel in thiggp represent the general communication
link in the real world. The noisy wireless chanweluld create the interference and cause the
packet discarded and lead to the performance datipad The performance analysis shows
Enhanced TCP-WELCOME is able to offer further parfance improvement with vary
network sizes, node speeds and packet lengths thedapisy wireless channel.

The performance evaluation of Enhanced TCP-WELCGBMIbased on the defined
scenarios and metrics, and the following perforrearimitations are expected, 1)
performance under the large network size with ntbasm 20 mobile nodes. 2) Handling the
real-time traffic, such as online video streami®). Performance under high mobility
network environment, for instance, node speeds dven/s. 4) Performance under the
wireless network with heavy interferences. 5) Recimg the packet loss due to wireless
channel errors.

Chapter 1 introduces the research basis, outlinednitivation and aims of this study,
it also showed the structure of this paper. Chapterovides the background information of
MANET environment, and several literature of regeptoposed TCP variants are reviewed
and discussed. The intended was discussed in thefahis chapter. Chapter 3 describes the
methodologies used for network modelling and penforce evaluation. In this study, the
simulation approach is used for TCP performancduatian by using the OPNET Modeler.
Chapter 4 presents the new TCP variant propostili®fstudy. Enhanced TCP-WELCOME
is implemented the loss differentiation algorithmtréduced in the existing TCP-WELCOME
to identify the packet loss model correctly andqrens the modified loss recovery algorithm
recovery process appropriately. In Chapter 5, #t®vork modelling and defined scenarios
are discussed in detail. The performance metrictudles throughput, end-to-end delay,
packet delivery ratio, and retransmission attemphe simulation environment and protocol
parameters are also discussed. Chapter 6 presentntulation results comparison of the
experiments with varying number of nodes, packegtles and node speed under the good
and noisy wireless channels. The performance cdsgramwere measured and analyzed
according to the performance metrics.

7.1 Future Work

Performance Evaluation with Various Applications

The experimental research of this study was maiolycentrate on the control parameters,
which are network sizes, traffic load and node iitgbFTP was the application data traffic
used in the simulation. However, other types ofliappion traffic may have the impact on
TCP performance. Therefore, other application dedéfic such as HTTP and VoIP are
possibly included in the future research. The feliy areas are considered as possible
research in the future.
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Performance Study with Higher Node Mobility

According to the obtained results, the proposed V&iant suffers from higher speed
network, so it needs to be improved in order todtathe high speed MANET environment
with large network size. The recovery mechanisninif failure is required to be revised to
handle the varying node mobility. The further periance improvement of Enhanced
TCP-WELCOME is considered as one of the futurearede The simulation results will be
acquired by using OPNET Modeler, and the perforrmanomparison and comparative
analysis would still be used to carry out in tldsearch.
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Appendices

This section presents the extra figures showing EPbbnfiguration parameters and the
modification of Enhanced TCP-WELCOME, and the taljeesent the average results of all
experimental simulation scenarios.

Appendix A: OPNET simulation configurations
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Figure A.1: Application Configuration
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Appendix B: Enhanced TCP-WELCOME Algorithms

A4 RTO Calculation - Link Failure Handling jntroduced in TCP-WELCOME

if (rtt_c < retrans_rttl{

SAZalculate the current RTO
current_rto = (retrans_rtt F previous_rtt) * current_rto;

A2 restrict it to within limits,

if [current_rto > rto_max){
CUrrent_rto = rto_max;

T else ifT (current_rto < rto_minly
Ccurrent_rto = rto.min;

1
}elseq
CUPrent_rto *= 2;
Ccurrent_rto = MIN [current_pto, PLo_max);

Figure B.1: Modification of Link Failure Recoveryigorithm

A4 Hetwork Congestion Handling (RTO Expiration)
Telse Af (rot o = retrans_rtt & fop_flavor = Topl_Flavor_New Reno) {

/A4 & s the mathematical constant (Euler's number)
double e = 2.718281525400904523526028747135266249775724709369535;

A4 non-congested time period
double c;

cwnd_dif = ({alpha * (current_time - transmission_start_time)) - (cwnd*((retrans_rtt - pttomin)/fretrans_ree))) = (rttomin/rit_gaind;
iflownd_dif < 0 || cwnd_dif = 0){

cwnd = cwnd + cwnd_dif;
telse iflcwnd_dif » 0){

Pf(lcurrent_time - transmission_start_time) < 0.4){

C = CUrrent_time - transmission_start_time;

lelsef
o=
}
cwnd = cwnd + (cwnd_dif * pow(e, -cl);
}
lelsef

cwhd = snd_mss;

A

Figure B.2: Modification of Network Congestion Reeoy Algorithm (RTO Expiration)
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A4 Network Congestion Handling (Three Duplicated ACKs)
if (rtf_c = retrans_rtt & top flavor = TcpC_Flavor_Mew Reno && dup_ack_cnt = 3){

A4 ' s the mathematical constant (Euler's number)
double e = 2.71828182845904523536028747 13526624597 757247093693355;

S partial non-congested time period defined in TCP-AW
double c;

/4 get the currenc time
current_time = op_sim_time (J;
cwnd_dif = ((alpha *(current_time - transmissjon_start_time)) - (ownd*((retrans_rtt - rtt_min)retrans_rte))d = (rttomindrit_gaind;
iflcwnd_dif < 0 || cwnd_dif = 0){
cwnd = cwnd + cwnd_di T

telse ificwnd_dif » 03{

if{{current_time - fransmission.start_time) < 0.43{

C = Current_time - transmission_start_time;
telse{
co=0.3;

1

cud = cwnd + (Cwnd_dif * pow(e, -c1);
1

}else{

cind = ssthresh;
1
/

Figure B.3: Modification of Network Congestion Reeoy Algorithm (3 Duplicated ACKSs)

96



Appendix C: Additional Results for Chapter 6.

Table C.1: Simulation Results of Varying Networké& under Good wireless Channel

Scenario 1: Varying Network Sizes under Good Wireles Channel

Performance Node Number Enhanced TCP-WELCOME
Metrics TCP-WELCOME

5 165.2743 104.9521
Throughput 10 34.3192 32.4051
(Kbps) 15 32.6889 30.3830

20 8.4537 7.7717

5 0.4197 0.6609
End-to-End Delay | 10 2.0210 2.1404
(Seconds) 15 2.1218 2.2829

20 8.2047 8.9247

5 3,687 4,467
Packet Delivery 10 6,176 6,386
Ratio 15 8,292 8,508

20 12,370 12,432

5 0.6225 0.6083
Retransmission 10 0.4846 0.4555
Attempt 15 0.1856 0.1413
(Segments) 20 0.1469 0.1327

97




Table C.2: Simulation Results of Varying Node Speeder Good wireless Channel in Small-Medium

Network (n=10)

Scenario 2: Varying Node Speed under Good Wirelegghannel in Small-Medium
Network
Performance Node Speed (m/s) | Enhanced TCP-WELCOME
Metrics TCP-WELCOME
3 34.3428 32.7011
Throughput 4 34.4155 32.6480
(Kbps) 5 34.3192 32.4051
6 34.1139 32.3758
7 34.1038 32.0852
3 2.0196 2.1210
End-to-End Delay | 4 2.0154 2.1245
(Seconds) 5 2.0210 2.1404
6 2.0332 2.1423
7 2.0338 2.1617
3 0.5105 0.4597
Packet Delivery 4 0.4928 0.4568
Ratio 5 0.4846 0.4459
6 0.4541 0.4154
7 0.4031 0.3711
3 6,156 6,356
Retransmission 4 6,182 6,353
Attempt 5 6,176 6,386
(Segments) 6 6,188 6,405
7 6,211 6,420
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Table C.3: Simulation Results of Varying Node Speeder Good wireless Channel in Small-Medium

Network (n=15)

Scenario 3: Varying Node Speed under Good Wirelegghannel in Small-Medium
Network
Performance Node Speed (m/s) | Enhanced TCP-WELCOME
Metrics TCP-WELCOME
3 33.3328 30.6633
Throughput 4 33.2772 30.6213
(Kbps) 5 32.6889 30.3830
6 32.0861 29.9204
7 31.9699 29.8268
3 2.0808 2.2620
End-to-End Delay | 4 2.0843 2.2651
(Seconds) 5 2.1218 2.2829
6 2.1617 2.3182
7 2.1695 2.3254
3 0.2360 0.1988
Packet Delivery 4 0.2312 0.1915
Ratio 5 0.1856 0.1413
6 0.1658 0.1427
7 0.1601 0.1394
3 8,264 8,438
Retransmission 4 8,274 8,449
Attempt 5 8,292 8,508
(Segments) 6 8,305 8,528
7 8,318 8,565
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Table C.4: Simulation Results of Varying Node Speeder Good wireless Channel in Small-Medium

Network (n=20)

Scenario 4: Varying Node Speed under Good Wirelegghannel in Medium Network
Performance Node Speed (m/s) | Enhanced TCP-WELCOME
Metrics TCP-WELCOME
3 8.6476 8.0232
Throughput 4 8.6101 7.9510
(Kbps) 5 8.4537 7.7717
6 8.3846 7.7032
7 8.2116 7.5384
3 8.0207 8.6449
End-to-End Delay | 4 8.0556 8.7234
(Seconds) 5 8.2047 8.9247
6 8.2723 9.0040
7 8.4466 9.2009
3 0.2360 0.1988
Packet Delivery 4 0.2312 0.1915
Ratio 5 0.1469 0.1327
6 0.1436 0.1288
7 0.1309 0.1149
3 12,341 12,420
Retransmission 4 12,352 12,426
Attempt 5 12,370 12,432
(Segments) 6 12,367 12,446
7 12,370 12,445
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Table C.5: Simulation Results of Varying Packetdthnunder Good wireless Channel in

Small-Medium Network (n=10)

Scenario 5: Varying Packet Length under Good Wirelss Channel in Small-Medium

Network
Performance Packet Length Enhanced TCP-WELCOME
Metrics (Bytes) TCP-WELCOME
5,000 34.3192 32.4051
Throughput 10,000 34.3490 32.4746
(Kbps) 15,000 34.2467 32.3423
20,000 34.2493 32.3034
25,000 34.2461 32.2927
5,000 2.0210 2.1404
End-to-End Delay | 10,000 2.0193 2.1358
(Seconds) 15,000 2.0253 2.1446
20,000 2.0252 2.1471
25,000 2.0253 2.1479
5,000 0.4846 0.4555
Packet Delivery 10,000 0.1389 0.1149
Ratio 15,000 0.1014 0.0876
20,000 0.0718 0.0560
25,000 0.0528 0.0454
5,000 6,176 6,386
Retransmission 10,000 6,189 6,396
Attempt 15,000 6,214 6,403
(Segments) 20,000 6,211 6,403
25,000 6,216 6,393
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Table C.6: Simulation Results of Varying Packetdthnunder Good wireless Channel in

Small-Medium Network (n=15)

Scenario 6: Varying Packet Length under Good Wireles Channel in Small-Medium

Network
Performance Packet Length Enhanced TCP-WELCOME
Metrics (Bytes) TCP-WELCOME
5,000 32.6889 30.3830
Throughput 10,000 32.7148 30.3852
(Kbps) 15,000 32.5664 30.3983
20,000 31.9828 29.9836
25,000 31.7699 29.8446
5,000 2.1218 2.2829
End-to-End Delay | 10,000 2.1201 2.2827
(Seconds) 15,000 2.1298 2.2817
20,000 2.1687 2.3133
25,000 2.1832 2.3240
5,000 0.1856 0.1413
Packet Delivery 10,000 0.0591 0.0448
Ratio 15,000 0.0399 0.0313
20,000 0.0189 0.0144
25,000 0.0189 0.0131
5,000 8,292 8,508
Retransmission 10,000 8,297 8,514
Attempt 15,000 8,311 8,580
(Segments) 20,000 8,313 8,606
25,000 8,317 8,678
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Table C.7: Simulation Results of Varying Packetdtbrunder Good wireless Channel in Medium
Network (n=20)

Scenario 7: Varying Packet Length under Good Wirelss Channel in Medium Network

Performance Packet Length Enhanced TCP-WELCOME
Metrics (Bytes) TCP-WELCOME
5,000 8.4537 7.7717
Throughput 10,000 8.3633 7.5270
(Kbps) 15,000 8.2170 7.3956
20,000 7.9395 7.1151
25,000 7.8057 6.9488
5,000 8.2047 8.9247
End-to-End Delay | 10,000 8.2934 9.2148
(Seconds) 15,000 8.4410 9.3786
20,000 8.7361 9.7483
25,000 8.8858 9.9816
5,000 0.1469 0.1327
Packet Delivery 10,000 0.1207 0.0946
Ratio 15,000 0.0937 0.0556
20,000 0.0740 0.0427
25,000 0.0358 0.0251
5,000 12,370 12,432
Retransmission 10,000 12,345 12,397
Attempt 15,000 12,332 12,384
(Segments) 20,000 12,332 12,384
25,000 12,325 12,346
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Table C.8: Simulation Results of Varying Network& under Noisy wireless Channel

Scenario 8: Varying Network Sizes under Noisy Wiredss Channel

Performance Node Number Enhanced TCP-WELCOME
Metrics TCP-WELCOME

5 136.0168 126.3620
Throughput 10 34.4078 32.2956
(Kbps) 15 32.7451 28.8865

20 6.9796 5.9119

5 0.5099 0.5489
End-to-End Delay | 10 2.0158 2.1477
(Seconds) 15 2.1182 2.4011

20 9.9375 11.7322

5 0.6644 0.6414
Packet Delivery 10 0.3807 0.3639
Ratio 15 0.2031 0.1923

20 0.1907 0.1619

5 4,003 4,241
Retransmission 10 6,186 6,409
Attempt 15 8,535 8,802
(Segments) 20 12,288 12,750
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Table C.9: Simulation Results of Varying Node Speerder Noisy wireless Channel in Small-Medium

Network (n=10)

Scenario 9: Varying Node Speed under Noisy Wirelesshannel in Small-Medium
Network
Performance Node Speed (m/s) | Enhanced TCP-WELCOME
Metrics TCP-WELCOME
3 35.4739 32.7959
Throughput 4 34.6619 32.5309
(Kbps) 5 34.4078 32.2956
6 34.1217 32.1782
7 33.8343 31.9163
3 1.9552 2.1149
End-to-End Delay | 4 2.0010 2.1321
(Seconds) 5 2.0158 2.1477
6 2.0327 2.1555
7 2.0500 2.1732
3 0.4015 0.3945
Packet Delivery 4 0.3951 0.3807
Ratio 5 0.3807 0.3639
6 0.3705 0.3556
7 0.3626 0.3563
3 6,116 6,313
Retransmission 4 6,154 6,378
Attempt 5 6,186 6,409
(Segments) 6 6,213 6,456
7 6,236 6,500
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Table C.10: Simulation Results of Varying Node Speerder Noisy wireless Channel in

Small-Medium Network (n=15)

Scenario 10: Varying Node Speed under Noisy Wirele€hannel in Small-Medium

Network
Performance Node Speed (m/s) | Enhanced TCP-WELCOME
Metrics TCP-WELCOME
3 33.2347 29.2070
Throughput 4 32.8700 29.0426
(Kbps) 5 32.7451 28.8865
6 32.2174 28.7580
7 31.7648 28.5305
3 2.0870 2.3748
End-to-End Delay | 4 2.1101 2.3882
(Seconds) 5 2.1182 2.4011
6 2.1529 2.4118
7 2.1835 2.4311
3 0.1991 0.1924
Packet Delivery 4 0.1990 0.1934
Ratio 5 0.2031 0.1923
6 0.2232 0.1973
7 0.2320 0.2239
3 8,510 8,787
Retransmission 4 8,510 8,783
Attempt 5 8,535 8,802
(Segments) 6 8,559 8,864
7 8,557 8,944
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Table C.11: Simulation Results of Varying Packetdgth under Good wireless Channel in
Small-Medium Network (n=10)

Scenario 11: Varying Packet Length under Noisy Wirkess Channel in Small-Medium

Network
Performance Packet Length Enhanced TCP-WELCOME
Metrics (Bytes) TCP-WELCOME
5,000 34.4078 32.2956
Throughput 10,000 34.2342 32.1626
(Kbps) 15,000 34.2182 31.9959
20,000 34.0047 31.8401
25,000 33.4694 31.5729
5,000 2.0158 2.1477
End-to-End Delay | 10,000 2.0260 2.1565
(Seconds) 15,000 2.0270 2.1678
20,000 2.0397 2.1784
25,000 2.0723 2.1968
5,000 0.3807 0.3639
Packet Delivery 10,000 0.1370 0.1214
Ratio 15,000 0.1068 0.0868
20,000 0.0755 0.0616
25,000 0.0501 0.0388
5,000 6,186 6,409
Retransmission 10,000 6,177 6,416
Attempt 15,000 6,229 6,437
(Segments) 20,000 6,227 6,438
25,000 6,256 6,463
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Table C.12: Simulation Results of Varying Packenditd under Good wireless Channel in
Small-Medium Network (n=15)

Scenario 12: Varying Packet Length under Noisy Wirkess Channel in Small-Medium

Network
Performance Packet Length Enhanced TCP-WELCOME
Metrics (Bytes) TCP-WELCOME
5,000 32.7451 28.8865
Throughput 10,000 32.7294 28.7927
(Kbps) 15,000 32.0753 28.5126
20,000 31.8406 28.3907
25,000 31.6663 28.2591
5,000 2.1182 2.4011
End-to-End Delay | 10,000 2.1192 2.4089
(Seconds) 15,000 2.1624 2.4326
20,000 2.1784 2.4431
25,000 2.1903 2.4544
5,000 0.2031 0.1923
Packet Delivery 10,000 0.0652 0.0589
Ratio 15,000 0.0397 0.0311
20,000 0.0216 0.0154
25,000 0.0160 0.0114
5,000 8,535 8,802
Retransmission 10,000 8,553 8,864
Attempt 15,000 8,626 8,926
(Segments) 20,000 8,629 8,936
25,000 8,635 8,952
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